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1 Reason for Change

The TS contains the concept of a “session Identifier” received in the contact header of response messages, but there is no reference or explanation to this parameter.
This contribution adds a reference to the draft that describes the concept of session identifier 

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

****************** FIRST CHANGE **********************
2.1 Normative References

	[sipping-conferencing]
	draft-ietf-sipping-cc-conferencing-07
Session Initiation Protocol Call Control - Conferencing for User Agents

This document builds on the Conferencing Requirements and Framework documents to define how a tightly coupled SIP conference works


****************** SECOND CHANGE **********************

7.1.1.2 Establishment of an One-to-One IM session

Upon receiving a request from an IM User to establish an One-to-One IM session with peer-to-peer MSRP media, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2.  The IM Client SHALL set the Request-URI of the SIP INVITE request to the intended recipient IM User; 

· 3. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and ,[ draft-ietf-mmusic-sdp-new  and [draft-ietf-simple-message-sessions]

·   4. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing];

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
 7.1.1.3 IM Client initiates an Ad-hoc IM Conference

Upon receiving a request from an IM User to establish an IM Conference, the IM Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; and the IM Client SHALL

-      2.  set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User; and 

· 3.  include a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]

· 4. The IM Client SHALL check that the number of Invited IM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps

1. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions]:-

  5. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

NOTE 2: 
According to [draft-ietf-sipping-uri-list-conferencing-04.txt] the received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference state event package.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.1.1.4 IM Client initiates an Pre-Defined IM Conference

Upon receiving a request from an IM User to establish an IM Conference, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; and the IM Client SHALL

-      a..  set the Request-URI of the SIP INVITE request to the pre-establish group for the IM service in the Home IM Network of the IM User; and 

-      b. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], ,[ draft-ietf-mmusic-sdp-new ]  and [draft-ietf-simple-message-sessions]:-

  2. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

NOTE 1: 
The received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the Pre-Establish group request.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference state event package.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.1.1.7 IM Client adding IM User(s) to an IM Conference Session

Upon receiving a request from the IM User to add one or more IM Users to an ongoing IM Conference Session, the IM Client:

-
1. SHALL, if the SIP REFER request is to be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.2.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515]; 

· 2.  SHALL set the Request-URI of the SIP REFER request to the IM Session Identity of an ongoing IM Session; 

· 3. SHALL, if only one IM User is invited, 

a) set the Refer-To header of the SIP REFER request to the IM Address of the Invited IM User according to rules and procedures of [RFC3515].

b) ii. SHALL set the Norefer-Sub header to “false” according to rules and procedures of  [draft-ietf-sip-refer-with-norefersub-03].

· 4. SHALL, if more then one user is invited:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-ietf-sipping-multiple-refer-04.txt]; and,

b) SHALL include a MIME resource-lists body with the list of the IM Users to be added according to rules and procedures of [draft-ietf-sipping-multiple-refer-04.txt]. 

c) SHALL set the Norefer-Sub header to “true” according to rules and procedures of  [draft-ietf-sip-refer-with-norefersub-03].

d) SHALL include the “multiple-refer” option-tag in the Require header filed of the REFER.

· 5. SHALL, if the on-going IM Session is an Ad-hoc IM Group Session or 1-1 IM Session on the Home IM Server of the IM User, check that the number of the Invited IM Users on the URI-list or in the Refer-To header does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps.

· 6. SHALL include value "id” in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [IM-XDM Specification] the IM Session will not be allowed by the IM Server hosting the IM Group. 

· 7. SHALL send the SIP REFER request towards the IM Server within the existing dialog from which the IM Session Identity of the ongoing IM Session was received in the Contact header of the SIP final response if such a dialog exists as described in [sipping-conferencing], otherwise send the SIP REFER request towards the IM Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the IM Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the IM User based on the information in the SIP NOTIFY body.

NOTE:
The IM Server does not send any SIP NOTIFY request if the IM Client inserted the Refer-Sub header with value “false” in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
 7.1.1.9 IM Client rejoins an IM Conference Session 

Upon receiving a request from an IM User to establish an IM Session using a IM Group Identity, the IM Client: 

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

· 2. SHALL set the Request-URI of the SIP INVITE request to the IM Group Identity identifying the IM Conference;

· 3. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC2327], [draft-ietf-simple-message-sessions]

· 4  SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity received in the Contact header as described in [sipping-conferencing],
In addition to this, the IM Client MAY subscribe to the Conference State Event Package as specified in subclause x.x.x "IM Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.1.1.10 IM Client joins a Public Conference Session

When the IM Client contacts an establish Public Conference Session:

Upon receiving a request from an IM User to establish Public Conference Session with the public conference URI  , the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2.  SHALL set the Request-URI of the SIP INVITE request to the intended Public Conference; 

· 3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions]:-

· 5. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

 7.1.1.11 IM Client refers to a Public Conference Session

Upon receiving a request from the IM User to add another IM User to an Public IM Conference Session, the IM Client:

· 1. SHALL, generate an initial SIP REFER request as specified in subclause 6.1.2.1 "General" and according to rules and procedures of [RFC3515. 

· 2.  SHALL set the Request-URI of the SIP REFER request to the IM Address of the Public Conference session as described in [sipping-conferencing]; 

· 3. SHALL, set the Refer-To header of the SIP REFER request to the identity of the invited IM user according to rules and procedures of [RFC3515].

· -  4.  SHALL set the Norefer-Sub header to “false” according to rules and procedures of [draft-ietf-sip-refer-with-norefersub-03].
· 5. SHALL include value "id” in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE :
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [IM-XDM Specification] the IM Session will not be allowed by the IM Server hosting the IM Group. 

Since the Norefer-Sub header was set to “false” in step 3 above, then the Notify will not be received..
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 7.2.1.1 General

On receipt of an initial SIP INVITE request the IM Server 

· 1. SHALL store the supported SIP methods if received in the Allow header.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the IM Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include the Server header with the IM release version as specified in ‎Appendix F "Release version in User-agent and Server headers";

· 3. SHOULD include an Allow header with all the supported SIP methods;

· 4. SHALL include Authenticated Originator’s IM Address as specified in subclause ‎5.2 “Authenticated Originator's IM Address”
a) set to the Conference-factory-URI in case of 1-1 IM Session or Ad-hoc IM Group Session or

b) set to the IM Group Identity  in the case of  pre-defined  IM Group 

· 5. SHALL include in the Contact header the IM Session Identity with the feature tag 'isfocus' as described in [sipping-conferencing] and the IM feature tag '+g.oma.sip-im' 
When sending a SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with all the supported SIP methods;

· 3. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [draft-ietf-sip-session-timer]; 
· 4. SHALL include Authenticated Originator’s IM Address as specified in subclause  ‎5.2“Authenticated Originator's IM Address”
a) set to the Conference-factory-URI in case of 1-1 IM Session or Ad-hoc IM Group Session  or  
b) set to the IM Group Identity  in the case of  pre-defined  IM Group 

b) 
· 5. SHALL include in the Contact header the IM Session Identity with the feature-tag 'isfocus' as described in [sipping-conferencing] and the IM feature-tag '+g.oma.sip-im’,
· 6. SHALL include the Server header with the IM release version as specified in ‎Appendix F "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

 7.2.1.2 Ad-hoc IM Group setup request

1-to-1 IM  is special case of ad hoc IM Conference with only one participant in the Uri-list

Upon receiving of an initial SIP INVITE request the IM Server:

· 1. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause [Error handling] "Conference-factory URI does not exist" if it is not allocated;

· 2. SHALL check whether the Accept-Contact header includes the IM feature-tag '+g.oma.sip-im' and if it does not the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's IM Address  and authorize the request, and if it is not authorized by the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. SHALL establish an IM Session and allocate an IM Session Identity for the IM Session as described in [sipping-conferencing] ;

· 5.SHALL check the SDP parameters in the SDP offer of the inviting User

· 6. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc IM Group Session is not exceeded. If exceeded, IM Server SHALL return SIP 486 “Busy Here” response with the warning header set to “too many participants”. Otherwise, continue with the rest of the steps; and,

· 7. SHALL invite the IM Users listed in the MIME resource-lists body as specified in subclause  7.5.2 [originating procedures of controlling IM Function] "IM Session invitation request".

NOTE:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP180 "Ringing" response as specified in subclause 7.2.2.2 "IM Session Invitation Request" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting IM Client, the IM Server:

· 1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting IM Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause [originationg procedure for controlling IM function] "IM Session invitation request" the IM Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.5.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting IM Client otherwise do not proceed with the rest of the steps;

· 2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new] and [draft-ietf-simple-message-sessions-12.txt] with the following instructions:
a) propose in the accept type media attribute of the SDP from the selected mime types by the IM Server from both those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network; 

b) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from b those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network 
· 3. SHALL send a SIP 200 "OK" response to the Inviting IM Client; and

· 4. SHALL interact with MSRP switch  as specified in [7.5.3.2] .

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the IM Server: 
· 1. SHALL send the SIP final response towards the Inviting IM Client, if a SIP final response was received from all the Invited IM Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code defined by the IM Server according to local policy e.g. the lowest value received from the Invited IM User(s); or, 

· 2. SHALL remove Inviting IM Client from the IM Session as specified in subclause 7.5.2.5 "Remove of Participant from IM Session", if a SIP final response other than 2xx or 3xx was received from all the Invited IM Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.1.1 Large Message Session initiation

9.1.1.1   General

The IM Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in ‎Appendix F “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header

· 5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE 1: If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [XDM Specification] the IM Session will not be allowed by the IM server hosting the IM Group

·  6. SHALL include the option tag 'timer' in the Supported header; and,
· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Client: 

· 1. SHALL store the list of SIP methods that the IM Server supports if received in the Allow header; and,
· 2. SHALL store the session identity if received in the Contact header as described in [sipping-conferencing].

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
9.2 Terminating Client Procedures

9.2.1 IM Client Invited to a Large Message Session

On receipt of the initial SIP INVITE request the IM Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the IM Client determines that there is not enough resources to handle the Large Message Session; or,

b) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a Large Message Session can e.g. be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 3. SHALL store the list of supported SIP methods if received in the Allow header; and,
· 4. SHALL store as the Session Identity the content of the Contact header as described in [sipping-conferencing].
· 5. SHALL set User Plane parameter as described in Chapter 6.2.2.1.2 Terminating Client - Pager Mode Session set up
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
· 2. SHALL include User Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”; 

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause xxx “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

12.2.1 Request for Retrieving stored History 
12.2.1.1 General

On receipt of the initial SIP INVITE request the IM History Function: 

· 1. SHALL reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] under certain conditions, e.g.

a) when a P-Asserted-Identity is not present
· 2.    SHALL check whether the Accept-Contact header includes the feature-tag '+g.oma.sip-im' and if it does not the IM Server SHALL return a SIP 403 “Forbidden” response.

· 3. SHALL store the list of supported SIP methods if received in the Allow header;
· 4.  SHALL Verify that the SDP body has the media direction attribute set to a=recvonly; and if it does not the IM Server SHALL return a SIP 403 “Forbidden” response.
-
5.  SHALL Verify that the INVITE body includes a URI-list
Upon verifying P-asserted-identity of a user in the INVITE request, The IM History Function performs the following
· 1.   SHALL generate SIP responses according to rules and procedures of [RFC3261];

· 2.   SHALL include Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3.   SHOULD include an Allow header with all supported SIP methods; 
-     4  . SHALL include the IM session Identity in the Contact header as described in [sipping-conferencing].
· 5.  SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [draft-ietf-mmusic-sdp-new] [RFC2327] as follows:

· a). set the direction attribute to a=sendonly 
· 6..  SHALL send the SIP 200 "OK" response to the IM Client;

The History Function 

· 1.   SHALL process the INVITE request by retrieving each of the history references, as defined in [draft-URI-list]. 

· 2.    SHALL deliver the content of the each history reference indicated in the URI list of the incoming INVITE  
-      3.    Messages in the MSRP SEND MUST be sent as defined in section 10.3.3 “History Delivery “.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
 12.3.1.2 Generating a SIP INVITE

The IM History Function:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause .1.2 "General"; and the IM Client SHALL

· 2.  set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User; 

· 3. SHALL include the SIP URI of the initiators of the request in the From: header field.

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264]  ,[ draft-ietf-mmusic-sdp-new]  , and [draft-ietf-simple-message-sessions]:-

·  6. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM History Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

· 4. SHALL store the all SIP Headers
· 5. SHALL subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of an IM Session according to chapter 6.2.13 IM Client subscription to the conference state event package
· 6 SHALL, if the IM History Function accepts the SIP Session invitation, and interact with the User Plane as specified in xxxx “ IM User Plane”.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
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