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1 Reason for Change

This CR fixes an unnecessary renumbering made on the “Not enough credit to complete requested operation” and “Operation requires a higher class of service” Status Codes.

2 Impact on Backward Compatibility

none

3 Impact on Other Specifications

none

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept this CR

6 Detailed Change Proposal

Change 1:  The “Not enough credit to complete requested operation” Status Code has been renumbered from 902 in earlier specifications to 920.  The “Operation requires a higher class of service” Status Code has been renumbered from 903 to 921. Move both status codes back to their original numbers and move the newly introduced “MSISDN error” and “Registration confirmation” Status Codes to 920 and 921 respectivly.

11. Status Codes and Descriptions

CSP uses the concept and paradigm of HTTP/1.1 response to define the status code. However, there is no logical or semantic relationship between the status codes in CSP and the status codes in HTTP.

The following sections define the general categories as well as each status code.

11.1 1xx – Informational

The client MUST be prepared to accept one or more 1xx status codes prior to a regular response even if the client does not expect a 100 “Continue” status code. A user agent SHALL ignore unexpected 1xx status code. This category of the status codes does not finish a transaction.

11.1.1 100 – Continue

The client SHOULD continue with its request. The server has accepted the request for processing, but the processing has not been completed. The request might or might not eventually be successfully completed. The server MUST send a final response again upon completing the request. The “100” response is used when time of completion will be too long, possibly causing the server and client connection to break.

11.1.2 101 – Queued

The client SHOULD continue with its request. The server has accepted the request, but does not have resources to start processing. The request might or might not eventually be successfully completed. The server MUST send a final response again upon completing the request.

11.1.3 102 – Started

The client SHOULD continue with its request. The server has accepted the request for processing. The “102” response is used when server needs to start additional transactions in order to process the request. The server MUST send a final response again upon completing the request.

11.2 2xx – Successful

The 2xx class of status codes indicates that the client’s request was successfully received, understood and accepted.

11.2.1 200 – Successful

This is used to indicate that the request succeeded.

11.2.2 201 – Partially successful

This is used to indicate that the request was successfully completed, but some parts were not completed due to certain errors. The details of the error case(s) are indicated in the response.

11.2.3 203 – Extension block ignored

The client/server requested a transaction that carries an extension block however the extension block was ignored on the terminating end – in an otherwise successful transaction. The originator of the request MUST NOT perform the behavior described in the proprietary solution as the requested proprietary functionality was ignored on the terminating end.

11.3 4xx – Client Error

The 4xx class of status codes is intended for cases in which the client seems to have erred. The server SHOULD include the explanation of the error situation including whether it is a temporary or permanent condition. The user agents SHOULD be able to display the error description to the user.

11.3.1 400 – Bad Request

The server could not understand the request due to the malformed syntax. The client MUST NOT repeat the request without modification.

11.3.2 401 – Unauthorized

When an authorization request is expected, the presence server will respond with this status code. Properties will contain details of available authorization schemes.

11.3.3 402 – Bad Parameter

The server cannot understand one of the parameters in the request. The client MUST NOT repeat the request without modification.

11.3.4 403 – Forbidden

The server understood the request, but the principal settings denied access to some of the presence, contact information or group. Authorization will not help and the request SHOULD NOT be repeated. This type of response can be returned if user not login in the network yet.

11.3.5 404 – Not Found

The server cannot find anything matching the request. No indication is given of whether the condition is temporary or permanent.

11.3.6 405 – Service Not Supported

The server does not support the service method in the request.

11.3.7 408 – Request Timeout

The client did not produce a request within the time the server was prepared to wait.

11.3.8 409 – Invalid password

The password provided by the client was incorrect; it does not match with the given User-ID. The client MUST NOT repeat the request without modification.

11.3.9 410 – Unable to Deliver

The server cannot deliver the request. The requested resource is no longer available at the server and no forwarding address is known.

11.3.10 411 – Unable to find suitable content type

The server cannot deliver the response because the client does not support any suitable content type. The client MUST NOT repeat the request without performing client capability negotiation where it agrees on a suitable content type.

11.3.11 415 – Unsupported Media Type

The server cannot deliver the request because the client cannot support the format of the entity that it requested.

11.3.12 420 – Invalid Transaction-ID

The server encountered an invalid transaction ID.

11.3.13 422 – User-ID and Client-ID do not match

The User-ID and the Client-ID do not match in the request.

11.3.14 423 – Invalid Invitation-ID

The server encountered an invalid invitation-ID.

11.3.15 424 – Invalid Search-ID

The server encountered an invalid search-ID.

11.3.16 425 – Invalid Search-Index

The server encountered an invalid search index.

11.3.17 426 – Invalid Message-ID

The server encountered an invalid Message-ID.

11.3.18 427 – Invalid User-ID

The server encountered an invalid User-ID.

11.3.19 428 – Invalid Client-ID

The server encountered an invalid Client-ID.

11.3.20 429 – Missing Group-ID

The server encountered a request without Group-ID while the Group-ID is necessary to fulfill the request.

11.3.21 431 – Unauthorized Group Membership

The user agent is not an authorized member of the group.

11.3.22 432 – Response too large

The response would be larger than the client is capable to handle according to the limitations agreed during client capability negotiation. The client MUST NOT repeat the request without performing client capability negotiation where it agrees on higher limitations.

11.3.23 433 – Invalid notification type

The server encountered an invalid notification type.

11.3.24 434 – Unknown Segment reference

The client or the server requested a segment, however the Transaction-ID in the Segment-ID was not recognized either because there is no such, or because it has been invalidated already. The originator MUST NOT repeat the request without modification.

11.3.25 435 – Segment index out of bounds

The client or the server requested a segment, however the segment index in the Segment-ID was not recognized either because there is no such, or because it has been invalidated already. The originator MUST NOT repeat the request without modification.

11.3.26 436 – System Message Response required

The server has sent a System Message notification to the client requiring response from the end-user.  The client MUST NOT repeat the request without gathering feedback from the end-user and sending a System Message resposne to the server.

11.3.27 437 – Unknown System Message ID

The System Message response contains an unknown system message id.

11.3.28 438 – Incorrect Verification Key

The System Message response contains an incorrect verification key.

11.3.29 439 – Verification Mechanism Not Supported

The client does not support the verification mechanism required by the server in the System Message notification.

11.3.30 440 – Not allowed notification type

The client subscribed to an event of functionality not agreed during service negotiation.

11.3.31 441 – Number of characters exceeds the maximum number of characters

The client submitted a value where the number of characters is more than the allowed maximum numbers of characters for this value.

11.3.32 442 – Wrong value type

The type of the value submitted by the client does not match the required value types.  E.g. the Age field MUST be an integer, etc.

11.3.33 450 – Missing Application-ID

The client attempted to accept an invitation without providing an Application-ID, thus the server rejected the request. The client MUST NOT repeat the request without modification.

11.3.34 451 – Invalid Application-ID

The client attempted to use an Application-ID that was not registered to it during login. The client MUST NOT repeat the request without modification during the active session.

11.3.35 452 – Forbidden Application-ID

The requesting user is blocking the requested Application-ID while the BlockList is in use, or the Application-ID is not permitted while the GrantList is in use. The client MUST NOT repeat the request without applying modifications to his/her access control rules.

11.3.36 480 – Segments dropped before delivery

The client has dropped the segment chain while the server was still retrieving it. The server MUST perform the segmented transaction using the successfully retrieved parts, unless mandatory or conditional elements are missing to perform the requested operation.

11.3.37 481 – Segments dropped before delivery with rollback

The client has dropped the segment chain while the server was still retrieving it. The server MUST NOT perform the segmented transaction using the successfully retrieved parts; it MUST roll back to the original state if necessary.

11.4 5xx – Server Error

The 5xx class of status codes is intended for cases in which the server is aware that it has erred or is incapable of performing the request.

11.4.1 500 – Internal server or network error

The server encountered an unexpected condition that prevented it from fulfilling the request.

11.4.2 502 – Session could not be recovered

The server was not able to recover the session requested by the client.

11.4.3 503 – Service Unavailable

The server is currently unable to handle the request due to a temporary overloading or maintenance of the server.

11.4.4 504 – Timeout

The server could not produce a response within the time that it expected. 

11.4.5 505 – Version Not Supported

The server does not support, or refuse to support, the request version that was used.

11.4.6 506 – Service not agreed

During service negotiation the server did not agree to provide the transaction that the client requests. The client MUST NOT repeat the request without a new service negotiation.

11.4.7 507 – Message queue is full

The server cannot fulfill the request, because its message queue is full. The client MAY repeat the request.

11.4.8 508 – Unsupported message context

The server is unable to understand the message context that the client has used. The client MUST NOT repeat the request without modification.

11.4.9 509 – Related services are missing

The server cannot perform the request, as some services that are indirectly related to the requested transaction have not been agreed during service negotiation. The client MUST NOT repeat the request until the indirectly required services have been agreed using a service negotiation.

11.4.10 510 – Related client capabilities are missing

The server cannot perform the request, as some client capabilities that are indirectly related to the requested transaction have not been agreed during client capability negotiation. The client MUST NOT repeat the request until the indirectly required capabilities have been agreed using a client capability negotiation.

11.4.11 515 – Application is forbidden

The client attempted to assign an Application-ID for the session during login that the service provider does not allow for some reason – such reasons might be that the application has been identified by service provider to be un-secure, non-compliant, spy-ware, etc –, thus the server rejected the login request. The client MUST NOT repeat the request without modification. The client MAY repeat the request without Application-ID, or using another Application-ID.

11.4.12 516 – Domain Not Supported

The server does not support forwarding to a different domain space. 

11.4.13 517 – Location Not Supported

The server is unable to generate a map for the requested location for some reason. The client MUST NOT repeat the request without modification.

11.4.14 531 – Unknown user

The specified user is unknown/not valid User-ID was given.

11.4.15 532 – Recipient Blocked the Sender

The recipient of the message or invitation blocked the sender. Note that returning this error code reveals to the sender that the recipient has blocked it. It is up to the implementation and service provider to decide whether or not this error code SHOULD be returned. A WV server MAY instead report success, even though the message or invitation was discarded, to conceal this fact.

11.4.16 533 – Message Recipient Not Logged in

The recipient of the message is not logged in.

11.4.17 534 – Message Recipient Unauthorized

The recipient of the message is not authorized.

11.4.18 535 – Search timed out

The server has invalidated the requested search-request.

11.4.19 536 – Too many hits

The server performed the search successfully, but the server implementation limits the maximum number of hits – the server MAY discard the hits that are over its limits and the discard hits will not be available for the client.

11.4.20 537 – Too broad search criteria

The server did not perform the search – the server simply by analyzing the search criteria came to the conclusion that according to the requested criteria the search would give higher number of hits than the server is willing to handle. The client MAY repeat the request with narrowed search criteria.

11.4.21  538 – Message has been rejected

Recipient has rejected message. Note that returning this error code reveals to the sender that the recipient has rejected the message. It is up to the implementation and service provider to decide whether or not this error code SHOULD be returned. A WV server MAY instead report success, even though the message was discarded, to conceal this fact.

11.4.22 539 – Message-Count exceeded

The list of messages on the server exceeds the maximum number of Message-Info structures to be returned as specified in Message-Count.

11.4.23 540 – Message has been rejected due to limitations

The server (or another server on the route to the Recipient) has rejected the instant message because the instant message content is not allowed either because the content type is not supported, or because it is too large. The client MUST NOT repeat the transaction without modification. The client SHOULD check its own limitations from its agreed client capability settings, and the recipient’s content type limitations using the ClientInfo presence attribute.

11.4.24 541 – Message has been forwarded

Recipient has forwarded message without retrieving it first. Note that returning this error code reveals to the sender that the recipient has forwarded the message. It is up to the implementation and service provider to decide whether or not this error code SHOULD be returned. A WV server MAY instead report success, even though the message was forwarded, to conceal this fact.

11.4.25 542 – Message has expired

Message has not been retrieved by the recipient in the specified time period and has been deleted from the server.

11.4.26 543 – No matching digest scheme supported

The server does not support any of the digest schemas that the client has requested.

11.4.27 544 – Too many elements in advanced criteria

The server did not perform the search – it has received an advanced search request, which includes advanced criteria with too many elements. The client MUST NOT repeat the request without modification.

11.4.28 545 – Too many levels of nesting in advanced criteria

The server did not perform the search – it has received an advanced search request, which includes advanced criteria with too many levels of nesting. The client MUST NOT repeat the request without modification.

11.4.29 546 – Message cannot be delivered due to limitations

The client attempted to retrieve an instant message where the content is not allowed either because the content type is not supported or it is too large according to the client’s capability negotiation agreement. The client MUST NOT repeat the transaction without modification. The client SHOULD check its own limitations from its agreed client capability settings, and MAY perform client capability negotiation to agree on the necessary content type/limitation.

11.4.30 547 – Wildcard characters not allowed

The client attempted to use wildcard characters, however the server does not allow wildcard characters to be used. The client MUST NOT repeat the request without modification. The client MAY repeat the request with a full string without wildcard characters.

11.4.31 548 – Wildcard expression is too complicated

The client attempted to use wildcard characters, however the server finds the expression too complicated. The client MUST NOT repeat the request without modification. The client MAY repeat the request with a less complicated expression.

11.4.32 550 – Header encoding not supported

The requested SMS header encoding (UDH or textual) is not supported. The clients MUST NOT repeat the request without modification. The client MAY repeat the request with the opposite header encoding (UDH if it was textual, or vice versa).  See [CSP PTS] for detail on how this status code is used.

11.4.33 560 – Unsupported search-element was requested

The client requested a search using a search-element that is not supported by the server. The client MUST NOT repeat the request without modification.

11.4.34 561 – Supported search-element

The server supports searching using the search-element marked with this error code. The client MAY attempt to search using this element.

11.4.35 562 – Unsupported search-element

The server does not support searching using the search-element marked with this error code. The client SHOULD NOT attempt to search using this element.

11.5 6xx – Session

The 6xx class status code indicates the session-related status.

11.5.1 600 – Session Expired

The client was disconnected because time-to-live parameter of user session has expired. The client MAY attempt to login at any time.

11.5.2 601 – Forced Logout

The server has disconnected the client for some reason. The client receiving this error code MUST NOT attempt login automatically, it MUST wait for user interaction. The status details SHOULD give sufficient information for the user when the next login attempt MAY be performed. The user MAY trigger the login manually.

11.5.3 604 – Invalid session (not logged in).

There is no such session. (Previously not logged in, disconnected, or logged out.)

11.5.4 605 – New value not accepted.

The server does not accept the new timeout value requested by the client, the old value MUST be used.

11.5.5 606 – Some services are not available

The server does not accept the session re-establishment request because some of the services that have been agreed during the terminated session are not available. The client MUST NOT repeat the re-establishment request without modification. The client MAY establish a new session.

11.5.6 607 – Too many non-conformant System Message replies

The server will not accept new requests from the client for a period of time (it is implementation-specific), because the client already attempted to respond a System Message with non-conformant replies too many times. The server cannot verify whether the user is making mistakes, or the client is not OMA IMPS compliant, but this error code allows the server to protect itself against undesired attempts. The server is NOT REQUIRED to validate any requests while this protection is active – it MAY respond any request without validation with a Status primitive using the same error code. The client MUST NOT repeat the request until the protection time indicated in the status details expires.

11.5.7 608 – Client-ID is not unique

The server did not accept the login request from the client, because the Client-ID that the client attempted to use during login is already in use.

11.5.8 610 – User session limitation reached

The user has already reached the limitation on the maximum number of concurrent sessions that are allowed across all SAPs that provide access to the service provider’s domain. The client SHOULD NOT repeat the request for any SAPs.

11.6 7xx – Presence and Contact List

The 7xx class indicates the presence and contact list related status codes.

11.6.1 700 – Contact list does not exist

The contact list specified in the request does not exist.

11.6.2 701 – Contact list already exists

The contact list specified in the request already exists.

11.6.3 702 – Invalid or unsupported user properties

The user properties specified in the request are invalid, or not supported.

11.6.4 703 – Contact list is empty

The client attempted to use a contact list that is empty.

11.6.5 750 – Invalid or unsupported presence attribute

The presence attribute(s) specified in the request are invalid, or not supported.

11.6.6 751 – Invalid or unsupported presence value

The presence value(s) specified in the request are invalid, or not supported. The client SHOULD NOT repeat the request without modification.

11.6.7 752 – Invalid or unsupported contact list property

One or more contact list properties specified in the request are invalid or not supported. The client SHOULD NOT repeat the request without modification.

11.6.8 753 – The maximum number of contact lists has been reached for the user

The server limits the maximum number of contact lists per user. The limit has been reached; so additional contact lists cannot be created. The client SHOULD NOT repeat the request until a contact list that belongs to the particular user has been deleted.

11.6.9 754 – The maximum number of contacts has been reached for the user

The server limits the maximum number of contacts per user. The limit has been reached; so additional contacts cannot be created. The client SHOULD NOT repeat the request until a contact that belongs to the particular user has been deleted.

11.6.10 755 – The maximum number of attribute lists has been reached for the user

The server limits the maximum number of attribute lists per user. The limit has been reached; so additional attribute lists cannot be created. The client SHOULD NOT repeat the request until an attribute list that belongs to the particular user has been deleted.

11.6.11 756 – The maximum number of Users in grant list has been reached for the user

The server limits the maximum number of users in grant list per user. The limit has been reached; so the user cannot add new entities to the grant list. The client SHOULD NOT repeat the request until the user has removed entities from grant list.

11.6.12 757 – The maximum number of Users in block list has been reached for the user

The server limits the maximum number of users in block list per user. The limit has been reached; so the user cannot add new entities to the block list. The client SHOULD NOT repeat the request until the user has removed entities from block list.

11.6.13 758 – The maximum number of users in watcher list has been reached for the user

The server limits the maximum number of users in watcher list per user. The limit has been reached; so other users cannot subscribe the presence attributes of the user.

11.7 8xx – Groups

The 8xx class indicates the group-related status codes.

11.7.1 800 – Group does not exist

The group specified in the request does not exist.

11.7.2 801 – Group already exists

The group specified in the request already exists.

11.7.3 802 – Group is open

The group specified in the request is an open group.

11.7.4 803 – Group is restricted

The group specified in the request is a restricted group.

11.7.5 804 – Group is public

The group specified in the request is public.

11.7.6 805 – Group private

The group specified in the request is private.

11.7.7 806 – Invalid/unsupported group properties

The group properties specified in the request are invalid or not supported.

11.7.8 807 – Group is already joined

The group specified in the request is already joined. If the server does not allow the same user to join a group more than once then this error code is used to indicate that the user is already joined the particular group.

11.7.9 808 – Group is not joined

The request cannot be processed because it requires the user to be joined to the group.

11.7.10 809 – User has been rejected

The user has been rejected from the particular group. He/she is forced to leave the group and cannot join.

11.7.11 810 – Not a group member

The request cannot be processed because the user is not a member of the specified restricted group The client SHOULD NOT repeat the request until the user has been added to the group as a member.

11.7.12 812 – Private messaging is disabled for group

The client requested private message delivery but the private messaging is disabled in the particular group.

11.7.13 813 – Private messaging is disabled for user

The client requested private message delivery but the private messaging is disabled for the particular user.

11.7.14 814 – The maximum number of groups has been reached for the user

The server limits the maximum number of groups per user. The limit has been reached; additional groups cannot be created. The client SHOULD NOT repeat the request until a group that belongs to the particular user has been deleted.

11.7.15 815 – The maximum number of groups has been reached for the server

The maximum number of groups is limited on the server. The server limit has been reached; additional groups cannot be created. The client MAY repeat the request.

11.7.16 816 – Insufficient group privileges

The user is a member in the particular group, but does not have sufficient privileges group to perform the requested operation. The client SHOULD NOT repeat the request until the user has been authorized properly.

11.7.17 817 – The maximum number of joined users has been reached

The maximum number of joined users has been reached in the requested group. The client MAY repeat the request.

11.7.18 818 – Minimum age requirement not fulfilled

The group has an active age restriction limitation, and the requesting user does not fulfill the requirements needed to perform this transaction. The client SHOULD NOT repeat the request within a reasonable time period.

11.7.19 821 – History is not supported.

The server does not support group history. The client MUST NOT repeat the request.

11.7.20 822 – Cannot have searchable group without name or topic

The server cannot perform group search without group name or group topic. Either group name or group topic or both MUST be non-empty to support group search.

11.7.21 823 – The maximum number of group members has been reached

The server limits the maximum number of group members per group. The limit has been reached; so additional group members cannot be added. The client SHOULD NOT repeat the request until a group member has been removed from the group.

11.7.22 824 – Own Request

The reason code for the LeaveGroupResponse. Server sends this error code in the LeaveGroupResponse as a response to the client-initiated LeaveGroupRequest.

11.7.23 825 – Extend conversation rejected

The invitee rejected the invitation to the extended conversation.

11.8 9xx General Errors

The 9xx class indicates status codes too general to fit into other classes.

11.8.1 900 Multiple Errors

No part of the transaction was successfully processed for several reasons and thus one other status code cannot indicate the errors. The details of the error cases are indicated in the response.

11.8.2 901 General Address Error

The general address is not supported. No specific error is given due to security or privacy reason.

11.8.3 

11.8.4 902 – Not enough credit to complete requested operation

The server cannot perform the requested operation since the user has not enough credit.

11.8.5 

11.8.6 903 – Operation requires a higher class of service

The server cannot perform the requested operation since it requires a higher class of service. A class of service is a designation assigned by the service provider to describe the service treatment and privileges given to a particular user (e.g., premium, gold).

11.8.7 904 – Missing mandatory field(s) of requesting user

The requesting user did not fill in the mandatory fields of his/her public profile. The client MUST NOT repeat the request, and MAY receive a system message – see system message in .
 
11.8.8 905 – Public profile of requested user is not available

The requested user did not fill in the mandatory fields of his/her public profile, or the public profile is not available for some other reason. The client SHOULD NOT repeat the request within a reasonable time period.

11.8.9 906 – Too many public profiles requested

The client requested too many public profiles in a request. The server has successfully delivered as much public profiles as its implementation allows within a single transaction, however some public profiles have not been delivered due the limitations on server side. The client MAY retrieve the rest of the profiles, however it MUST retrieve the excess of public profiles in a separate transaction.

11.8.10 907 – Service provider agreement missing

The client attempted to perform an operation that involves another service provider, however the agreement between the related service providers prevents the server from performing the requested operation. The client SHOULD NOT repeat the request without modification.

11.8.11 908 – There are no instant messages

The client attempted to retrieve the list of instant message on the server, however there are no instant messages.

11.8.12 909 – Recipient does not support the requested functionality

The recipient client does not support the requested functionality.

11.8.13 

11.8.14 920 – MSISDN error

The client attempted to use an MSISDN that is not used by the device, thus the server rejected the request. The client MUST NOT repeat the request without modification.

11.8.15 921 – Registration confirmation

This status code indicates that the registration is successful but extra registration information is required before the user can use the service and the client MUST NOT continue the login.

11.8.16 
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