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1 Reason for Change

Correct an error found in the TS. TS was referencing operator policies defined in the IM XDMS… while actual IM XDMS does not plan to host operator policies.

Open question for clarification and discussion: what about user experience? If user agent is not able to download the authorised content types and size as he would have done on the IM XDMS, he may allow user to try sending unauthorised content. This will fail at sending… 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Comment this proposal for correction and agree on a new content.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

6.1.2 Originating Participating Function

6.1.2.1 General

Upon receiving from the served IM Client a SIP Request, the IM Server:
 1.    SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send an Instant Message and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. Otherwise, continue with the rest of the steps; 
2.    SHALL check the requested message size and content against the Operator policies. If the size or content do not conform to the allowed size or content type as specified in the policies of originating network operator, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  

Change 2:  Another change

6.1.7.1 Terminating Participating Function

6.1.7.1 General

Upon receiving an IM request to be terminated at the served IM user, the IM Server:

1. SHALL check the incoming request barring settings, i.e., isb-settings for IM Conference Session and ipab-settings for IM Pager Mode message, as specified in Appendix ‎E.2 “IM Specific Service Settings XML Document”. If the settings result resolves into the barring of an IM request, the IM Server SHALL respond with an appropriate response as specified in RFC3261. Otherwise, continue with the rest of the steps;  

2 SHALL check that  the Authenticated Originator's IM Address in the initial SIP request is not rejected according to the Access Policy as follows: 

a.  In case of IM Conference Session with the value “reject” in the <allow-session> action defined for the receiving IM User associated as described in [IM-XDM Specification]; or,

b. in case of IM Pager Mode message with the value “reject” in the <allow-pager-mode-message> action defined for the receiving IM User as described in [IM-XDM Specification].  

. If it is rejected, the IM Server SHALL respond with an appropriate response as specified in RFC3261. Otherwise, continue with the rest of the steps;
3.   SHALL check the message size and content against the Operator policies specified for the service and for the user as defined by terminating network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  
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