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1 Reason for Change

This contribution fixes all the different references to the Message Session Relay Protocol in the TS. It also changes the references from [draft-ietf-mmusic-sdp-new] to [RFC4566].
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

	[MSRP]
	“The Message Session Relay Protocol”, B. Campbell, June 2006, 
URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-message-sessions-15.txt


6.1.2.22 Reception of an initial SIP INVITE IM Session request 

Upon receiving an initial SIP INVITE request the IM Server:

· 1. If the Participating Function stays in the media path, the Participating Function:

· a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the IM Session; 

· b. SHALL generate a SIP INVITE request as specified in subclause ‎6.1.2.2.1 "General";
· c. SHALL insert a URI identifying its own address and the IM feature-tag '+g.oma.sip-im in the Contact-header of the SIP INVITE request; 

· d. SHALL copy the received Request-URI.

· e. SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] , [ RFC4566 ], and [MSRP]

· i  SHALL include and set the actual-size  attribute a=filelength
· f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2. If the Participating IM Function does not stay in the media path, the Participating IM Function

· a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the IM Session;

· b. SHALL include a Record-Route header containing a URI identifying its own address; and,

· c. SHALL forward the SIP INVITE response according to rules and procedures of [RFC3261] and SIP/IP Core.

Upon receiving a SIP 200 "OK" response, the Participating Function is acting as a B2BUA, the Participating Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact received in the Contact header;

· 3.   SHALL check in the user setting has history=yes set in the IM XDMS as described in [IM-XDM Specification] and if the INVITE has a P-Asserted Identity.  If so proceed with chapter  ‎1.1.1.1 “IM User has requested history”, before continuing with the rest of the steps; 

Editors Note: Where should the history settings be done? IM Settings or XDMS.

The reference to IM-XDM in step 3 is incorrect, since there is no history settings in that document.

· 4. SHALL generate a SIP 200 "OK" response; 

· 5. SHALL include a  SDP body as a SDP answer according to rules and procedures of [RFC3264] ,  [ draft-ietf-mmusic-sdp-new ]  and [MSRP] ,

· 6. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response, when the Participating IM Function is acting as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the IM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the Participating Function SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.2.2.4 IM Session modification

Editors Note: The IM Server MUST know whether the SIP INVITE is for Immediate messaging or for Conversation
Upon receiving a SIP UPDATE request or a SIP re-INVITE request from the IM Client during an on-going IM Session including a new SDP offer as specified by [RFC3264] and [RFC2327], an IM Server acting as a B2BUA: 

· 1. SHALL validate that the Media Parameters are acceptable to the IM Server and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;

· 2. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the IM Server performing the Controlling IM Function has indicated support for the SIP UPDATE method;
· 3. SHALL include a MIME SDP body as a SDP offer in the SIP UPDATE request and SIP re-INVITE request according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters; and,
· 4. SHALL send the SIP request towards the IM Server performing the Controlling IM Function within the existing SIP dialog according to rules and procedures of the SIP/IP Core.
On receipt of a SIP 200 "OK" response the IM Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP UPDATE request and SIP re-INVITE according to rules and procedures of [RFC3261];

· 2. SHALL, if the IM Server is in the media path, update the User Plane with the new Media Parameters received in the MIME SDP body as specified in [MSRP] and,

· 3. SHALL send a SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP UPDATE request or a SIP re-INVITE request from the IM Client during an on-going IM Session an IM Server acting as a SIP proxy SHALL act according to rules and procedures of [RFC3261].

Upon receiving SIP final response other than SIP 200 “OK” the IM Server SHALL forward the SIP response to the IM Client according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.3.2.2 IM Session modification

Upon receiving a SIP UPDATE request or a SIP re-INVITE request and when the IM Server acts as a B2BUA during an on-going IM Session the IM Server: 

· 1. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the IM client has indicated support for the SIP UPDATE method;

· 2. SHALL validate that the Media Parameters are acceptable to the IM Client and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;

· 3. SHALL include a MIME SDP body of a SIP UPDATE request or a SIP re-INVITE request with a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters; and,

· 4. SHALL send the SIP request towards the IM Client within the existing SIP dialog according to rules and procedures of the SIP / IP Core.
Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an on-going IM Session and when the IM Server acts as a SIP proxy the IM Server SHALL forward the SIP request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the IM Client has indicated support for the SIP UPDATE method.
Upon receiving of a SIP 200 "OK" response and when the IM Server acts as a B2BUA the IM Server:

· 1. SHALL generate a SIP 200 "OK" to the SIP UPDATE request or the SIP re-INVITE request according to rules and procedures of the [RFC3261];

· 2. SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters;
· 3. SHALL send a SIP 200 "OK" response towards the IM Server performing the Controlling IM Function according to rules and procedures of SIP/IP Core; and,
· 4. SHALL if the IM Server is in the media path, activate the Media Parameters received in the MIME SDP body as SDP answer as specified in [MSRP] 
Upon receiving of a SIP 200 "OK" response and when the IM Server acts as a SIP proxy the IM Server SHALL forward the SIP 200 "OK" response according to rules and procedures of [RFC3261].
Upon receiving of a SIP final response (with the exception of the SIP 200 “OK” response) to the SIP re-INVITE request or the SIP UPDATE request the IM Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.1.1.2 Establishment of an One-to-One IM session

Upon receiving a request from an IM User to establish a One-to-One IM session with peer-to-peer MSRP media, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General";

· 2.  The IM Client SHALL set the Request-URI of the SIP INVITE request to the intended recipient IM User; 

· 3. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and ,[ RFC 4566]  and [MSRP]:-

·   4. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing];

· 2.   SHALL interact with the User Plane

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
7.1.1.3 IM Client initiates an Ad-hoc IM Conference

Upon receiving a request from an IM User to establish an IM Conference, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General"; and the IM Client SHALL

-      2.  set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User; and 

· 3.  include a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]

· 4. The IM Client SHALL check that the number of Invited IM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps

· 5. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ RFC4566 ] and [MSRP]:-

·   6. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing];

· 2. SHALL interact with the User Plane

NOTE 2: 
According to [draft-ietf-sipping-uri-list-conferencing-04.txt] the received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference state event package.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
7.1.1.4 IM Client initiates an Pre-Defined IM Conference

Upon receiving a request from an IM User to establish an IM Conference, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General"; and the IM Client SHALL

-      a.  set the Request-URI of the SIP INVITE request to the pre-establish group for the IM service in the Home IM Network of the IM User; and 

· b. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566 ]  and [MSRP]:-

· 2. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

· 2. SHALL interact with the User Plane

NOTE 1: 
The received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the Pre-Establish group request.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference state event package.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
7.1.16 IM Client extends 1-to-1 IM Session to an Ad-hoc IM conference

 When an originator of a one to one session wants to extend the session to an Ad-hoc conference session, the IM Client:

· 1.  SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General";
· 2.  SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· 3.  SHALL add the invited user(s) in a MIME resource-list body according to [draft-ietf-sipping-uri-list-conferencing-04.txt], including also the identity of the original invited user.
· 4. SHALL include a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]

· 5. The IM Client SHALL check that the number of Invited IM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps

· 6. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 7. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ RFC4566 ] and [MSRP]:

· 8. SHALL for the originally invited user identity, include a Replace header with the original session identity according to rules and procedures of  [RFC3891] as illustrated in ‎Appendix M “Extending a one to one session to a conference”; and,

· 9. SHALL send the SIP INVITE request towards the controlling IM Server according to rules and procedures of SIP/IP Core.
NOTE:
The BYE request received as a result of the Replace header is handled as described in ‎1.1.1.1 “Disconnected from an IM Session”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.1.1.9 IM Client rejoins an IM Conference Session 

Upon receiving a request from an IM User to establish an IM Session using an IM Group Identity, the IM Client: 

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General"; 

· 2. SHALL set the Request-URI of the SIP INVITE request to the IM  Session Identity of the IM Conference;

· 3. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC2327], [MSRP]

· 4  SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity received in the Contact header as described in [sipping-conferencing]; 

In addition to this, the IM Client MAY subscribe to the Conference State Event Package as specified in subclause ‎7.1.1.11 "IM Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.1.1.10 IM Client joins a Public Conference Session

Upon receiving a request from an IM User to establish Public Conference Session with the public conference URI, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General";

· 2.  SHALL set the Request-URI of the SIP INVITE request to the intended Public Conference; 

· 3. SHALL insert in the SIP INVITE request a Content-Type header with application/sdp; 

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566 ] and [MSRP]:-

· 5. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications
7.1.1.13 IM Client receiving an IM Session release request

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL send SIP 200 "OK" response towards IM Server according to rules and procedures of the SIP/IP Core; and,
· 2. SHALL interact with the User Plane as specified in [MSRP]..

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.1.2.2 IM Client receiving an IM Session modification request

Upon receiving a SIP UPDATE request, or a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC2327], the IM Client:

· 1. SHALL validate that the Media Parameters are acceptable to the IM Client and if not,

a) select a subset of the received Media Parameters; or,

b) reject the request with a SIP 488 "Not Acceptable Here" response towards the IM Server according to the rules and procedures of SIP/IP Core. Otherwise, continue with the rest of the steps.

· 2. SHALL change Media Parameters as specified in [MSRP];
· 3. SHALL generate a SIP 200 "OK" according to rules and procedures of [RFC3261]; 

· 4. SHALL include the Session-Expires header in the SIP 200 "OK" response to the SIP UPDATE or SIP re-INVITE request with the refresher parameter set to 'uas' and re-start the SIP Session timer according to rules and procedures specified in [RFC 4028]; 

· 5. SHALL include the option tag 'timer' in the Supported header; 
· 6. SHALL include the accepted Media Parameters in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327]; and,

· 7. SHALL send the SIP 200 "OK" response towards the IM Server according to rules and procedures of SIP/IP Core. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.1.2.3 IM Client receiving an IM Session release request

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL send SIP 200 "OK" response towards IM Server according to rules and procedures of the SIP/IP Core; and,
· 2. SHALL interact with the User Plane as specified in [MSRP].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.1.3.2 Generating MSRP requests in an IM Session

MSRP requests are generated by IM client according to the rules and procedures defined in [MSRP] and the following additional clarifications: 

If the IM client does not want the content to be rendered automatically to the receiver, but only on express action of the receiver, then the sending IM client:

· 1. MUST add a Content-Disposition header field ‘attachment’ according to [RFC 2183] to the MSRP SEND;

2. MAY refer to content external to the media session. Then the content type SHOULD be set to message/external body in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05].

7.1.3.2.1 Generating MSRP requests in an IM Conference

When the IM Client sends a MSRP request to an IM Session, the IM Client SHALL generate the MSPR SEND request according to [MSRP], [draft-niemi-simple-chat] and the following additional clarifications:
· the “To” header of the Message/CPIM is set to the IM Group Identity in case of Pre-defined Group and IM Session Identity in case of Ad-hoc Group;

· the “From” header of the Message/CPIM is set to the Authenticate Originator’s IM Address  when privacy is not requested, Otherwise the “From” header of the Message/CPIM is set to the From header field used with the SIP request or response when establishing or modifying the IM Session.
7.1.3.2.2 Generating Private Messages in IM Session
When the IM User wants to send a private message to one or more Participants of the IM Session, the IM Client SHALL generate the MSRP SEND request according to [MSRP], [draft-niemi-simple-chat] and the following clarifications:

· the “To” header of the Message/CPIM are set to the IM Address of particular recipient
· the “From” header of the Message/CPIM is set to the Authenticate Originator’s IM Address  when privacy is not requested, Otherwise the “From” header of the Message/CPIM is set to the From header field used with the SIP request or response when establishing or modifying the IM Session.
7.1.3.3 Receiving MSRP requests in an IM Conference Session
When the IM Client receives a MSRP request, the Client SHALL follow the rules and procedures defined in [MSRP], [draft-niemi-simple-chat] and the following additional procedure:

the IM Client SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. If the “To” header field(s) contains IM Address of the recipient IM User(s) instead of the IM Session Identity or IM Group Identity, the IM Client SHALL consider the request as a Private Message and SHOULD render the request as differently

7.2.1.1 Ad-hoc IM Group setup request

1-to-1 IM is special case of ad hoc IM Conference with only one participant in the Uri-list

Upon receiving of an initial SIP INVITE request the IM Server:

· 1. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause ‎11.1 "Conference-factory URI does not exist" if it is not allocated;

· 2. SHALL perform actions to verify the Authenticated Originator's IM Address and authorize the request, and if it is not authorized by the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 3. SHALL establish an IM Session and allocate an IM Session Identity for the IM Session as described in [sipping-conferencing];

· 4.; SHALL check the SDP parameters in the SDP offer of the inviting User

· 5. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc IM Group Session is not exceeded. If exceeded, IM Server SHALL return SIP 486 “Busy Here” response with the warning header set to “too many participants”. Otherwise, continue with the rest of the steps; and,

· 6. SHALL invite the IM Users listed in the MIME resource-lists body as specified in subclause   ‎7.2.2.2 "IM Session invitation request".

NOTE:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP180 "Ringing" response as specified in subclause 7.2.2.2 "IM Session Invitation Request" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting IM Client, the IM Server:

· 1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting IM Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause [originating procedure for controlling IM function] "IM Session invitation request" the IM Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause ‎7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting IM Client otherwise do not proceed with the rest of the steps;

·   2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [ RFC4566] and [MSRP] with the following instructions:

a) propose in the accept type media attribute of the SDP from the selected mime types by the IM Server from both those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network; 

b) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from b those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network 

· 3. SHALL send a SIP 200 "OK" response to the Inviting IM Client; and

· 4. SHALL interact with MSRP switch as specified in 7.1.3.2.1  “Generating MSRP requests in an IM session”.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the IM Server: 
· 1. SHALL send the SIP final response towards the Inviting IM Client, if a SIP final response was received from all the Invited IM Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code defined by the IM Server according to local policy e.g. the lowest value received from the Invited IM User(s); or, 

· 2. SHALL remove Inviting IM Client from the IM Session as specified in subclause ‎7.2.1.9 "Removal of Participant from IM Session", if a SIP final response other than 2xx or 3xx was received from all the Invited IM Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.2 Pre-defined IM Group Session setup request

Upon receiving an initial SIP INVITE request the IM Server:

· 1. SHALL check that the IM Group Identity in the Request-URI identifying a Pre-defined IM Group is owned by this IM Server and if it is not then the IM Server SHALL perform the actions specified in subclause [Error handling]  "Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the IM Server performing the Controlling IM Function SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's IM Address of the Inviting IM User and authorize the request as specified in subclause ‎7.2.2.3 “IM Session initiation policy” and if it is not authorized the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause  "IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether privacy is allowed for the Authenticated originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" error response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the IM Group’s authorization rules as specified in [IM XDM 2.0 Specification].  Otherwise, continue with the rest of the steps;

· 6. SHALL validate that the MSRP Media Parameters are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 7. if the IM Group does not have already an Active IM Session then the IM Server:

a) SHALL invite members of the Pre-defined IM Group as specified in subclauses ‎7.2.2.3 "IM Session initiation policy" and ‎7.2.2.2 "IM Session invitation request";

b) SHALL interact with MSRP Switch as defined  in [MSRP]and do not continue the rest of the steps.

· 8. if the IM Group has already an active IM Session then IM Server:

a) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

b) SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer according to rules and procedures of [RFC3264], [ RFC4566]   and [draft-ietf-simple-message-sessions-14.txt]with the following additional instruction;

i.  Include in the ‘accept type’ SDP media attribute selected mime types by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK” ;

c) SHALL send the SIP 200 "OK" response towards the Inviting IM Client according to the rules and procedures of SIP/IP Core; and,

d) SHALL interact with MSRP switch as specified in [draft-ietf-simple-message-sessions]; 

e) SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that the Inviting IM User has joined in the IM Group Session, as specified in subclause "Generating a SIP NOTIFY request".

Upon receiving a SIP 180 "Ringing" response as specified in subclause ‎7.2.2.2 "IM Session invitation request" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting IM Client, the IM Server: 

· 1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause ‎7.2.2.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting IM Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "IM Session invitation request" the IM Server: 

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting IM Client.  Otherwise do not proceed with the rest of the steps;

· 2. SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] , [ RFC4566]  and [draft-ietf-simple-message-sessions-12.txt] as follows:

a) Include in the ‘accept type’ SDP media attribute the selected ‘mime types’ by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK” ;

· 3. SHALL send a SIP 200 "OK" response to the Inviting IM Client according to rules and procedures of the SIP/IP Core; 

· 4. SHALL interact with MSRP switch as specified in [MSRP] and,

· 5. SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that the Inviting IM User has joined in the IM Group Session, as specified in subclause “Generating a SIP NOTIFY request".

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the IM Server either: 
· 1. SHALL send the SIP final response towards the Inviting IM Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited IM Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the IM Server according to local policy e.g. the lowest value received from the Invited IM User(s); or,

· 2. SHALL remove the Inviting IM Client from the IM Session as specified in subclause ‎7.2.1.9 "Removal of Participant from IM Session", if a SIP final response other than 2xx or 3xx was received from all the Invited IM Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.3 Joining Pre-defined IM Group Session request

Upon receipt of a SIP INVITE request that includes a IM Group Identity, which identifies the Pre-defined IM Group in the request URI that is owned by the IM Server, the IM Server: 

· 1. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the IM Server SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause ‎7.2.2.9 "IM Session joining policy". If it is not allowed to join the IM Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached.  If reached, IM Server SHALL return SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the Group’s authorization rules as specified in [Group-XDM Specification].  Otherwise, continue with the rest of the steps;

· 5. SHALL validate that the MSRP media parameters in the SIP INVITE request are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 6. SHALL check whether the IM Group Session already exists. If it doesn't exist, the IM Server creates an IM Group Session as follows: 

a) SHALL follow the procedures as specified in subclauses ‎7.2.2.3 "IM Session initiation policy" and ‎7.2.2.2 "IM Session invitation requests";

b) SHALL interact with MSRP Switch as defined in 7.1.3.2.1 “Generating MSRP requests in an IM session” and SHALL not continue the rest of the steps.
· 7. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause ‎7.2.1.1 "General". The IM Server: 

a) SHALL include a SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264], [ RFC4566] and [MSRP] with the following additional instruction :

b) Include in the ‘accept type’ SDP media attribute the selected ‘mime types’ by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK” ;

· 8. SHALL send the SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core;

· 9. SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that a IM User has joined in the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request"; and,

· 10. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.4 Rejoining IM Group Session request

Upon receipt of a SIP INVITE request that includes an IM Session Identity in the Request-URI the IM Server:

· 1. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause ‎7.2.2.9 "IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 2. SHALL in the case a Pre-defined IM Group Session check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached.  If reached, IM Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the Group’s authorization rules as specified in [Group-XDM Specification].   Otherwise, continue with the rest of the steps;

· 4. SHALL validate that the MSRP Media Parameters are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 5. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause ‎7.2.2.1 "General"; 

· 6. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [ RFC4566]  and [MSRP] as follows:

a) Include in the ‘accept type’ SDP media attribute the selected ‘mime types’ by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK” ;

· 7. SHALL send the SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core;

· 8. SHALL interact with the MSRP Switch as specified in 7.1.3.2.1 “Generating MSRP requests in an IM session”

· 9. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that a IM User has joined in the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request"; and,

· 10. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.5 IM Session modification

Upon receiving a SIP UPDATE request or a SIP re-INVITE request within an existing IM Session including a new SDP offer as specified by [RFC3264], [RFC2327] and [MSRP] the IM Server:

· 1. SHALL validate that the new MSRP parameters  in the SIP UPDATE request or SIP re-INVITE request are acceptable by the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 2. SHALL interact with the MSRP Switch as specified in 7.1.3.2.1 “Generating MSRP requests in an IM session”;

· 3. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC2327] and [draft-message-sessions] with the new MSRP Parameters , which SHALL be from the list contained in the SDP offer contained in the SIP UPDATE request or SIP re-INVITE request; and,

b) send the SIP 200 "OK” response to the SIP/IP Core along the signalling path.

NOTE: The IM Server may determine to update the MSPR Parameters of the other Participants according to the local policy.  The modification is specified in subclause ‎7.2.2.6"IM Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.2.2 IM Session invitation requests

This subclause describes the procedures for inviting an IM User to an IM Session. The IM Server:

· 1.  SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

· 2. SHALL set the nick name in the Authenticated Originator’s IM Address to the one defined for this IM User in the IM Group definitions as specified in [ Group XDMS], if configured; otherwise set the nick name in the Authenticated Originator’s IM Address to the one in the incoming SIP request;

· 3. IF the SIP INIVTE request contain a URI-List, the IM Server SHALL send the SIP INVITE request to the participants in the URI-list as defined in [Draft URI-list]

· 4.  SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ RFC4566]  and [MSRP] as following additional instruction:

· a) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from  those contained in the original SDP offer from the originating network,

· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the IM Server: 

· 1. MAY send a notification to the IM Clients, which have subscribed to the conference state event package that an Invited IM User is alerted to join to the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request".

Upon receiving SIP provisional responses for the SIP INVITE request(s) the IM Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header; and

· 2. SHALL store the contact received in the Contact header;

Upon receiving SIP 200 "OK" response for the SIP INVITE request the IM Server 

· 1. SHALL store the list of supported SIP methods if received in the Allow header; 

· 2. SHALL store the contact received in the Contact header;

· 3. SHALL check whether the privacy is allowed in this IM Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the IM Client from the IM Session immediately as specified in ‎7.2.1.9 “Removal of Participant from the IM Session”.  Allowing privacy in the Group is defined using <allow-anonymity> element as specified in [IM XDM Specification].  If accepted, continue with the rest of the steps;

· 4. SHALL interact with MSRP switch  as specified in  "Controlling IM Function procedures at IM Session initialization"; and,

· 5. SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that an Invited IM User has joined in the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request".
NOTE: 
Procedures towards Inviting IM Clients, when SIP 180 "Ringing" SIP 200 "OK" or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.5.1 " Terminating Procedure  at the Controlling IM Function".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
7.2.2.6 IM Session modification

This subclause describes the optional procedures for modifying Media Parameters for one SIP Session in an ongoing IM Session. The IM Server

· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request. A SIP UPDATE request MAY be used only if the IM Server performing the Participating IM Function has indicated support for the SIP UPDATE method;

· 2. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] ,[RFC2327]  and [MSRP] with the modified Media Parameters; and,

· 3. SHALL send the SIP request towards IM Client according to rules and procedures of SIP/IP Core.

Upon receipt of a SIP 200 "OK" response the IM Server:

     1. SHALL activate the new Media Parameters as specified in [MSRP];
The IM Server SHALL continue to use the current Media Parameters until it has received a SIP 200 "OK" response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

9.1.1.2 Establishment of a Large Message Session 

Upon receiving a request from an IM User to establish a Large Message session, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎9.1.1.1 "General";

· 2.  SHALL set the Request-URI of the SIP INVITE request to the intended recipient IM User if the message is to be sent to one IM User; 

· 3.  If the message is to be sent to more than one IM user, then the IM Client: 

· a.  SHALL include a MIME resource-list in the body with the receiving IM Users as specified in  [draft-URI-list]

· b.  SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c.  SHOULD set the sessiontype parameter to “adhoc”, as specified in ‎E.6 “Uri-parameters”;
· d. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. If the IM message is to be sent to a Pre-defined IM Group, then the IM client: 

a  SHALL set the Request-URI to the identity of the IM Group;

b. SHOULD set the session type parameter to “pre-defined”, as specified in  ‎E.6 “Uri-parameters”;

· 5. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566 ] and [MSRP] with the clarification given in this subclause :

· a. set the SDP  directional media  attribute to a=sendonly
NOTE: If the SDP directional attribute is not set, it is assumed to be a=sendrecv.

· 6.  SHALL set the actual size of the total message to a= filesize: <filesize-value> as defined in [draft -garcia-mmusic-file-transfer-mech-00.txt

· 7. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

Editors note:  The following section on processing when 200OK is received needs to be reviewed.
On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the content of the contact header field

· 2. SHALL interact with the User Plane as specified in ‎9.4.2 “Large Message Session”

Editors Note if the feature-tag 'isfocus' is set the answer should only be understood as the indication that the Message exploder has received and accepted the message. The client has to wait for a success report on the delivery
· 3. SHALL request the REPORT and follow instructions as specified in subclause 6.1.x.x "Reteving REPORT infrormation";
When the last MSRP SEND has been sent and acknowledged, the IM client SHALL act as specified in ‎9.1.3 "Large Message Session release ".
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

9.2.2 Large Message Session set up

When the IM client receives a SIP INVITE to set up a Large Message session, the IM Client:

· 1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are acceptable to the IM Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check the SDP parameters of the media attributes:

· If   the ‘a’ directional attribute  is set to ‘SendOnly’ and  the actual size is set by the a: filelength , i.e.

· a=SendOnly and

· a=filesize :<filesize>

             Then continues with Step 3 as “ receiving a Large Mode message”

· If the SDP parameters contains the   following parameters set by section ‎10 “File transfer and File Share” 

· a=filename : <filename> and

· a=filetype : <filetype> and

· a=filesize :<filesize>

               Then continue with the terminating procedures of ‎10 “File Transfer and File Share”

Else, continue with the procedures in section ‎7.1.2.1 “IM Client Invited to an IM Session”
· 3. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause ‎9.2.1 “IM Client Invited to a Large Message session”  towards the IM Server; 

-      4. SHALL include in the SIP 200 "OK" response a  SDP body as a SDP answer according to rules and procedures of [RFC3264] and ,[ RFC4566]  and [MSRP] 

· 5. SHALL send the SIP 200 "OK" response towards the IM Server according to rules and procedures of the SIP/IP Core; and,
· 6. SHALL interact with the User Plane as specified in ‎9.4.2 “Large Message Session”.

· 7 If the body includes references to content external to the message having the Content-Type: message/external-body; the IM Client SHOULD store and process the messages according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.3.1.1 Receiving a Large Message session Request for Group communication
  Upon receiving of an initial SIP INVITE request, the IM server:

· 1.  SHALL execute the procedures specified in ‎7.2.1.2 “AD-hoc IM Group Set up request” if the SIP INVITE includes a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt], 
· 2.   SHALL execute the procedures specified in ‎7.2.1.3 “Pre-defined IM Group Session setup request” if the SIP INVITE request includes an IM Group Identity, which identifies a Pre-defined IM Group in the request URI that is owned by the IM Server, 
· 3.   If the SDP media line attributes in the original SDP offer is defined as in  ‎9.1.1.2“Establishment of a Large Message Session”, the IM server SHALL execute the following clarification in the SIP 200 “OK” response to the SIP INVITE request:

· a.   SHALL generated a SIP 200 OK response to the SIP INVITE 

-     b   SHALL include in the SIP 200 “OK” response a MIME SDP body as an SDP answer according to rules and procedures of [RFC3264], [ RFC4566]  and [MSRP] as follows:

i     Include all the SDP media ‘a’ attributes accompanying the MSRP media line by the IM server and those contained in the original SDP offer as defined in ‎9.1.1.2“Establishment of a Large Message Session”

Editors note:  Subs/Notify in this case is FFS: Senders may want to know in certain cases who has received /rejected the message. This is also about delivery report 
9.3.2.1 Large Message session initiation

This subclause describes the procedures for inviting an IM User to a Large Message Session. The procedure is initiated by the IM Server as the result of an action specified in subclause ‎9.3.1.1 "Receiving Large Message session Request for Group communication ".
The IM Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause ‎7.2.2.1 "General";

· 2. SHALL send the SIP INVITE request to the IM Addresses obtained from the URI-list as defined in [draft-ietf-sipping-uri-list-conferencing] if the incoming SIP INIVTE contained a URI-list; 
· 3. SHALL send the SIP INVITE request to the members belonging to the IM Group by interacting with XDMS if the incoming SIP INIVTE contained an IM Group Identity;;
· 4. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] as follows: 
a) Set a path attribute or the MSRP URL for the MSRP Session;

b) include media line proposing MSRP and the codec(s) selected by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request;

c) include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from those contained in the original SDP offer from the originating network, 

· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the IM Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header; and
· 2. SHALL store the content received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the IM Server 

· 1. SHALL store the list of supported SIP methods if received in the Allow header; 
· 2. SHALL store the content received in the Contact header; and
      3. SHALL interact with MSRP switch  as specified 7.1.3.2.1 “Generating MSRP requests in an IM session”When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
Editor Note:  

1. This is not ordinary conference/chat and it is pager mode session. They have different behaviour: for pager mode the session is end after the messages have successfully sent.

2. An open issue: the delivery report should be addressed on client side for pager mode
9.4.2 Large Message Session
The IM Client sends a Large Message according to the following procedure:
1. To provide rich description of the IM content when sending multimedia message during an IM session, the IM client: 

a. SHOULD add a Content-Disposition header field  according to [RFC 2183] to the MSRP SEND header 
b. If the IM client does not want the content to be rendered automatically to the receiver, but only on an express action of the receiver, then the sending IM client SHALL add a Content-Disposition header field ‘attachment’ according to  [RFC 2183] to the MSRP SEND according to rules and procedures of [draft-ietf-simple-message-sessions-14.txt] 
2. The IM client MAY  include Content-Description header field whenever available
3. The IM client MAY refer to content external to the media session. Then the content type SHOULD be set to message/external body in according to rules and procedures in [draft-ietf-sip-content-indirect-mech-05]
When the IM Client has received the corresponding response for the last chunk of the MSRP SEND request, e.g. 200 OK or Success-Report, the IM Client should close the MSRP session according to [MSRP]
12.1.1 IM User Initiates a Request to Retrieve Deferred message(s)

The retrieval of deferred message(s) is performed by setting up a session with a Home Network Deferred Messaging Function which has provisioned URI defined as Deferred@hostname . The message-id of the stored message(s) to be retrieved are listed in the URI-list as defined in [draft-URI-list]. The absence of a URI-list in the session set up with the deferred Messaging Function indicates that all messages are to be retrieved.

When retrieving deferred message(s), the IM client SHALL perform the following procedures: 
· 1. If a user instructs client to retrieve a particular or multiple selected deferred messages, the IM client SHALL 

· a.  perform the procedures defined in subclause ‎7.1.1.3 “IM client initiates an Ad hoc conference”; except that the Request-URI is described in Step-3 below.

-      b.  In the case of retrieving one deferred message ,  the URI-list SHALL contain the particular URI  (Message-ID of the deferred message) that identifies the deferred message  that the user wants to retrieve  or ;

-      c.  In the case of retrieving multiple selected deferred message,  the URI-list SHALL contain a list of URIs  (list of stored Message-IDs) that identify the selected deferred messages  that the user wants to retrieve. 

2. If  a user instructs client to retrieve all deferred messages , the IM Client SHALL perform the procedures defined in section  ‎7.1.1.4 “IM client initiates an Pre-Defined IM conference”

· 3.  SHALL set the Request-URI of the SIP INVITE request to the Deferred@hostname for the IM service in the Home IM Network of the IM User; and

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP]:

-      a.  set the media direction attribute to a=recvonly
· 5. SHALL forward the SIP INVITE request to the Deferred Messaging Function according to rules and procedure of  [RFC 3261] and SIP/IP core
On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: SHALL store the list of supported SIP methods if received in the Allow header;
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
12.4.1 Request Iinitiated by the Served IM user to the Stored Message Function


1. Upon receiving a SIP INVITE request initiated by the served IM user, the IM Server

2. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to retrieve deferred messages and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. Otherwise, continue with the rest of the steps;
3. SHALL check the Operator policies specified for the service and for the user as defined in [IM-XDM Specification]. If the request does not conform to specified policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the IM Client. Otherwise, continue with the rest of the steps;  

4. SHALL check whether the Request-URI contains a SIP URI  owned by the IM server’s message store entity and if it does not the IM Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of steps;

5. SHALL verify the SDP description. If the SDP does not contain a session attribute ‘recvonly’ or if the SDP does not contain a media attribute ‘recvonly’ modifying the “m=message” media stream, then the IM server SHALL respond with 403 “Forbidden”. Otherwise, continue with the rest of the steps;

6. SHALL check the service settings value of element in <deferred-settings> to decide the delivery mode of deferred messages . If the “active” attribute of the <offline-delivery > element is set to “false” as defined in ‎Appendix E “ IM Service Setting”, then the  IM server SHALL perform the procedures in  ‎12.4.1.1“Retrieving Deferred Message(s)”
When sending a SIP 200 "OK" response, the IM Server:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHALL include a Server header to indicate the IM release version as specified in ‎Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

3. SHOULD include an Allow header field that includes all the supported methods within the INVITE-initiated dialog, when responding to INVITE requests, according to the procedures of [RFC3261];ts;

4. SHALL include the feature tag “automata” in the Contact header field according [RFC 3840]

    5. SHALL include in the SIP 200 “OK” response a  SDP body as a SDP answer according to rules and procedures of [RFC3264], [ RFC4566] and [MSRP].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Editor’s Note:  Check the use  of ‘require’ & ‘ explicit’  with IM feature for the overlapping functions of IM 1.0

12.4.2.1 Receiving SIP INVITE 

Upon receiving an IM request to be terminated at the served IM user from the procedures in ‎6.1.3 “Terminating Participating Function”, the IM Server 

· 1. SHALL store  the content of the Contact header field
·  2. SHALL store relevant headers of SIP INVITE as defined in ‎12.4.2.3 “Storage” for storing the message
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Server:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
· 2. SHALL include Server header to indicate the IM release version as specified in ‎Appendix F “Release version in User-agent and Server headers”;
· 3. SHALL include the feature tag “automata” in the Contact header field according to [RFC 3840]

· 4. SHALL include the Date header field containing date and time 

· 5. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264] , [ RFC4566 ] and [MSRP]

· 6. SHALL include the IM Address of the IM message store Sever as the Authenticated Originator's IM Address as specified in subclause ‎5.2 “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

12.4.2.2 Delivering of offline Messages

  Each time an IM client successfully performed a registration and re-registration of the IM feature tag ‘+g.oma.sip-im’ procedures as defined in ‎5.3.2 “IM service registration and de-registration” the IM server 

a. SHALL check the settings of Delivery of deferred messages <deferred-settings>.

i. If the “active” attribute of the <offline-delivery > element is set  to “False” as defined in ‎Appendix E “IM Service Settings”, and there are deferred messages for the User,  then the  IM server SHALL follow the procedures define in ‎12.4.2.6 “Subscription and Notification for message waiting indication”
ii. If the “active” attribute of the <offline-delivery > element is set  to “true” as defined in ‎Appendix E “ IM Service Settings”, and there are deferred messages for the User,  then the  IM server SHALL continue with the rest of steps;

b. SHALL generate an initial SIP INVITE according to rules and procedures of [RFC3261].  The IM Server:
i. SHALL set the Request-URI of the SIP INVITE request to the served IM User Public User identity

ii.  SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'  according to rules and procedures of  [RFC3841] 

iii.  SHALL include a User-Agent header to indicate the IM release version as specified in  ‎Appendix F “Release version in User-agent and Server headers”;
iv.  SHOULD include an Allow header field containing all the supported SIP methods that are applicable to the INVITE-initiated dialog, as per [RFC3261];
v.  SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header field

vi.  SHALL include  the feature tag “automata” in the Contact header field according [RFC 3840]

vii.  SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
viii.  SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and , [ RFC4566 ]  and additionally,

a.    add either a session ‘sendonly’

b. attribute or a media ‘sendonly attribute that modifies the “m=message” line in the SDP

ix. SHALL send the SIP INVITE request towards the served IM User according to rules and procedures of the [RFC3621].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Server: 

· 1. SHALL store the list of SIP methods that the IM Client supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header as defined in [RFC 3261]

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL store the IM Session Identity  in the Contact header as defined in [RFC 3261]

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
13.1.3 User Initiates a Request to Retrieve IM History 

Upon receiving a request from an IM User to retrieve IM History, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General";

· 2.  The IM Client SHALL set the Request-URI of the SIP INVITE request to the history@domain; 

· 3. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264],and [RFC2327], and [MSRP]:

· a.   include the Media Parameters being offered by the IM Client for the IM Service:

· b.  set the media direction attribute to a=recvonly
· 4. SHALL include a list of message identities as defined in [draft-URI-list]. 

· The URI-list SHALL contain a list of message id’s representing each stored history item (list of history reference(s) according to the definition in [History XDMS] that identifies the stored history that the user wants to retrieve

On receiving a SIP 200 "OK" response to the SIP INVITE requests the IM Client: SHALL store the list of supported SIP methods if received in the Allow header;
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

13.2.1.1 General

On receipt of the initial SIP INVITE request the IM History Function: 

· 1. SHALL reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] under certain conditions, e.g.

a) when a P-Asserted-Identity is not present
· 3. SHALL store the list of supported SIP methods if received in the Allow header;
· 4.  SHALL Verify that the SDP body has the media direction attribute set to a=recvonly; and if it does not the IM Server SHALL return a SIP 403 “Forbidden” response.
-
5.  SHALL Verify that the INVITE body includes a URI-list
Upon verifying P-asserted-identity of a user in the INVITE request, The IM History Function performs the following
· 1.   SHALL generate SIP responses according to rules and procedures of [RFC3261];

· 2.   SHALL include Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3.   SHOULD include an Allow header with all supported SIP methods; 
-     4  . SHALL include the IM session Identity in the Contact header as described in [sipping-conferencing].
· 5.  SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [RFC4566] and [RFC2327] as follows:

· a). set the direction attribute to a=sendonly 
· 6..  SHALL send the SIP 200 "OK" response to the IM Client;

The History Function 

· 1.   SHALL process the INVITE request by retrieving each of the history references, as defined in [draft-URI-list]. 

· 2.    SHALL deliver the content of the each history reference indicated in the URI list of the incoming INVITE  
-      3.    Messages in the MSRP SEND MUST be sent as defined in section 10.3.3 “History Delivery “.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
13.3.1.2 Generating a SIP INVITE

The IM History Function:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause .1.2 "General"; and the IM Client SHALL

· 2.  set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User; 

· 3. SHALL include the SIP URI of the initiators of the request in the From: header field.

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264]  ,[ RFC4566]  , and [MSRP]

·  5. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM History Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

· 3. SHALL store the all SIP Headers
· 4. SHALL subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of an IM Session according to chapter 6.2.13 IM Client subscription to the conference state event package
· 5. SHALL, if the IM History Function accepts the SIP Session invitation, and interact with the User Plane as specified in xxxx “IM User Plane”.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
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