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1 Reason for Change

To updating the Multipart MSRP session to include ‘Chat Alias’ procedures.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7.1.3.2.1 Generating MSRP requests in an IM Conference

When the IM Client sends a MSRP request to an IM Session, the IM Client SHALL generate the MSPR SEND request according to [draft-ietf-simple-message-sessions], [draft-niemi-simple-chat] and the following additional clarifications:
· the “To” header of the Message/CPIM is set to the IM Group Identity in case of Pre-defined Group and IM Session Identity in case of Ad-hoc Group;

· the “From” header of the Message/CPIM is set to the Authenticate Originator’s IM Address  when privacy is not requested and the <display-name> is determined to be unique by the MSRP switch, Otherwise the “From” header of the Message/CPIM is set to the “To” header of the Message/CPIM  wrapper, if received in the final response i.e. 200 OK of the session establishment from the IM Server  
7.1.3.2.1 Generating Chat Alias  in an IM Conference
Upon receiving a request from an IM User to establish or join a  pre-defined IM Group session and the user has requested the use of a Chat Alias(this is a User_Input_Name) to keep his real identity anonymous in a pre-defined IM Group session , the IM Client SHALL initiate a SIP INVITE request as defined in [RFC 3261 ] with the following additional clarification:

The IM Client SHALL
· Include value ''id'' in a Privacy header according to rules and procedures of [RFC3325]
· Set the ‘From’ header field of the SIP INVITE  to  <anonymous@anonymous.invalid>  according to [RFC3261]
· Set the optional display-name in the ‘From’ header field to the ‘User_Input_Name’ i.e. the given name by the User
· SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a final response i.e. 200 OK of the SIP INVITE from the IM server with content type that includes message/cpim wrapper information, then IM Client;
· SHALL , as its Sending Identity, use the ‘To’ header field of the message/cpim received in the final response from the IM conference i.e. 200 OK  from the IM server
· The destination Identity will be that of the IM conference  received in the 200 OK from the IM conference, unless the User/client intends to send private messages to individual in the IM Conference
7.2.3.2         Chat Alias  in an  IM conference

When the IM Server receives a SIP INVITE request and the user requests for anonymity as defined in [RFC3325], the IM Server SHALL:

· Check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag “id”. If not allowed, the IM Server SHALL respond with a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps; 

Note:  Allowing privacy for an Authenticated Originator’s IM Address is defined using the <allow-anonymity> element of the rules of the IM Group definition as specified in [IM XDM 2.0 Specification]. 

· Check the ‘From’ header field values against the entries in the IM server’s mapping for the session and 

· If ‘From’ header field values are unique, the IM server

· SHALL insert the ‘From’ header field values in its mapping table for the joining User.  

· SHALL respond with 200 OK with content-type ‘application/sdp’ as defined in [MSRP]

· If ‘From’ header field is NOT unique, the IM server

· SHALL insert a modified/changed values of the ‘From’ header field in its mapping table to make it unique for the joining User.  
Note: When an IM conference checks the ‘From’ header field e.g. <bob><sip: anonymous@anonymous.invalid>” and this field is not unique in the IM Conference mapping table, then IM conference could be modified to <bob-X><sip:anonymousX@anonymous.invalid>, where X could be any value.
· SHALL respond with 200 OK with content-type  multipart/mixed as defined in [RFC2046] with the following clarification:

· Message/cpim top level wrapper with the ‘To’ header set to the modified/changed  value of the SIP  ‘From’ header field,  and the ‘From’ header of cpim wrapper set to the authenticated IM address of the IM conference
· The other part of the 200 OK body is with content type ‘application/sdp’ as defined in [MSRP]
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