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1 Reason for Change

This contribution removes editor’s notes from section 7 IM Sessions
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

*************** First Change ********************************
7.1.1.5 IM Client IM Session Modification

The IM Client SHALL generate either a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of  [RFC3261]. A SIP UPDATE request MAY be used only if the IM Server has indicated support for the SIP UPDATE method.

Editors note Revisit to clarify when to use update and re-invite.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Proposal
It is proposed that only re-INVITE be used since UPDTAE is more relevant to sessions where early media is involved. Since IM does not use early media, then there is no need t support the UPDTAE method.

7.1.1.5 IM Client IM Session Modification

The IM Client SHALL generate a SIP re-INVITE request according to rules and procedures of  [RFC3261]. The re-NVITE will contain the modified SDP.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

************************** End of First Change *************************
************************** Second Change ********************************

7.1.1.6 IM Client extends 1-to-1 IM Session to an Ad-hoc IM conference

 When an originator of a one to one session wants to extend the session to an Ad-hoc conference session, the IM Client:

· 1.  SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General";
· 2.  SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· 3.  SHALL add the invited user(s) in a MIME resource-list body according to [draft-ietf-sipping-uri-list-conferencing-04.txt], including also the identity of the original invited user.
· 4. SHALL include a MIME resource-list body with the invited IM Users as specified in  [draft-ietf-sipping-uri-list-conferencing-04.txt]

· 5. The IM Client SHALL check that the number of Invited IM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps

· 6. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 7. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions]:

· 8. SHALL for the originally invited user identity, include a Replace header with the original session identity according to rules and procedures of  [RFC3891] as illustrated in ‎Appendix M “Extending a one to one session to a conference”; and,

· 9. SHALL send the SIP INVITE request towards the controlling IM Server according to rules and procedures of SIP/IP Core.
NOTE:
The BYE request received as a result of the Replace header is handled as described in  7.1.2.3 “IM Client Receiving a session release request”
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

************************** End of second Change *************************
************************** Third Change *************************
7.2.1.5 Rejoining IM Group Session request

Upon receipt of a SIP INVITE request that includes an IM Session Identity in the Request-URI the IM Server:

· 1. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause ‎7.2.2.9 "IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 2. SHALL in the case a Pre-defined IM Group Session check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached.  If reached, IM Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the Group’s authorization rules as specified in [Group-XDM Specification].   Otherwise, continue with the rest of the steps;

· 4. SHALL validate that the MSRP Media Parameters are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 5. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause ‎7.2.2.1 "General"; 

· 6. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new]  and [draft-message-sessions] as follows:

a) Include in the ‘accept type’ SDP media attribute the selected ‘mime types’ by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK” ;

· 7. SHALL send the SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core;

· 8. SHALL interact with the MSRP Switch as specified in 7.1.3.2.1 “Generating MSRP requests in an IM session”

· 9. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that a IM User has joined in the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request"; and,

· 10. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Editor‘s Note: Validity of the session ID needs to be addressed on client side. Consider the possibility of combining the Joining and Re-Joining Sections

Proposal:
It is proposed that a note be added to indicate that the client may store the session ID of an ongoing session for a short period when he loses the session connection due to any reason such as: the client left the session, the client lost network connection etc…The client can retrieve the session id to be able to rejoin the session after a short period of time. Once this time period has elapsed, the client can only re-join the session if he is re-invited by another attendee.

The following  sections could be modified to include the note:

7.1.1.12 IM Client leaving an IM Session

When the Participant wants to leave the Session the IM Client:

· 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 2. SHALL set the Request-URI to the IM Session Identity of the IM Session to leave;

· 3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

Note: The client MAY store the Session ID for a short period of time to be able to re-join the session. This time period is implementation dependent.
Upon receiving a SIP 200 "OK" response to the SIP BYE request, the IM Client SHALL interact with the User Plane as specified in  "IM Client procedures at IM Session release".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.1.1.13 IM Client receiving an IM Session release request

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL send SIP 200 "OK" response towards IM Server according to rules and procedures of the SIP/IP Core; and,
· 2. SHALL interact with the User Plane as specified in [RFC4566].
Note: The client MAY store the Session ID for a short period of time to be able to re-join the session. This time period is implementation dependent.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.1.2.3 IM Client receiving an IM Session release request

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL send SIP 200 "OK" response towards IM Server according to rules and procedures of the SIP/IP Core; and,
· 2. SHALL interact with the User Plane as specified in [draft-ietf-simple-message-sessions]..

Note: The client MAY store the Session ID for a short period of time to be able to re-join the session. This time period is implementation dependent.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.1.1.9 IM Client rejoins an IM Conference Session 

Upon receiving a request from an IM User to rejoin an IM conference session, the IM Client: 
· 1. SHALL check if the session id is still stored in the client. If it is not, then the IM Client SHALL display an error message to the user, otherwise continue with the following steps
· 2. SHALL generate an initial SIP INVITE request as specified in subclause ‎7.1.1.1 "General"; 

· 3. SHALL set the Request-URI of the SIP INVITE request to the IM  Session Identity of the IM Conference;

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC2327], [draft-ietf-simple-message-sessions]

· 5  SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity received in the Contact header as described in [sipping-conferencing]; 

In addition to this, the IM Client MAY subscribe to the Conference State Event Package as specified in subclause ‎7.1.1.11 "IM Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications
7.2.1.5 Rejoining IM Group Session request

Upon receipt of a SIP INVITE request that includes an IM Session Identity in the Request-URI the IM Server:

· 1. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause ‎7.2.2.9 "IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 2. SHALL in the case a Pre-defined IM Group Session check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached.  If reached, IM Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the Group’s authorization rules as specified in [Group-XDM Specification].   Otherwise, continue with the rest of the steps;

· 4. SHALL validate that the MSRP Media Parameters are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 5. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause ‎7.2.2.1 "General"; 

· 6. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new]  and [draft-message-sessions] as follows:

a) Include in the ‘accept type’ SDP media attribute the selected ‘mime types’ by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK” ;

· 7. SHALL send the SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core;

· 8. SHALL interact with the MSRP Switch as specified in 7.1.3.2.1 “Generating MSRP requests in an IM session”

· 9. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that a IM User has joined in the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request"; and,

· 10. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


************************** End of Third Change *************************
************************** Fourth Change *************************
7.2.1.9 Removal of Participant from IM Session

When a Participant needs to be removed from the IM Session the IM Server:

· 1. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

· 2. SHALL send the SIP BYE request towards the IM Client of the Participant according to rules and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" for the SIP BYE request, the IM Server

1.  SHALL release MSRP resources towards the Participating IM Function (or towards the IM Client if there is no Participating IM Function on the MSRP path) by interacting with the MSRP Switch.

2. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that a IM User has left the IM Group Session, as specified in subclause ‎7.2.2.10 "Generating a SIP NOTIFY request"; and,

3. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedures of the SIP/IP Core

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause


Proposal
This editor’s note is irrelevant since SIP INVITE is now only used for either large message mode or IM session. The IM server can determine if it is for large message mode based on the a=sendonly attribute (as described in 9.1.1). The note can be deleted.

************************** End of Fourth Change *************************
************************** Fifth Change *************************
7.2.1.10 IP BYE request received in a IM Session 


Upon receiving a SIP BYE request the IM Server:

1. SHALL send a SIP 200 "OK" response towards the IM Client according to rules and procedures of the SIP/IP Core;

2. SHALL release MSRP resources towards the Participating IM Function (or towards the IM Client if there is no Participating IM Function on the MSRP path);
3. SHALL check IM Session release policy as specified in the subclause ‎7.2.2.8 “IM Session release policy” and according to the applied release policy perform for each Participant of the IM Session the procedures as specified in the subclause ‎7.2.1.9 "Removal of Participant from the IM  Session", if needed;

4. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that an IM User has left the IM Group Session, as specified in subclause ‎7.2.2.10"Generating a SIP NOTIFY request”; and
5. SHALL check the subscription termination policy as specified in subclause ‎7.2.2.11 "Terminating the subscription" and for all IM Clients terminate the existing subscription to the conference state event package, if needed; and,

6. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclausePage-mode requests

Proposal

This note is now irrelevant and can be deleted.

************************** End of Fifth Change *************************
************************** Sixth Change *************************
7.2.2.3 IM Session initiation policy

In the case of a Pre-defined IM Group the IM Server performing the Controlling IM Function SHALL initiate the IM Session if the Authenticated Originator’s IM Address is allowed the action <allow-initiate-conference> as specified in [Group-XDM Specification].

In the case of a Pre-defined IM Group, the IM Server performing the Controlling IM Function SHALL invite IM Group Members contained in the <list> element of the Group document as specified in [Group-XDM Specification] if the value of the <invite-members> element is ‘true’. 

If the number of IM Group Members exceeds <max-participant-count> as specified in [Group-XDM Specification], the IM Server performing the Controlling IM Function SHALL invite only <max-participant-count> members from the list.

NOTE: 
How the IM Server performing the Controlling IM Function selects the <max-participant-count> members to invite is outside the scope of this specification.


Proposal

The “schedule” indicates when members can join, and it is not used by the server to automatically start a session. The note should be removed.
************************** End Sixth Change *************************
************************** Seventh Change *************************
7.2.2.8 IM Session release policy

To enable the IM Server to remove Participants from an IM Session, the IM Session release policy SHALL support the rules defined in Group definition as specified in [Group-XDM Specification] and general operator configurable variables at the IM Server. In case of overlapping definitions, the Group definition takes precedence.

Editor’s Note: what the overlapping means to be clarified in more detail when the group XDM specificiation is more mature. E.g. if the group specific definition contains the release policy, it will be applied instead of the configurations at the IM Server. 

The IM Session release policy SHALL perform based on the Group definition as follows:

Editor’s Note: to be defined when the structure of the Group definition has been specified in [Group-XDM Specification].

The IM Session release policy SHALL support the following operator configurable variables together with the possible values shown in parenthesis:

auto-release (true/false) 

· if true the IM Server SHALL remove rest of the Participants from Pre-defined IM Group Session and release the IM Session when the originator leaves the IM Session

· if false the IM Server SHALL NOT remove rest of the Participants from Pre-defined PoC Group Session nor release the IM Session when the originator leaves the IM Session

NOTE 1: 1-1 and Ad-Hoc IM Group Sessions are always released when the IM Session initiator leaves the IM Session regardless of the value of "auto-release". 

session max length (seconds)

· if the IM Session has lasted the specified amount of seconds the IM Server SHALL release the IM Session

number-of-remaining-participants (0/1)

· if a Pre-defined or Ad-hoc IM Group Session has as many as or less than specified Participants left the IM Server SHALL release the IM Session. The possible values should be 0 or 1. 

NOTE 2:  1-1 IM Sessions are always released whenever there is only one or no members left in the IM Session regardless of the value of "number-of-remaining-participants".

The release policy SHALL include the following:

NOTE 3:  Local policies may be defined by the operator and these local policies may impact the release policies defined here.

· 1. The IM Server performing the Controlling IM Function SHALL remove the rest of the Participants from the IM Session it hosts and release the IM Session:  

     a) if the IM Session is an Ad-hoc or 1-1 IM Session and the originator of the IM Session leaves the IM Session;

     b) if the IM Session is a Pre-defined IM Session and the originator of the IM Session leaves the IM Session and the auto-release has the value "true";

     c) if the IM Session is a 1-1 IM Session and there is only one or no Participants in the IM Session;

     d) if the IM Session is a Pre-defined or Ad-hoc IM Group Session and there are as many as or less than "number-of-remaining-participants" Participants in the IM Session;

     e) if the IM Session has lasted longer than the session max length variable specifies; and,

     f) if the IM Session is Pre-defined IM Group Session and the IM Group is deleted.

· 2. The IM Server performing the Controlling IM Function SHALL remove a Participant from the IM Session:

     a) if the IM Session is Pre-defined IM Group Session and the rules of the Group definition are changed so that Participant is no longer allowed to participate the IM Group Session.

Proposal
The session release policy is not currently defined in the Shared Group XDMS. It is recommended that the session release policy be only defined in the IM TS and that the two editor’s notes be deleted.
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