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1 Reason for Change

To add missing Conversation History functionality. Also other bug fixes corrected.
R01 Changes

Rejoining Changes withdrawn
Conversation settings changes rejected

Editorial changes
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

6.1.2.2.2 Reception of an initial SIP INVITE IM Session request 

Upon receiving an initial SIP INVITE request the IM Server:

· 1. If the Participating Function stays in the media path, the Participating Function:

· a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the IM Session; 

· b. SHALL generate a SIP INVITE request as specified in subclause ‎6.1.2.2.1 "General";
· c. SHALL insert a URI identifying its own address and the IM feature-tag '+g.oma.sip-im in the Contact-header of the SIP INVITE request; 

· d. SHALL copy the received Request-URI.

· e. SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] , [ draft-ietf-mmusic-sdp-new ], and [MSRP]

· i  SHALL include and set the actual-size  attribute a=filelength
· f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2. If the Participating IM Function does not stay in the media path, the Participating IM Function

· a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the IM Session;

· b. SHALL include a Record-Route header containing a URI identifying its own address; and,

· c. SHALL forward the SIP INVITE response according to rules and procedures of [RFC3261] and SIP/IP Core.

Upon receiving a SIP 200 "OK" response, the Participating Function is acting as a B2BUA, the Participating Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact received in the Contact header;

· 3.   SHALL check in the user setting has history=yes set in the IM XDMS as described in [Appendix E Service-Settings] and if the INVITE has a P-Asserted Identity.  If so proceed with chapter  ‎1.1.1.1 “IM User has requested history”, before continuing with the rest of the steps; 


.

· 4. SHALL generate a SIP 200 "OK" response; 

· 5. SHALL include a  SDP body as a SDP answer according to rules and procedures of [RFC3264] ,  [ draft-ietf-mmusic-sdp-new ]  and [MSRP] ,

· 6. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response, when the Participating IM Function is acting as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the IM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the Participating Function SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  (optional)Brief description of specific change

6.1.3 Terminating Participating Function

6.1.3.1 General

Upon receiving an IM request to be terminated at the served IM user, the IM Server:

· 1. SHALL check the incoming request barring settings, i.e., isb-settings for IM Conference Session and ipab-settings for IM Pager Mode message, as specified in Appendix Error! Reference source not found. “IM Specific Service Settings XML Document”. If the settings result resolves into the barring of an IM request, the IM Server SHALL respond with an appropriate response as specified in RFC3261. Otherwise, continue with the rest of the steps;  

· 2 SHALL check that  the Authenticated Originator's IM Address in the initial SIP request is not rejected according to the Access Policy as follows: 

· a.  In case of IM Conference Session with the value “reject” in the <allow-session> action defined for the receiving IM User associated as described in [IM-XDM Specification]; or,

· b. in case of IM Pager Mode message with the value “reject” in the <allow-pager-mode-message> action defined for the receiving IM User as described in [IM-XDM Specification].  

If it is rejected, the IM Server SHALL respond with an appropriate response as specified in RFC3261. Otherwise, continue with the rest of the steps;

· 3.   SHALL check the message size and content against the Operator policies specified for the service and for the user as defined  by terminating network operator . If the size or content do not conform to the policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  

· 4.   If the “Expires” header is included, it SHALL check if the message is still valid. If not, the message is handled based on local policy.

· 5.   SHALL check the availability status of the subscriber based on the subscriber registration status. If the subscriber is unable to receive the message (i.e., the subscriber is not registered) and the SIP message request is for Large mode message or SIP MESSAGE as defined in Error! Reference source not found. “IM client invited to Large Message Session” and Error! Reference source not found. “ IM client receives a SIP MESSAGE” respectively, then the server SHALL execute the processing described in section  Error! Reference source not found. “Request Terminated at the Server IM user”  for Deferred messages. Otherwise, continue with the rest of the steps.

· 6.   SHALL check the “willingness” status of the subscriber as specified in [OMA-Pres-Spec]. If the subscriber is unwilling to receive the message, the server SHALL execute the processing described in section Error! Reference source not found. “Request Terminated at the Served IM User” for Deferred messages. Otherwise, continue with the rest of the steps.

· 7.    SHALL check the settings of “Conversation History” and SHALL execute the proce described in section  “History Function”.

· 8.    SHALL forward a SIP request towards the IM Client of the terminating IM User according to rules and procedures of the SIP/IP Core and to the subsections below.

Upon receiving a SIP final response the IM Server SHALL forward the SIP final response along the signalling path towards the originating IM Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 3:  (optional)Brief description of specific change

7.1.1.12  IM Client leaving an IM Session

When the Participant wants to leave the Session the IM Client:

· 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 2. SHALL set the Request-URI to the IM Session Identity of the IM Session to leave;

· 3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the IM Client SHALL:

-Release the User plane resource related to the ended session"

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.



· 
· 

Change 4:  (optional)Brief description of specific change

7.1.2.3 IM Client receiving an IM Session release request

Upon reception of a SIP BYE request, the IM Client: 

· 1. SHALL send SIP 200 "OK" response towards IM Server according to rules and procedures of the SIP/IP Core;
· 2. SHALL interact with the User Plane as specified in [draft-ietf-simple-message-sessions];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 5:  (optional)Brief description of specific change
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· 
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· 
· 

· 
· 
· 
· 

· 
· 
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· 

Change 6:  (optional)Brief description of specific change

7.2.1.12 Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state], the IM Server:

1. SHALL, if the Request-URI contains a IM Session Identity, check whether the IM Session identified by the IM Session Identity in the Request-URI is owned by the IM Server and perform the actions specified in subclause Error! Reference source not found. "Conference URI does not exist" if it is not owned by the IM Server; Otherwise continue with the rest of the steps;

2. SHALL, if the request-URI contains a IM Group Identity, check whether the IM Group identified with the IM Group Identity in the Request-URI is owned by the IM Server and perform the actions specified in subclause  Error! Reference source not found. "Conference URI does not exist" if it is not owned by the IM Server. Otherwise continue with the rest of the steps;

3. SHALL perform the actions to verify the Authenticated Originator's IM Address and authorize the request and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the IM Server to reject the subscription request.

4. SHALL check whether the Authenticated Originator’s IM Address , , is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [XDM 2.0]. If it is not allowed the IM Server performing the Controlling IM Function SHALL:

respond with a SIP 403 “Forbidden” response to the originating network. 
Otherwise, continue with the rest of the steps;

5. SHALL create a subscription to the conference state of the IM Session according to rules and procedures of [RFC3265] and [draft-conference-state];

6. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of [RFC3265] [draft-conference-state];

7. SHALL set the Contact header of the SIP response to the address of the IM Server;

8. SHALL include the Authenticated Originator’s IM Address as specified in subclause 5.2 “Authenticated Originator's IM Address”

a) set to the Conference-factory-URI in case of 1-1 IM Session or Ad-hoc IM Group Session; or

b) set to the IM Group Identity in case of pre-defined  IM Group;

9. SHALL include the option tag "norefersub" in a Supported header in the SIP response;

10. SHALL send the SIP response towards the IM Client according to rules and procedures of the SIP/IP Core;

11. SHALL generate an initial SIP NOTIFY request as specified in subclause Error! Reference source not found. "Generating a SIP NOTIFY request"; and,

12. SHALL send the SIP NOTIFY request to the IM Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the IM Server SHOULD generate and send a SIP NOTIFY request as specified in subclause Error! Reference source not found.  "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the IM Server SHALL terminate the subscription and indicate it to the IM Client as described in the subclause Error! Reference source not found. "Terminating the subscription".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 7:  (optional)Brief description of specific change

7.2.2.9 IM Session joining policy

The IM Server performing the Controlling IM Function SHALL allow only those IM Users to join in the Ad-hoc IM Group Session that it hosts who

· have been invited in the original invitation; and,

· have been invited during the IM Session by the owner or by another Participant of the IM Session depending on the session policy

The IM Server performing the Controlling IM Function SHALL allow only those IM Users to join in the Pre-defined IM Group Session that it hosts 
· whose Authenticated Originator’s IM Addresses are allowed by the <join-handling> action of the Group’s authorization rules, as specified in [Group-XDM Specification]; or,
· whose History Function participant(s) is allowed to join.

Change 8:  (optional)Brief description of specific change

13  History Function

13.1 Client Procedures

13.1.1 Requesting History during IM Session

When the Participant wants to store a copy of the IM Session during an ongoing IM Session, the IM client can then invoke IM History. The IM client

-      1. SHALL, if the “isFocus” feature tag is not set by the acknowledgement of this session, 

a. follow the procedures as specified in subclause Error! Reference source not found. “ IM Client extends 1-to-1 IM Session to a conference”, and;

b. add History@domain to the URI list according to [draft-ietf-sipping-uri-list-conferencing-04.txt]

·  2. SHALL, if the isFocus feature tag is set by the acknowledgement of this session 

a. 
generate an initial SIP REFER request as specified in subclause  Error! Reference source not found. "General" and according to rules and procedures of [RFC3515]. 

b.     set the Request-URI of the SIP REFER request to history@hostname 

c.  
set the Refer-To header of the SIP REFER request to the IM Session Identity of an ongoing IM Session Identity of the Conference session according to rules and procedures of [RFC3515].

d.     set the REFER method to INVITE. This will cause the IM server to invite itself to the ongoing conference.

· 3. MAY include in the Request-URI a Historyfilename uri-parameter “Historyfilename =user_provided_file_name”  as specified in E.2.1 "URI parameter";

NOTE 1: The inclusion of the historyfilename uri-parameter in case of the On-demand recording is not mandatory, as it is not needed by the IM Server for further processing by the History IM Function. If not set, the History IM Function will assign a file name to the history file. 
A user will be informed by a NOTIFY when the recording starts as described in [RFC3515]. 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

13.1.2 Requesting to End History during IM Session

When the Participant wants to terminate an ongoing recording of an IM Session: The IM client

· 1. SHALL, generate an initial SIP REFER request as specified in subclause Error! Reference source not found. "General" and according to rules and procedures of [RFC3515]. 

· 2.  SHALL set the Request-URI of the SIP REFER request to history@hostname; 

· 3. SHALL, set the Refer-To header of the SIP REFER request to the IM Address of the IM Session Identity of the Conference session user according to rules and procedures of [RFC3515].

4. SHALL set the method parameter "BYE" in the Refer-To header. This will course the IM server to end the communication of ongoing conference.
A Notification will be delivered when the recording ends. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

13.2 Requests Terminated by the History Function

13.2.1 Request for Retrieving stored History 
13.2.1.1 General

On receipt of the initial SIP INVITE request the IM History Function: 

· 1. SHALL reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] under certain conditions, e.g.

a) when a P-Asserted-Identity is not present
· 3. SHALL store the list of supported SIP methods if received in the Allow header;
· 4.  SHALL Verify that the SDP body has the media direction attribute set to a=recvonly; and if it does not the IM Server SHALL return a SIP 403 “Forbidden” response.
-
5.  SHALL Verify that the INVITE body includes a URI-list
Upon verifying P-asserted-identity of a user in the INVITE request, The IM History Function performs the following
· 1.   SHALL generate SIP responses according to rules and procedures of [RFC3261];

· 2.   SHALL include Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3.   SHOULD include an Allow header with all supported SIP methods; 
-     4  . SHALL include the IM session Identity in the Contact header as described in [sipping-conferencing].
· 5.  SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [draft-ietf-mmusic-sdp-new] [RFC2327] as follows:

· a). set the direction attribute to a=sendonly 
· 6..  SHALL send the SIP 200 "OK" response to the IM Client;

The History Function 

· 1.   SHALL process the INVITE request by retrieving each of the history references, as defined in [draft-URI-list]. 

· 2.    SHALL deliver the content of the each history reference indicated in the URI list of the incoming INVITE  
-      3.    Messages in the MSRP SEND MUST be sent as defined in section 13.3.3 “History Delivery “.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

13.2.2 Creating SIP Session History 

13.2.2.1 General 
On receipt of the initial SIP REFER request the IM History Function: 

· 1. SHALL reject the SIP REFER request with an appropriate reject code as specified in [RFC3515] e.g.

a) when a P-Asserted-Identity is not present.
b) when the IM History determines that there is not enough resources to handle the IM Session; 
· 2. SHALL store the list of supported SIP methods if received in the Allow header; and,
· 

When generating SIP responses the IM History Function:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC 3515]; 
· 2. SHALL include Server header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
13.2.2.2 Receiving SIP REFER

Upon receiving a SIP REFER request from an IM Client that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the IM Server: 

· 1. ; 
· 1. SHALL perform actions to verify the Authenticated Originator's IM Address of the inviting IM User and authorize the request as specified for the Controlling IM Server in subclause Error! Reference source not found. "IM Session initiation policy" and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL extract the IM History Filename from the value of the filename attribute in the Request-URI History Type uri-parameter in the SIP REFER request, if such an attribute is present.
· 3. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
· 4. SHALL send the SIP 2xx final response to the SIP REFER request towards the IM Client according to rules and procedures of the SIP/IP Core;
· 5. SHALL generate a SIP INVITE to the IM Session Identity according to procedures in chapter  13.3.1 “Inviting the Conference Function”.
· 6. SHALL in the  SIP NOTIFY response sent to IM User report the outcome of the SIP INVITE 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
13.2.3 Storage

Each time the IM server receives a SIP message or a MSRP Session to be stored on behalf of the served IM User, the IM Server:

· 1. SHALL, in case of SIP MESSAGE request, store the complete message including all the header fields and bodies of the SIP MESSAGE request

· 2. SHALL, in the case of MSRP session, store the following

· All Relevant headers of SIP INVITE and 200 OK of the session establishment of the history session for example

· From

· To

· P-Asserted-Identity

· Subject

· Date 

· 3. SHALL store the content of the message exchanges as follows:

· For a page mode messaging: The MSRP SEND request including all headers, the timestamp for when the IM server received the message and the complete content of the msrp message

· For a session mode messaging: Each MSRP SEND request including all headers, the timestamp for when the IM server received the message and the complete message content of the MSRP SEND’s as it was received.

· Relevant headers of the SIP BYE request

· 4. SHALL assign a unique history reference for each stored message in the form message id or for IM Session as history reference

· The IM server generates the unique history reference by itself

· 5. SHALL store the history in the served IM user’s account of the IM server’s message store entity

· 6. SHALL store meta date in XDMS as described in 0 “Store Metadata”

13.2.4 SIP CANCEL request from IM Client 
· Upon reception of a SIP CANCEL request, the IM History Function SHALL behave as UAS and send a 200 (OK) response

· The client SHOULD then consider the original transaction cancelled and SHOULD destroy the client transaction handling the original request according to rules and procedures of [RFC3261]

· When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
13.2.5 SIP BYE request from IM Client

Upon reception of a SIP BYE request from the IM client, the IM History Function: 

· 1. SHALL interact with the User Plane as specified in  "IM Client procedures at IM Session release";

· 2.  SHALL update XDMS with metadata and reference to content created by the user plane so that retrieving services can consider them as one set of meta data relating according to the instructions in 0 “Store Metadata”
· 3.  SHALL generate a 200 “OK” response according to rules and procedures of [RFC3261]; and,
· When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
13.2.6 Request to delete History

13.2.x Request to End History Recording

Upon receiving from the IM Client a SIP REFER request with the method parameter set to value "BYE" in the Refer-To header , the IM History Function:

1. SHALL perform the actions to verify the Authenticated Originator’s IM Address of the IM Client and authorize the request, and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response; otherwise continue with the rest of the steps;
2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI is an identity of an existing IM Session and the History Function is a Participant of that IM Session, the IM Server: 

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. 
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the IM Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the IM Client according to rules and procedures of the SIP/IP Core; 

v. SHALL remove the History Function from the IM Session as specified in 13.3.1.x Generating a SIP BYE;
.  
b) if the URI is not an identity of an existing IM Session or the History Function is not a Participant of that IM Sesssion, the IM Server SHALL:

i. if the method parameter in the Refer-To header is empty continue according to 13.2.2.2
Receiving SIP REFER without returning to this procedure; otherwise continue with the next steps;
ii. SHALL return a SIP 403 "Forbidden" response.
3.The IM History Function SHALL generate a SIP BYE according to rules and procedures of 7.1.1.12 IM Client leaving an IM Session and acting as a IM Client for the Controlling Server.
· 4. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the IM Client SIP NOTIFY request(s) as specified in subclause 7.2.2.10 Generating a SIP NOTIFY request to the SIP REFER request based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case the Refer-Sub header is not present  or is set to “true”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the History function SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
13.3 Requests Initiated by the History Function

13.3.1 Inviting the Conference Function
13.3.1.1 General

The IM History Function SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The History Function:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Error! Reference source not found. “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Accept-Contact header

· 5. SHALL include the option tag 'timer' in the Supported header;
· 6. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].

On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Client: 

· 1. SHALL store the list of SIP methods that the IM Server supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

13.3.1.2 Generating a SIP INVITE

The IM History Function:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause .1.2 "General"; with the following clarification :
· 2.  set the Request-URI of the SIP INVITE request to the session identity received either
· I

· In the Refer-To header field,  If SIP REFER is received from an IM client, 
· In the 200 OK received from the controlling IM Server  
· 3. SHALL include , the SIP URI of the initiators of the request in the From: header field;
· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264]  ,[ draft-ietf-mmusic-sdp-new]  , and [draft-ietf-simple-message-sessions]

·  5. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM History Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

· 3. SHALL store the all SIP Headers
· 4. SHALL subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of an IM Session according to chapter 6.2.13 IM Client subscription to the conference state event package;
· 5. SHALL, if the IM History Function accepts the SIP Session invitation, and interact with the User Plane as specified in xxxx “IM User Plane”.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

13.3.2 Updating XDMS

13.3.3 History Delivery – User Plane

After the IM server has established an IM session to deliver history messages to the served IM User, the IM Server constructs MSRP SEND request for each history reference. Sending of messages MUST follow the procedures and rules of [MSRP].
13.3.3.1 For Pager Mode Messages

The IM server sends MSRP SEND with the encapsulated history IM message and the timestamp received by the IM server to the IM client through the MSRP channel established as follows:

· 1. SHALL generate MSRP SEND request for each history Message

· Each generated MSRP SEND request SHALL be of content-type “Multipart/mixed” and carry the history Message as payload with the following clarification:

· Each history message SHALL include the timestamp received by the IM Server in SIP headers
· The Original headers in the history messages, i.e. Call-IDs and message-id in case of MSRP SEND, SHALL not be altered by the IM Server
· SHALL encapsulate the stored “SIP MESSAGE” request with the Content-Type of either message/sip or message/sipfrag, according to the procedures of [RFC3261] or [RFC3420], respectively 

· SHALL encapsulate the stored “MSRP SEND” (i.e. page mode with MSRP session) with the Content type message/msrp 

· 2. After sending all the history messages, the IM Server SHALL send a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the IM Client.

13.3.3.2 For stored IM Session 

The IM Server SHALL retrieve the stored IM Session History and for each of them behave as following:            
Each incoming MSRP SEND SHOULD be sent in the order they arrived to the history function 
Each MSRP SEND SHOULD be reconstructed with the original meta data and sent as it was received
SHALL encapsulate “MSRP SEND” messages with the Content type message/msrp 
After sending all the history conversation, the IM Server SHALL send a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the IM Client.
13.3.4 Store Metadata

When storage of a SIP Session or SIP MESSAGE is required, the IM History Function SHALL update the conversation history XML document in the IM XDM with a new conversation element according [IM-XDM Specification].













�Not found in the IM TS..therefore deleted


�Shouldn't IM server only include the ‘norefersub’ in the response if the original refer contains ‘norefersub’? check (iii) of your procedure
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