Doc# OMA-IM-2006-0430 Charging
Change Request

Doc# OMA-IM-2006-0430 Charging
Change Request


Change Request

	Title:
	Charging in IMS
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA MWG IM

	Doc to Change:
	OMA-TS-IM_SIMPLE-V1_0_0-20061002-D

	Submission Date:
	October 12 2006

	Classification:
	 FORMCHECKBOX 
0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Nadia Bishai, Ericsson, 

Nadia.Bishai@ercsson.com, 

+1-514-591-6739 

	Replaces:
	N/A


1 Reason for Change

This contribution adds Charging information in the TS
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

1.1.1 Chargeable Events in the Scope of the OMA IM Enabler

	Chargeable Event
	Section where defined
	Source of the event

	1. Registration

	Client registers/deregisters with the IM server
Editor’s note: This only means that the subscriber has an IMS client and an IM trigger in his profile. What information can be inferred from this event is to be discussed
	5.3 IM Service registration
6.1.1 Getting Information on Client status
	Participating Server

	2. Pager Mode messaging

	A) Client sends a pager mode message to one  recipient and the message has been delivered successfully


	6.1.2.3 Receiving SIP MESSAGE request for Pager Mode


	Participating Server



	B) Client sends a pager mode message to more than one recipient and the message has been delivered successfully


	8.3.2.1 SIP MESSAGE request
	Controlling Server

	C)   Client receives a pager mode message
	6.1.3.3.1 Receiving SIP MESSAGE Request
	Participating Server

	3. Large Messaging Mode

	A) Client sends a Large message to one  recipient and the message has been delivered successfully


	6.1.2.4.1 Receiving SIP Session request for Large Message Mode

9.3.1.3 Releasing a Large Message Session
	Participating Server



	B) Client sends a Large message to more than one recipient and the message has been delivered successfully


	9.3.2.1 large Message session Initiation
	Controlling Server

	C) Client receives a Large message 


	6.1.3.4.1 receiving SIP Session request for large Message Mode

	Participating Server



	4. Session establishment 

	A) User starts a session 


	6.1.2.2.2 Reception of an initial SIP INVITE IM Session request 
7.2.3.1 MSRP Switch

6.1.2.2.8 SIP BYE request from IM Client

6.1.2.2.9 SIP Session timer expiry
	Participating Function

	B) User joins a session


	6.1.3.2.1 Receiving request for IM Session 

7.2.3.1 MSRP Switch

6.1.3.2.4 SIP BYE request 


	Participating Function

	5. Deferred message(s) delivered to user

	A ) User is notified and downloads deferred messages


	12.2.1 Request Initiated by the Served IM user to the Stored Message Function
	Deferred Function

	B) System pushes all deferred messages to user


	12.2.2.5 Pushing Deferred Messages
	Deferred Function

	6. History 
	
	

	A) User records history in a session


	13.2.2 Creating SIP Session History
	History Function

	B) User retrieves history
	13.2.1 Request for retrieving Stored History
	History Function

	
	
	

	
	
	


1.1.2 When to Invoke the Charging Enabler

	Chargeable Event
	Section where defined
	Condition

	1. Registration

	Client registers/deregisters with the IM server

Editor’s note: This only means that the subscriber has an IMS client and an IM trigger in his profile. What information can be inferred from this event is to be discussed
	5.3 IM Service registration

6.1.1 Getting Information on Client status
	The charging data is recorded when the Originating Participating server has validated and accepted the REGISTRATION Message. 

	2. Pager Mode messaging

	A) Client sends a pager mode message to one  recipient and the message has been delivered successfully


	6.1.2.3 Receiving SIP MESSAGE request for Pager Mode


	The charging data is recorded when the Originating Participating server has received a success response from the recipient of the MESSAGE message.

	B) Client sends a pager mode message to more than one recipient and the message has been delivered successfully


	8.3.2.1 SIP MESSAGE request
	The charging data is recorded when the Controlling Server has sent the MESSAGE to the recipients and received a success or failure response from all receivers

	C)   Client receives a pager mode message
	6.1.3.3.1 Receiving SIP MESSAGE Request
	The charging data is recorded when the Terminating Participating server has validated and either delivered the MESSAGE message to the recipient OR deferred the message for later delivery.



	3. Large Messaging Mode

	A) Client sends a Large message to one recipient and the message has been delivered successfully


	6.1.2.4.1 Receiving SIP Session request for Large Message Mode

9.3.1.3 Releasing a Large Message Session
	The charging data is recorded when the Originating Participating server has received a success response from the recipient of the Large message.

	B) Client sends a Large message to more than one recipient and the message has been delivered successfully


	9.3.2.1 Large Message session Initiation
	The charging data is recorded when the Controlling Server has sent the large message to the recipients and received a success or failure response from all receivers to the last MSRP chunk.

	C) Client receives a Large message 


	6.1.3.4.1 receiving SIP Session request for large Message Mode


	The charging data is recorded when the Terminating Participating server has validated and either delivered the large message to the recipient OR deferred the message for later delivery.



	4. Session establishment 

	A) User starts a one to one session 


	6.1.2.2.2 Reception of an initial SIP INVITE IM Session request 
7.2.3.1 MSRP Switch

6.1.2.2.8 SIP BYE request from IM Client

6.1.2.2.9 SIP Session timer expiry


	The charging data is recording starts when the Originating Participating function receives a conformation that the SIP invitation for the session has been accepted. Each message exchange during the session is recorded by the originating participating function as an interim charging data record. The charging record is closed when the session ends.

	B)  User joins a session


	6.1.3.2.1 Receiving request for IM Session 

7.2.3.1 MSRP Switch

6.1.3.2.4 SIP BYE request 


	The charging data is recording starts when the Terminating Participating function receives a conformation that the SIP invitation for the session has been accepted by the client. Each message exchange during the session is recorded by the terminating participating function as an interim charging data record. The charging record is closed when the session ends.

	5. Deferred message(s) delivered to user

	A ) User is notified and downloads deferred messages


	12.2.1 Request Initiated by the Served IM user to the Stored Message Function
	The charging data is recorded when the Deferred Function has successfully downloaded a deferred message requested by the user.

	B) System pushes all deferred messages to user


	12.2.2.5 Pushing Deferred Messages
	The charging data is recorded when the Deferred Function has successfully downloaded all deferred messages to the user.

	6. History 
	
	

	A) User records history in a session


	13.2.2 Creating SIP Session History
	The charging data is recorded when the History function has been successfully invoked by the user and history has been recoded for the session. 
Editor’s note: this may be an optional charging event.

	B) User retrieves history
	13.2.1 Request for retrieving Stored History
	The charging data is recorded when the History function has successfully downloaded a history record to the user.


1.1.3 SIMPLE IM related Information in Charging Messages

The charging information is based on Diameter AVPs [IETF RFC 3588: "Diameter Base Protocol"] and 3GPP AVPs [TS.32299]. 
1.1.3.1 AVPs

The AVPs defined for charging data are described in the tables below. The symbols used have the following meaning:

· <AVP> indicates a mandatory AVP with a fixed position in the message.

· {AVP} indicates a mandatory AVP in the message.

· [AVP] indicates an optional AVP in the message.

· *AVP indicates that multiple occurrences of an AVP are possible.

	Level
	SIMPLE IM  Field Name
	Type
	Description and values
	OMA Data Element in Charging Interface

	

	
	<Diameter-Header:271>
	
	It is the Diameter Base Protocol header. It contains Version number (set to 1), Message Length, Command Flags (R, P, E, T, r), Command-code, Application-ID, Hop-by-Hop Identifier and End-to-End Identifier. See [RFC 3588] for more details.
	

	
	<Session-Id>
	UTF8String
	The Session-Id AVP (AVP Code 263) is of type UTF8String and is used to identify a specific session (a Diameter or charging session).  All messages pertaining to a specific session MUST include only one Session-Id AVP and the same value MUST be used throughout the life of a session. When present, the Session-Id SHOULD appear immediately following the Diameter-Header. See [RFC 3588] for more details.
	

	
	{Origin-Host}
	DiameterIdentity
	The Origin-Host AVP (AVP Code 264) is of type DiameterIdentity, and MUST be present in all Diameter messages.  This AVP identifies the endpoint that originated the Diameter message. See [RFC 3588] for more details.
	

	
	{Origin-Realm}
	DiameterIdentity
	The Origin-Realm AVP (AVP Code 296) is of type DiameterIdentity. This AVP contains the Realm of the originator of any Diameter message and MUST be present in all messages. See [RFC 3588] for more details.
	

	
	{Destination-Realm}
	DiameterIdentity
	The Destination-Realm AVP (AVP Code 283) is of type DiameterIdentity, and contains the realm the message is to be routed to. When present, the Destination-Realm AVP is used to perform message routing decisions.
	

	
	{Accounting-Record-Type}
	Enumerated
	The Accounting-Record-Type AVP (AVP Code 480) is of type Enumerated and contains the type of accounting record being sent. There are 4 types – EVENT_RECORD, START_RECORD, INTERIM_RECORD and STOP_RECORD. EVENT_RECORD is the type used in event based charging (for one-time occurrences). The other 3 types are used in session based charging (for durations).
	

	
	{Accounting-Record-Number}
	Unsigned32
	The Accounting-Record-Number AVP (AVP Code 485) is of type Unsigned32 and identifies this record within one session.  It is useful only in session based charging, which involves multiple records. In event based charging there is only 1 record.
	

	
	[Acct-Application-Id]
	Unsigned32
	The Acct-Application-Id AVP (AVP Code 259) is of type Unsigned32 and is used in order to advertise support of the Accounting portion of an application. The Acct-Application-Id MUST also be present in all Accounting messages. [RFC 3588]
	

	
	[User-Name]
	
	This contains the private user identity if available in the node [3GPP TS32.299]
	

	
	{Result-Code}
	Unsigned32
	The Result-Code AVP (AVP Code 268) is of type Unsigned32 and indicates whether a particular request was completed successfully or whether an error occurred. 

Diameter provides the following classes of errors, all identified by the thousands digit in the decimal notation:

      -  1xxx (Informational)

      -  2xxx (Success)

      -  3xxx (Protocol Errors)

      -  4xxx (Transient Failures)

      -  5xxx (Permanent Failure)

The Diameter Base Protocol [RFC3588] defines the values 1001, 2001-2002, 3001-3010, 4001-4002 and 5001-5017 for Result-Code AVP. 3GPP in addition [3GPP TS 32.299] defines values 4010, 4011, 4012, 5030 and 5031.
	

	
	
	
	
	

	
	
	
	
	

	General AVPs to be used for all other events

	
	<Diameter-Header:271>
	
	It is the Diameter Base Protocol header. It contains Version number (set to 1), Message Length, Command Flags (R, P, E, T, r), Command-code, Application-ID, Hop-by-Hop Identifier and End-to-End Identifier. See [RFC 3588] for more details.
	

	
	<Session-Id>
	UTF8String
	The Session-Id AVP (AVP Code 263) is of type UTF8String and is used to identify a specific session (a Diameter or charging session).  All messages pertaining to a specific session MUST include only one Session-Id AVP and the same value MUST be used throughout the life of a session. When present, the Session-Id SHOULD appear immediately following the Diameter-Header. See [RFC 3588] for more details.
	

	
	{Origin-Host}
	DiameterIdentity
	The Origin-Host AVP (AVP Code 264) is of type DiameterIdentity, and MUST be present in all Diameter messages.  This AVP identifies the endpoint that originated the Diameter message. See [RFC 3588] for more details.
	

	
	{Origin-Realm}
	DiameterIdentity
	The Origin-Realm AVP (AVP Code 296) is of type DiameterIdentity. This AVP contains the Realm of the originator of any Diameter message and MUST be present in all messages. See [RFC 3588] for more details.
	

	
	{Destination-Realm}
	DiameterIdentity
	The Destination-Realm AVP (AVP Code 283) is of type DiameterIdentity, and contains the realm the message is to be routed to. When present, the Destination-Realm AVP is used to perform message routing decisions.
	

	
	{Accounting-Record-Type}
	Enumerated
	The Accounting-Record-Type AVP (AVP Code 480) is of type Enumerated and contains the type of accounting record being sent. There are 4 types – EVENT_RECORD, START_RECORD, INTERIM_RECORD and STOP_RECORD. EVENT_RECORD is the type used in event based charging (for one-time occurrences). The other 3 types are used in session based charging (for durations).
	

	
	{Accounting-Record-Number}
	Unsigned32
	The Accounting-Record-Number AVP (AVP Code 485) is of type Unsigned32 and identifies this record within one session.  It is useful only in session based charging, which involves multiple records. In event based charging there is only 1 record.
	

	
	[Acct-Application-Id]
	Unsigned32
	The Acct-Application-Id AVP (AVP Code 259) is of type Unsigned32 and is used in order to advertise support of the Accounting portion of an application. The Acct-Application-Id MUST also be present in all Accounting messages. [RFC 3588]
	

	
	[User-Name]
	
	This contains the private user identity if available in the node [3GPP TS32.299]
	

	
	{Result-Code}
	Unsigned32
	The Result-Code AVP (AVP Code 268) is of type Unsigned32 and indicates whether a particular request was completed successfully or whether an error occurred. 

Diameter provides the following classes of errors, all identified by the thousands digit in the decimal notation:

      -  1xxx (Informational)

      -  2xxx (Success)

      -  3xxx (Protocol Errors)

      -  4xxx (Transient Failures)

      -  5xxx (Permanent Failure)

The Diameter Base Protocol [RFC3588] defines the values 1001, 2001-2002, 3001-3010, 4001-4002 and 5001-5017 for Result-Code AVP. 3GPP in addition [3GPP TS 32.299] defines values 4010, 4011, 4012, 5030 and 5031.
	

	
	[Service-Information]
[IMS-Information AVP]
	
	The IMS-Information AVP (AVP code 876) is of type Grouped. Its purpose is to allow the transmission of additional IMS service specific information elements. 


	

	The following are some of  the contents of the [IMS-Information] AVP defined in 3GPP TS 32.299 (for illustration purposes)

	
	[Event-Type]
	Grouped
	The Event-Type AVP (AVP code 823) is of type Grouped and contains information about the type of chargeable telecommunication service/event for which the accounting-request message is generated.

It has the following ABNF grammar:


<Event-Type>::=<AVP Header: 823 >


[ SIP-Method]


[ Event ]


[ Content-Type ]


[ Content-Length ]


[ Content-Disposition ]
	

	
	     [SIP-Method]
	UTF8String
	The SIP-Method AVP (AVP code 824) is of type UTF8String and holds the name of the SIP Method (INVITE, UPDATE etc.) causing an accounting request to be sent to the CDF.
	

	
	     [Content-Disposition]
	UTF8String
	The Content-Disposition AVP (AVP code 828) is of type UTF8String and indicates how the message body or a message body part is to be interpreted (e.g. session, render)
	

	
	[Role-of-node]
	Enumerated
	The Role-Of-Node AVP (AVP code 829) is of type Enumerated and specifies the role of the AS/CSCF.

The identifier can be one of the following:


ORIGINATING_ROLE
0


The AS/CSCF is applying a originating role, serving the calling subscriber.


TERMINATING_ROLE
1


The AS/CSCF is applying a terminating role, serving the called subscriber.


PROXY_ROLE

2


The AS is applying a proxy role.


B2BUA_ROLE
3


The AS is applying a B2BUA role.
	

	
	                 {Node-Functionality}
	Enumerated
	The Node-Functionality AVP (AVP code 862) is of  type Enumerated and includes the functionality identifier of the node where the cause code was generated.

The functionality identifier can be one of the following:

S-CSCF 0; P-CSCF 1; I-CSCF 2; MRFC 3; MGCF 4; BGCF 5; AS 6; UE 7.
	

	
	[User-Session-ID ]
	UTF8String
	The User-Session-Id AVP (AVP code 830) is of type UTF8String and holds the session identifier. For a SIP session the Session-ID contains the SIP Call ID
	

	
	[Calling-Party-Address]
	UTF8String
	The Calling-Party-Address AVP (AVP code 831) is of type UTF8String and holds the address (Public User ID: SIP URL, E.164, etc.) of the party initiating a session.
	

	
	[Called-Party-Address]
	UTF8String
	The Called-Party-Address AVP (AVP code 832) is of type UTF8String and holds the address (Public User ID: SIP URL, E.164, etc.) of the party to whom a session is established.
	

	
	[Time-stamp]
	Grouped
	The Time-Stamp AVP (AVP code 833) is of type Grouped and holds the time of the initial SIP request and the time of the response to the initial SIP Request.
	

	
	     [SIP-Request-Timestamp]
	UTF8String
	The SIP-Request-Timestamp AVP (AVP code 834) is of type UTF8String and holds the time in UTC format of the initial SIP request (e.g. Invite).
	

	
	[SIP-Response-Timestamp]
	UTF8String
	The SIP-Response-Timestamp AVP (AVP code 835) is of type UTF8String and holds the time in UTC format of the response to the initial SIP request (e.g. 200 OK).
	

	
	*[Inter-Operator-Identifier]
	Grouped
	The Inter-Operator-Identifier AVP (AVP code 838) is of type Grouped and holds the identification of the network neighbors (originating and terminating) as exchanged via SIP signaling.
	

	
	     [Originating-IOI]
	UTF8String
	The Originating-IOI AVP (AVP code 839) is of type UTF8String (alphanumeric string) and holds the Inter Operator Identifier for the originating network as generated by the S-CSCF in the home network of the originating end user.
	

	
	     [Terminating-IOI]
	UTF8String
	The Terminating-IOI AVP (AVP code 840) is of type UTF8String (alphanumeric string) and holds the Inter Operator Identifier for the originating network as generated by the S-CSCF in the home network of the terminating end user.
	

	
	[IMS-Charging-Identifier]
	
	The ICID (used for correlation of charging data) value is globally unique across all 3GPP IMS networks for a time period of at least one month. The exact method how to achieve the uniqueness requirement is an implementation issue.

At each SIP session unrelated method, both initial and subsequent (e.g., REGISTER, NOTIFY, MESSAGE etc.), a new, session unrelated ICID is generated at the first IMS network element that processes the method. This ICID value is contained in the SIP request and response of that SIP transaction and must be valid for the duration of the transaction.
At each SIP session establishment a new, session specific ICID is generated at the first IMS network element that processes the session-initiating SIP INVITE message. This ICID is then used in all subsequent SIP messages for that session (e.g., 200 OK, (re-)INVITE, BYE etc.) until the session is terminated.
	

	
	*[SDP-Session-Description]
	UTF8String
	The SDP-Session-Description AVP (AVP code 842) is of type UTF8String and holds the contents of lines in SDP description which describe session level information, e.g. “v=”, “o=”, “s=”, “c=”, “t=”. Basically all lines before (but not including) the first “m=” line in a SDP description are session level information.
	

	
	*[SDP-Media-Component]
	UTF8String
	The SDP-Media-Description AVP (AVP code 845) is of type UTF8String and holds the content of an "attribute-line" ( a=) related to a SDP-Media-Name (i.e. corresponding to a  “m=”)
	

	
	     [SDP-Media-Name]
	UTF8String
	The SDP-Media-Name AVP (AVP code 844) is of type UTF8String and holds the content of a "m=" line in the SDP data.
	

	
	    *[SDP-Media-Description]
	UTF8String
	The SDP-Media-Description AVP (AVP code 845) is of type UTF8String and holds the content of an "attribute-line" ( a=) related to a SDP-Media-Name (i.e. corresponding to a  “m=”)
	

	
	      [GPRS-Charging-ID]
	UTF8String
	The GPRS-Charging-ID AVP (AVP code 846) is of type UTF8String and holds a sequence number generated by the GGSN at PDP context activation.
	

	
	[GGSN-Address]
	IPAddress
	The GGSN-Address AVP (AVP code 847) is of type IPAddress and holds the IP-address of the GGSN that generated the GPRS Charging ID.
	

	
	[Cause]
	Grouped
	The Cause AVP (AVP code 860) is of type Grouped. The Cause AVP includes the Cause-Code AVP that contains the cause value and the Node-Functionality AVP that contains the function of the node where the cause code was generated.
	

	
	     {Cause-Code}
	Enumerated
	The Cause-Code AVP (AVP code 861) is of type Enumerated and includes the cause code value from IMS node. It is used in Accounting-request[STOP_RECORD] and/or Accounting-request[EVENT_RECORD] messages. Within the cause codes, values ( 0 are reserved for successful causes while values ( 1 are used for failure causes. In case of errors where the session has been terminated as a result of a specific known SIP error code, then the SIP error code is also used as the cause code. 

See [3GPP TS 32.299] for exact values and meanings.

	

	
	
	
	
	

	The above AVPs apply equally for all events. Vendor specific AVPs can be added to record other information not defined in this table. Examples are: Group name, number of participants, volume of data sent/received etc….
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