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1 Reason for Change

To address the following comments sent  by e-mail to the MWG-IM G

“From: ext Sedlacek, Ivo [mailto:ivo.sedlacek@SIEMENS.COM] 
Sent: 30 October, 2006 10:55
To: OMA-MWG-IM@MAIL.OPENMOBILEALLIANCE.ORG
Subject: Possible inconsistency in OMA-TS-IM_SIMPLE-V1_0-20061020-D
Hello,
 

OMA-TS-IM_SIMPLE-V1_0-20061020-D seems to describe the Controlling IM Function procedures when a MSRP SEND request is received in two chapters:
 

7.2.2.12 Media messaging requests terminated by the IM Server
7.2.3.3 Receiving and Sending messages in an IM conference Server
 

The chapters seem to be similar, but not completely the same.
 

Is each chapter used in different situation or is it a mistake?
 

Kind regards
 

Ivo Sedlacek
Siemens
ANF DATA MCS CD3  “
phone: +420 54310 6532
mailto: ivo.sedlacek@siemens.com
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change





· 
a) 
b) 
· 

· 
7.2.3 User plane

User plane in IM group session /IM conference is a type of conference as specified in [RFC 4353]. Such a conference can involve several media components,  and an MSRP session is one of the possible media components. Participants in this type of conference will be  aware that the media offered is MSRP due to the presence of  an SDP media type being ‘message’ with TCP/MSRP being the protocol as defined in [msrp].  The special MSRP application level entity that handles the media session in the conference is called MSRP switch. 
7.2.3.1 MSRP Switch

MSRP switch functions in a similar way as a conference mixer because it handles media sessions with each of the participants and bridges these streams together.  However, unlike a conference mixer,   the MSRP switch merely relays messages between participants but   doesn't actually mix the streams in any way.   Each conference participant establishes MSRP Session with the MSRP Switch.

In a group session /IM conference, the msrp switch

· SHALL support media type message/cpim

· SHALL maintain mappings of  IM conference participants msrp sessions with their  corresponding user identities (SIP, nickname, display name), SDP attributes such as max-size, etc within a duration of  an active session

· SHALL check the ‘From’ header of the message/cpim in each MSRP SEND against the identity of the sender in its mapping table, and if the ‘From’ header of the message/cpim corresponds to the sender’s identity in the mapping table, the msrp switch shall relay message to intended recipient(s), otherwise reject  the message as described in [7.2.3.3 Receiving and Sending messages in an IM conference]

· SHALL allow  the use of anonymity to keep  participants real SIP URI  identities hidden in the IM conference without downgrading participant’s services as defined in [ 7.2.3.2 Chat Alias in an IM Conference]

· SHALL relay or distribute received message to the entire participants of the IM conference  as defined in [7.2.3.3 Receiving and Sending messages in an IM conference]

· SHALL support sending of Private messages as define in [7.2.3.4 Receiving and Sending Private messages in an IM conference]

· SHOULD start relaying the MSRP chunks once the message/cpim wrapper information is received
7.2.3 .2 Chat Alias in an IM conference

The IM chat server maintains a table where all the participants are listed with the chat aliases they are using. The purpose of this table is to guarantee that a chat alias is uniquely allocated to a user to avoid duplicated entries
When the IM Server receives a SIP INVITE request and the user requests for privacy as defined in [RFC3325], the IM Server SHALL:

· 1. Check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag “id”. If not allowed, the IM Server SHALL respond with a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps; 

Note:  Allowing privacy for an Authenticated Originator’s IM Address is defined using the <allow-anonymity> element of the rules of the IM Group definition as specified in [IM XDM 2.0 Specification]. 
· 2. Check the ‘From’ header field values against the entries in the IM server’s mapping for the session and 

· If the ‘From’ header field values are unique, the IM server

· SHALL insert the ‘From’ header field values into its mapping table for the joining User.  

· SHALL respond with 200 OK with content-type ‘application/sdp’ as defined in [MSRP]

· If the ‘From’ header field is NOT unique, the IM server

· SHALL insert a modified/changed values of the ‘From’ header field in its mapping table to make it unique for the joining User.  

Note: When an IM conference checks the ‘From’ header field e.g. <bob><sip: anonymous@anonymous.invalid>” and this field is not unique in the IM Conference mapping table, then IM conference could be modified to <bob-X><sip:anonymousX@anonymous.invalid>, where X could be any value.  This is an example and the form of modified ‘From’ header is matter of local server policy
· 3. SHALL respond with 200 OK as defined in [MSRP]

If the user is subscribed to the conference event package, the IM Conference server 

· 1. SHALL insert in the  NOTIFY response of the conference event package subscription destined to the joining User,  the modified value of the ‘From’ header field as the value of the "entity" attribute of the <user> element 

· 2. SHALL include “yourown” attribute extension with the value “true” to the <user> element as described in Appendix N “Conference Event Package”

· 3. SHALL respond with 200 OK with content-type  multipart/mixed as defined in [RFC2046] with the following clarification:
· Message/cpim top level wrapper with the ‘To’ header set to the modified/changed  value of the SIP  ‘From’ header field,  and the ‘From’ header of cpim wrapper set to the authenticated IM address of the IM conference

· The other part of the 200 OK body with content type ‘application/sdp’ as defined in [MSRP]

7.2.3.3  Receiving and Sending messages in an IM conference Server
When the IM Server acting as a MSRP Switch receives a MSRP request or response, the IM Server SHALL function according to the following rules and procedures: 
· The IM server SHALL check if the “max-size” a attribute had been received from the invited user in the 200OK response to the invite. If it has not been received, the IM server will resume processing at step 2. If it has been received, the IM server SHALL compare the “max-size” value with the total size of the message received in the Byte-Range parameter in a SEND request of a chunked message. 

 a) If the total message size is larger than the “max-size”, the IM server shall not the send the message to this particular invited user and SHALL indicate that a Failure report is to be returned to the sender
· The IM Server SHALL check the “From” header field of the message/CPIM of the MSRP request. If the “From” header field does not contain a valid value based on expected information described for the “From” header in 7.1.3.2.1 Generating MSPR requests in an IM Conference, the IM Server SHALL reject the request with MSRP 403 response. Otherwise, continue with the rest of the steps;
· The IM Server SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. If the “To” header field(s) contains  the IM Session Identity or IM Group Identity, the IM Server SHALL consider the request as a  message to be distributed to all Participants of the IM Conference Session. In that case, the IM Server:

· SHALL send the MSRP request to IM Address of each Participant of the IM Session except the sender user’s IM Address as follows:

· The IM Server SHALL copy the originally received SEND request and SHALL not modify the body included in the original MSRP SEND request.The IM Server should start distributing the MSRP request once received the message/CPIM wrapper information.

· When an IM Server receives an MSRP SEND request  that includes;

·  MSRP Success-Report with a value “yes”, the IM conference SHALL proceed according to rules and procedures in  [MSRP]

· MSRP Success-Report with a value “yes” and an additional parameter “Include-Sent-Count”, the IM Conference SHALL proceed as follows:

· SHALL include Success-Report with a value “yes” in each copy of the MSRP SEND request fan out  to the participants of the chat room

· SHALL wait for a suitable time (implementation dependent) to receive the Report Request from the participants of the IM conference and aggregates the number of successful delivery response

· SHALL send MSRP REPORT request as a response to the received MSRP SEND request, that has the Success-Report with a value “yes” as defined in [MSRP] and the parameter “Include-Sent-count”, with the following clarification

· Include a new header “Distribution-Count” and insert as a value to this new header , the number of successful delivery responses received from the IM conference participants as described in Appendix P “Message Distribution Count”.
Receiving and Sending Private messages in an IM Conference 

· The IM Server SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. If the “To” header field(s) contains  IM Address of  the recipient IM User(s) instead of the IM Session Identity or IM Group Identity, the IM Server SHALL consider the request as a Private Message, and if the IM Server supports Private Messages, the IM Server:

a) SHALL check if the sender is allowed to send Private Messages by checking rules and the value of <allow-private-message> element from the group definition as defined in [Group XDM Specification] in case of the Pre-defined Group or following Operator policies in case of Ad-Hoc Group. If it is not allowed, the IM Server SHALL reject the request with MSRP 403 response. Otherwise, continue with the rest of steps; 

b) SHALL send the MSRP request to each IM Address in the “To” header field(s) with the following clarification: 
· the IM Server SHALL generate exactly the same copy of the original received SEND request and MUST not modify the body included in the original MSRP SEND request.
NOTE: the IM Server MAY start distributing the MSRP request once it receives the message/CPIM wrapper information.

If the IM Server does not support the Private Messages the IM Server SHALL reject the request with MSRP 403 response 
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