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1 Reason for Change

Transport of multimedia (binary) content on XML protocols is usually done by transfer encoding the content to allow for direct inclusion in the XML document. Transfer encoding is both a time consuming process for clients and   it  increases network bandwidth usage. BASE64 increases size by 33% since each 3 bytes needs to be expanded to 4 bytes.

This CR suggests that when WBXML is in use, then both clients and servers are allowed to embed binary content as WBXML Opaque Data.

Since most clients in the market probably does not support this feature yet, a server will need to get an indication from the client that it is willing to accept Opaque Data binary content. This CR suggests that clients can indicate such willingness by negotiation of the IDENTITY transfer encoding.

In addition, to allow for such transport on the presence attribute StatusContent, a new field ContentEncoding is required for this attribute.

The current specification does in some ways say that WBXML is to be used for multimedia content, and that no transfer encoding is to take place when WBXML is in use. However, most devices use BASE64 transfer encoding also when using WBXML. There is really no reason for not accepting this behaviour, and so this CR also corrects the restriction on this in the specification.

The CR consists of changes i 5 documents in total. Therefore 4 CRs follow this CR.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG IM to review and agree on the proposed change.

6 Detailed Change Proposal

Change 1:  Page 56, first paragraph

 AcceptedTransferEncoding – The list of supported transfer-encoding methods in the client device, such as “BASE64” or “IDENTITY”. A client MUST only use the IDENTITY transfer-encoding when Binary XML  [CSP WBXML] is in use. The IMPS standard recommends the BASE64 transfer-encoding method for Text XML, since BASE64 is the most commonly used transfer-encoding method. The IDENTITY transfer-encoding is reccomended for Binary XML. However client and server implementations are not restricted to BASE64, various client and server implementations MAY use other transfer-encoding methods as well, such as uuencode.

Change 2:  Page 59, first paragraph

 AcceptedTransferEncoding – The list of supported transfer-encoding methods – such as “BASE64” or “IDENTITY” – that the SAP accepts to support. The SAP MUST either agree to support all of the requested transfer-encoding methods, or MUST agree to support only a common subset of transfer-encoding methods that are supported/allowed by the SAP.When the SAP agrees to support all of the requested transfer-encoding methods, the server MUST NOT include this element in the ClientCapabilityResponse primitive. When the SAP agrees to support only a common subset of transfer-encoding methods that are supported/allowed by the SAP, the server MUST include this element in the ClientCapabilityResponse primitive, whereas the list MUST be empty when there is no common subset of transfer-encoding methods. If there is support for presence delivery on the server side, the SAP MUST publish the AcceptedTransferEncoding list in the ClientInfo/ClientContentLimit/AcceptedTransferEncoding presence attribute after the service negotiation has been completed. When there is no common subset of transfer-encoding methods, rich content cannot be delivered using XML syntax, thus the server MUST NOT agree to support any rich content type.
Change 3:  Page 62, fourth paragraph

 The IM/Presence related settings convey the content type limitations of the client/server that apply to both IM and presence – where text/plain or rich content can be added. Either AnyContent or AcceptedContentType(s) MUST be agreed, both settings MUST NOT be agreed. AcceptedPullLength MUST be agreed when the client desires to use client originated content delivery transactions, as described in Content delivery. AcceptedPushLength MUST be agreed when the client desires to use server-originated content delivery transactions, as described in Content delivery. AcceptedTextContentLength and PlainTextCharset MUST always be agreed as text/plain is a mandatory content type. AcceptedTransferEncoding MUST be agreed when any other content type than text/plain was agreed. InitialDeliveryMethod MUST be agreed when any IM-Features are used.

Change 4:  Page 142, first paragraph

 ContentSize MUST be always indicated. ContentSize MUST indicate the exact size of the related content in character count, however when the content is transfer-encoded then the ContentSize element MUST indicate the exact size of the related content in characters after the encoding took place, unless the transfer-encoding “IDENTITY” is used. For such content the ContentSize MUST indicate the exact size in bytes
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

