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1 Reason for Change

The display name is currently only described in the context of anonymous access. The display name may also be used if anonimity is not required. 
The use of the preconfigured display-name as defined in the shared group XDM is not described in the current version of the IM TS.
Reason for revision 1 : 
There was some discussion on whether the display-name can contain some other value than “Anonymous” in case of anonymous access.

The possibility to choose a chat alias in case of anonymous access is part of the IM requirements :

6.1.11 Controlling Privacy in IM

	PRI-3
	'The user MUST be able to choose a Chat Alias to stay anonymous when participating in Public Chat' 
	IM 1.0


The possibility to use a chat alias is also present in the WV spec.
Therefore I have investigated 

1. whether in case of anonymous access the use of “Anonymous” as display name in the From header is mandatory 
2. whether the server behaviour depends on the value “Anonymous” as display name in the From header.
Therefore I include some excerpts from the IETF specs, and from the IM TS
In the core SIP document (RFC 3261) the use of “Anonymous” as display name is recommended in case of anonymous access.
RFC 3261 p 36 : 
8.1.1.3 From
…

The From header field allows for a display name.  A UAC SHOULD use the display name "Anonymous", along with a syntactically correct, but otherwise meaningless URI (like sip:thisis@anonymous.invalid), if the identity of the client is to remain hidden.

RFC 3261 p171 :

20.20 From
…

The optional "display-name" is meant to be rendered by a human user interface.  A system SHOULD use the display name "Anonymous" if the identity of the client is to remain hidden.  Even if the "display-name" is empty, the "name-addr" form MUST be used if the "addr-spec" contains a comma, question mark, or semicolon.  Syntax issues are discussed in Section 7.3.1.

Note that the core SIP spec does not guarantee anonimity, as the Contact header is not adapted in a peer-to-peer situation.
RFC 3261 p 39 : 
The contact header field MUST be present … in any request that can result in the establishment of a dialog. (e.g. INVITE request)
RFC 3261 also p 39 

The Contact header field value contains the URI at which the UA would like to receive requests, and this URI MUST be valid …
RFC 3323 doesn’t mandate the use of “Anonymous”, but recommends it.
RFC 3323, p 9 :

4.1.1.1 Display-Names

It is a relatively common practice in email and other applications to use an assumed name in the display-name component of the From header field.  Outside of a business context (especially in applications such as instant messaging or Internet gaming) the use of such aliases is unlikely to provide a cause for distrust.

It is RECOMMENDED that user agents seeking anonymity use a display-name of "Anonymous".
So the first conclusion is : the use of “Anonymous” is recommended, but not mandatory.

According to RFC 3323,  anonymous access is detected by the presence of the Privacy header. The server takes care of anonimization if the privacy header is present (or if privacy settings are preconfigured for the user). Anonymous access is NOT triggered by the use of the word “Anonymous” in the display-name of the From header. 
Actually it is recommended in 3261 that  whenever a client wants its identity hidden ,it should display name “Anonymous” with synthetically correct but meaningless address. 
I suggest you remove the last sentence above and rather indicate that since Anonymous is a recommendation, other user input names can be used to remain anonymous provided the Privacy header field  contains the value”id”
RFC 3323 p 11, 

4.2 Expressing Privacy Preferences

There are some headers that a user agent cannot conceal itself, because they are used in routing, that could be concealed by an intermediary that subsequently takes responsibility for directing messages to and from the anonymous user.  The user agent must have some way to request such privacy services from the network.  For that

purpose, this document defines a new SIP header, Privacy, that can be used to specify privacy handling for requests and responses.
RFC 3323 p 14
5. Privacy Service Behavior

This document defines a new SIP logical role called a "privacy service".  The privacy service role is instantiated by a network intermediary, frequently by entities that can act as SIP proxy servers.  The function of a privacy service is to supply privacy

functions for SIP messages that cannot be provided by user agents themselves.

When a message arrives at a server that can act as a privacy service, the service SHOULD evaluate the level of privacy requested in a Privacy header.  Usually, only the services explicitly requested should be applied.  However, privacy services MAY have some means outside SIP of ascertaining the preferences of the user (such as a

pre-arranged user profile) and therefore they MAY perform such other privacy functions without an explicit Privacy header.  Performing even a user-level privacy function in a privacy service could be useful, for example, when a user is sending messages from a legacy client that does support the Privacy header, or a user agent that does not allow the user to configure the values of headers that could reveal personal information.  However, if the Privacy header value of 'none' is specified in a message, privacy services MUST NOT perform any privacy function and MUST NOT remove or modify the Privacy header.

The IM spec follows the rules of RFC 3323 and 3325
5.5 Authenticated Originator’s IM Address

The Authenticated Originator's IM Address is the IM Address of the originating IM Client that has been authenticated by the SIP/IP Core or the Group Identity when the IM Server performing the Controlling IM Function invites users to a Group Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's IM Address is contained in the P-Asserted-Identity header according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4]. The IM Client MAY insert a P-Preferred-Identity header, which contains a client preferred identity, for the SIP/IP Core to be used inside the P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI according to [RFC 3323] and optionally a nickname or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 
So the second conclusion is : as the Privacy header is mandatory in case of anonymous access, the Privacy header may be used by the server to detect that anonymous access is requested.
This means that the From field may contain another value than “Anonymous” in case of anonymous access.
Reason for revision 2:
One of the main discussions concerning the proposal was whether the P-Asserted-Identity can contain a display-name.

I looked it up in RFC 3325, and it appears that both the P-Preferred-Identity and the P-Asserted-Identity may contain a display-name. 

4. Overview

   The mechanism proposed in this document relies on a new header field

   called 'P-Asserted-Identity' that contains a URI (commonly a SIP URI)

   and an optional display-name, for example:

      P-Asserted-Identity: "Cullen Jennings" <sip:fluffy@cisco.com>
Definitions from RFC 3325 and RFC3261:
PAssertedID = "P-Asserted-Identity" HCOLON PAssertedID-value

                      *(COMMA PAssertedID-value)

PAssertedID-value = name-addr / addr-spec

PPreferredID = "P-Preferred-Identity" HCOLON PPreferredID-value

                        *(COMMA PPreferredID-value)

PPreferredID-value = name-addr / addr-spec

name-addr      =  [ display-name ] LAQUOT addr-spec RAQUOT

addr-spec      =  SIP-URI / SIPS-URI / absoluteURI

So the solution described in revision 1 is correct. I propose to keep the solution as it is, to be consistent with the PoC solution.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and accept changes.
6 Detailed Change Proposal

Change 1:  General description
5.6 Display name

Using a display name in a conversation serves different purposes. In case anonymous access is requested,  it provides the user with a chat alias. In case no anonymous access is requested,  it is used to display a human readable name for the user. Finally, for a conversation in a predefined group, each participant may be given a group specific display name. This group specific display name is stored in the Shared Group XDM, as specified in [Group-XDM-Specification]
The IM server and IM client MAY send a display name in SIP requests and SIP responses.

The IM client MAY support the use of a display name.

The IM server SHOULD support the use of a display name.

The following text describes the procedures in the IM Client and the IM Server when the IM Client and the IM Server support the use of a display name:

A IM Client MAY provide the inviting IM User’s Alias name (this is a User_Input_Name)  in the "display-name" part of the Authenticated Originator’s IM Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the IM Server performing the Participating IM Function.

NOTE 1:
A display-name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP / IP Core if validation of the IM Address is successful as described in [RFC 3325]. 
If the P-Preferred-Identity doesn’t correspond to any valid identity known to the proxy for that user, the proxy can add a P-Asserted-Identity header of its own construction, and the display-name, if included in the P-Preferred-Identity header, is lost. A display-name in the From header is never lost. 
The terminating IM Client MAY provide the invited IM User’s nick name in the "display-name" part of the To header of the SIP 200 “OK” response to an initial INVITE request sent to SIP / IP Core to the IM Server performing the Participating IM Function.

The IM Server performing the Controlling IM Function SHALL define the display-name to use, according to the following priority order: 

· 1. In case anonymous access is requested, and the Group definition as specified in [Group-XDM-Specification] allows anonymous access,  the display-name as provided by the IM client shall be used. If no display-name was defined by the IM client, or the display-name is already in use in the session, the IM server chooses a display-name as defined in “7.2.3.2. Chat alias in IM Conference”
· 2. In case no anonymous access is requested

· The <display-name> child element of the <entry> element for IM Users in IM Group definitions as specified in [Group-XDM-Specification] if <display-name> is defined; or;

· The display-name received in the “display-name” part of the Authenticated Originator’s IM Address of initial SIP requests and SIP 200 “OK” responses to the initial SIP requests from Participants; or,

· The display-name received in the “display-name” part of the From header of initial SIP requests or in the “display-name” part of the To header of the SIP 200 “OK” responses to the initial SIP requests from Participants.
Change 2:  Another change

6. IM Sessions

6.5 IM Client procedures for IM Sessions

6.5.1 Originating Client procedures

6.5.1.1 General

The IM Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' according to rules and procedures of  [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in  Appendix F“Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header

· 5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [XDM Specification] the IM Session will not be allowed by the IM server hosting the IM Group.

· 6. SHALL include the option tag 'timer' in the Supported header; and,
· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].

· 8. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];
· 9. MAY include a display name as specified in subclause 5.6 “Display Name”. 

Change 3:  etc

6.5.2 Terminating Client procedures

7.1.1.1 IM Client invited to an IM Session

On receipt of the initial SIP INVITE request the IM Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the IM Client is occupied in another IM Session and can not handle Simultaneous IM Sessions as specified in 6.2.7 “Simultaneous IM Sessions control procedures”; or,

b) when the IM Client determines that there is not enough resources to handle the IM Session; 

c) based on user’s input to reject the invitation, or,

d) any other reason outside the scope of this specification.

· 2. SHALL store the list of supported SIP methods if received in the Allow header; and,
· 3. SHALL store as the IM Session Identity the content of the Contact header.
· 4. SHALL generate and send a SIP 180 'Ringing' response towards the IM Server. If the user accepts the IM Session invitation, perform steps 5, 6 and 7. If the user declines the IM Session invitation, perform step 8; 
· 5. SHALL generate a SIP 200 "OK" response to the SIP INVITE request;
· 6. SHALL include the accepted Media Parameters and “accept-types” a-line attribute in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] and the following:
·  The “accept-types” a-line attribute SHALL contain at least message/CPIM MIME type.
· 7. MAY include a display name as specified in subclause 5.6 “Display Name” in the SIP 200 “OK” response to the initial SIP INVITE request.
· 8. SHALL send the SIP 200 "OK" response to the IM Server; 
· 9. SHALL send a SIP 480 "Temporarily Unavailable" response towards the IM Server if the IM User declines the IM Session invitation, or a SIP 408 "Request Timeout" response if the invitation times out;
Change 4:  etc 
6.6 IM Controlling Functions for IM sessions

6.6.1 Requests Terminating at the IM server

7.1.1.2 General

On receipt of an initial SIP INVITE request the IM Server 

· 1. SHALL store the supported SIP methods if received in the Allow header.

· 2. SHALL use the display name, if a display name is included, according to the priority specified in subclause 5.6 “Display Name”.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the IM Server
Change 5:  etc

6.6.2 Requests Initiated by the IM server

7.1.1.3 General

The IM Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The IM Server

· 1. SHALL include an Accept-Contact header with the IM feature-tag '+g.oma.sip-im' according to rules and procedures of [RFC3841] in all initial INVITE requests;
· 2.  SHALL set the Request-URI to the IM Address of the IM User to be invited;

· 3. SHALL include User-Agent header to indicate the IM release version as specified in Appendix F"Release version in User-agent and Server headers";

· 4. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 5. SHALL include Authenticated Originator’s IM Address as specified in subclause 0 “Authenticated Originator's IM Address”
· a) set to the IM Address of the Inviting IM Client in case of 1-1IM Session and Ad-hoc IM Group Session; or,

· b) set to the IM Group Identity” in case of the Pre-defined Group;

· 6. SHALL include a Referred-By header with the Authenticated Originator’s IM Address of the Inviting IM Client;

· 7. SHALL include in the Contact header as IM Session Identity the contact address of the conference with the IM feature-tag '+g.oma.sip-im' and the feature-tag "isfocus"  

· 8. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer];

· 8. SHALL include the Supported header set to "timer";

· 10. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header by the Inviting IM Client;

· 11. SHOULD include an Allow header with all supported SIP methods; 

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the IM Server 
- 1. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].
- 2. SHALL use the display name, if a display name is included, according to the priority specified in subclause 5.6 “Display Name”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

Change 6:  etc

7.2.1.3 Pre-defined IM Group Session setup request

Upon receiving an initial SIP INVITE request the IM Server:

· 1. SHALL check that the IM Group Identity in the Request-URI identifying a Pre-defined IM Group is owned by this IM Server and if it is not then the IM Server SHALL perform the actions specified in subclause 11.2"Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the IM Server performing the Controlling IM Function SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's IM Address of the Inviting IM User and authorize the request as specified in subclause 7.2.2.3 “IM Session initiation policy” and if it is not authorized the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause 7.2.2.9"IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;
· 5. If privacy is requested, the procedures in 7.2.3.2 “Chat alias in an IM conference” SHALL be executed.
· 
Change 7:  etc

7.2.1.4 Joining Pre-defined IM Group Session request

Upon receipt of a SIP INVITE request that includes a IM Group Identity, which identifies the Pre-defined IM Group in the request URI that is owned by the IM Server, the IM Server: 

· 1. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the IM Server SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause 7.2.2.9"IM Session joining policy". If it is not allowed to join the IM Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached. 

NOTE:
The History Function Participant SHALL NOT be calculated as a Participant when evaluating the <max-participant-count>.

· If reached, IM Server SHALL

· If the joining participant is a History function, check if  the Refer-by header field is that of a user who is allowed to invoke  the History Function , and if yes then continue with the step 4; otherwise 

· return SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;
· 4. If privacy is requested, the procedures in 7.2.3.2 “Chat alias in an IM conference” SHALL be executed.
· 
Change 8:  etc

7.2.1.5 Rejoining IM Group Session request

Upon receipt of a SIP INVITE request that includes an IM Session Identity in the Request-URI the IM Server:

· 1. SHALL check whether the IM Session with this IM Session Identity exists. If it does not exist, the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause 7.2.2.9"IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL in the case a Pre-defined IM Group Session check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached.  If reached, IM Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 4. If privacy is requested, the procedures in 7.2.3.2 “Chat alias in an IM conference” SHALL be executed.

Change 9:  etc

7.2.1.7 Adding Participants to IM Group Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the IM Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's IM Address of the inviting IM User and authorize the request as specified in subclauses 7.2.2.3 "IM Session initiation policy" and 7.2.2.7"IM Session adding policy" and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 
· 2. If privacy is requested, the procedures in 7.2.3.2 “Chat alias in an IM conference” SHALL be executed.
Editor’s note : We need to describe what is the use case for the privacy header in SIP REFER.  The IM group decided that the privacy header in SIP REFER has the following meaning:
- The inviting person wants to remain anonymous to the invited person


Change 10:  etc

7.2.2.2 IM Session invitation requests

This subclause describes the procedures for inviting an IM User to an IM Session. The IM Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.1.1.3 "General";

· 2. SHALL set the nick name in the Authenticated Originator’s IM Address to the one defined for this IM User in the IM Group definitions as specified in [Group XDMS], if configured; otherwise set the nick name in the Authenticated Originator’s IM Address to the one in the incoming SIP request;

· 3. IF the SIP INIVTE request contain a URI-List, the IM Server SHALL send the SIP INVITE request to the participants in the URI-list as defined in [Draft URI-list]

· 4. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [RFC4566] and [MSRP] as following additional instruction:

· a) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from those contained in the original SDP offer from the originating network,

· 5. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the IM Server: 

· 1. MAY send a notification to the IM Clients, which have subscribed to the conference state event package that an Invited IM User is alerted to join to the IM Group Session, as specified in subclause 7.2.2.10"Generating a SIP NOTIFY request".

Upon receiving SIP provisional responses for the SIP INVITE request(s) the IM Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header; and

· 2. SHALL store the contact received in the Contact header;

Upon receiving SIP 200 "OK" response for the SIP INVITE request the IM Server 

· 1. SHALL store the list of supported SIP methods if received in the Allow header; 

· 2. SHALL store the contact received in the Contact header;

· 3. SHALL check whether the privacy is allowed in this IM Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the IM Client from the IM Session immediately as specified in 7.2.1.9  “Removal of Participant from the IM Session”.  Allowing privacy in the Group is defined using <allow-anonymity> element as specified in [Group XDM Specification].  If accepted, , provide anonimization according to [RFC3323] and [RFC3325] and continue with the rest of the steps;
Change 11:  etc

7.2.3.2 Chat Alias in an IM conference

The IM chat server maintains a table where all the participants are listed with the chat aliases they are using. The purpose of this table is to guarantee that a chat alias is uniquely allocated to a user to avoid duplicated entries.
When the IM Server receives a SIP INVITE request and the user requests for privacy as defined in [RFC3325], 
or the IM Server receives a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header and the user requests for privacy as defined in [RFC3325], 
the IM Server SHALL:

· 1. Check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag “id”. If not allowed, the IM Server SHALL respond with a SIP 403 “Forbidden” response. Otherwise, provide anonimization according to [RFC3323] and [RFC3325] and continue with the rest of the steps; 
NOTE:
Allowing privacy for an Authenticated Originator’s IM Address is defined using the <allow-anonymity> element of the rules of the IM Group definition as specified in [IM XDM 2.0 Specification]. 

· 2. Check the ‘From’ header field values against the entries in the IM server’s mapping for the session and 

· If the ‘From’ header field values are unique, the IM server

· SHALL insert the ‘From’ header field values into its mapping table for the joining User.  

· SHALL respond with 200 OK with content-type ‘application/sdp’ as defined in [MSRP]

· If the ‘From’ header field is NOT unique, the IM server

· SHALL insert a modified/changed values of the ‘From’ header field in its mapping table to make it unique for the joining User.  

NOTE:
When an IM conference checks the ‘From’ header field e.g. <bob><sip: anonymous@anonymous.invalid>” and this field is not unique in the IM Conference mapping table, then IM conference could be modified to <bob-X><sip:anonymousX@anonymous.invalid>, where X could be any value.  This is an example and the form of modified ‘From’ header is matter of local server policy.
· 3. SHALL respond with 200 OK as defined in [MSRP]
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