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1 Reason for Change

This contribution fixes some problems in the File size parameters included in the TS.
The File Size parameter is not used in the referenced RFCs and drafts and should be removed or replaced with the appropriate parameter.
R01
The contribution also proposes to add new Feature Tags to differentiate between different message types. ‘+g.oma.sip-im.system-message’ is proposed for system messages and ‘+g.oma.sip-im.large-message’ is proposed for Large messages.
The first feature tag allows the IM client to know that the MESSAGE message contains special content and needs to be handled differently from other MESSAGE messages.

The second feature tag is used by the clients and the server to differentiate if the SIP INVITE is to be used for setting up and MSRP session for Large Message and that this session must be terminated or if the SIP INVITE is for a chat session. 
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

5.4 IM Server sending System Message

If the IM Server intends to send system message destined to its user, the IM server:

· 1. SHALL generate a SIP MESSAGE message per intended recipient according to rules and procedures of [RFC 3428];

· 2. SHALL include an Accept-Contact header field with the feature-tag set to ‘+g.oma.sip-im.system-message’ to indicate that the SIP MESSAGE is a System Message;
· 3. SHALL also include in the Accept-Contact and in the Contact header the feature-tag ‘+g.oma.sip-im’
· 3. If the System Notification needs interaction between the User/Client and the IM system or the system message payload size is bigger than 1300 bytes, the IM server SHALL include in the Content-Type header field of the SIP MESSAGE, a Content-Type: message/external-body according to rules and procedures in [RFC4483]. The external document would be html document;

· 4. SHALL set the Request-URI(s) to registered IM Address of the intended recipient; 

· 5. SHALL include the IM Server Identity in the Authenticated Originator's IM Address as specified in subclause “Authenticated Originator's IM Address”;

· 6. SHALL include the Server header to indicate the IM release version as specified in subclause  “Release version in User-agent and Server headers”; 

· 7. MAY start the timer if the response to a system message is expected from the IM client within operator specified time period; and,

· 8. SHALL send the SIP MESSAGE request towards the IM Client along the signalling path. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms and procedures according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.1.2 IM Session

6.1.1.2.1  General

Upon receiving from the served IM Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the Participating IM Function:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL store the allowed SIP methods if received in the Allow header;

· 3. SHOULD include an Allow header with all supported SIP methods;
· 4. SHALL verify if  the  Feature-tag ‘+g.oma.sip-im.large-message’ is received
· . If the feature-tag is received,  the Participating Function SHALL  proceed according to  6.1.1.4.1 “Receiving SIP Session request for Large Message Mode”    
· Otherwise, the Participating Function SHALL proceed according to ‎6.1.1.2.2  “Reception of an initial SIP INVITE request” 
· 
When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the Participating Function is acting as a B2BUA, the Participating Function:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the IM release version as specified in Appendix F "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator’s IM Address received in the incoming SIP response in the outgoing SIP provisional response.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the Participating Function is acting as a B2BUA the Participating Function:

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3. SHOULD include an Allow header with all supported SIP methods;

· 4. SHALL include the Authenticated Originator’s IM Address received in the incoming SIP 200 “OK” response in the outgoing SIP 200 “OK” response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Participating Function SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.1.2.2 Reception of an initial SIP INVITE IM Session request 

Upon receiving an initial SIP INVITE request the IM Server:

· 1. If the Participating Function stays in the media path, the Participating Function:

· a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the IM Session; 

· b. SHALL generate a SIP INVITE request as specified in subclause ‎6.1.1.2.1 "General";
· c. SHALL insert a URI identifying its own address and include the IM feature-tag '+g.oma.sip-im in the Contact-header of the SIP INVITE request; 

· d. SHALL copy the received Request-URI.

· e. SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] , [ RFC4566 ], and [MSRP] and information received in the SDP from the originating client

· 
· f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2. If the Participating IM Function does not stay in the media path, the Participating IM Function

· a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the IM Session;

· b. SHALL include a Record-Route header containing a URI identifying its own address; and,

· c. SHALL forward the SIP INVITE response according to rules and procedures of [RFC3261] and SIP/IP Core.

Upon receiving a SIP 200 "OK" response, the Participating Function is acting as a B2BUA, the Participating Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact received in the Contact header;

· 3.   SHALL check if the user setting has history=yes set in the IM XDMS as described in Appendix E “IM Service settings” and if the INVITE has a P-Asserted Identity.  If so proceed with subclause 6.1.1.2.3 “IM User has requested history”, before continuing with the rest of the steps; 

· 4. SHALL generate a SIP 200 "OK" response; 

· 5. SHALL include a  SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] ,

· 6. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core;

If the IM server wants to have delivery report and to indicate a request to receive: number of recipients the message has been successfully sent to, 
· If the client did not request delivery report, the IM Server SHALL

· Request for MSRP delivery report as specified in [MSRP] with the following clarification

·  add a new parameter “Include-Sent-Count” to the Success-Report to request the information related to the number of successfully sent messages 
· If Client has requested for delivery report, the IM Server

· SHALL add a new parameter “Include-Sent-Count” to the Success-Report to request the information related to the number of successfully sent messages
Upon receiving the MSRP Report request with a new header “Distribution-Count”, the IM server shall consider the value in the “Distribution-Count” header field as the number of recipients a message has been successfully delivered to.

Upon receiving a SIP 200 "OK" response, and when the Participating IM Function is acting as a SIP proxy, the participating IM Function:

· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the IM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the Participating Function SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6A. Determining session type
An IM client can receive a SIP INVITE to set up three different types of IM features:

a) Large Message session

b) File Transfer

c) IM Session

To differentiate between the three cases above, the IM Client SHALL check the feature-tag ‘+g.oma.sip-im.large-message’:
 If the feature tag is received, then the client SHALL process the INVITE according to 9.2.1 “IM Client Invited to a Large Message session”, else
The Client SHALL process the SIP INVITE for a  session set up as defined in [MSRP] with the following clarification
 If the File Transfer parameters, such as “File-Selector” are included in the SDP of the SIP INVITE, then the client SHALL process the INVITE according to 10.3 “Client receiving File Transfer  request”, else
The client shall process the SIP INVITE according to 7.1.2.1 “IM Client Invited to an IM Session”
8.2.1 IM Client receives SIP MESSAGE

On receipt of a SIP MESSAGE request the IM Client: 

· 1. MAY reject the SIP MESSAGE request with an appropriate reject code as specified in [RFC 3428] if any of the conditions described below apply; otherwise continue at step 2.

- a. when the IM Client determines that there is not enough resources to handle the SIP MESSAGE; or,

- b. in case of any other reason outside the scope of this specification.

NOTE:
The decision to reject a SIP MESSAGE request can e.g. be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 2. If thefeature-tag ‘+g.oma.sip-im.system-message’ is received ; the IM Client SHALL present System Message to the User in a distinguished manner from regular SIP MESSAGE messages 
· 3. SHALL store the Message body and headers
· 4. If the body includes references to content external to the message having the Content-Type: message/external-body; the IM Client SHOULD store and treat them according to rules and procedures in [RFC4483];

· 5. SHALL check whether the message contains the request for successful delivery report. If true, the IM client SHALL send a successful delivery notification with SIP MESSAGE to the initiating IM Client according to the rules and procedures of [IMDN].

The IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC 3428]; 

· 2. SHALL include User Agent header to indicate the IM release version as specified in  Appendix F “Release version in User-agent and Server headers”;

· 3. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause 5.1 “Authenticated Originator's IM Address”;
· 4. SHALL send the SIP response towards the initiating IM Client according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.1.1.2 Establishment of a Large Message Session 

Upon receiving a request from an IM User to establish a Large Message session, the IM Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 9.1.1.1 "General";

· 2. SHALL set the Request-URI of the SIP INVITE request to the intended recipient IM User if the message is to be sent to one IM User; 

· 3. If the message is to be sent to more than one IM user, then the IM Client: 

· a. SHALL include a MIME resource-list in the body with the receiving IM Users as specified in  [draft-URI-list]

· b. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· 
· c. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. If the IM message is to be sent to a Pre-defined IM Group, then the IM client: 

· a. SHALL set the Request-URI to the identity of the IM Group;

· 
· 5. . SHALL insert in the SIP INVITE request two feature-tags with the value “+g.oma.sip-im.large-message” and “+g.oma.sip-im” in the Accept-Contact header
· 6. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566 ] and [MSRP] with the clarification given in this subclause :

· a. set the SDP directional media attribute to a=sendonly
NOTE:
If the SDP directional attribute is not set, it is assumed to be a=sendrecv.

· 
· 7. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

· 1. SHALL store the content of the contact header field

· 2. SHALL interact with the User Plane as specified in 9.4.2 “Large Message Session”

· 3. If the feature tag “automata” is present in the Contact header field according to [RFC 3840], and the Client requests a delivery report in the MSRP session for the large mode message as defined in [IMDN], then the client SHOULD store at a minimum the message-ID in the request for a period of time (implementation dependent) to be able to correlate the delivery report with the original sent message. 

When the last MSRP SEND has been sent and acknowledged, the IM client SHALL act as specified in 9.1.3 "Large Message Session release ".
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.2.2 Large Message Session set up

When the IM client receives a SIP INVITE to set up a Large Message session, the IM Client:

· 1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are acceptable to the IM Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 
· 
· 
· 

· 
· 
· 
· 


· 3. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 9.2.1 “IM Client Invited to a Large Message session” towards the IM Server; 

· 2. SHALL include in the SIP 200 "OK" response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] 

· 3. SHALL send the SIP 200 "OK" response towards the IM Server according to rules and procedures of the SIP/IP Core; and, 
· 4. If the body includes references to content external to the message having the Content-Type: message/external-body; the IM Client SHOULD store and process the messages according to rules and procedures in [RFC4483];
· 5. SHALL prepare to receive MSRP SEND messages as described in [MSRP];
· 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

10.3 Client Receiving File Transfer Request

When the IM Client receives a SIP INVITE containing a “File-Selector” parameter, the IM Client

1. SHALL display to the user the file description parameters received;
When the user accepts some or all of the offered files
1. The client SHALL accept from the user input regarding the file (s) he is willing to accept; 
2. The IM Client SHALL generate a SIP 200 “OK” with an SDP answer containing the file identities of the requested files as described in [draft-garcia-mmusic-file-transfer-mech-01];
3. The IM Client SHALL send the SIP 200 “OK”
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