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1 Reason for Change

This CR provides a clarification to a system message and auto-registration issue.
1-In IMPS ETS: http://www.openmobilealliance.org/ftp/PD/OMA-ETS-IMPS-V1_3-20060425-D.zip we have the following test case: 6.1.27 Verify the Auto Registration when the user chooses his/her User ID. 
2-Some deployments of IMPS will allow a user to choose his User-ID upon auto-registration. 

Where is the client supposed to return the User-ID of his choice during auto-registration?
The system message is used for auto-registration but does not allow the client to input a free text except in the verification key field. In order to use the verification key field for returning the User-ID, its description in CSP has to change. Currently CSP says the following about the verification mechanism:

 The Server MAY require verification from the client to make sure that the user has read and responded the System Message notification. The System Message structure contains a Verification-Mechanism element that defines the type of verification required in the System Message response.

 Returning a User-ID in the verification key stretches the role of the verification mechanism and the verification key unless this extended role is clarified and specified in CSP This CR provides a clarification.
2  Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG IM to review and agree with the proposed change.

6 Detailed Change Proposal

Change 1:  In section 7.1.1, insert the following text as shown below: “The server MAY utilize the verification text to request other input from the user as well - for example, to request the desired User-ID during the registration process”.
The Server MAY require verification from the client to make sure that the user has read and responded the System Message notification.  The System Message structure contains a Verification-Mechanism element that defines the type of verification required in the System Message response. The following verification mechanisms are defined in this specification:

· InText – the text describes the information that the end-user MUST provide in the System Message response.

· URL - the client MUST fetch the content of the URL, which describes the information that the end-user MUST provide in the System Message response. The URL must refer to a content type supported by the client according the client capability negotiation.

Clients MUST support the InText method.

Clients MUST support the URL method, unless SMS transport is utilized.

The client MUST display the text or the content of the URL and ask the end-user to enter a corresponding verification text.
The server MAY utilize the verification text to request other input from the user as well - for example, to request the desired User-ID during the registration process.
The different types of System Message notifications are defined in the table below:
[…]

Table 28: System Message types
_____________________________________
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