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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Adamu Haruna, adamu.Haruna@nokia.com


	Replaces:
	n/a


1 Reason for Change

To resolve the following CONRR: I197,I198, I205, I208 and I210..

There already agreed CRs (not yet implemented in the IM TS)  that are related to these comments as well:

CR: 0557-2006 by Siemens

CR: 05337R01 by Nokia 

This contribution consolidates all the corrections in one place by using the agreed CR as basis for reviewing..

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

	II198
	2007.01.10
	T
	6.1.1.1
	Source: aallen@rim.com

Form: 

· Comment::bullet 5a In case of pager mode message:  SHALL check the message size and content against the Operator policies specified for the service and for the user as defined  by originating  network operator . If the size or content do not conform to the policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps; 

· Proposed Change:  change to 

· In case of pager mode message:  SHALL check the message size and content against the Operator policies specified for the service and for the user as defined  by originating  network operator . If the size does not conform to the policies  the IM Server SHALL respond with a SIP413 “Request Entity Too Large” to the originating network. If the content does not conform to the policies, the IM Server SHALL respond with a 415 Unsupported Media Type to the originating network. Otherwise, continue with the rest of the steps; 


	Status: OPEN 

413 is not correct in this context and we need to check 415 if it is correct

AI Adamu and Nadia to check.

… 
415 can be applicable to only SIP MESSAGE as it concerns the format or content of the body of sip request..

However 488 is applicable to all cases involving sending the description file of what media type & size will be  exchanged once the session is set up


	I199
	2007.01.10
	T
	6.1.1.1
	Source: aallen@rim.com

Form: 

· Comment::bullet 5b in case of large mode message, IM Conference session or file transfer: shall check the SIP INVITE SDP attributes against operator policies specified for the service and for the user as defined  by originating  network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with the size and contents supported by operator policy. Otherwise, continue with the rest of the steps

How does the IM Server respond with the size and contetents?

· Proposed Change:  Specify


	Status: OPEN

AI to Adamu to find th addressing this topic CR. 
488 is applicable in this case that involves  sending the description file of what media type & size will be  exchanged once the session is set up


	I205
	2007.01.11
	
	6.1.1.1
	Source: Nokia

Example: bullet 5b says “SHALL respond with the size and contents supported by operator policy” it should be replaced by “SHALL respond with a SIP 403 “Forbidden" containing the size and contents supported by operator policy”
	Status: OPEN

Ai to Adamu: Same as I199. 
488 is applicable in this case that involves  sending the description file of what media type & size will be  exchanged once the session is set up


	I207
	2007.01.11
	
	6.1.1.1 / step 2
	Source Nokia :

- rephrase: “has responded to system message requiring” -> “has responded to a previously sent system message requiring”

- Whether to send an error response or not could depend on the server’s local policy, and could not be mandatory.
	Status: OPEN

AI Adamu to write a CR.

6.1.1.1 step has been rephrased, see attached document


	II208
	2007.01.11
	
	6.1.1.1 / step 5
	Source Nokia :

- a) and b): remove “as defined by originating network operator”

- It’s said that the “IM Server SHALL respond with the size and contents supported by operator policy”  -> how is this done?
	Status: OPEN

Same as I199.
488 is applicable in this case that involves  sending the description file of what media type & size will be  exchanged once the session is set up


	II210
	2007.01.11
	
	6.1.1.1, 5b
	· Source Nokia : 

· “in case of large mode message, IM Conference session or file transfer : shall check the SIP INVITE SDP attributes against operator policies specified for the service and for the user as defined  by originating  network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with the size and contents supported by operator policy. Otherwise, continue with the rest of the steps;”

Use the Forbidden response 488 because you can reply  with all or  subset of the initial  offer, not a different/new media parameters
	Status: OPEN

Same as I199
Yes, 488 is applicable in this case that involves  sending the description file of what media type & size will be  exchanged once the session is set up


See attachment for the detailed proposal :
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1 Reason for Change


Bug fixing in procedures in 6.1.2.1

Specific SIP error codes stated from RFC 3261


Other procedural fixes


R01 Changes


There was some concerns to find out whether SIP 488 is appropriate to use. No changes done to the original CR because SIP 488 was found to be generally used for example in PoC

2 Impact on Backward Compatibility


None.

3 Impact on Other Specifications


None.

4 Intellectual Property Rights


Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.


5 Recommendation


To discuss and adopt the changes.

6 Detailed Change Proposal


Change 1:  (optional)Brief description of specific change


6.1 Participating IM Functions procedures


6.1.1 Originating Participating Function


6.2.1.1 General


Upon receiving from the served IM Client a SIP Request, the IM Server:

· 1. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send an Instant Message and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. Otherwise, continue with the rest of the steps; 


· 2. SHALL check 


· whether the Authenticated Originator's IM Address of an IM User has a pending response to an earlier received SystemM essage 

· and if the operator specified time period has expired or not. 


If a required response to the System Message is not found and the timer has expired, the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. 


The IM server SHOULD include an Error-Info header to explain the reason in a human readable textual form. Otherwise, continue with the rest of the steps;


· 3. If the IM Server does not require any specific User Agent versions to be supported then continue with Step-5.


· 4. If the IM Server requires a specific User Agent version to be supported then the IM Server SHALL check the “User Agent” header field to determine if the server supports the User Agent version as specified in subclause Appendix F “Release version in User-agent and Server headers” and if not, the IM Server SHALL respond with SIP 403 “Forbidden” response to the IM Client. Also the IM Server SHALL include an “Error-Info” header to explain reason in a human readable textual form. Otherwise, continue with rest of the steps;

· 5. Shall apply operator policies on message size and content as follows : 


· a. In case of Pager ModeMessage:  SHALL check the content against operator policies specified for the service and for the user . If the content does not conform to the policies, the IM Server SHALL respond with a SIP 415  “Unsupported Media Type” response with the list of supported formats or media types to the originating Client. Otherwise, continue with the rest of the steps; 


· b. in case of Large Message Mode, IM Session or File Transfer: shall check the SIP INVITE SDP attributes against operator policies specified for the service and for the user . If the size or content do not conform to the policies, the IM Server SHALL respond with with a SIP 488 “Not Acceptable Here” response to the originating client containing the size and contents supported by the operator policies. Otherwise, continue with the rest of the steps;

Change 2:  Another change


6.1.2 Terminating Participating Function

6.1.2.1 General


Upon receiving an IM request to be terminated at the served IM user, the IM Server:


· 1. SHALL check the incoming request barring settings, i.e., isb-settings for IM Session and File Transfer, and ipab-settings for Pager Mode Message and Large Message Mode, as specified in Appendix E.2 “IM Specific Service Settings XML Document”. If the settings result resolves into the barring of an IM request, the IM Server SHALL respond with SIP 403 Forbidden response  as specified in [RFC3261]. Otherwise, continue with the rest of the steps;  


· 2 SHALL check that  the Authenticated Originator's IM Address in the initial IM request is not rejected according to the Access Policy as follows: 


· a. In case of IM  Session or File Transfer with the value “reject” in the <allow-session> action defined for the receiving IM User as described in [IM-XDM Specification]; or,


· b. in case of Pager Mode Message or Large Message Mode with the value “reject” in the <allow-pager-mode-message> action defined for the receiving IM User as described in [IM-XDM Specification].  


· If it is rejected, the IM Server SHALL respond with with SIP 403 Forbidden response as specified in RFC3261. Otherwise, continue with the rest of the steps;


· 3. Shall apply operator policies on message size and content as follows : 


· a. In case of Pager Mode Message :  SHALL check the  content against operator policies specified for the service and for the user  . If the  content does not conform to the policies, the IM Server SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types  to the originating network. Otherwise, continue with the rest of the steps; 


· b. in case of Large Message Mode, IM Session or File Transfer session: SHALL check the SIP INVITE SDP attributes against operator policies specified for the service and for the user . If the size or content do not conform to the policies, the IM Server SHALL respond with a SIP 488 “Not Acceptable Here” response to the originating network containing the size and content supported by operator policies. Otherwise, continue with the rest of the steps;

· 4. If the “Expires” header is included, it SHALL check if the IM request is still valid. If not, the IM request is handled based on local policy.


· 5. SHALL check the availability status of the IM User based on the IM User’s network registration status. If the IM User is unable to receive the IM request (e.g.., the IM User is not registered) and the IM request is for Large Message Mode or SIP MESSAGE as defined in 9.2.1 “IM client invited to Large Message Session” and 8.2.1 “IM client receives a SIP MESSAGE” respectively, then the IM Server SHALL execute the processing described in section  “12.2.2 Request Terminated at the Served IM user”  for deferring the IM request. Otherwise, continue with the rest of the steps.


· 6. SHALL check the “willingness” status of the subscriber as specified in [OMA-Pres-Spec]. If the subscriber is unwilling to receive the message, the erver SHALL execute the processing described in section 12.2.2 “Request Terminated at the Served IM User” for Ddeferred messages. Otherwise, continue with the rest of the steps.


7. SHALL check the Service Settings of “IM History” and SHALL execute the procedures described in section 13 “History Function”;

· 8. SHALL forward the IM request towards the IM Client of the terminating IM User according to rules and procedures of the SIP/IP Core 

Upon receiving a SIP final response the IM Server SHALL forward the SIP final response along the signalling path towards the originating IM Client according to rules and procedures of [RFC3261]. 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.


THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.


© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]


© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]




