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1 Reason for Change

This contribution addresses comments I217, I218, I219, I220, I222 to I225
For I217: Circular references were removed by simplifying section 6.1.1.2.1 and removing the circular reference from 6.1.1.2.2

For I218: The steps mentioned in the comments are removed by this CR as a result of I217 and the Feature tag to identify large message mode was added.

For I219: When acting either as a SIP Proxy or a B2BUA, the IM server must remove its own address from the top most Route header. The step (2 b) was removed 6.1.1.2.2 

For I220: After email discussions it was agreed to check the user’s history settings before the 200OK is received so that the server can determine whether it stays in the media path or not based on the history settings. The check for history setting is already in the general section 6.1.1.1 and should therefore be removed from 6.1.1.2.2 

For I222, I223, I224, I225: Step 3 removed by I220:

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

6.1.1 Originating Participating Function
The Participating Function may or may not stay in the media path depending on operator’s settings.The settings may be static such that the Participating function always stays or does not stay in the media path, or the settings may depend on parameters such as:
- If the History function is supported and a user has his history settings active when he receives a session invitation or a large message.

- If the Participating function needs to do charging
-etc..
6.1.1.1 General

Upon receiving from the served IM Client a SIP Request, the IM Server:

1. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send an Instant Message and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. The IM server SHOULD include an Warning header to explain the reason in a human readable textual form.. Otherwise, continue with the rest of the steps; 

· 2. SHALL check 

· whether the Authenticated Originator's IM Address of an IM User has responded to system message requiring response from the IM client 

· and if the operator specified time period has expired or not. 

If a required response to system message is not found and the timer has expired, the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. 

The IM server SHOULD include an Error-Info header to explain the reason in a human readable textual form. Otherwise, continue with the rest of the steps;

· 3. If the IM server requires a specific User Agent version to be supported then the IM Server SHALL check the “User Agent” header field to determine if the server supports the User Agent version as specified in subclause Appendix F “Release version in User-agent and Server headers” and if not, the IM Server SHALL respond with SIP 403 “Forbidden” response to the IM Client. Also the IM Server SHALL include an “Error-Info” header to explain reason in a human readable textual form. Otherwise, continue with rest of the steps;

· 4. Shall apply  the operator policies on message size and content as follows : 

· a. In case of pager mode message:  SHALL check the message size and content against the Operator policies specified for the service and for the user as defined  by originating  network operator . If the size or content do not conform to the policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps; 

· b. in case of large mode message, IM Conference session or file transfer: shall check the SIP INVITE SDP attributes against operator policies specified for the service and for the user as defined  by originating  network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with the size and contents supported by operator policy. Otherwise, continue with the rest of the steps;

· 5. SHALL check the if the user his-settings i.e. <hist-activation> element is set to active for the   “History”  feature and if set to “active”, it SHALL execute the procedures described in section ‎13.2.3 “Storage”.

· 6. SHALL format the SIP request destined to the Request-URI in the incoming SIP request according to rules and procedures of the SIP/IP Core, and as specified in the sections below for each request type.

· 7. SHALL include the Authenticated Originator's IM Address received in the incoming SIP request in the outgoing SIP request;

· 8. SHALL include in the Contact header the feature-tag ‘+g.oma.sip-im’.

When sending a SIP 200 "OK" response and if the IM Server is acting as a B2BUA the IM Server:

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3. SHOULD include an Allow header with all supported SIP methods, when responding to INVITE requests;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.1.2 IM Session

6.1.1.2.1 General

Upon receiving from the served IM Client an initial SIP INVITE request , the Participating IM Function:

· 
· 
· 
· 1. SHALL verify if the Feature-tag ‘+g.oma.sip-im.large-message’ is received 
a. If the ‘+g.oma.sip-im.large-message’ feature-tag is received the Participating Function SHALL proceed according to 6.1.1.4.1 “Receiving SIP Session request for Large Message Mode”   
b. Otherwise, the Participating Function SHALL proceed according to 6.1.1.2.2 “Reception of an initial SIP INVITE request”

· 
· 
· 
· 

6.1.1.2.2 Reception of an initial SIP INVITE IM Session request 

Upon receiving an initial SIP INVITE request the IM Server:

· 1. If the Participating Function stays in the media path, the Participating Function:

· a. SHALL copy the received Request-URI; 
· b. SHALL store the list of supported SIP methods if received in the Allow header;
· c. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the IM Session; 

· d. SHALL generate a SIP INVITE request;
· e. SHOULD include an Allow header with all supported SIP methods;
· f. SHALL insert a URI identifying its own address and include the IM feature-tag '+g.oma.sip-im’ in the Contact-header of the SIP INVITE request; 

· 
· g. SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] , [ RFC4566 ], and [MSRP] and information received in the SDP from the originating client

· h. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2. If the Participating IM Function does not stay in the media path, the Participating IM Function

· a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the IM Session;

· 
· b. SHALL forward the SIP INVITE according to rules and procedures of [RFC3261] and SIP/IP Core.

Upon receiving a SIP 200 "OK" response, the Participating Function is acting as a B2BUA, the Participating Function: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact received in the Contact header;

· 
· 3. SHALL generate a SIP 200 "OK" response; 

· 4. SHALL include the received  SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] ,

· 5. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core;

If the IM Server wants to have delivery report and to indicate a request to receive: number of recipients the message has been successfully sent to, 
· If the client did not request delivery report, the IM Server SHALL

· Request for MSRP delivery report as specified in [MSRP] with the following clarification

·  add a new parameter “Include-Sent-Count” to the Success-Report to request the information related to the number of successfully sent messages 
· If Client has requested for delivery report, the IM Server

· SHALL add a new parameter “Include-Sent-Count” to the Success-Report to request the information related to the number of successfully sent messages
Upon receiving the MSRP Report request with a new header “Distribution-Count”, the IM Server shall consider the value in the “Distribution-Count” header field as the number of recipients a message has been successfully delivered to.

Upon receiving a SIP 200 "OK" response, and when the Participating IM Function is acting as a SIP proxy, the participating IM Function:

· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the IM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the Participating Function SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
6.1.1.4.1 Receiving SIP Session request for Large Message Mode 

Upon receiving from the served IM Client an initial SIP INVITE request that requires an initial SIP INVITE request to be sent, the IM Server:

· 1 If the IM Server stays in the media path, the IM Server:

a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the Session; 

b. SHALL generate a SIP INVITE request;

c. SHALL insert a URI identifying its own address in the Contact-header of the SIP INVITE request and include the IM feature-tag '+g.oma.sip-im.large-message'; 

d. SHALL copy the received Request-URI; 

e. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and [RFC4566] with the MSRP URI for the MSRP Session;

f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2. If the IM Server does not stay in the media path the IM Server

a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the Session;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,

c. SHALL send a SIP INVITE request according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response, if the IM Server is acting as a B2BUA, the IM Server: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;

· 2. SHALL store the information received in the Contact header;

· 3. SHALL generate a SIP 200 "OK" response ; 

· 4. SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC4566]; 

· 5. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 6 SHOULD include an Allow header with all supported SIP methods, and;

· 7. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response, when the IM Server is acting as a SIP proxy, the IM Server:

· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the IM Server SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
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