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1 Reason for Change

This contribution addresses comments I185 and I186
The proposal in I186 is that the IM server should not push deferred messages when it receives the REGISTER, but should wait until client sends a PUBLISH with the service settings for pushing of deferred messages.

This would ensure that the client settings are taken into consideration before the deferred messages are pushed.

The changes in this CR implement this proposal.

1. A missing procedure for the client sending the PUBLISH with the service settings has been added because it was missing.

2. The reference in section 5.2.2. was fixed to reference a client procedure and not a server procedure

3. Handling of the REGISTER message is made optional fro the server

4. Determining whether to push deferred messages or not is handled after receiving the PUBLISH message 

	I185
	2007.01.11
	
	5.3
	Source: Nokia 

third party register should be at best an alternate way of getting client info. Another way is by publish settings
	Status: OPEN

AI Adamu and Nadia to investigate and provide a proposed solution.

	I186
	2007.01.11
	
	5.3 
	Source Nokia:

“Upon receiving a 3rd party REGISTER, the IM Server:

· 1. SHALL perform the procedures specified in subclause Error! Reference source not found. “Delivering off-line messages”. “

Contradictory since the user has to publish his settings first before the server can decide to push content or just send the metadata 

· 
	Status: OPEN

Ai Adamu and Nadia to investigate and propose an agreeable solution.




2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

5.2.2 IM service registration and re-registration

When the IM Client sends a SIP REGISTER or SIP re-REGISTER request to the SIP/IP Core the IM Client:

1. SHALL generate a SIP REGISTER request as specified in subclause 5.2.1"General";

2. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; and,

Each time the IM Client has successfully performed an initial registration the IM Client SHALL publish the IM service settings as specified in subclause   5.2.4 “IM service setting client procedure”.

NOTE 1: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.

NOTE 2:
Periodical application level re-registration is initiated by the IM Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

NOTE 3:
E.164 type of identity can be registered using implicit registration.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the IM Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

5.2.4 IM Service Settings Client procedure (New procedure)
To set, update or refresh the IM Service Settings, the IM Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4353];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the IM Address of the IM User;
· 3. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause 5.1  "Authenticated Originator's IM  Address";
· 4. SHALL include an Accept-Contact header with the IM feature tag '+g.oma.sip-im'
· 5. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F "Release version in User-agent and Server headers";
· 6. SHALL set the Event header to the value 'poc-settings';

· 7. SHALL set IM Service Settings expiration timer in expires header according to rules and procedures of [RFC 3903], in the same range as the registration timer recommended by SIP/IP Core;

· 8. SHALL include the IM Service Settings as follows and as described in Appendix E.2 :

a) Incoming IM Session Barring setting;

b) Incoming pager mode and large mode IM barring setting; 

c) IM invisibility setting;
d) Pager mode and large mode message IM offline delivery activation;

e) IM conversation storing activation for session mode communication, and 

f) IM conversation storing activation for pager mode and large mode communication
· 9. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

If the setting for the offline delivery notification is set to ‘active=false”, the IM Client SHALL send a SUBSCRIBE request as described in section 12.1.2.2 “Subscription to Deferred Message metadata”
On receiving the SIP 200 "OK" response to the SIP PUBLISH request the IM Client MAY indicate to the IM User the successful communication of the IM Service Settings to the IM Server. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this subclause.

5.3 Getting Information on Client Status 

The IM Server SHOULD support receiving 3rd party REGISTER from the SIP/IP core according to [3GPP TS 24.229]. 

When a 3rd party REGISTER request arrives containing information about the IM user's registration status, the IM Server SHALL generate a 200 (OK) response or an appropriate failure response. For the success case, the 200 (OK) response shall contain Expires value equal to the value received in the 3rd party REGISTER request. 


· 
6.1.1.5 IM service setting procedure

Upon receiving a SIP PUBLISH request the IM Server:

· 1. SHALL check whether the Accept-Contact header includes the feature-tag '+g.oma.sip-im' and if not included the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Event header includes value 'poc-settings' and if not included the IM Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform the actions to verify the Authenticated Originator’s IM Address of the IM Client and if not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354], and if processing of the SIP request was not successful, stop here; otherwise continue with next step;

· 5. SHALL store or refresh the IM settings depending on the type of publication; and,

NOTE:
The IM settings in IM 1.0 are “Incoming IM Pager mode Barring”, “Incoming IM Session Barring”, “Offline Delivery Activation”, “IM Visibility Control” and “Conversation Storing Activation.

· 6. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.
· 7. The IM server SHALL perform the procedures specified in section 12.2.2.2 “Delivering of off-line messages” 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.004] with the clarifications given in this section.

12.2.2.2 Delivering of offline Messages

Each time an IM Client successfully performed an initial registration of the IM feature tag ‘+g.oma.sip-im’ procedures as defined in 5.2.2 “IM service registration and de-registration”, and has sent a PUBLISH request, the IM Server 

a. 1. SHALL check the settings of Delivery of deferred messages <deferred-settings>:

a) If the “active” attribute of the <offline-delivery > element is set to “true” as defined in Appendix E “ IM Service Settings”, and there are deferred messages for the User,  then the IM Server SHALL continue with the rest of steps;
b. 2. SHALL generate an initial SIP INVITE according to rules and procedures of [RFC3261].  The IM Server:

a) SHALL set the Request-URI of the SIP INVITE request to the served IM User Public User identity

b)  SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' according to rules and procedures of [RFC3841] 

c) SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;
d)  SHOULD include an Allow header field containing all the supported SIP methods that are applicable to the INVITE-initiated dialog, as per [RFC3261];
e)  SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header field

f)  SHALL include the feature tag “automata” in the Contact header field according [RFC 3840]

g)  SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
h)  SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and  [RFC4566 ] and additionally,

i. add either a session ‘sendonly’ attribute or 
ii. a media ‘sendonly attribute that modifies the “m=message” line in the SDP


i) SHALL send the SIP INVITE request towards the served IM User according to rules and procedures of the [RFC3621].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Server: 

· 1. SHALL store the list of SIP methods that the IM Client supports if received in the Allow header; and,

· 2. SHALL store the contact if received in the Contact header as defined in [RFC 3261].

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028];

· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL store the IM Session Identity in the Contact header as defined in [RFC 3261].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
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