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1 Reason for Change

This contribution addresses comment I271
All erroneous references to [IM-XDM-Specification] have been corrected with the correct references.

	I AUTONUM 
	2007.01.11
	E
	6.1.2.1, all
	Source: Huawei 

Step 2 “IM XDMS” is not correct, should change to Share policy XDMS.

All the TS should check it.
	Status: OPEN

Nadia provide CR to change the Access Policy in all the TS to reference Shared Policy  (see I-269)




2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

7.1.1.7 IM Client adding IM User(s) to an IM Conference Session

Upon receiving a request from the IM User to add one or more IM Users to an ongoing IM Conference Session, the IM Client:

-
1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515]; 

· 2. SHALL set the Request-URI of the SIP REFER request to the IM Session Identity; 

· 3. SHALL, if only one IM User is invited, 

a) set the Refer-To header of the SIP REFER request to the IM Address of the Invited IM User according to rules and procedures of [RFC3515].

b) ii. SHALL set the Refer-Sub header to “false” according to rules and procedures of [RFC 4488];

· 4. SHALL, if more then one IM user is invited:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft -multiple-refer]; and,

b) SHALL include a MIME resource-lists body with the list of the IM Users to be added according to rules and procedures of [draft -multiple-refer]. 

c) SHALL set the Refer-Sub header to “true” according to rules and procedures of [RFC 4488] and [draft-multiple-refer] 
d)
SHALL include the “multiple-refer” and “norefersub” option-tag in the Require header field of the REFER according to rules and procedures of [RFC 4488] and [draft -multiple-refer].

· 5. SHOULD, if the on-going IM Session is an Ad-hoc IM Group Session or 1-1 IM Session on the Home IM Server of the IM User, check that the number of the Invited IM Users on the URI-list or in the Refer-To header does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps.

· 6. SHALL include value "id” in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 1:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [Group-XDM-Specification] the IM Session will not be allowed by the IM Server hosting the IM Group. 

· 7. SHALL send the SIP REFER request towards the IM Session Identity. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the IM Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the IM User based on the information in the SIP NOTIFY body.

NOTE 2:
The IM Server does not send any SIP NOTIFY request if the IM Client inserted in the Refer-Sub header the value “false” in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section. 

7.1.1.11 IM Client subscription to the conference state event package

An IM Client SHOULD subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of an IM Session.

The IM Client:

· 1. SHALL generate a SIP SUBSCRIBE request and use a new SIP-dialog, as specified in section 7.1.1.1 "General" and according to rules and procedures of [RFC3265] and [RFC 4575];

· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the IM Session Identity or the IM Group Identity; and,

· 3. SHALL send the SIP SUBSCRIBE request according to rules and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [RFC 4575], and rules and procedures of the SIP/IP Core with the clarifications given in this section.

Upon receiving a SIP 200 "OK" or a SIP 202 “Accepted” response to the SIP SUBSCRIBE request the IM Client:

· 1. SHALL store the contents of the Contact header field.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the IM Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [RFC 4575]; 

· 2. SHALL be able to display the current state information (e.g. joined/left users, conference-info) of the IM Session to the IM User; 

· 3. SHALL identify the receiving IM Client’s own information with the “yourown” attribute of the <user> element as defined in Appendix M “Conference Event Package”, if available. Otherwise receiving IM Client’s information is identified based on <user> element as defined in [RFC4575] and,

· 4. The client SHALL check the joined users against the users in the blocklist of the IM User and display the blocked users who joined in the conference. The block list is stored in the [Shared-Policy] and MAY be cached on the client.

NOTE:
The IM Client fetches the joined/existing users in the IM conference from the SIP NOTIFY request body according to rules of [RFC 4575] and checks whether those users are in the block list of the IM User. The block list may be stored in the IM Client or fetched from the [Shared-Policy]. 

The contents of the SIP NOTIFY request body is specified in section 7.2.2.10 "Generating a SIP NOTIFY request".

When needed the IM Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
7.2.3.2 Chat Alias in an IM conference

The IM chat Server maintains a table where all the participants are listed with the chat aliases they are using. The purpose of this table is to guarantee that a chat alias is uniquely allocated to a user to avoid duplicated entries.
When the IM Server receives a SIP INVITE request and the IM user requests for privacy as defined in [RFC3325], the IM Server SHALL:

· 1. Check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag “id”. If not allowed, the IM Server SHALL respond with a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps; 

NOTE:
Allowing privacy for an Authenticated Originator’s IM Address is defined using the <allow-anonymity> element of the rules of the IM Group definition as specified in [Group-XDM-Specification];
· 2. Check the ‘From’ header field values against the entries in the IM Server’s mapping for the session and 

· If the ‘From’ header field values are unique, the IM Server
· SHALL insert the ‘From’ header field values into its mapping table for the joining User.  

· If the ‘From’ header field is NOT unique, the IM Server
· SHALL insert a modified/changed values of the ‘From’ header field in its mapping table to make it unique for the joining User.  

NOTE:
When an IM conference checks the ‘From’ header field e.g. <bob><sip: anonymous@anonymous.invalid>” and this field is not unique in the IM Conference mapping table, then IM Conference could be modified to <bob-X><sip:anonymousX@anonymous.invalid>, where X could be any value.  This is an example and the form of modified ‘From’ header is matter of local server policy.
· 3. SHALL respond with 200 OK as defined in [MSRP]

If the IM user is subscribed to the conference event package, the IM Conference Server 

· 1. SHALL insert in the  NOTIFY response of the conference event package subscription destined to the joining User, the modified value of the ‘From’ header field as the value of the "entity" attribute of the <user> element; 

· 2. SHALL include “yourown” attribute extension with the value “true” to the <user> element as described in Appendix M “Conference Event Package”;

· 3. SHALL respond with 200 OK with Content-Type multipart/mixed as defined in [RFC2046] with the following clarification:
· Message/cpim top level wrapper with the ‘To’ header set to the modified/changed value of the SIP ‘From’ header field, and the ‘From’ header of cpim wrapper set to the authenticated IM address of the IM conference

· The other part of the 200 OK body with content type ‘application/sdp’ as defined in [MSRP].
14.3 Privacy

An IM User MAY request privacy for the identity of the IM User meaning that the IM Address of the IM User is hidden from other IM Users. The IM Client SHALL use mechanisms defined in [3GPP TS 24.229] to request privacy. 

If an inviting, invited or joining IM User requests privacy of his IM Address then the following procedures SHALL take place in the system operating in the trusted domain(s):

· The IM Server performing the Controlling IM Function SHALL retain privacy information of the Participants for the duration of the IM Session.

· The SIP/IP Core serving the invited IM User SHALL provide the privacy of the IM Address of the inviting IM User on Control Plane at the IM-1 reference point.

· The IM Server performing the Controlling IM Function SHALL provide the privacy of the IM Addresses of Participants when providing the Participant information notifications.

· 
If privacy for the identity is not requested then IM Servers and SIP/IP Core passes the IM Address of the inviting IM User to the invited IM User.

If privacy for the identity is not allowed in the IM Group authorization rules as specified in [Group-XDM-Specification], the involved entity SHALL reject the request.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS then privacy mechanisms as defined in [3GPP TS 24.229]/[3GPP2 X.S0013.004] are used.

User’s Personal Information SHALL be protected by adequate security.
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