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1 Reason for Change

	I534
	2007.01.11
	
	7.2.3.2
	Source Nokia :

Signaling procedure should be somehow kept in control plane. Update this section 


	Status: OPEN

Adamu to initiate an email discussion about this comment and the next one.

	I535
	2007.01.11
	
	Chat alias (7.2.3.2 and 7.1.3.2.2)
	Source Nokia :

- It was not clear in which kind of group sessions chat alias can be used. 7.1.3.2.2 supported chat aliases for when the user joins, but can be user use a chat alias when being invited to the session?
	Status: OPEN

See I534.

 


	I540
	2007.01.11
	E
	7.2.3.2
	Source: Nadia Bishai, Nadia.Bishai@ericsson.com

Form: INP

Comment: Since this subclause is about the MSRP switch it is important to be clear about protocols. The subclause contains a number of 200 OK responses without indicating protocol.  

Proposed Change: 200 OK ( SIP 200 OK
	Status: OPEN 

AI Nadia to investigate what needs to be done.



	I541
	2007.01.11
	E/T
	7.2.3.3
	Source: Nadia Bishai, Nadia.Bishai@ericsson.com

Form: INP

Comment:  The subclause is not clear about protocols please indicate in all requests and responses SIP or MSRP.

Proposed Change: 200 OK ( SIP 200 OK, invite ( SIP INVITE request, etc
	Status: OPEN 

Same as I540.




2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7.1.3 User Plane 

          7.1.3.1   General

· When inviting, being invited or joining a IM Session, the IM Clients SHALL negotiate the Media Parameters with the invited IM Client or the IM Server by using SDP within SIP communication.

· Allowed Media Parameters to be used in a near real-time communication are specified in [3GPP TS 26.141].

7..1.3.2 Generating MSRP requests in an IM Session

MSRP requests are generated by IM Client according to the rules and procedures defined in [MSRP] and the following additional clarifications: 

If the IM Client does not want the content to be rendered automatically to the receiver, but only on express action of the receiver, then the sending IM client:

· 1. MUST add a Content-Disposition header field ‘attachment’ according to [RFC 2183] to the MSRP SEND;

· 2. MAY refer to content external to the media session. Then the content type SHOULD be set to message/external body in according to rules and procedures in [RFC4483]. 

If the IM Client wishes to know whether the MSRP message is delivered to the recipient(s) successfully or not, the IM client SHALL set the delivery report request according to the rules and procedures of [MSRP];
   7.1.3.2.1          Generating MSRP requests in an IM Conference

When the IM Client sends a MSRP request to an IM Session, the IM Client SHALL generate the MSPR SEND request according to [MSRP], and the following procedures:

· the content type of the request SHALL be set to message/CPIM [RFC 3862];
· the “To” header of the message/CPIM wrapper is set to the IM Group Identity in case of Pre-defined Group and IM Session Identity in case of Ad-hoc Group;

· the “From” header of the message/CPIM wrapper is set to the value of the entity attribute of the <user> element, which has “yourown” attribute extension as defined in Appendix M “Conference Event Package”, in the SIP NOTIFY  response received from subscribing to conference event package. If “yourown” attribute extension is not available,  the “From” header of the Message/CPIM is set to the value of the entity attribute of the <user> element belonging to the User as defined in [RFC4575]; 

· the body of the message/CPIM, which is the actual instant message payload, may be of any type negotiated in SDP “accept-types” according to [MSRP].




· 
· 
· 
· 
· 


     7.1.110 IM Client joins a Public Conference Session

Upon receiving a request from an IM User to establish Public Conference Session with the public conference URI, the IM Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 7.1.1.1 "General";

2. SHALL set the Request-URI of the SIP INVITE request to the intended Public Conference URI; 

3. SHALL insert in the SIP INVITE request a Content-Type header with application/sdp; 

4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566 ] and [MSRP] with the following additional clarification, the IM client: 

SHALL set  the SDP “accept-types” attribute to  a = accept-types : message/cpim, and 

MAY list other formats or use ‘*’ as defined in [draft-ietf-simple-message-sessions];

5. SHALL send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the IM Client: 

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL store the IM Session Identity if received in the Contact header as described in [sipping-conferencing]; 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7
   7.1.1.11                   Joining an in IM Conference with a chat alias

Upon receiving a request from an IM User to establish or join a  pre-defined IM Group session and the user has requested the use of a Chat Alias (this is a User_Input_Name) to keep his real identity anonymous, the IM Client SHALL initiate a SIP INVITE request as defined in [RFC 3261 ] with the following additional clarification:

The IM Client SHALL

· 1. Include value ''id'' in a Privacy header according to rules and procedures of [RFC3325];
· 2. Set the ‘From’ header field of the SIP INVITE to an anonymous URI, such as <sip:anonymous@anonymous.invalid>, according to the procedures described in [RFC 3261];
· 3. Set the ‘From’ header field of the SIP INVITE to <anonymous@anonymous.invalid>  according to [RFC3261]; 

· 4. Set the optional display-name in the ‘From’ header field to the ‘User_Input_Name’ i.e. the name given by the User;
· 5. SHALL Send the SIP INVITE request towards the IM Server according to rules and procedures of the SIP/IP Core.

On receiving a 200 OK for the SIP INVITE, The IM client SHALL subscribe for the conference event package as defined in 7.1.1.11 “IM Client subscription to the conference state event package”.
Upon receiving an incoming SIP NOTIFY request as described in 7.2.2.10 “Generating a SIP NOTIFY request” the receiving IM Client SHALL use the information of the "entity" attribute of the <user > element that contains the “yourown” attribute extension as the user information belonging to the receiving IM Client
Change 2:  (optional)Brief description of specific change




· 

· 
· 
· 
· 
· 
· 

· 

· 
· 
· 
· 
· 
   7.2.1.5   Rejoining IM Group Session request

Upon receipt of a SIP INVITE request that includes an IM Session Identity in the Request-URI the IM Server:

· 1. SHALL check whether the IM Session with this IM Session Identity exists. If it does not exist, the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;
· 2. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause 7.2.2.9 "IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL in the case a Pre-defined IM Group Session check if the <max-participant-count> as specified in [Group-XDM Specification] is already reached.  If reached, IM Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the Group’s authorization rules as specified in [Group-XDM Specification]. Otherwise, continue with the rest of the steps;

· 5. SHALL validate that the MSRP Media Parameters are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 6. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.2.1 "General"; 

· 7. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264], [ RFC4566] and [MSRP] as follows:

a) Include in the ‘accept types’ SDP media attribute the selected ‘mime types’ by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network, and those in the SDP answer in SIP 200 “OK”;

· 8. SHALL send the SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core;

· 9. SHALL interact with the MSRP Switch as specified in [MSRP];

· 10. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that a IM User has joined in the IM Group Session, as specified in subclause 7.2.2.10 "Generating a SIP NOTIFY request"; and,

· 11. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.2.1.6 Chat Alias in an IM conference

The IM chat server maintains a table where all the participants are listed with the chat aliases they are using. The purpose of this table is to guarantee that a chat alias is uniquely allocated to a user to avoid duplicated entries.
When the IM Server receives a SIP INVITE request and the user requests for privacy as defined in [RFC3325], the IM Server SHALL:

· 1. Check whether privacy is allowed for the Authenticated Originator’s IM Address, when anonymity is requested with the Privacy header containing the tag “id”. If not allowed, the IM Server SHALL respond with a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps; 

NOTE:
Allowing privacy for an Authenticated Originator’s IM Address is defined using the <allow-anonymity> element of the rules of the IM Group definition as specified in [IM XDM 2.0 Specification]. 

· 2. Check the ‘From’ header field values against the entries in the IM server’s mapping for the session and 

· If the ‘From’ header field values are unique, the IM server

· SHALL insert the ‘From’ header field values into its mapping table for the joining User.  

· SHALL respond with 200 OK with content-type ‘application/sdp’ to the received SIP INVITE as defined in [MSRP]

· If the ‘From’ header field is NOT unique, the IM server

· SHALL insert a modified/changed values of the ‘From’ header field in its mapping table to make it unique for the joining User.  

NOTE:
When an IM conference checks the ‘From’ header field e.g. <bob><sip: anonymous@anonymous.invalid>” and this field is not unique in the IM Conference mapping table, then IM conference could be modified to <bob-X><sip:anonymousX@anonymous.invalid>, where X could be any value.  This is an example and the form of modified ‘From’ header is matter of local server policy.
· SHALL respond with 200 OK with content-type ‘application/sdp’ to the received SIP INVITE as defined in [MSRP]

If the user is subscribed to the conference event package, the IM Conference server 

· 1. SHALL insert in the  NOTIFY response of the conference event package subscription destined to the joining User, the modified value of the ‘From’ header field as the value of the "entity" attribute of the <user> element; 

· 2. SHALL include “yourown” attribute extension with the value “true” to the <user> element as described in Appendix M “Conference Event Package”;

· 
· 
· 
     7.2.1.7      IM Session modification

Upon receiving a SIP re-INVITE request within an existing IM Session including a new SDP offer as specified by [RFC3264], [RFC4566] and [MSRP] the IM Server:

· 1. SHALL validate that the new MSRP parameters in the SIP re-INVITE request are acceptable by the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 2. SHALL interact with the MSRP Switch as specified in [MSRP];

· 3. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] with the new MSRP Parameters , which SHALL be from the list contained in the SDP offer contained in the SIP re-INVITE request; and,

b) send the SIP 200 "OK” response to the SIP/IP Core along the signalling path.

NOTE:
The IM Server may determine to update the MSPR Parameters of the other Participants according to the local policy.  The modification is specified in subclause 7.2.2.6"IM Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
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