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1 Reason for Change

The following consistency review comments addressed:
	I681
	2007.01.11
	
	12.2.2.5
	Source: Nokia

- 1st sentence: refer to 12.2.2.2 and 12.2.1 and 12.2.1.1 instead of 12.2.2.1. 

- This subsection could be separated to be e.g.12.3 User plane
	Status: OPEN

First part same as I680.

Second part: Will require a major restructuring and little benefit. No change.

	I684
	2007.01.09
	T
	12.2.2.8
	Source: Orange S.A. (Nicolas Bossard)

Form: INP DOC

Comment: <deferred> element is not described in IM XDMS

Proposed Change: Replace by <history> or update IM XDMS
	Status: OPEN 

Ai Adamu to bring a proposal.

	I685
	2007.01.11
	E
	12.2.2.8
	Source: Nadia Bishai, Nadia.Bishai@ericsson.com

Form: INP doc

Comment:  The <deferred> element is called <history> element in IM XDMS

Proposed Change: Use the same element name in both documents.
	Status: OPEN 

Same as I684


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and adopt the changes.
6 Detailed Change Proposal

Change 1:  Updates based on comment I681 to subsection 12.2.2.5

12.2.2.5 Pushing Deferred Messages 

After the IM Server has established an IM Session to deliver Deferred Messages to the served IM User as defined in  ‎12.2.2.2 "Delivering of offline Messages" , the IM Server constructs MSRP SEND request for each Deferred Message. The IM Server sends MSRP SEND with the encapsulated Deferred Message and the timestamp received by the IM server to the IM Client through the MSRP channel established as follows:

Change 2:  Editorial clarification 
12.2.3 Request Terminated at the Served IM User

12.2.3.5 Receiving SIP INVITE 

Upon receiving an IM request to be terminated at the served IM user from the procedures in 6.1.2 “Terminating Participating Function”, the IM Server 

· 1. SHALL store  the content of the Contact header field
· 2. SHALL store relevant headers of SIP INVITE as defined in 12.2.2.3“Storage” for storing the message.
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Server:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 

· 2. SHALL include Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;
· 3. SHALL include the feature tag “automata” in the Contact header field according to [RFC 3840];

· 4. SHALL include the Date header field containing date and time; 

· 5. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264] , [RFC4566 ] and [MSRP];

· 6. SHALL include the IM Address of the IM message store Sever as the Authenticated Originator's IM Address as specified in subclause 5.1 “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

12.2.3.6 Delivering of offline Messages

Each time an IM client successfully performed a registration and re-registration of the IM feature tag ‘+g.oma.sip-im’ procedures as defined in 5.2.2 “IM service registration and de-registration” the IM server 

a. SHALL check the settings of Delivery of deferred messages <deferred-settings>.

i. If the “active” attribute of the <offline-delivery > element is set  to “False” as defined in Appendix E “IM Service Settings”, and there are deferred messages for the User,  then the  IM server SHALL follow the procedures define in 12.1.2.2 “Subscription to Deferred Message metadata”
ii. If the “active” attribute of the <offline-delivery > element is set to “true” as defined in Appendix E “ IM Service Settings”, and there are deferred messages for the User,  then the IM server SHALL continue with the rest of steps;

b. SHALL generate an initial SIP INVITE according to rules and procedures of [RFC3261].  The IM Server:

i. SHALL set the Request-URI of the SIP INVITE request to the served IM User Public User identity

ii.  SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' according to rules and procedures of [RFC3841] 

iii.  SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;
iv.  SHOULD include an Allow header field containing all the supported SIP methods that are applicable to the INVITE-initiated dialog, as per [RFC3261];
v.  SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header field

vi.  SHALL include the feature tag “automata” in the Contact header field according [RFC 3840]

vii.  SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
viii.  SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and , [RFC4566 ]  and additionally,

a. add either a session ‘sendonly’

b. attribute or a media ‘sendonly attribute that modifies the “m=message” line in the SDP

ix. SHALL send the SIP INVITE request towards the served IM User according to rules and procedures of the [RFC3621].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Server: 

· 1. SHALL store the list of SIP methods that the IM Client supports if received in the Allow header; and,

· 2. SHALL store the contact if received in the Contact header as defined in [RFC 3261].

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028];

· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL store the IM Session Identity in the Contact header as defined in [RFC 3261].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

12.2.3.7 Storage

Each time the IM server receives a message to be stored on behalf of the served IM User who is offline, the IM Server:

· 1. SHALL, in case of SIP MESSAGE request , store the complete message including all the header fields and bodies of the SIP MESSAGE request;

· 2. SHALL, in the case of Large Message mode, store the following

· Relevant headers of SIP INVITE and 200 OK of the session establishment of the deferred message 

· From

· To

· P-Asserted-Identity

· Subject

· Date 

· The MSRP SEND request including the timestamp the IM server receives the complete msrp messages

· Relevant headers of the SIP BYE request
· 3. SHALL assign a unique Message-ID for each deferred message whose general format as Message-ID=  “sip: String@hostname” with the following clarification:

· The IM server generates the unique string by itself


· 4. SHALL store the deferred message in the served IM user’s account of the IM server’s message store entity;

· 5. MAY be able (on IM Service Provider choice) to mark the stored message with an Expire value: 

· In case of Pager mode message sent via SIP MESSAGE request  , 

· If the SIP MESSAGE request contains the Expires header, and the value is below the maximum value per local policy, the IM Server SHALL set the Expire value to the value contained in the SIP MESSAGE Expires header field;

· If the SIP MESSAGE request does not contain the Expires header field or the provided Expires header value is above the maximum value per local policy, the IM Server SHALL set the Expire value to a default value (e.g.: configurable by the IM Service Provider)

·  In case of Large Message mode the IM Server MAY set the Expire value of the deferred message to a default value (e.g.: configurable by the IM Service Provider)

· 6. SHALL store metadata in IM XDMS as described in 12.2.2.8 “Updating Metadata in IM XDMS”. 
NOTE:
A deferred message’s MESSAGE-ID for Alice from the “example.org” domain will be: 13684434990@mailserver32.example.org, mailserver32 being the mailserver storing Alice’s deferred messages. The next message for Alice will have Message-ID: 13684434991@mailserver32.example.org.  

12.2.3.8 Deferred Message Expiration

If the Deferred message expires before being delivered by the IM Server to the destination User, the IM Server SHOULD handle the message based on local policy (on IM Service Provider choice). This policy could mean: the expired message is deleted undelivered to the destination User, the expired message is still delivered to the destination User (as long as the User come back online), or some other policy may be invoked.  

If the expired message is delivered to the destination User (as long as the User come back online), the IM Server MAY indicate to the destination User that the message has expired. 

The Deferred message SHALL be considered to be expired according to the original “Expire” value and/or the configurable one as described in section 12.2.2.3 “Storage”.

12.2.3.9 Delivery Report for deleted Messages

When receiving an IM request to delete the stored Deferred IM message(s), which are not retrieved by the user; or when the expired deferred message(s) undelivered to the destination user are deleted by the IM Server, the IM Server 

· 1. SHALL check whether the deleted messages include a Failure Delivery Report request as defined in [IMDN]. If the request is not included the procedure is stopped. Otherwise, continue with the rest of the steps; 

· 2. SHALL use SIP MESSAGE to send a Failure Delivery Report to the original sender of the Deferred Message(s) according to rules and procedures of [IMDN]; 

12.2.3.10 IM Server deleting Deferred Messages

When receiving a request from the IM Client to delete stored Deferred Message(s) or when the IM Server decides to delete stored Deferred Messages, e.g. on expiry, the IM Server:

· 1. SHALL delete the Deferred Message(s) from the Storage;

· 2. SHALL act according to 12.2.2.6 “Delivery Report for deleted Messages”; 

· 3. SHALL update metadata in IM XDMS as described in 12.2.2.8 “Updating Metadata in Im XDMS”.

12.2.3.11 Updating Metadata in IM XDMS

When storage of a Pager Mode or Large Message Mode message is required, the Deferred Messaging Function SHALL update the deferred message metadata XML document in the IM XDMS with a new <deferred> element according to [IM-XDM Specification].

When deletion of a stored Pager Mode or Large Message Mode message is required, the Deferred Messaging Function SHALL update the deferred message metadata XML document in the IM XDMS by removing the corresponding <deferred> element according to [IM-XDM Specification].
Change 3:  Updates based on comment I684 and I685 to subsection 12.2.2.8

12.2.2.8 Updating Metadata in IM XDMS

When storage of a Pager Mode or Large Message Mode message is required, the Deferred Messaging Function SHALL update the deferred message metadata XML document in the IM XDMS with a new <history> element according to [IM-XDM Specification].
When deletion of a stored Pager Mode or Large Message Mode message is required, the Deferred Messaging Function SHALL update the deferred message metadata XML document in the IM XDMS by removing the corresponding <history> element according to [IM-XDM Specification].
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