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1 Reason for Change

This contribution addresses the following problems when checking for static history settings.

1. Checking for History settings is currently done in section 6.1.1.1 which is the General section for originating Participating Function. The problem is that this section applies to all received SIP requests including requests for which History does not apply such as CANCEL, SUBSCRIBE etc…The solution to this problem is that the check for History settings should be done only in the procedures that handle requests for which history applies, i.e,

a.  SIP session invitation received from Client, 

b. Large Message received from originating client

c. Pager mode message received from client

d. SIP session termination

i. BYE request received from client

ii. Session expiration

iii. No more memory to store history

2. The same problem occurs for the Terminating Participating Function. The check for History settings is done in the General section 6.1.2.1. The check should only be done in the following cases:

a. SIP session invitation received for terminating client, 

b. Large Message received for terminating client

c. Pager mode message received for terminating client

d. SIP session termination

i. BYE request received to end session

ii. No more memory to store history
3. To fix those problems, the following correction are proposed:

a. Delete checks for History settings from General sections
b. Add checks for History settings in the specific procedures

4. Change the names of the two sections called “Storage” to a more informative name: (Note this change is editorial and not shown as part of this CR)
a. 12.2.2.3 Storage ===( 12.2.2.3 Storage for Deferred Messages

b. 13.2.3 Storage ===( 13.2.3 Storage for History

c. Fix all references accordingly

R01: Editorial fixes
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed text.

6 Detailed Change Proposal

6.1.1.1 General

Upon receiving from the served IM Client a SIP Request, the IM Server:

1. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send an Instant Message and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. The IM Server SHOULD include an Warning header to explain the reason in a human readable textual form.. Otherwise, continue with the rest of the steps; 

· 2. SHALL check 

· whether the Authenticated Originator's IM Address of an IM User has responded to system message requiring response from the IM Client 

· and if the operator specified time period has expired or not. 

If a required response to system message is not received and the timer has expired, the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. 

The IM Server SHOULD include an Error-Info header to explain the reason in a human readable textual form. Otherwise, continue with the rest of the steps;

· 3. If the IM Server requires a specific User Agent version to be supported then the IM Server SHALL check the “User Agent” header field to determine if the server supports the User Agent version as specified in section Appendix F “Release version in User-agent and Server headers” and if not, the IM Server SHALL respond with SIP 403 “Forbidden” response to the IM Client. Also the IM Server SHALL include an “Error-Info” header to explain reason in a human readable textual form. Otherwise, continue with rest of the steps;

· 4. SHALL apply  the operator policies on message size and content as follows : 

· a). In case of pager mode message:  SHALL check the message size and content against the Operator policies specified for the service and for the IM user as defined  by originating  network operator . If the size or content do not conform to the policies, the IM Server SHALL respond with a 488 “Not Acceptable Here” response to the originating network. The body of the response MAY contain a description of the acceptable media types. Otherwise, continue with the rest of the steps; 

· b). in case of large mode message, IM Conference session or file transfer: SHALL check the SIP INVITE SDP attributes against operator policies specified for the service and for the IM user as defined  by originating  network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with a 488 “Not Acceptable Here” response. The body of the response MAY contain a description of the acceptable media types. Otherwise, continue with the rest of the steps;

· 
When sending a SIP 200 "OK" response and if the IM Server is acting as a B2BUA the IM Server:

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods, when responding to INVITE requests;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.2.8 SIP BYE request from IM Client

Upon receiving a SIP BYE request from the IM Client, an IM Server acting as a B2BUA:

· 1. SHALL generate a SIP 200 "OK" response and send it towards the IM Client according to rules and procedures of the SIP/IP Core;

· 2. SHALL release User Plane resources associated with the SIP Session with the IM Client, if it had inserted itself in the transport path for the ongoing session, and,

· 3. SHALL send a SIP BYE request towards the IM Server performing the Controlling IM Function according to rules and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP BYE request the IM Server SHALL release User Plane resources associated with the SIP Session with the IM Server performing the Controlling IM Function.
The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active  for the IM User and if set to “active”, it SHALL proceed according to 13.2.5 “End History Recording”.
When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.2.9 SIP Session timer expiry

On expiry of the SIP Session timer and if the IM Server acts as a B2BUA the IM Server:

· 1. SHALL send a SIP BYE request to the IM Client according to rules and procedures of [RFC3261] and according to rules and procedures of the SIP/IP Core; and,

· 2. SHALL send a SIP BYE request to the IM Server performing the Controlling IM Function according to rules and procedures of [RFC3261] and according to rules and procedures of the SIP/IP Core.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the IM Client the IM Server SHALL release the IM Session resources in the direction towards the IM Client.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the IM Server performing Controlling IM Function the IM Server SHALL release IM Session resources in the direction towards the IM Server performing the Controlling IM Function.
The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active  for the IM User and if set to “active”, it SHALL proceed according to 13.2.5  “End History Recording”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
6.1.1.3.1 Receiving SIP MESSAGE request for Pager mode

Upon receiving from the served IM Client a SIP MESSAGE Request, the IM Server:

· 1. SHALL perform the actions specified in section 6.1.1.1 “General” and continue with rest of the steps;

· 2. SHALL return a SIP 403 “Forbidden” response, if IM Server does not allow anonymity and anonymity is requested. Otherwise, continue with the rest of the steps;
· 3. If the “Expires” header is included, SHALL check if the message is still valid,. If not valid, the message is handled as specified in [RFC3428], otherwise continue with the rest of the steps;

· 4. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 

Upon receiving SIP final response the IM Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
· The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM User and if set to “active”, it SHALL execute the processing described in ‎13.2.3 “Storage for History ”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.4.1 Receiving SIP Session request for Large Message Mode 

Upon receiving from the served IM Client an initial SIP INVITE request that requires an initial SIP INVITE request to be sent, the IM Server:

· 1 If the IM Server stays in the media path, the IM Server:

a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the Session; 

b. SHALL generate a SIP INVITE request as specified in section 6.1.1.2.1 “General";

c. SHALL insert a URI identifying its own address in the Contact-header of the SIP INVITE request; 

d. SHALL copy the received Request-URI; 

e. SHALL include the MIME SDP body received in the SIP INVITE from the client;
f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

· 2. If the IM Server does not stays in the media path the IM Server

a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the Session;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,

c. SHALL send a SIP INVITE request according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response, if the IM Server is acting as a B2BUA, the IM Server: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;

· 2. SHALL store the information received in the Contact header;

· 3. SHALL generate a SIP 200 "OK" response ; 

· 4. SHALL include a MIME SDP body received in the SIP INVITE from the client; 

· 5. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 6 SHOULD include an Allow header with all supported SIP methods, and;

· 7. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core;

· 8. SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM User and if set to “active”, it SHALL execute the processing described in ‎13.2.3 “Storage for History ”.
Upon receiving a SIP 200 "OK" response, when the IM Server is acting as a SIP proxy, the IM Server:

· 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,

· 2. SHALL continue to act as a SIP proxy for the duration of the Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the IM Server SHALL forward the SIP final response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

--------------------------------------------------------------------------------------------------------------
6.1.2 Terminating Participating Function

6.1.2.1 General

Upon receiving an IM request to be terminated at the served IM user, the IM Server:

· 1. SHALL check the incoming request barring settings, i.e., isb-settings for IM Session and File Transfer and ipab-settings for IM Pager Mode and Large Mode message, as specified in Appendix E.2 “IM Specific Service Settings XML Document”. If the settings result resolves into the barring of an IM request, the IM Server SHALL respond with SIP 403 Forbidden response as specified in [RFC3261]. Otherwise, continue with the rest of the steps;  

· 2. SHALL check that  the Authenticated Originator's IM Address in the initial SIP request is not rejected according to the Access Policy as follows: 

· a. In case of IM Session of File Transfer with the value “reject” in the <allow-session> action defined for the receiving IM User as described in [IM-XDM-Specification]; or,

· b. in case of IM Pager Mode or Large message with the value “reject” in the <allow-pager-mode-message> action defined for the receiving IM User as described in [IM-XDM-Specification].  

If it is rejected, the IM Server SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. Otherwise, continue with the rest of the steps;

· 3. Shall apply the operator policies on message size and content as follows : 

· a. In case of pager mode message :  SHALL check the message size and content against the Operator policies specified for the service and for the IM user. If the size or content do not conform to the policies, the IM Server SHALL respond with a 488 “Not Acceptable Here” response to the originating network. Otherwise, continue with the rest of the steps; 

· b. in case of large mode message, IM Conference session or file transfer session : SHALL check the SIP INVITE SDP attributes against operator policies specified for the service and for the IM user. If the size or content do not conform to the policies, the IM Server SHALL respond with a SIP 488 “Not Acceptable Here” response to the originating network containing the size and content supported by operator policy. Otherwise, continue with the rest of the steps;

· 4.  In case of Pager Mode,if the “Expires” header is included, it SHALL check if the message is still valid. If not, the message is handled based on local policy.

· 5. SHALL check the availability status of the subscriber based on the subscriber registration status. If the subscriber is unable to receive the message (e.g., the subscriber is not registered) and the SIP message request is for Large mode message or SIP MESSAGE as defined in 9.2.1 “IM Client invited to Large Message Session” and 8.2.1 “IM Client receives a SIP MESSAGE” respectively, then the server SHALL execute the processing described in section ‎12.2.2 “Request Terminated at the Served IM user”  for deferred messages. Otherwise, continue with the rest of the steps.

· 6. SHALL check the “willingness” status of the subscriber as specified in [OMA-Pres-Spec]. If the subscriber is unwilling to receive the message, the server SHALL execute the processing described in section 12.2.2 “Request Terminated at the Served IM User” for Deferred messages. Otherwise, continue with the rest of the steps.

· 
· 7. SHALL forward a SIP request towards the IM Client of the terminating IM User according to rules and procedures of the SIP/IP Core and to the subsections below.

Upon receiving a SIP final response the IM Server SHALL forward the SIP final response along the signalling path towards the originating IM Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.2.2.1 Receiving request for IM Session 

When receiving a request for an IM session, the IM Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this section.

The IM Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag "id";

· 2. SHALL set the Request-URI to the IM Address of the IM Client to be invited;

· 3. SHALL include an Accept-Contact header with the feature-tag '+g.oma.sip-im'  according to rules and procedures of [RFC3841]; 

· 4. SHALL include User-Agent header to indicate the IM release version as specified in Appendix F "Release version in User-agent and Server headers";

· 5. SHALL include the Session-Expires header in the INVITE with the refresher parameter set to 'uas' according to rules and procedures of [RFC 4028];

· 6. SHALL include the option tag "timer" in the Supported header;
· 7. SHOULD include the Allow header with the supported SIP methods;

· 8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the IM Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling IM Function; 
b) include the IM feature-tag '+g.oma.sip-im';

c) include the feature-tag ‘isfocus’ if received from the Controlling IM Server;

· 9. SHALL include the Authenticated Originator's IM Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request; 

When sending a SIP 200 "OK" response to the SIP INVITE request the IM Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include as the URI in the Authenticated Originator’s IM Address in the outgoing SIP 200 “OK” response the URI contained in the Authenticated Originator’s IM Address received in the incoming SIP 200 “OK” response;

· 3. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested through a Privacy header with the value 'id' in the incoming SIP provisional;

· 4. SHALL include the option tag 'timer' in the Require header;

· 5. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the IM Server performing the Controlling IM Function with the refresher parameter set to 'uas';
· 6. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer];

· 7. SHOULD include the Allow header with the supported SIP methods if not previously sent in a provisional response for this dialog;

· 8. SHALL include the Server header with the IM release version as specified in Appendix F "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
· 9. SHALL include a Contact header with a SIP URI identifying this IM Server and the feature-tag '+g.oma.sip-im'.
· 10. SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM User and if set to “active”, it SHALL execute the processing described in ‎13.2.3 “Storage for History ”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.2.2.4 SIP BYE request 

Upon receiving a SIP BYE request, an IM Server acting as a B2BUA:

· 1. SHALL generate a SIP 200 "OK" response and send it towards the IM Server performing the Controlling IM Function according to rules and procedures of the SIP/IP Core;

· 2. SHALL release User Plane resource associated with the SIP Session with the IM Server performing the Controlling IM Function, and,

· 3. SHALL send a SIP BYE request towards the IM Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SIP BYE request the IM Server SHALL release User Plane resources associated with the SIP Session with the IM Client. 
The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active  for the IM User and if set to “active”, it SHALL proceed according to 13.2.5  “End History Recording”.
When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.2.4.1 Receiving Session request for Large Message Mode

Upon receiving a SIP INVITE Request destined to a terminating IM User, and containing the IM feature-tag '+g.oma.sip-im' in the Accept-Contact header, the IM Server:

· 1. SHALL perform the actions specified in section 6.1.1.1 “General”; 

· 2. The server SHALL set the Request-URI to the IM Address of the terminating IM User; 

· 3. SHALL include a Server header with the IM release version as specified in Appendix F "Release version in User-agent and Server headers";

· 4. SHALL include a Contact header with a SIP URI identifying this IM Server and the IM feature-tag '+g.oma.sip-im'.
· 5. SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM User and if set to “active”, it SHALL execute the processing described in ‎13.2.3 “Storage for History”.
6.1.2.3 Pager Mode Messaging

6.1.2.3.1 Receiving SIP MESSAGE request

Upon receiving a SIP MESSAGE Request destined to a terminating IM User the IM Server:

· 1. SHALL perform the actions specified in section 6.1.2.1 “General”. 

· 2. The server SHALL set the Request-URI to the IM Address of the terminating IM User. 

· 3. SHALL include a Server header with the IM release version as specified in Appendix F "Release version in User-agent and Server headers".
· 4. SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM User and if set to “active”, it SHALL execute the processing described in ‎13.2.3 “Storage for History”.
13.2.5 End History Recording
When one of the following conditions occurs:
a) A notification that a session has ended is received from the Originating or Terminating Participating Functions;

b) Memory capacity for storage has been reached

The IM Server SHALL:
1. Stop History recording;
2. Update the History XDMS as described in 13.3.2 “Updating XDMS”.
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