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1 Reason for Change

The P-Asserted-Identity  RFC 3325 does not mention that the P-Asserted-Id header can be included in some SIP Messages such as MESSAGE, UPDATE, PUBLISH.
A new IETF draft has been developed to correct this problem. A reference to this draft is needed in the IM to validate the use of the P-Asserted-identity in the MESSAGE and PUBLISH messages as described in the TS.
The IM TS assumes that the P-Asserted-id is received in the REGISTER message which is prohibited by RFC 3325.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal

Change 1:  Add a link to the new draft in the normative references section  
2.1 Normative References
	[RFC 4579]
	“Session Initiation Protocol (SIP) Call Control - Conferencing for User Agents”, August 2006,
URL: http://www.ietf.org/rfc/rfc4579.txt

	[draft-update-pai]
	“Updates to Asserted Identity in the Session Initiation Protocol (SIP)draft-elwell-sipping-update-pai-02.txt

URL: http://tools.ietf.org/wg/sipping/draft-elwell-sipping-update-pai-02.txt

	[draft--mmusic-file-transfer-mech]
	“Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer”, October 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-file-transfer-mech-03.txt 


Change 2:  Another change

5.1 Authenticated Originator’s IM Address

The Authenticated Originator's IM Address is the IM Address of the originating IM Client that has been authenticated by the SIP/IP Core or the Group Identity when the IM Server performing the Controlling IM Function invites users to a Group Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's IM Address is contained in the P-Asserted-Identity header according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [draft-update-pai]. The IM Client MAY insert a P-Preferred-Identity header, which contains a client preferred identity, for the SIP/IP Core to be used inside the P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI according to [RFC 3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 

The From header MAY be used to carry the Authenticated Originator's IM Address, and MAY be supported by the IM Server. The IM Server MAY be able to support an Authenticated Originator's IM Address in the From header if the IM Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the IM Client.

If the IM Server cannot obtain an Authenticated Originator's IM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. The IM Server SHOULD include a Warning header to explain the reason in a human readable textual form.

Change 3:  etc

H.2.1.1. IM User Registration and Deregistration

Upon accepting a registration request from an IM User the IM Server SHALL act as a Presence Source. In that case, the IM Server SHALL perform the publication of presence information as defined in [OMA-Pres-Spec] “Publication of presence information”. The IM Server: 

· SHALL set the values of “Application-specific Availability for IM Pager Mode and Large Mode Messaging” and “Application-specific Availability for IM Session Mode Messaging” presence information elements to available (as defined in section H.1 “IM specific presence information elements overview ” and Table 4);

· SHALL set the entity attribute of the presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the IM User that has registered to the IM service (e.g. to the value of the “to” header field of the REGISTER request).

NOTE 1: 
Other Presence information elements might be published with the appropriate values at the same time.

Upon accepting a deregistration request from an IM User the IM Server SHALL act as a Presence Source. In that case, the IM Server SHALL perform the publication of Presence information as defined in [OMA-Pres-Spec] “Publication of presence information”. The IM Server: 

· SHALL set the value of “Application-specific Availability for IM” Presence information element to unavailable (as defined in H.1 “IM specific presence information elements overview ” and Table 4));

· SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the IM User that has de-registered (e.g. to the value of the  “to” header field of the REGISTER request).

NOTE 2: 
Other Presence information elements might be published with the appropriate values at the same time.

NOTE 3:
It is beyond the scope of the present specification to determine how the IM Server becomes aware of registration/ de-registration state.
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