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1 Reason for Change

This CR is submitted to fulfil the action item MWG IM-2008-A020 “Ørjan will make a CR for file sharing”.
(R01: Corrected Doc To Change, R02: Fixed change description, R03: Added text to clarify that CSP content lengths do not apply to file transfer and renamed THUMBNAILABLE to PREVIEWABLE).

2 Impact on Backward Compatibility

No impact. This proposal will not affect existing IMPS CSP 1.3 clients if unless they explicitly negotiates support for file transfer. The solution also only makes use of existing primitives in IMPS CSP 1.3 to provide for file transfer.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG IM should review this CR and agree to incorporate the proposal into the IMPS 1.3 Implementation Guidelines.
6 Detailed Change Proposal

Change 1:  Change chapter “11 File Sharing” as indicated
11. File sharing

11.1. Rationale

"Alice wants to share a file with Bob."


The file sharing function allows for file transfer between clients. The receiving end can accept or deny the file transfer to take place. Also, the content of the file transferred will not be subjected to any content transcoding as IM content may be.
Prerequisites

In order to support file transfer a new content type is introduced:

application/vnd.oma.imps+filetransfer
Any client supporting the file transfer mechanism will have to negotiate support for the OMA IMPS file transfer specific content-type during client capability negotiation.
Note that content length and parser size negotiated during client capability negotiation is not applicable to file sharing. The receiver end can choose to download the file based upon the file size as presented from the sender end.
Detailed description
The standard IMPS invitation mechanism is used to provide for invitation to file transfer. The inviting client send an invitation to the receiving client with invite type SC, content type  application/vnd.oma.imps+filetransfer and  meta-data about the file to transfer. The URLList of the Invite-Request will be ignored by the server.
Meta-data about the file to transfer will be carried in the InviteNote on the Invite-Request. The format of the meta-data is a series of parameters
	Parameter
	Description
	Data type
	Mandatory

	FILENAME
	File name
	String
	YES

	FILESIZE
	Size of the file in bytes
	String
	YES

	FILETYPE
	MIME content type of the file
	String
	YES

	WAIT_TO_DOWNLOAD
	Indicates that the client must wait for a new InviteUser-Request before downloading the file. Value can be true or false.
	Boolean (true or false)
	NO

	PREVIEWABLE
	Indicates that the content is available in a server generated preview (e.g. a thumbnail for images)
	Boolean (true or false)
	NO


Example 1:

FILENAME=document.doc;FILESIZE=2000;FILETYPE;application/msword

Example 2:


FILENAME=image.jpg;FILESIZE=10000;FILETYPE=image/jpeg;WAIT_TO_DOWNLOAD=true;PREVIEWABLE=true
The WAIT_TO_DOWNLOAD flag is used as an indicator to the receiving client that it must wait to start downloading the file until a new InviteUser-Request is received from the server. This mechanism is used in deployment cases where the entire file must be transferred to the server before download can start (e.g., MSN gateways).

The PREVIEWABLE flag is an indicator to the receiving client that the server can provide a thumbnail for the content. The thumbnail will be suitable for displaying in e.g. a chat dialog window.
Message flow during invitation and file transfer where the file download can be started immediately after accepting the file to be transferred:
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The invitation sent to the receiving client will in addition to the above mentioned information also have a server generated URL on which the file can be downloaded from. A server is RECCOMENDED to protect the inviting and invited users privacy and not allow any other user to download content from the referred URL.
If the invited user accepts the file transfer invitation and the WAIT_TO_DOWNLOAD flags is false, then the invited client can start downloading the file from the referred location immediately. Servers are RECCOMENDED to allow for download to start even before upload has started from the inviting clients end.

The Invite-Response sent to the inviting user will in case of invitation acceptance carry the upload URL in the ResponseNote field. The inviting client can start to upload the file immediately after receiving a positive acceptance response.
Servers which implement full upload before download do not need to allow for content download more than one time (i.e, the content can be deleted once it has been completely downloaded).
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11.3.1 The inviting client must use the HTTP POST method to the server provided URL to upload the file, and the invited client must use the HTTP GET method to download the file.

11.2.1 If the server  finds it possible to provide a preview of the file content, then it must make the previewable version of the content available on the same URL as where the content can be downloaded – differing only in the URL parameter preview=true.
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