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1 Reason for Change

The Accept-Contact header sent by an IM client may contain feature tags that are not used by the IM server. These feature tags may be used for the selection of appropriate user equipment for the invited IM client, and may also be used by the selected user equipment to find an appropriate application. Therefore, those feature tags should not be removed by the IM server.
The current text in the TS needs to be clarified to describe this behaviour
R01: Minor editorial updates
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt
6 Detailed Change Proposal

Change 1:  Modify section 5.2.4
5.2.4 IM Service Settings Client procedure 

To set, update or refresh the IM Service Settings, the IM Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4353];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the IM Address of the IM User;
· 3. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause 5.1 "Authenticated Originator's IM  Address";
· 4. SHALL include an Accept-Contact header with the IM feature tag '+g.oma.sip-im', in addition to any other feature tags added by the IM Client;
· 5. SHALL include a User-Agent header to indicate the IM release version as specified in F.1 "Release version in User-agent and Server headers";
· 6. SHALL set the Event header to the value 'poc-settings';

· 7. SHALL set IM Service Settings expiration timer in expires header according to rules and procedures of [RFC 3903], in the same range as the registration timer recommended by SIP/IP Core;

· 8. SHALL include the IM Service Settings as follows and as described in Appendix  E.2:

a) Incoming IM Session Barring setting;

b) Incoming pager mode and large mode IM barring setting; 

c) IM invisibility setting;

d) Pager mode and large mode message IM offline delivery activation;

e) IM conversation storing activation for session mode communication; 

f) IM conversation storing activation for pager mode and large mode communication, and

g) Incoming File Transfer Barring setting.
.
· 9. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

If the setting for the offline delivery notification is set to ‘active=false”, the IM Client retrieve the user’s deferred messages as described in section 12.1.2 “Retrieving Deferred Message metadata”.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the IM Client MAY indicate to the IM User the successful communication of the IM Service Settings to the IM Server. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this subclause.
Change 2:  Modify section 6.1.2.2.2

6.1.2.2.2 Receiving request for IM Session 

· When receiving a request for an IM session, the IM Server : 
· 1. SHALL perform the procedures specified in 6.1.2.1“ General”;
· 2. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this section;
· 3. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag "id";

· 4. SHALL set the Request-URI to the IM Address of the IM Client to be invited;

· 5. SHALL include an Accept-Contact header with the feature-tag '+g.oma.sip-im'  if no other feature tag was received from the IM Client or if an Accept-Contact header was received but did not contain a  '+g.oma.sip-im'  feature tag, SHALL add the feature-tag '+g.oma.sip-im' to other feature tags in the Accept-Contact header received according to rules and procedures of [RFC3841] ; 

· 6. SHALL include User-Agent header to indicate the IM release version as specified in Appendix F "Release version in User-agent and Server headers";

· 7. SHOULD  include the Session-Expires header in the INVITE with the refresher parameter set to 'uas' according to rules and procedures of [RFC 4028];

· 8. SHALL include the option tag "timer" in the Supported header;
· 9. SHOULD include the Allow header with the supported SIP methods;

· 10. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the IM Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling IM Function; 
b) include the IM feature-tag '+g.oma.sip-im';

c) include the feature-tag ‘isfocus’ if received from the Controlling IM Server;

· 11. SHALL include the Authenticated Originator's IM Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request.

When sending a SIP 200 "OK" response to the SIP INVITE request the IM Server:
· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include as the URI in the Authenticated Originator’s IM Address in the outgoing SIP 200 “OK” response the URI contained in the Authenticated Originator’s IM Address received in the incoming SIP 200 “OK” response;

· 3. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested through a Privacy header with the value 'id' in the incoming SIP INVITE;

· 4. SHALL include the option tag 'timer' in the Require header;

· 5. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the IM Server performing the Controlling IM Function with the refresher parameter set to 'uas';
· 6. SHALL start the SIP Session timer according to rules and procedures of [RFC 4028];

· 7. SHOULD include the Allow header with the supported SIP methods if not previously sent in a provisional response for this dialog;

· 8. SHALL include the Server header with the IM release version as specified in Appendix F "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; 
· 9. SHALL include a Contact header with a SIP URI identifying this IM Server and the feature-tag '+g.oma.sip-im'; and,
· 10. SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM User and if set to “active”, it SHALL execute the processing described in 13.2.3 “Storage for History”.
When sending a  SIP response (other than the SIP 200 “OK” response) to the SIP request, the IM Server :
· 1. SHALL generate the  SIP response according to rules and procedures of [RFC3261]; 
· 2. SHALL include the Server header with the IM release version as specified in Appendix F "Release version in User-agent and Server headers" if not previously sent in a response for this dialog.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 3:  Modify section 7.1.1.1

7.1.1 Originating Client procedures

7.1.1.1 General

The IM Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'  in addition to any other feature tags added by the IM Client, according to rules and procedures of [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3. SHOULD include an Allow header with all supported SIP methods; 
· 4. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header;
· 5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
NOTE:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [Shared-Group-XDM ] the IM Session will not be allowed by the IM Server hosting the IM Group.

· 6. SHALL include the option tag 'timer' in the Supported header;
· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];

· 8. SHALL, in case the user wants to join the session anonymously, include a Privacy header as specified in subclause 7.1.1.15 “Joining in an IM Conference with a chat alias”; and,
· 9. MAY include a display name as specified in subclause 5.5 “Display Name”. 
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Client: 

· 1. SHALL store the list of SIP methods that the IM Server supports if received in the Allow header; and,

· 2. SHALL store the content received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,
· 2. In the case of IM group session, the IM Client SHALL subscribe to the Conference State Event Package as specified in section 7.1.1.11 "IM Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 4:  Modify section 7.2.2.1

7.2.2
Requests Initiated by the IM Server

7.2.2.1 General

The IM Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The IM Server:
· 1. SHALL include an Accept-Contact header with the IM feature-tag '+g.oma.sip-im' if no other feature tag was received from the IM Client or if an Accept-Contact header was received but did not contain a  '+g.oma.sip-im'  feature tag, SHALL add the feature-tag '+g.oma.sip-im' to other feature tags in the Accept-Contact header received, according to rules and procedures of [RFC3841] in all initial INVITE requests;

· 2.  SHALL set the Request-URI to the IM Address of the IM User to be invited;

· 3. SHALL include User-Agent header to indicate the IM release version as specified in Appendix F "Release version in User-agent and Server headers";

· 4. SHALL include the Authenticated Originator’s IM Address as specified in section 5.1 “Authenticated Originator's IM Address”

· a) with the URI and Display name set to the IM Address of the Inviting IM Client in case of 1-1IM Session and Ad-hoc IM Group Session; or,

· b) with the URI and Display name set to the IM Group Identity in case of the Pre-defined Group;

· 5. SHALL include a Referred-By header with the Authenticated Originator’s IM Address of the Inviting IM Client in the case of Ad-hoc and Pre-defined IM Group Session;

· 6. SHALL include in the Contact header as IM Session Identity the contact address of the conference with the IM feature-tag '+g.oma.sip-im' and the feature-tag "isfocus";
· 7. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [RFC 4028];

· 8. SHALL include the Supported header set to "timer";

· 9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header by the Inviting IM Client;

· 10. SHOULD include an Allow header with all supported SIP methods; 
· 11. MAY include the “Subject” header associated with the Group if it is a Pre-defined group. 
On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the IM Server SHALL:

·  1. start the SIP Session timer according to rules and procedures of [RFC 4028];

· 2. SHALL use the display name, if a display name is included, according to the priority specified in subclause 5.5 “Display Name”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 5:  Modify section 8.1.1

8.1 Originating Client Procedures

Upon receiving a request from an IM User to send message to one or more than one users, the IM Client SHALL follow the procedures in 8.1.1 “Sending SIP message for Pager Mode” for Pager Mode messages when:

· the total size of the message is below 1300 bytes; or

· the total size of the message is greater than 1300 bytes and the IM Client has a positive knowledge of a guaranteed end-to-end connection of a ‘connection-oriented transport protocol’, as defined in [RFC 3428].

Otherwise, the IM Client SHALL follow the procedures of 9 “IM Large Message Mode”.
8.1.1 Sending SIP MESSAGE for Pager Mode

The IM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC 3428] The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'  in addition to any other feature tags added  by the IM Client according to rules and procedures of [RFC3841] in all initial SIP requests ;
· 2. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in subclause 5.1 "Authenticated Originator's IM  Address";
· 3. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 4. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE 1:
If SIP MESSAGE is sent to a IM Group and anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP MESSAGE based on the rules specified in the [Shared-Group-XDM] the pager mode MESSAGE will not be allowed by the IM Server hosting the IM Group.
· 5. If the message is to be sent to one IM user, the IM Client SHALL set the Request-URI of the SIP MESSAGE request to the intended recipient IM User; 

· 6. If the message is to be sent to more than one IM user, then the client SHALL;

· a. include a MIME resource-list body with the receiving IM Users as specified in [draft-ietf-sipping-uri-list-message-04.txt];
· b. set the Request-URI to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c. SHOULD set the sessiontype parameter to “adhoc”, as specified in E.5 “URI parameters”;

· 7. If the IM message is to be sent to a pre-defined group, then the IM Client;
a. SHALL set the Request-URI to the identity of the IM group;
· 8. If the message is to be sent to the Participants of an on-going Session other than an IM Session, the Client:

· SHALL set the Request-URI of the SIP MESSAGE request to the SIP Session Identity of the on-going Session;

· 9. The IM Client MAY refer to content stored external to the message. Then the content type header field SHOULD be set to message/external body in according to rules and procedures in [RFC4483];

· 10. If the IM user wishes to know whether the message is delivered to the recipient(s) successfully or not, the IM Client shall set the delivery report request according to the rules and procedures of [IMDN];

· 11. The IM Client shall send the SIP MESSAGE message towards the IM Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

NOTE 2:
On receiving 202 Accept response and the client has requested a  delivery report as defined in [IMDN], then the client SHOULD store at a minimum the message-ID in the IMDN request for a period of time (implementation dependent) to be able to correlate the delivery report with the original sent message.
Change 6:  Modify section 8.3.2.1

8.3.2 Requests Originated by the Controlling Function

8.3.2.1 SIP MESSAGE requests

When the IM Server sends a SIP MESSAGE, the IM Server:

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 2. SHALL include an Accept-Contact header with the IM feature-tag '+g.oma.sip-im' if no other feature tag was received from the IM Client or if an Accept-Contact header was received but did not contain a  '+g.oma.sip-im'  feature tag, SHALL add the feature-tag '+g.oma.sip-im' to other feature tags in the Accept-Contact header received according to rules and procedures of [RFC3841];

· 3. In the case of Ad-hoc Group MESSAGE , the IM Server SHALL include Authenticated Originator's ‘IM Address as defined in s 5.1 “Authenticated Originator's IM Address” according to rules and procedures specified in  [draft-ietf-sipping-uri-list-message-04.txt]; 
· 4. In the case of a Pre-defined IM Group, the IM Server SHALL include Authenticated Originator’s IM Address as defined in “5.1 Authenticated Originator’s IM Address” with the following clarification:

· a) The URI in the Authenticated Originator’s IM Address is set to the IM Group Identity;
· b) SHALL include a Referred-By header with the Authenticated Originator's IM Address of the Sending IM User, unless privacy was requested by the Sending IM user.-

· c) SHALL include a Referred-By header with anonymous URI, if privacy was requested by the sending IM user..

· 5. In the case of sending a SIP MESSAGE to an on-going SIP session, the IM Server SHALL include Authenticated Originator’s IM Address as defined in “5.1 Authenticated Originator’s IM Address” with the following clarification:
· a) The URI in the Authenticated Originator’s IM Address is  set to the SIP Session Identity of  the on-going SIP Session;

· b) SHALL include a Referred-By header with the Authenticated Originator’s IM Address of the Sending IM User, unless privacy was requested by the Sending IM user.
· 6. SHALL set the Request-URI to the IM Address of the intended message recipient; 

· 7. SHALL perform one of the following if the SIP MESSAGE is to be sent to more than one IM User:

a. Generate a SIP MESSAGE for each member of the list according to procedures defined in [draft-ietf-sipping-uri-list-message-04.txt], if the SIP MESSAGE was received for an Ad-hoc Group; 

b. Generate a SIP MESSAGE to each member of the IM Group by retrieving the IM Addresses of the members belonging to the IM Group by interacting with [Shared-Group-XDMS], if the SIP MESSAGE was received for a Pre-defined Group;    

c. Generate a SIP MESSAGE to each member of the participants of an on-going SIP session if the MESSAGE was received for an on-going SIP Session Identity.
NOTE:
Case c is applicable when a SIP MESSAGE needs to be sent to all participants of a PoC session.

· 8. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 7:  Modify section 9.1.1.1

9.1.1 Large Message Session initiation

9.1.1.1 General

The IM Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261]. The IM Client:

· 1. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im'  in addition to any other feature tags added by the IM Client according to rules and procedures of [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in Appendix F “Release version in User-agent and Server headers”;

· 3. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header;

· 4. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [Shared-Group-XDM] the IM Session will not be allowed by the IM Server hosting the IM Group.

· 5. SHALL include the option tag 'timer' in the Supported header; and,

· 6. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 8:  Modify section 12.2.2.3
12.2.2.3 Storage for Deferred Messages

Each time the IM Server receives a message to be stored on behalf of the served IM User who is offline, the IM Server:

· 1. SHALL, in case of SIP MESSAGE request , store the complete message including all the header fields and bodies of the SIP MESSAGE request;
· 2. SHALL not store P-Asserted-Identity if the sending User requested anonymity;
· 3. SHALL, in the case of Large Message mode, store the following:
· Relevant headers of SIP INVITE and 200 OK of the session establishment of the deferred message 

· From

· To

· P-Asserted-Identity only if the sending User did not request anonymity
· Subject

· Date 
· Accept-Contact 
· The MSRP SEND request including the timestamp the IM Server receives the complete msrp messages

· Relevant headers of the SIP BYE request
· 4. SHALL assign a unique Message-ID for each deferred message whose general format as Message-ID=  “sip: String@hostname” with the following clarification:

· The IM Server generates the unique string by itself 


· 5. SHALL store the deferred message in the served IM user’s account of the IM Server’s Deferred Function entity;

· 6. MAY be able (on IM Service Provider choice) to mark the stored message with an Expire value: 

· In case of Pager mode message sent via SIP MESSAGE request, 

· If the SIP MESSAGE request contains the Expires header, and the value is below the maximum value per local policy, the IM Server SHALL set the Expire value to the value contained in the SIP MESSAGE Expires header field;

· If the SIP MESSAGE request does not contain the Expires header field or the provided Expires header value is above the maximum value per local policy, the IM Server SHALL set the Expire value to a default value (e.g.: configurable by the IM Service Provider)

·  In case of Large Message mode the IM Server MAY set the Expire value of the deferred message to a default value (e.g.: configurable by the IM Service Provider)

· 7. SHALL store metadata in IM XDMS as described in 12.2.2.8 “Updating Metadata in IM XDMS”. 
Change 9:  Modify Appendix D section D.2
D.2 Pushing Deferred Messages

When a user is offline and other user send IM messages to him/her, the network saves the IM messages into a message store entity of the IM Server. After the user registers into the IM Server to use IM service, IM Server should be able to push the deferred IM messages to the IM Client based on the service setting of user, when it is allowed by the operator.

The following example describes how to push deferred IM messages to a user.

    Use MSRP to Push Deferred Messages
In this scenario, the Deferred IM Message will be sent to the IM Client. 
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Figure 2: Pushing Deferred IM Messages

1. The user through IM Client registeres into IM Server.
2. One or more deferred IM messages are stored on the IM Server and the IM Server decides to send messages to the client by MSRP channel. So the IM Server sends a SIP INVITE request to the SIP/IP core to negotiate with the IM Client about establishing MSRP channel.

3. The SIP/IP Core sends the SIP INVITE to the IM Client based on information stored during registration.
4. The IM Client analyses the MSRP parameters and returns the agreed parameters by sending a SIP 200 "OK" response to the SIP/IP Core.

5. The SIP/IP Core forwards the SIP 200 "OK" response to the IM Server.
6. The IM Server acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core.

7. The SIP/IP Core forwards the SIP ACK request to the IM Client.
8. The IM Server send the MSRP SEND (with the encapsulated deferred IM message and the timestamp of the time and date received by the IM Server) to the IM Client using the MSRP channel. 

The MSRP SEND request that will carry the deferred IM message as payload should encapsulate “SIP MESSAGE” message with the Content-Type message/sip or message/sipfrag or “MSRP SEND” messages with the Content type message/msrp. 

The Call-ID in SIP MESSAGE and Message-ID in MSRP are kept intact, providing correlation with other SIP standard mechanism for UA processing transactions. The relevant header of the deferred message, e.g., From, To, P-Asserted-Identity, etc should be encapsulated into the MSRP SEND request content. 

9. The IM Client responds with an MSRP 200 “OK” to the IM Server using the MSRP channel.

10. If the IM Server and the IM Client do not need the MSRP channel, the IM Server sends the SIP BYE to SIP/IP Core to disconnect the MSRP channel with the IM Client.

11. The SIP/IP Core forwards the SIP BYE request to the IM Client.
12. The IM Client responsds to the IM Client with SIP 200 "OK" through the SIP/IP Core.
13. The SIP/IP Core forwards the SIP 200 "OK” to the IM Server.
NOTE:
If more than one deferred IM messages are to be sent to the client before step10, the IM Server will repeat the step 8-9.

_________________________Examples of the deferred messages encapsulate in MSRP ________________

1. If the deferred message to be sent is a message received by IM Server in a SIP MESSAGE:

IM Server has received and stored deferred message as:

   MESSAGE sip:user2@imserver.com SIP/2.0
   Via: SIP/2.0/TCP user1pc.imserver.com; branch=z9hG4bK776sgdkse
   Max-Forwards: 70
   From: sip:user1@imserver.com;tag=49583
   To: sip:user2@imserver.com
Accept-Contact: *;+g.oma.sip-im; 
Accept-Contact: +g.3gpp.app_ref="<value>";explicit;require
   Call-ID: asd88asd77a@1.2.3.4
   CSeq: 1 MESSAGE
   Content-Type: text/plain
   Content-Length: 18
 

   Watson, come here.

The IM Server pushes the deferred message to the client by MSRP:

   MSRP dkei38sd SEND
   To-Path: msrp://user2.imserver.com:7777/iau39;tcp
   From-Path: msrp://imserver.com:8888/9di4ea;tcp
   Message-ID: 452
   Content-Type: message/sip

 

   MESSAGE sip:user2@imserver.com SIP/2.0
   Via: SIP/2.0/TCP user1pc.imserver.com;branch=z9hG4bK776sgdkse
   Max-Forwards: 70
   From: sip:user1@imserver.com;tag=49583
   To: sip:user2@imserver.com
   Accept-Contact: *;+g.oma.sip-im; 

Accept-Contact: +g.3gpp.app_ref="<value>";explicit;require

   Call-ID: asd88asd77a@1.2.3.4
   Date: Thu, 21 Feb 2002 13:02:03 GMT 
   CSeq: 1 MESSAGE
   Content-Type: text/plain
   Content-Length: 18

   Watson, come here.
2. If the deferred message to be sent, is a message received by IM Server in an MSRP SEND:

The IM Server has received and stored the deferred message as:

 INVITE sip:user2@imserver.com SIP/2.0
   To: <sip:user2@imserver.com>
   From: <sip:user1@imserver.com>;tag=786
Accept-Contact: *;+g.oma.sip-im; +g.3gpp.app_ref="<value>"
   Call-ID: 3413an89KU
   Content-Type: application/sdp
 

   c=IN IP4 user1.imserver.com
   m=message 7654 TCP/MSRP *
   a=accept-types:text/plain
   a=path:msrp://user1.imserver.com:7654/jshA7we;tcp

SIP/2.0 200 OK

To: <sip:user2@imserver.com>;tag=087js

From: <sip: user1@imserver.com >;tag=786

Call-ID: 3413an89KU

Content-Type: application/sdp

c=IN IP4 imserver.com

m=message 12763 TCP/MSRP *

a=accept-types:text/plain

a=path:msrp://imserver.com:12763/kjhd37s2s2;tcp

MSRP dkei38sd SEND
To-Path: msrp://imserver.com:12763/kjhd37s2s2;tcp
From-Path: msrp://user1.imserver.com:7654/jshA7we;tcp
Message-ID: 456
Content-Type: text/plain

Hi, Alice!  I'm Bob!
 -------dkei38sd$

   BYE sip: user2@imserver.com SIP/2.0

   .........

The IM Server pushes the deferred message to the client by MSRP:

   MSRP elfj49te SEND
   To-Path: msrp://user2.imserver.com:7777/iau39;tcp
   From-Path: msrp://imserver.com:8888/9di4ea;tcp
   Message-ID: 453
   Content-Type: multipart/mixed; boundary="boundary42"

--boundary42


   Content-Type: message/sip

  INVITE sip: user2@imserver.com SIP/2.0
   To: <sip:user2@imserver.com>
   From: <sip:user1@imserver.com>;tag=786
Accept-Contact: *;+g.oma.sip-im; +g.3gpp.app_ref="<value>"
   Call-ID: 3413an89KU
   Date: Thu, 21 Feb 2005 13:02:03 GMT 
   Content-Type: application/sdp
   c=IN IP4 user1.imserver.com
   m=message 7654 TCP/MSRP *
   a=accept-types:text/plain
   a=path:msrp://user1.imserver.com:7654/jshA7we;tcp

--boundary42


   Content-Type: message/sip

   SIP/2.0 200 OK

   To: <sip:user2@imserver.com>;tag=087js

   From: <sip: user1@imserver.com >;tag=786

   Call-ID: 3413an89KU

   Date: Thu, 21 Feb 2005 13:02:03 GMT 
   Content-Type: application/sdp

   c=IN IP4 imserver.com

   m=message 12763 TCP/MSRP *

   a=accept-types:text/plain

   a=path:msrp://imserver.com:12763/kjhd37s2s2;tcp

--boundary42


   Content-Type: message/msrp 
   MSRP dkei38sd SEND
   To-Path: msrp://imserver.com:7777/iau39;tcp
   From-Path: msrp://user1.imserver.com:8888/9di4ea;tcp
   Message-ID: 456
   Date: Thu, 21 Feb 2005 13:02:04 GMT 
   Content-Type: text/plain

       Hi, Alice!  I'm Bob!
       -------dkei38sd$
  

    --boundary42
   Content-Type: message/sip  
   BYE sip:user2@imserver.com SIP/2.0

   Date: Thu, 21 Feb 2005 13:02:05 GMT 
   .........
  
      --boundary42-

   -------elfj49te$
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