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N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The MWG-IM group should accept the incorporated changes.
6 Detailed Change Proposal

Change 1:  See attached updated IMPS 1.3 IMPL document with changes and CONR document with changes
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[1] LoginRequest (no User ID provided)


[2] LoginResponse = 921 registration confirmation


System message text for selecting a User ID.


Please select a user ID


[ ] jane@mmobile.com


[ ] janedoe@mobile.com


[ ] Select my own User ID


[4] SystemMessageUser = Option ID of user’s choice


[3] The client displays the system message 


and wait for the user’s response (the user 


selects the last choice).


[5] SystemMessageRequest with Intext


Enter your UserID:


[6] The client displays the system message 


and wait for the user to type his UserID


[7] SystemMessageUser  with Verification key 


contains the User ID
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Scope


The objective of this white paper is to ensure homogeneous user experience across different IMPS applications based on the CSP 1.3 protocol. It will provide informative best practice recommendations for the CSP 1.3 protocol, ensuring consistent and compatible end-user experience for an IM user while communicating on a device from one manufacturer with end-users on devices from other manufacturers, or when an end-user uses multiple clients from various manufacturers.


The Implementation Guidelines are written with a focus on applications written on top of CSP 1.3. Considerations for end-user experience when upgrading from older 1.1/1.2.1 clients to 1.3 clients(s) are also discussed. Considerations for SSP 1.3 are out of scope for this document.
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2. Terminology and Conventions


3. Conventions


This is an informative document, which is not intended to provide testable requirements.

The key words "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY" and "OPTIONAL" in this document are to be interpreted as described in [RFC2119]. 

Each section of this document is organized into a main chapter, whose name is intended to describe the issue, a sub-section entitled "Rationale" justifying the inclusion of the topic in this document, a second optional sub-section with use cases describing the intended end user experience relevant to the section including examples of requests and responses (only transaction content will be shown in examples) and a third sub-section entitled "Recommendation" which describes the recommendations in terms of implementations for client or server vendors.

3.1 Definitions


Definitions already defined in IMPS 1.3 will not be repeated here.

3.2 Abbreviations


Abbreviations already defined in IMPS 1.3 will not be repeated here.


		GSMA

		GSM Association



		GSM

		Global System for Mobile communication





4. Introduction


The goal of this white paper is to ensure homogeneous user experience across different IMPS Applications.


Although the current IMPS 1.3 enabler package provides a complete architecture, reference points and interfaces, and protocol specifications, there have been some implementation issues at an application level whereas two or more applications that implement similar services using the same IMPS 1.3 technology do not behave in the same manner in the same situations. Additionally, due to the high level of optional information elements in the primitives of the IMPS protocol, it is not known what is the best and widely implemented way of executing a number of use cases that are not described in detail in the IMPS specifications - how transactions and options shall be combined and used to implement such use cases. This document is intended to be such a guideline by describing:


· Rationale – in general this is described as a use case that is perceived by the end user 


· Problem Statement describing what an issue(s) or a requirement(s) is when implementing the use case


· Recommendation that fulfils the use case and the requirement when using IMPS 1.3


Note that this document will not change or bend the existing IMPS 1.3 standard. The goal of this document is to support the use cases that are found as urgent in the market without breaking a compatibility with the implementations that do not necessarily follow this guideline but still use the IMPS 1.3 as base technology.


Also note this document is solely informative and thus there is NO conformance requirement or interoperability test consideration against this document.




5. Auto registration


5.1 Rationale


“Alice wants to auto-register to the service”

The auto-registration feature allows a server to create a new user account comprising a User-ID and a password, as described in [CSP], section 6.5. This is a new feature in the IMPS 1.3 specifications. The feature is intended to increase user take-up by facilitating first-time usage and registration of the service. 


5.2 Use cases and examples

This section describes the use cases related to the auto-registration feature. Two main use cases are described that are distinguished based on where the User-ID is chosen/assigned. One, where the User-ID is chosen/assigned by the server [5.2.1] and a second, where the end-user is allowed to choose his/her own User-ID [5.2.2]. Section [5.2.3] elaborates on how to provide for the user to start using an already registered user account.

Server assigns User-ID and password


		Actors

		End user, Client, Server



		Success Guarantees

		End user is registered as a new user in the IM system 



		Preconditions

		Client, Server



		Trigger

		Step 1



		Main Success Scenario

		1. End user attempts to log in without specifying a user name

2. Client sends a login request to the Server with an empty User-ID field


3. Server provisions the user choosing a User-ID  and returns a login response indicating success with a Session-ID, User-ID and an auto-generated password



		Extension Scenarios

		Server assigns User-ID based on MSISDN of the client


3b Server discovers the MSISDN of the client, auto-provisions the user and returns a login response indicating success with a Session-ID, User-ID based on MSISDN and an auto-generated password



		Variations

		



		Design Notes

		





Table 1: Auto-registration - Server assigns User-ID and password


1. Client sends a login request to the Server with an empty User-ID field

  <Login-Request>
    <User-ID/>
    <ClientID>client_id</ClientID>
    <SessionCookie>session_cookie</SessionCookie>
  </Login-Request>

2. Server provisions the user choosing a User-ID and returns a login response indicating success with a Session-ID, User-ID and an auto-generated password
 
  <Login-Response>
    <User-ID>wv:newuser@imps.com</User-ID>
    <Password>password</Password>
    <ClientID>client_id</ClientID>
    <Result>
      <Code>200</Code>
    </Result>
    <SessionID>session_id</SessionID>
    <KeepAliveTime>3600</KeepAliveTime>
    <CapabilityRequest>T</CapabilityRequest>
  </Login-Response>

5.2.1 User selects own User-ID


See figure [1] on the next page for an overview of the message flow in this use case. Note that steps 9  in Table 2 uses the word reserved which in this context mean either that the User-ID is currently in use, it does not pass the requirements for user-IDs as defined by the service (e.g., reserved words, bad language) or the User-ID has not passed a safe re-use period yet.

		Actors

		End user, Client, Server



		Success Guarantees

		End user is provisioned in the IM system 



		Preconditions

		The user has not registered before and does not have a User ID.



		Trigger

		The user launches his IMPS client to access the service.



		Main success scenario Steps 

		1. End user attempts to log in without specifying a user name


2. Client sends a login request to the Server with an empty User-ID field 

3. The server authenticates the user with network authentication information and returns a Login response primitive with the result code 921 “registration confirmation” and a system message with the following:

a. Information about User-ID selection


b. The RequiresResponse = TRUE


c. The various User-ID options available to the user, where the last option allows the user to choose a custom User-ID.

4. The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive.

5. The client returns the user’s selection ChosenOptionID in a SystemMessageUser,

6. The server sends a SystemMessageRequest with the InText field asking the user to enter a User-ID.

7. The client displays the system message and waits for the user to enter a User-ID.  

8. The client sends the User-ID in the VerificationKey element of the SystemMessageUser primitive.

9. The server verifies that the chosen User-ID is valid and not reserved and the server returns a Login response with the User-ID selected by the user, a password selected by the server and the result code 200 “Successful”. Note: Future authentication will be done according to either CSP User-ID and password authentication or network authentication procedures.




		

		9b. 





Table 2: Auto-registration - User selects own User-ID

User is already registered and want to log in with a new device

To support scenarios where the user logs in with client not used before and where the user is already registered with the service, then servers SHOULD provide an “already registered” option for the end user to choose. When the “already registered” option is chosen by the user the steps 4 through 7 in section [5.2.1] must be applied. To make sure that the user actually owns the account that he/she claims, the steps in the 3 through 6 in section [9.2.1] must be applied.

If network authentication is in use on the service then the steps of the use case will be the same as in [5.2.1].
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[1] LoginRequest


[2] LoginResponse = 436 with system message


Text for Terms of use or an informative text with a 


URL pointing to the terms of use.


[ ] Accept


[ ] Reject 


[4] SystemMessageUser = Option ID of Accept


[5] Status  = 200 Successful


[3] The client displays the system message 


and wait for the user’s response


Recommendation


In order to facilitate an easy first-time setup, clients and server SHOULD implement the trigger and response mechanisms described in 5.2.1 and 5.2.2 and take advantage of them as they see fit. Servers that allow a user to choose their own User-IDs should facilitate the User-ID choice by taking advantage of the special use of the System Message feature as it is described in 5.2.2. 

 Whenever a client receives a User-ID and password from the server in a LoginResponse primitive, it SHOULD store these newly received credentials on safe storage for the current network (domain).

6. Terms of use


6.1 Rationale


"Alice's operator wants to inform her of the terms of using the service."

Before using the IM service, operators or legislation often requires that the user agrees with the “terms of use” of the service. 


6.2 Use cases and examples

 This section describes how the terms of use are delivered to the end-user and how to get the user’s response prior to taking the service into use. Refer to figure 2 for a visualization of the message flow in this use case.

Due to parser size limitations in the client the terms of use text might be too large to process. In this case the server can choose to present the entire terms of use text as a URL pointing to a location where the terms of use text can be presented.



		Actors

		End user, Client, Server



		Success Guarantees

		The terms of use are delivered to the user and the user’s response is returned to the server.



		Preconditions

		The service provider deems it necessary to deliver the terms of use to the user and get the user’s response.



		Trigger

		The server, issues a System Message when appropriate - based on service provider’s policies - , during login phase.



		Main success scenario Steps 

		1. The client sends a Login request primitive 

2. The server responds with a Login response primitive with the result code 921 “registration confirmation” and a system message containing the terms of use text, the RequiresResponse = TRUE and the options available to the user. 


3. The client displays the system message and waits for the user’s selection. The user selects the ’Agree’ option.

4. The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive,

5. The server returns a Login response with the result code 200 “Successful”.



		Extension scenarios

		Client chooses reject choice

3b. The client displays the system message and waits for the user’s selection. The user selects the ’reject‘ option.


4b. Same as for the successful flow.

5b. The server returns a Login response with the result code 921 “registration confirmation” and a system message with a text indicating that the user has to agree to the terms of use in order to use the IM service. The RequiresResponse = FALSE. 

6b. Continue on step 3 (or 3b).





Table 3: Terms-of-use - main success use case description
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Additional considerations


In addition to terms of use a service provider may also use other system message features like verification mechanisms, age verification and more.

Internationalization Support before Client Capability Negotiation


Rationale

“Alice wants to view terms and conditions during login in a language of her own preference.”


In IMPS a client can negotiate preferred language for internationalized text by setting the DefaultLanguage in the ClientCapability-Request. Unfortunately this only applies to messages received from the server after client capability negotiation.


On auto registration, terms and conditions and similar System Messages, a user will be presented with text messages (e.g., “Choose your own User-ID”, “By using this service…”) wher it would be important to present information using the native language

6.3 Recommendation


The preferred way of indicating language preference is to provide the DefaultLanguage element in the CapabilityList element  in the Login-Request (login with embedded client capabilities).

In some cases it is not desirable to embed client capabilities in the Login-Request due to limitations in the client or due to network bandwidth usage (the client capabilities must in some cases be presented multiple times on e.g. auto registration with system messages).To allow for a client to indicate to the server which language the user prefers when using HTTP as a bearer, clients can optionally utilize the Accept-Language HTTP header tag to indicate its preferred language on all requests HTTP requests until client capabilities has been negotiated.


The Accept-Language HTTP tags format is defined in section 3.10 of [RFC2616] (and RFC[1766]) and is different from the format defined on the DefaultLanguage element (three letter language code as defined in section 5.2 of [CSP DataType]).  


Example of a HTTP header Accept-Language tag:



da, en-gb;q=0.8, en;q=0.7


which means: “I prefer Danish, but will accept British English and other types of English”.




Servers SHOULD ignore the Accept-Language HTTP header tag once client capabilities have been negotiated.


7. Finding out the MSISDN in use

7.1 Rationale




There are several use cases where the server requires the MSISDN of the client Examples of such use cases:


· if the user has several mobiles with different MSISDNs,

· if the server needs to send an WAP Push CIR message to the client,

· to verify the authenticity of a user,


· or to retrieve the credentials of a user.


7.2 Recommendation


Clients SHOULD support and use Standalone SMS Binding (81.4 of [CSP Trans]) – this allows the server to find out the correct MSISDN that the client is using. The server should use the received “HELO” message (and the Session-ID within) to find out the MSISDN used by the client – and store the current MSISDN for any further correspondence that might be necessary. 

8. Logging in with username and not knowing the password

8.1 Rationale


"Alice wants to retrieve log in to the service when knowing only the username of her account."


The use-cases described in this chapter allows for the user to log onto the service without having to type in his password. This is considered crucial for end-user take up as end users increasingly do not want to relate to having another set of passwords and usernames and to remember these as he moves from one client to another or changes terminal. 


8.2 Use cases and examples


8.2.1 User attempts to log in knowing his User-ID but not his password


		Actors

		End user, Client, Server



		Success Guarantees

		End user  is logged onto the service



		Preconditions

		Client, Server, end user's account provisioned in the server. Network authentication is not used in this use case, so the password on the network cannot be empty for a normal login flow to work. If the server stores the password encrypted, then this use case will not work. 



		Trigger

		Step 1



		Main Success Scenario

		1. End user launches IM client


2. Client does a login request to the Server with an empty password  


3. Server returns a system message, asking the client where he wants his password to be sent, including a list of known MSISDN, e-mail addresses and other online IM clients of that user.


4. Client chooses to get password on MSISDN number or email address 


5. Server sends out password on the desired channel


6. Client manually makes another login request with password retrieved from the channel



		Extension Scenarios

		Password retrieval through another logged in client

4b. Client chooses to retrieve password through another online IM session

5b. Server sends a system message to the other client asking him to verify that another client is trying to log onto the service, with answer options "allow" and "deny"

6b. End user presses "allow"

7b. The server allows the user to log in by returning login response with the password of the user for storage in the client

Continuation of the "b" use case:

6c. End user presses "deny"

7c. The server disallows the user to log in



		Variations

		



		Design Notes

		Note that this implies that the server cannot accept empty passwords for users.





Table 4: Credential Retrieval


8.2.1.1 Examples


1 client sends login request with an empty password
    
 <Login-Request>
   <User-ID>user_id<User-ID/>
   <Password/> 
   <ClientID>client_id</ClientID>
   <SessionCookie>session_cookie</SessionCookie>
 </Login-Request>
    


2 Server returns a system message, asking the client where he wants his password to be sent, including a list of known MSISDN, e-mail addresses and other online IM clients of that user

 <Login-Response>
   <ClientID>client_id</ClientID>
   <Result>
     <Code>436</Code>
     <SystemMessageList>
       <SystemMessage>
         <SystemMessageID>id#0</SystemMessageID>
         <RequiresResponse>T</RequiresResponse>
         <SystemMessageText Where would you like to send your password?</SystemMessageText>
         <AnswerOptions>
           <AnswerOption>
             <AnswerOptionID>1</AnswerOptionID>
             <AnswerOptionText>Telephone number 90000000</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>2</AnswerOptionID>
             <AnswerOptionText>Telephone number 90909090</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>3</AnswerOptionID>
             <AnswerOptionText>Email address me@mail.com</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>4</AnswerOptionID>
             <AnswerOptionText> Email address minime@mail.com</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>5</AnswerOptionID>
             <AnswerOptionText>Send it to all my online clients</AnswerOptionText> 
           </AnswerOption>
         </AnswerOptions>
       </SystemMessage>
     </SystemMessageList>
   </Result>
 </Login-Response>


3 Client chooses to get password on MSISDN number or email address 

 <SystemMessageResponseList>
   <SystemMessageResponse>
     <SystemMessageID>id#0</SystemMessageID>
     <ChosenOptionID >2</ChosenOptionID>
   </SystemMessageResponse>
 </SystemMessageResponseList>


4 Server sends out password on the desired channel


5 Client manually makes another normal login request with password retrieved from the channel



8.2.1.2 Password retrieval through another logged in client

3. Client chooses to retrieve password through another online IM session 


     <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>id#0</SystemMessageID>
      <ChosenOptionID>5</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>

4. Server sends a system message to the other client asking him to verify that another client is trying to log onto the service, with answer options "allow" and "deny"


     <SystemMessageList>
    <SystemMessage>
      <SystemMessageID>id#0</SystemMessageID>
      <RequiresResponse>T</RequiresResponse>
      <SystemMessageText>
        Another client is trying to log onto the service with your username.
        Allow the client to log on?
      </SystemMessageText>
      <AnswerOptions>
        <AnswerOption>
          <AnswerOptionID>1</AnswerOptionID>
          <AnswerOptionText>Allow</AnswerOptionText>
        </AnswerOption>
        <AnswerOption>
          <AnswerOptionID>2</AnswerOptionID>
          <AnswerOptionText>Deny</AnswerOptionText>
        </AnswerOption>
      </AnswerOptions>
    </SystemMessage>
  </SystemMessageList>


5. End user chooses to allow the log on


     <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>id#0</SystemMessageID>
      <ChosenOptionID>1</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>


6. The client logs in with an empty password again, and succeeds this time. The password will be returned on the Login-Response for safe storage in the client.


     <Login-Response>
    <User-ID>wv:newuser@imps.com</User-ID>
    <Password>password</Password>
    <ClientID>client_id</ClientID>
    <Result>
      <Code>200</Code>
    </Result>
    <SessionID>session_id</SessionID>
    <KeepAliveTime>3600</KeepAliveTime>
    <CapabilityRequest>T</CapabilityRequest>
  </Login-Response>


4b Recommendation


Clients and servers SHOULD support the use cases and use of system messages as described in this section.


9. Multi-sessions


10. Rationale


"Alice wants to have her PC and mobile client running at the same time."


The multi-session support is a feature to enable the user to be logged on with several clients at one time. The end user can then be logged on at e.g. his home computer, work computer and mobile phone(s) at the same time. Also, this ensures that if a user updates presence on one client, then the presence attributes are updated on all logged in clients.


Several lists and structures such as contact lists, authorization lists, block/grant list, groups and public profile are attached to the User-ID and no particular client. Since these lists and structures can be altered by any one of the currently logged on clients on a User-ID, the clients need to subscribe to changes for these structures. 


10.1 Keeping presence attributes up-to-date

10.2 Use cases and examples


10.2.1.1 End user updates presence attributes on one of his active clients and the change is reflected in other active clients


		Actors

		End user A, Client A1, Client A2, Server.



		Success Guarantees

		End user presence update is reflected on all active clients



		Preconditions

		End user A is logged onto the server with client A1 and A2.



		Trigger

		Step 1



		Main Success Scenario

		1. Client A1 and client A2 subscribes to all presence attributes of end user A


2. End user changes presence attribute on client A1


3. Server receives presence updates and generates notifications with the appropriate updates to all active clients


4. Presence update is reflected on client A2

5. Client A2 applies the notified presence changes locally, so that its local set reflects the latest changes.



		Extension Scenarios

		



		Variations

		





Table 5: Presence attributes synchronization

10.2.2 Recommendation


Clients SHOULD subscribe to the presence information of the own User-ID and at least all the user status presence attributes supported by the client. Note that a user can only have one instance of each user status presence attribute (as defined in 8.3 in [PA]) and multiple instances of each client presence attribute (one per client). Clients are RECCOMENDED to only update user status presence attributes when notified about changes on the logged in user.

10.3 Keeping various user-managed things up-to-date

Since presence authorization, block/grant lists, contact lists, groups and public profile can be altered by any one of the currently online clients of a particular User-ID, the clients need to subscribe for such change notifications. 

10.3.1 Use cases and examples


10.3.1.1 End user adds a contact to one of his active clients and the change is reflected in other active clients


		Actors

		End user A, Client A1, Client A2, Server.



		Success Guarantees

		End user update is reflected on all active clients



		Preconditions

		End user A is logged onto the server with client A1 and A2.



		Trigger

		Step 1



		Main Success Scenario

		1. Client A2 subscribes to Contact-List-Changed notification

2. End user adds a contact on client A1

3. Server receives a contact list update request and generates notifications with the appropriate change  to all active clients

4. Contact list update is reflected on client A2

5. The client applies the notified changes locally, so that its local set reflects the latest changes.



		Extension Scenarios

		



		Variations

		





Table 6: Contact list synchronization

10.3.2 Recommendation


All clients SHOULD subscribe to any of the following General Notification types which match the service tree of the client: 


1. Authorization-Changed,


2. Block-List-Changed,


3. Block-List-UsageChange,


4. Contact-List-Created,


5. Contact-List-Changed,


6. Contact-List-Deleted,


7. Grant-List-Changed,


8. Grant-List-UsageChange,


9. Group-Created,


10. Group-Deleted,


11. Invitation-Accepted,


12. Invitation-Cancelled,


13. Invitation-Rejected,


14. OnlineETEMHandling-Updated,


15. PublicProfile-Updated,


16. Session-Priority-Adjusted

Upon receipt of a notification the client SHOULD fetch the updated list/structure on the server.

17. Client-ID


11. Rationale


According to IMPS 1.3 CSP [CSP], the Client-ID is a unique identifier of the IMPS client within the scope of a particular user and it must be a URI as defined in [RFC 2396]. Having a consistent way of representing unique Client-IDs simplifies the development of servers and clients. Client and server implementations should support the Client-ID structure defined in this section.


11.1 Recommendation


Clients should generate Client-Ids according to the following ABNF syntax:


Client-ID = "wv:" SW_NAME ":" SW_VERSION ":" OPERATOR_KEY ":" PHONE_VENDOR ":" PHONE_MODEL “:” UNIQUE_ID

SW_NAME = ALPHA *(ALPHA / DIGIT / "-")


SW_VERSION = DIGIT *(“.” DIGIT))


OPERATOR_KEY = ALPHA *(ALPHA / DIGIT / "-")


PHONE_VENDOR = ALPHA *(ALPHA / DIGIT / "-")


PHONE_MODEL = ALPHA *(ALPHA / DIGIT / "-")


UNIQUE_ID = ALPHA *(ALPHA / DIGIT / "-")

If a SW_NAME, SW_VERSION, OPERATOR_KEY or PHONE_MODEL of the Client-ID is not available (not set) then the component will be empty resulting in two consecutive ‘:’ signs.





· 

· 

· 

The meaning of each Client-ID component is described in the following table:

		Field

		Role

		Data type



		Wv

		IMPS URI scheme

		Constant string



		SWName

		Short name of the client software

		Alphanumeric string



		SWVersion

		Client software base version

		Alphanumeric string



		OperatorKey

		Operator identifier

		Alphanumeric string



		PhoneVendor

		Phone vendor identifier

		Alphanumeric string



		PhoneModel

		Phone model identifier

		Alphanumeric string 



		UniqueID

		An identifier to uniquely identify a particular client for a particular user

		Alphanumeric string





Table 7: Client-ID components

As an example, for the following Client-ID wv:ZOMI2.0.1$NoWire@FLY.X95.384759, the components are shown in the following Table:   


		wv:

		SWName

		SWVersion

		$

		OperatorKey

		@

		PhoneVendor

		.

		PhoneModel

		.

		UniqueID



		wv:

		ZOMI

		2.0.1

		$

		NoWire

		@

		FLY

		.

		X95

		.

		384759





Table 8:  Client-ID example

The generated Client-ID for a particular client within a particular user SHOULD be stored safely on the client device so that it can be re-used across sessions for the user.

In case a server detects that a client is trying to log in with an already registered Client-ID on another session, then servers are RECCOMENDED to “ping” the client owning the already existing session. In case the server detects that the client is not there any more then the attempted login can be granted with the Client-ID and the current session must be terminated. If the client owning the already existing session responds to the “ping” then the attempted login with the new client must be denied with a status indicating that the Client-ID is not unique. “Ping” here means to attempt notify the client with a CIR message. Care must be taken on clients to not accept any CIR message before CIR methods has been negotiated. This is to avoid a situation where the “pinged” client is actually the client logging in.

Contact lists usage


12. Rationale


"Alice wants to see the same contact list on different clients."


IMPS CSP [CSP] has opened for clients specifying their own contact lists names, authorization lists and subscriptions. The challenge with this is that when an end user switches from one client to another, his contact list might not appear in the same way if at all on the new client. In addition, some client manufacturers use contact lists as place holders for blocked users, whereas others do not and can interpret the blocked list as a separate friends list to be represented in the client. 


12.1 Use cases and examples


12.1.1 User logs on with client manufactured by A and then with client manufactured by B


		Actors

		End user Alice, Client A, Client B, Server.



		Success Guarantees

		End user sees no difference between the two clients



		Preconditions

		



		Trigger

		Step 1



		Main Success Scenario

		1 Alice logs on to her brand new "A" terminal and  retrieves her contact list


2 Alice loves new phones, buys terminal "B" and logs onto the service again, retrieving her contact list



		Extension Scenarios

		2b. Alice logs on to terminal A and B at the same time, seeing the same contact lists.



		Variations

		





Table 9: Contact list usage

12.2 Recommendation


Clients SHOULD use a contact list named wv:userid/oma_allcontacts@domain to store all non-blocked friends. Friends blocked for presence SHOULD be stored in a contact list named wv:userid/oma_blockedcontacts@domain. 


Both presence authorization and presence subscription will be done on the oma_allcontacts contact list. Presence blocking will be done by moving the friend from the oma_allcontacts contact list to the oma_blockedcontacts and by assigning the empty authorization on the blocked friend.


12.3 Contact list names


All clients must keep all non-blocked friends in a list named wv:userid/oma_allcontacts@domain. It is up to the client if this list should be visible in the user interface or not. If the client supports multiple contact lists (e.g., friends, co-workers) then upon adding a friend to any other list must also result in adding the friend to the oma_allcontacts contact list. Blocking a friend for presence will result in moving the friend from the oma_allcontacts contact list to the blocked list. Servers can provision the contact lists upon provisioning of the user. Clients who choose to display the list in the user interface must choose a human readable name for the contact list. The contact lists DisplayName property is not to be used.


Presence blocked users must be kept in a list named wv:userid/oma_blockedcontacts@domain. Blocking a friend for presence will result in moving the friend from the oma_allcontacts contact list to the oma_blockedcontacts, and by assigning the empty user authorization to the friend. Unblocking a friend from presence blocking will result in removing the empty user authorization on the friend and by moving the contact from the oma_blockedcontacts to the oma_allcontacts contact list.


12.3.1 Subscription


Presence subscription will be done on the oma_allcontacts contact list. Clients SHOULD subscribe to at least the following set of presence attributes:


1. UserAvailability


2. StatusText


3. CommCap


4. OnlineStatus


5. ClientType


6. ClientInfo


Clients SHOULD not subscribe for presence on other contact lists or on users directly.


12.3.2 Authorization


Clients SHOULD authorize for presence on the oma_allcontacts contact list. Blocked contacts will be moved from the oma_allcontacts contact list to the oma_blockedcontacts and clients SHOULD assign the empty presence authorization on users in the oma_blockedcontacts. Since presence authorizations are  shared among clients on the same user, clients SHOULD fetch the current authorization on the oma_allcontacts contact list and only increase the authorization set if to include the required attributes by the client if needed. Clients SHOULD authorize at least the following the of presence attributes:


1. UserAvailability


2. StatusText


3. CommCap


4. OnlineStatus


5. ClientInfo


Clients SHOULD have the possibility to authorize for presence on other lists that the oma_allcontacts lists.


13. 

13.1 





13.2 













		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		











































Presence attribute interpretation


14. Rationale


"Alice wants to log on as invisible to everyone else"


Having concise and consistent presence attributes ensures end users the possibility to portray their willingness to communicate to friends on his contact list. Slightly different presence attributes have been used by client manufacturers to signify an available IM client, and few manufacturers have defined an invisible attribute.


14.1 Background


From the Presence Enhanced Phone book Application Profile [PEP]  and the Instant Message Application Profile [IM] the following are defined:


· AVAILABLE: (as defined in section 8.3.1 of [PA]) Publisher is available with the means available in his/her device

· DISCREET: (as defined in section 8.3.1 of [PA]) Publisher has selective availability to communication means or to contacting parties. By setting this value, the publisher is asking for consideration before a communication is initiated to him/her or when he/she doesn’t respond to communication. The exact nature of the users communication status can be clarified using the status message. Some example use cases are:


· The publisher prefers to receive text messages rather than voice call because he’s in a meeting.


· The publisher is busy and wishes to receive only urgent communication.


· The publisher is selective about the communication parties to whose communication he responds.


· NOT_AVAILABLE: (as defined in section 8.3.1 of [PA]) Publisher is not immediately available with the communication means in his/her device. The contacting party should not expect an immediate response/reaction by the publisher. (as defined in section 8.3.1 of [PA])

· UNKNOWN: This value shows the publisher might not be logged onto the presence service and thus PEP is not able to provide any presence information about the publisher. When publisher does not have an active OMA Imps session the UserAvailability is replaced with this “UNKNOWN” indicator.


In addition, being connected to the IM server as invisible implies that the user appears as off-line everyone's contact list, but that the user himself receives presence updates and can send and receive IMs normally. 

UserAvailability is a User attribute and is therefore shared across multiple clients on the same account. Since UserAvailabilty is the “steering” attribute the user can only be DISCREET or NOT_AVAILABLE on all clients.


14.2 Recommendation


Clients wishing to signalize their user availability SHOULD set the following presence attributes:


		Availability Status

		OnlineStatus

		CommCap/IM

		UserAvailability



		

		Value

		Qualifier

		Value

		Qualifier

		Value

		Qualifier



		NOT_AVAILABLE

		T

		T

		OPEN

		T

		NOT_AVAILABLE

		T



		DISCREET

		T

		T

		OPEN

		T

		DISCREET

		T



		AVAILABLE

		T

		T

		OPEN

		T

		AVAILABLE

		T



		INVISIBLE

		Ignored

		F

		CLOSED

		T

		NOT_AVAILABLE

		F





Table 11: Presence attributes interpretation

Note that all other combination of the OnlineStatus, CommCap/IM and UserAvailability attributes SHOULD be interpreted as offline.


Clients who want to appear as invisible SHOULD set the Qualifier of OnlineStatus to “F”. To support legacy devices adhering to older recommendations, servers SHOULD interpret a client setting CommCap/IM to “CLOSED” as also setting the Qualifier of OnlineStatus to “F”. Invisible means here that presence watchers will not be able to detect that the client is online.

In order to support invisibility directly when logging in, servers are RECCOMENDED to set the value of the Qualifier of OnlineStatus as “F” and set OnlineStatus to “F” when a client logs in, and change the qualifier and and OnlineStatus presence value to “T” once the client sends the first presence publishing primitive. If there was no presence support negotiated during service negotiation, then the server must set OnlineStatus to ‘T’.

Servers SHOULD not send presence notifications to watchers of a user that is currently set to invisible. When the user becomes visible again, then servers should send presence notifications to all watchers about the changed attributes. Servers can either remember the set of changed attributes and only send the delta of the updated attributes or send the entire set of presence attributes.

Extension Presence Attributes

Idle state


Idle state is about a clients attempt to indicate to watching users about the users activity on the client. On fixed line IM system it is very common for desktop clients to indicate idle state when the user has not used the client and/or the computer (desktop) for a period of time. This is to give a hint to the watchers that the user might not be around to receive messages. On mobile clients this can easily be translated to when the IM client is minimized or when the user locks the keypad of the mobile device (black screen). Idle state is important not only to watchers but also to servers since they can make routing decisions on IMs based on (among other things) the idle state of the clients.

If a client wants to indicate whether the user is idle, i.e. have not used the computer or device for a certain amount of time, then the client SHOULD use an extension to the PresenceSubList using the namespace http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0. The DTD for this namespace is as follows:


<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT IdleState (Qualifier?, PresenceValue?, ClientID?)>
<!ELEMENT IdleSince (Qualifier?, PresenceValue?, ClientID?)>


Defined information elements are:

		Information element

		IdleState



		Data type

		Boolean



		Format

		Following values:


T – The user of the client is idle.


F – The user of the client is not idle.



		Description

		The idle state of the user of the client



		Range

		





Table 12: IdleState information element

		Information element

		IdleSince



		Data type

		Date and Time, see 4.5 [CSP DataType]



		Format

		Defined in 4.5 [CSP DataType]



		Description

		The date and time from when the client went idle



		Range

		





Table 13: IdleSince information element


Clients SHOULD publish the IdleState presence value. The actual idle time from that the user is idle to when the IdleState is set to “T” is implementation specific. The server MAY also publish the IdleSince element, indicating with a time when the user went idle.


Clients that want to retrieve the idle state of other users SHOULD subscribe to the IdleState and IdleSince presence attributes. Absence of the Presence-Attribute-List in a SubscribePresence-Request or a GetPresence-Request (aka blank get/subscribe request) will not include these extension attributes. The extension attributes must be subscribed to/fetch explicitly.

The value of IdleSince SHALL be considered invalid when the IdleState Qualifier is set to “F”.

14.3 Examples

The client publishes the idle state of the user resulting in a notification sent out to watchers:


  <PresenceSubList
      xmlns="http://www.openmobilealliance.org/DTD/IMPS-PA1.3" 
      xmlns:ig="http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0">
    <ig:IdleState>
      <Qualifier>T</Qualifier>
      <PresenceValue>T</PresenceValue>
      <ClientID>foo</ClientID>
    </ig:IdleState>
    <ig:IdleSince>
      <Qualifier>T</Qualifier>
      <PresenceValue>2008-05-13T14:45:03Z</PresenceValue>
      <ClientID>foo</ClientID>
    </ig:IdleSince>
  </PresenceSubList>

Discovery of other clients capabilities

14.4 Rationale


"Alice wants to know whether Bob can receive the picture she wants to send him."


End to end messaging enriches the messaging experience as it enables a client to be aware of the capabilities of the recipient client. Typically, if Alice is chatting with Bob, the clients would signalize the capabilities of the other client to the end user via icons, for instance greying out the "send picture" icon to indicate that the other client does not support pictures. 

Clients SHOULD authorize and subscribe to the ClientInfo presence attribute in which servers will publish client capabilities (see chapter 8.1.1 in [PA]). Note this provides the ability for a user to online with clients with different capabilities.

14.5 Use cases and examples


14.5.1 
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Alice’s 

client supports pictures and text  and chats with Bob who is logged on with 2 clients having different capabilities.

		Actors

		End user Alice, end user Bob, client A, client B1, client B2, Server.



		Success Guarantees

		Messages Alice send are delivered to the device supporting the content of the IM



		Preconditions

		Alice is logged on to the service with client A. 


Bob is logged on to the service with clients B1and B2 respectively


Client A supports text and pictures 

Client B1 supports text


Client B2 supports text and pictures



		Trigger

		Step 1



		Main Success Scenario

		1. Alice starts a chat dialogue with Bob


2. Alice sees in her client that Bob can receive text and pictures

3. Alice send a text message to Bob


4. Client A sets Bob as the recipient (no specific client)

5. The server uses Bobs OnlineETEMHandling setting to route the message to both client B1 and B2


6. Bob receives the text message on client B1 and B2

7. Alice sends a picture message to Bob


8. Client A sets Bob on client B2 as the recipient

9. Bob receives the picture message on client B2



		Extension Scenarios

		10. 





		Variations

		





Table 15: End-to-end messaging (text and multimedia)


Recommendations


Servers SHOULD publish clients supported capabilities (including content types) in the ClientInfo->ClientContentLimit- presence attribute field. 


Clients SHOULD enable and disable functions (e.g., send picture) in the user interface according to what communication parties support.

15. Rich content IM


15.1 Rationale


"Alice wants to nudge Bob."


A complete messaging experience allows the use of rich content from client to client. This implies being able to send typing alerts and formatted text from client to client, regardless of who the manufacturer of the client or the server is. 


Nudges are “intrusions” on a conversation party's instant message user interface (message dialogue). Examples of nudges are shake, bump, moo, fart and honk.


15.2 Formatted Plain Text Messages


To allow for in-text formatting of plain text instant messages as bold, italic and underline, clients SHOULD adhere to the following set of rendering rules for visual formatting of instant messages,


· Formatting rules only applies to instant messages sent as plain text (i.e., the MIME type text/plain),


· Text surrounded by the asterix character (*) SHOULD be displayed as bold,


· Text surrounded by the fore slash character (/) SHOULD be displayed as italic,


· Text surrounded by the underscore character (_) SHOULD be displayed as underlined,


· Text surrounded by any combination of the formatting characters should be displayed with the combined formatting (e.g., ‘*/bold-italic/*’ would be rendered as ‘bold-italic’)


· Any character except white space and line break can be placed within the formatting characters,


· Formatting characters SHOULD not be visible in the user interface on clients supporting formatting

· Two consecutive formatting characters SHOULD be rendered as the character itself in the clients user interface. This allows for effectively escaping the formatting interpretation of the character.

15.2.1 Formatting Plain Text Message Example


The following message will appear as “Do you really want to come tonight?” in Bobs client.


<SendMessage-Request>
    <DeliveryReport>F</DeliveryReport>
    <MessageInfo>
        <ContentType>text/plain</ContentType>
        <ContentSize>37</ContentSize>
        <Recipient>
            <User>
                <UserID>wv:bob@imps.com</UserID>
            </User>
        </Recipient>
        <Sender>
            <User>
                <UserID>alice@imps.com</UserID>
            </User>
        </Sender>
    </MessageInfo>
    <ContentData>Do you *really* want to come tonight?</ContentData>
</SendMessage-Request>

15.3 Typing alerts

Typing alerts are informational instant messages sent between clients involved in a conversation to indicate to the recipient party about if the sending party is typing or not. Especially in a mobile context typing alerts are valuable to the recipient user since it can be expected that typing a message will take somewhat longer time than if done on a computer.


Typing alert messages are transported in CSP as instant messages with a content type of application/vnd.oma.imps.typing-alert and with no content.


A recipient client SHOULD indicate that a sender is typing upon receiving a typing alert. If no new instant message of any content type is received from the sending client within 20 seconds, the recipient client SHOULD change the typing indication to indicate that the sending party has typed (or started to type) a message. Furthermore, if no new instant message (of any content) has been received after 60 seconds from when the last message was received, then the client SHOULD remove the typing indication.


Upon receipt of an instant message (of any content) from the sending client, the recipient client SHOULD remove the typing alert (regardless of state), if any such indication exists.


The sending client must send a typing alert whenever the end user starts to compose a new instant message to a recipient. If the user is still typing after 10 seconds, the sending client SHOULD send a new typing alert to the recipient party. Furthermore, if the end user chooses to erase all of the written content or close the composer window, then the recipient client will by the above rules first set the state of the sender as “has typed on a message” and then to no typing alert state. Note that simply erasing portions of the typed message is still considered as typing.

Clients SHOULD avoid sending a typing alert as the first message in a message dialog. In some cases this might be difficult (e.g., when responding to a message received some time ago), and clients who receive the very first typing alert from a sender (i.e., there exist no indication in the UI that the sender and the recipient has an ongoing dialog) SHOULD ignore the typing alert.


Typing alerts SHOULD only be sent to clients who indicate support for the typing alert content type and where the recipient is online and available as indicated by the OnlineStatus and UserAvailability presence attributes.

Clients must follow the messaging context rules as defined in [CSP] when sending typing alerts. In particular clients can send typing alerts into a group or when whispering within a group.

15.3.1 Typing Alert Example


Bob starts typing a message in his message composer, and a typing alert is sent to the recipient Alice:


<SendMessage-Request>
    <DeliveryReport>F</DeliveryReport>
    <MessageInfo>
        <ContentType>application/vnd.oma.imps.typing-alert</ContentType>
        <ContentSize>0</ContentSize>
        <Recipient>
            <User>
                <UserID>alice@imps.com</UserID>
            </User>
        </Recipient>
        <Sender>
            <User>
                <UserID>bob@imps.com</UserID>
            </User>
        </Sender>
    </MessageInfo>
    <ContentData> </ContentData>
</SendMessage-Request>


The terminal that Alice uses indicates that Bob is typing a message to Alice. Bob stops to type immediately after the first couple of words. This makes Alice’s terminal show the “has typed text” indicator. Bob continues to type on his message to Alice and chooses to send the IM to Alice. This will upon receipt in Alice’s terminal erase the typing indicator on Bob.

15.4 Nudges

A nudge is a message triggering visual, auditory and if possible tactile effects, designed to grab the attention of the receiving user.


Nudging allows a user to get the attention of another user with whom s/he is having a conversation. A nudge is an IMPS instant message with a specific MIME type. A nudge can be a vibration, a sound, an animation, and visual modifications of the UI or any combination of these. To get the attention of a contact, the client sending the nudge specifies the nudge MIME type with an optional contents body. The content body contains an optional nudge ID identifying a particular sound or action. When an IMPS client receives a nudge, it causes the client to do an action according to the nudge identifier.


The client sending a nudge SHOULD limit the number of nudges it sends per period of time to avoid annoying the recipient. The nudging frequency is an implementation choice. A client SHOULD allow a user to turn-off the nudging facility to avoid receiving nudges. When nudging is turned off, any instant message carrying a nudge SHOULD be ignored.


Table 16: OMA-IMPS nudge types



		Message Content

		Nudge type

		Suggested sound

		Suggested image/animation or visual modifications



		1

		Vibrate

		Device vibrates or emits a vibrating sound

		Chat window vibrates



		2

		Bark

		Resembling the sound made by a dog


		Picture/animation of a dog barking



		3

		Boom

		Sound of an explosion

		Picture or animation of a bomb going off or chat window exploding



		4

		Moo

		Noise as uttered by a cow

		Picture/animation of a cow mooing, or possibly walking across the chat window



		5

		Moan

		A low, sustained, mournful cry of pleasure

		Picture/animation of something pleasurely.



		6

		Vroom

		Similar sound to that of a racing car passing by

		Picture or animation of a racing car



		7

		Buzz

		Low, continuous, humming or sibilant sound, like that made by bees with their wings (as in a annoying fashion)

		Picture/animation of a bee flying in



		8

		Fart

		Device emits a crackling or trumpeting sound (sound like the auditory pitch of a flatulence outburst)

		Picture/animation of an embarrassed chatter



		9

		Ring Phone

		Device sound the default ringing tone (just as if the user had a phone call).

		



		10

		Ring SMS

		Sound of the default SMS tone (just as if the user had an SMS).

		



		11

		Ring IM

		Sound of the default IM tone (just as if the user had an IM).

		



		12

		Ring Mail

		Sound of the default email tone (just as if the user had an email).

		



		13

		Beep

		Sound of a beep.

		



		14

		Type

		Sound as if the user was typing on the keypad or a typewriter.

		



		15

		Whistle

		Sound as a whistle.

		





A client SHOULD send a nudge in a SendMessageRequest primitive; the content type SHOULD be “application/vnd.oma.imps.nudge; vendor=oma-imps”. The vendor=oma-imps defines 15 well defined nudges. The content of the nudge is defined by the number 1 through 15 as defined in the table below:




The default nudge is the “application/vnd.oma.imps.nudge; vendor=oma-imps” with message content = 1. 


Different values for the vendor CAN be supported. For instance the MIME type "application/vnd.oma.imps.nudge; vendor=operator-a” defines the set of nudges that are defined by the operator a. 


Clients indicate what types of nudges they support during the content negotiations at login. If the recipient client does not support a certain type of nudges, then the server SHOULD emit the default nudge if the client supports this. For instance, for a client made by vendor Rec, the following nudges supported could  be negotiated at login: “application/vnd.oma.imps.nudge; vendor=oma-imps, application/vnd.oma.imps.nudge; vendor=rec". This indicates the client supports both the OMA standard defined nudges as defined in this document, and the nudges that vendor Rec has defined.


If the nudge mime type is specified without any vendor parameter it is to be considered as with the vendor parameter oma-imps. 

Group usage

15.5 Rationale


"Alice wants to create chat rooms in the same manner Bob does."


"Alice wants to chat with Bob and Clare at the same time."


Previous client implementations of groups have been varied, with the result that groups do not always work when chatting with users having clients from different manufacturers. 


In addition, ad-hoc groups have not been implemented by all client manufacturers. 


15.6 
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15.7 Recommendation


By default, new groups created by clients, SHOULD be private, open and searchable, with private messaging set to ‘T’ (true). Clients can offer end-users the option of creating non-searchable groups or groups which does not allow private messaging.

The clients SHOULD support whisper, the server SHOULD support whispers. 


Clients SHOULD support invitations to groups.


Client SHOULD support group change notifications. 


16. SMS only users


16.1 Rationale


SMS only users are subscribers who have been automatically registered with the IM service. The registration occurs when an IM user adds or searches for a friend by MSISDN and the MSISDN has not been provisioned in the IM system yet. They can only receive and send/reply messages on SMS. 


IM users can view SMS only users as any other IM service registered users. They can add SMS only users to contact lists, initiate IM dialogs with SMS only users, see SMS only users presence and block/unblock SMS only users.


Messages sent from an IM user to an SMS only user will be forwarded to the SMS only user on SMS. Replies from the SMS only user sent on SMS will be delivered as instant messages to the IM user.The SMSes are processed and received by the IM users as SMSes and IMs can be sent back to SMS only users that receive them as SMSes.




16.2 Recommendation


Servers SHOULD provide presence state of SMS only users in accordance with GSMA Phase 2 Service definition [GSMAPH2], also, since the Client-ID element is required for client presence attributes in OMA IMPS 1.3, it is RECOMMENDED that all client presence attributes on SMS only users must use a Client-ID containing the MSISDN (international format) of the SMS only users.


· OnlineStatus: Qualifier=T, PresenceValue=T, ClientID=MSISDN,


· ClientInfo: Qualifier=T, ClientType=CLI, ClientID=MSISDN,


· UserAvailability: Qualifier=T, PresenceValue=AVAILABLE,


· StatusText: Qualifier=T, PresenceValue=SMS-only,


· CommCap: Qualifier=T, Cap=SMS, Status=Open

Clients SHOULD visually display SMS only users with an indication that they are on SMS.


17. Extending clients with custom menu items

17.1 Rationale


"An Operator wants the end user to be able to perform self administration from the IMPS client."


In several operators' network operators wish to link the use of the service with service provider specific services. This could be for instance self-administration of the end user's subscription, or self-administration of the users’ private profile containing more data about the user than what is contained in the IM client. 

Self administration is here suggested solved by allow for the operator to provide a customized menu in the client where each item in the menu is a link to a WAP/WEB page.

17.2 Recommendation


IM clients SHOULD negotiate support for the OMA IMPS extended service content type. The content type to be negotiated is



application/vnd.oma.imps.extendedservice

Servers who understand this content type and who has enabled extended services SHOULD as soon as possible send an IM to the client with the extended service content. Clients who receive such content SHOULD be prepared to handle the IM differently than any other IM destined for the user. Note that the content type can only be negotiated if the device the client runs on a device that supports a WAP/WEB browser.

The IM sent to the client containing the extended service must be addressed to the particular user, the content type SHOULD be application/vnd.oma.imps.extendedservice, and the content SHOULD follow the following ABNF format:



EXTENDED_SERVICE_MESSAGE = “MENUITEM:” MENU_TEXT “: (URL

MENU_TEXT = *(ALPHA / DIGIT/ SP)


URL = see ABNF for URL in [RFC 3986]

MENU_TEXT is the actual text to display on the client UI and the URL is a link to a WAP/WEB page where the user can perform the extended service. 

Clients SHOULD present the extended service IM as a menu item. The menu item should be rendered with the server proposed menu text. Clients SHOULD open the WAP/WEB browser with the menu items URL when the user selects the menu item.

Clients who do not have menu support SHOULD NOT negotiate support for the content type.

Example of a customized URL IM:


<NewMessage>


    <MessageInfo>


        <MessageID>0x0000f132</MessageID>


        <ContentType>application/vnd.oma.imps.extendedservice</ContentType>


        <ContentEncoding>None</ContentEncoding>


        <ContentSize>41</ContentSize>


        <Recipient>


            <User>


                <UserID>wv:someuser@domain</UserID>


            </User>


        </Recipient>


        <Sender>


            <User>


                <UserID>wv:system@domain</UserID>


            </User>


        </Sender>


        <DateTime>20010925T1340Z</DateTime>


        <Validity>600</Validity>


    </MessageInfo>


    <ContentData>

       MENUITEM:Manage My Subscriptions:URL:http://wap.someserver.com/subscription

    </ContentData>


</NewMessage>













































Clients SHOULD store the menu item between sessions to avoid resending of the menu item upon each login. When a client receives a new menu item while already having one stored, then the previous menu item should be replaced by the newly received menu item. Servers SHOULD register that a particular client defined by the clients Client-ID has received a menu message and servers SHOULD not re-send the menu message unless there are any changes to the menu.

Clients SHOULD in no circumstances make the IM visible to the end user.

18. Service provider network indication


19. Rationale


"Alice wants to know whether Bob is on her price plan or not."


Service providers increasingly have advantageous price plans for end users that all belong to the same service provider. In some cases, these involve free calls to all the people having this price plan. However, it is not easy for the end user to know who belongs to what price plan. This can be solved by using a separate presence field to indicate the service provider the user belongs to.


19.1 Recommendation


If the server makes use of the PLMN field, clients SHOULD use it to represent these contacts with a different icon than the others.


20. Optimized network usage


20.1 Rationale


"Alice wants to send a picture 33% faster than her old client does."


Most clients use BASE64 encoding for multi-media content  on CSP requests. This leads to a 33% overhead on the network transmission of multi-media e.g. pictures, files and sound content.  For plain XML there is no other way of transporting binary content, however, the WBXML specification allows for use of inline opaque data. This means that clients and servers can embed binary content “as is” without applying any transfer encoding.


The WBXML specification has no notion on required or optional features and the OMA IMPS specification does not mention this in particular. Also, existing clients on IMPS 1.1/1.2.1 have not used this feature. This implies that a server cannot use inline opaque data towards clients since a server cannot be sure that the client understands inline opaque data.


20.2 Recommendation


To indicate support for inline opaque data transfer clients and servers SHOULD negotiate the IDENTITY transfer encoding during client capability negotiation.


21. Efficient network usage when idle

21.1 Rationale


"Alice wants to use her phone for days and days without re-charging the battery."


The optimal usage of the CIR mechanisms leads to the ability of the client to be "always on" without consuming battery resources on the terminal when the client is not in active use.


21.2 Recommendation


Clients SHOULD use at least one IP based CIR method for intensive periods of usage of the client, and clients SHOULD in addition use at least one SMS based CIR method for periods between intensive periods of usage of the client. Also, clients SHOULD actively takes down the IP based CIR mechanism when it deems that the client is not in intensive use, in which case the server reverts to a SMS based CIR mechanism.


Provided the client supports more than one CIR mechanism at a time, then the client SHOULD prioritize between the different CIR mechanisms in the following order:


· STCP


· SUDP


· WAPUDP


· WAPSMS


· SSMS


· SHTTP


As given in the specification a server is to use CIR methods in the order and with availability as enlisted by the client.


22. Standalone SMS CIR compatibility


23. Rationale


"Alice wants to use a third-party IM application, which conflicts with the native IM application."


The registered port for the standalone SMS CIR channel is 3716. For a third party application it may be impossible to listen to incoming SMSs to this port, since a native application (or another third party application) is already using it. There is a need for specifying an alternative port to be used for standalone SMS CIR.


23.1 Recommendation


Clients SHOULD try to use the reserved port (3716) for standalone SMS CIR. However, if it’s impossible to register to that port, then clients SHOULD negotiate another port using an extension block to the ClientCapability-Request. 


The server SHOULD respond with the same port number in an extension block to the ClientCapability-Response, and send any standalone SMS CIR messages to the indicated port.


If the server does not support these implementation guidelines, the extension block will be ignored and the server will respond without the SMS port in the response. Clients SHOULD then renegotiate to other appropriate CIR methods.


The following is the DTD for the extension block:


<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT SMSPort (#PCDATA)>


Defined information elements are:

		Information element

		SMSPort



		Data type

		Integer



		Format

		An integer expressed in decimal format.



		Description

		The client may indicate that it supports other than


the default port for the standalone SMS CIR


method.



		Range

		49152 – 65535 (see [IANAPorts]





Table 21: SMSPort information element


23.2 Examples


Client sends the ClientCapability-Request indicating that it will listen to SSMS messages on port 50000:


<Transaction>
  <TransactionDescriptor>
    ...
  </TransactionDescriptor>
  <TransactionContent>
    <ClientCapability-Request>
      <CapabilityList>
        ...
        <SupportedCIRMethod>STCP</SupportedCIRMethod>
        <SupportedCIRMethod>SSMS</SupportedCIRMethod>
      </CapabilityList>
    </ClientCapability-Request>
  </TransactionContent>
  <ExtBlock xmlns=”http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0”>
    <SMSPort>50000</SMSPort>
  </ExtBlock>
</Transaction>

Server responds with the Client-Capability-Response:


<Transaction>
  <TransactionDescriptor>
    ...
  </TransactionDescriptor>
  <TransactionContent>
    <ClientCapability-Response>
      <AgreedCapabilityList>
        ...
        <SupportedCIRMethod>SSMS</SupportedCIRMethod>
      </AgreedCapabilityList>
    </ClientCapability-Response>
  </TransactionContent>
  <ExtBlock xmlns=”http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0”>
    <SMSPort>50000</SMSPort>
  </ExtBlock>
</Transaction>


23.3 Advice of charge


24. Rationale


Alice wants to send a large file to Bob, which is more expensive than a text IM, and the operator notifies her of the cost.


System Messages can be displayed to the user at any time during the session. One of the usages could be to advice the user of the cost of a certain action. For example when the user sends a file as an IM the operator could advice the user of the cost of this action. 


This section intends to clarify how advice of charged can be used using System Messages.

The System Message can optionally include options to “always allow extra charge for this content type”, “always allow extra charge when sending a message to this user”, “always allow costs that are equal or less to this amount <enter amount below>”, “do not notify me until I reach this amount of additional cost <enter amount below>” , etc, to avoid spamming the user with advice of charge messages.

24.1 Use cases and examples


24.2 End user is advised of the cost of the action

		Actors:

		End user, Client, Server



		Success Guarantees:

		End user is advised of the cost of the action



		Preconditions:

		Client, Server



		Trigger:

		Step 1



		Main Success Scenario:

		1. End user sends a file as an IM

2. Client sends a SendMessageRequest to the server


3. Server responds with a Status 100 and includes a System Message asking the user to accepted the cost additional cost(s) associated with delivering the content

4. The client presents the System Message to the user

5. The user accepts the additional cost indicated in the System Message

6. The client responds to the server with a SystemMessageUser transaction conveying the user’s choice

7. The server responds with a SendMessageResponse indicating success



		Extension Scenarios:

		User rejects the cost


5b. The user rejects the additional cost indicated in the System Message

6b. The client responds to the server witha SystemMessageUser transaction, conveying the user’s choice

7b. The server responds with a SendMessageResponse indicating failure



		Variations:

		



		Design Notes:

		





Table 22: Advice of charge


11. User accepts cost example

Client sends a SendMessageRequest to the server
    

<SendMessage-Request>
  <DeliveryReport>T</DeliveryReport>
  <MessageInfo>
    <ContentType>image/jpeg</ContentType>
    <ContentEncoding>BASE64</ContentEncoding>
    <ContentSize>1048576</ContentSize>
    <Recipient><User><UserID>wv:bob@imps.com</UserID></User></Recipient>
    <Sender><User><UserID>wv:alice@imps.com</UserID></User></Sender>
    <Validity>600</Validity>
  </MessageInfo>
  <ContentData>...</ContentData>
</SendMessage-Request>    

Server responds with a Status 100 and includes a System Message asking the user to accepted the cost of the message


<Status>
  <Result>
    <Code>100</Code>
    <SystemMessageList>
      <SystemMessage>
        <SystemMessageID>0x1234</SystemMessageID>
        <SystemMessageText>Sending this message will cost you $1.</SystemMessageText>
        <AnswerOptions>
          <AnswerOption>
            <AnswerOptionID>0</AnswerOptionID>
            <AnswerOptionText>Accept<AnswerOptionText>
          </AnswerOption>
          <AnswerOption>
            <AnswerOptionID>1</AnswerOptionID>
            <AnswerOptionText>Decline<AnswerOptionText>
          </AnswerOption>
        </AnswerOptions>
      </SystemMessage>
    </SystemMessageList>
  </Result>
</Status>

4.  User accepts the System Message and the client sends a SystemMessageUser to the server


<SystemMessage-User>
  <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>0x1234</SystemMessageID>
      <ChosenOptionID>0</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>
</SystemMessage-User>


5. Server responds with a SendMessageResponse indicating success


<SendMessage-Response>
  <Result>
    <Code>200</Code>
    <Description>Successfully completed.</Description>
  </Result>
  <MessageID>0x0000f132</MessageID>
</SendMessage-Response>

24.2.1 User rejects cost example

4b. User rejects the System Message and the client sends a SystemMessageUser to the server


<SystemMessage-User>
  <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>0x1234</SystemMessageID>
      <ChosenOptionID>1</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>
</SystemMessage-User>


5b. Server responds with a SendMessageResponse indicating failure


<SendMessage-Response>
  <Result>
    <Code>540</Code>
    <Description>Cost not accepted</Description>
  </Result>
  <MessageID>0x0000f132</MessageID>
</SendMessage-Response>

25. 

25.1 



25.2 





· 

· 

· 











		

		



		

		



		

		



		

		



		

		







25.3 Large Contact Lists


26. Rationale


"Alice wants to see the same contacts on her phone as on her PC client."


Limited memory on mobile handsets can introduce a challenge in having long contact lists displayed in the client. The client needs to store presence state and possibly dialog state on each contact.

26.1 Recommendation


The client SHOULD inform the server of the maximum number of contacts it can handle. This SHOULD be done when the client does the ClientCapability request during login by using the MaxContacts element in the ExtBlock element. 

<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT MaxContacts (#PCDATA)>

Defined information elements are:

		Information element

		MaxContacts



		Data type

		Integer



		Format

		An integer expressed in decimal format.



		Description

		The client may indicate the maximum number of contacts it can handle



		Range

		Defined in section 4.2 in [DataTypes]





Table 21: MaxContacts information element


The server SHOULD not store the the MaxContacts value between sessions. Also, the setting only applies to the client who set the value. The value must not be disclosed to any other client of the user.


If a the user has more contacts in any contact list than allowed in the client, the server SHOULD prioritize the contacts in an optimal manner, and only deliver up to the maximum number of contacts to the client on a contact list get request (ListMange-Request). When a server finds it necessary to update the the set of contact enlisted in the client, then  the server SHOULD inform the client about changes in the contact list by issuing a ContactList-Changed general notification to the client.


The MaxContacts property must be considered as an overall number of friends which the client can handle, and hence it is the limiting factor in a client and not the number of friends on a particular list.




The rules for generating the selection of contact on the server side can be based on actions taken by the client and events happening on any of the friends in the contact list set. Events which may affect the selection of contacts to present to the client can be any one of:


· Addition, removal of friends,


· Blocking/unblocking of friends,


· IM received from or sent to friends,


· Presence updates on friends (e.g, online/offline status changes)


Server implementation of the selection algorithm SHOULD use some kind of heuristic to choose the best selection of friends to present to the client (e.g, choose friends whom the user has often exchanged instant messages with).


Example


The user logs in with a client on that only support 30 contacts. The follow example show how the client informs the server about this limit by setting the MaxContacts property on the ClientCapability-Request:

Example of  a ClientCapability-Request with the MaxContacts element present:


<Transaction>
  <TransactionDescriptor>
    ...
  </TransactionDescriptor>
  <TransactionContent>
    <ClientCapability-Request>
      <CapabilityList>
        ...
      </CapabilityList>
    </ClientCapability-Request>
  </TransactionContent>
  <ExtBlock xmlns=”http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0”>
    <MaxContacts>30</MaxContacts>
  </ExtBlock>
</Transaction>

27. Appendix A

27.1 Content-types defined

		 Content type

		Usage

		Reference



		application/vnd.oma.imps.typing-alert

		Typing alert IMs

		Section 15.3



		application/vnd.oma.imps.nudge; vendor=oma-imps

		Nudge IMs

		Section 15.4



		application/vnd.oma.imps.extendedservice

		Extended service menu IMs

		Section 18.1





27.2 DTDs

Extension to the PresenceSubList defined within the namespace http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0 is as follows:

<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT IdleState (Qualifier?, PresenceValue?, ClientID?)>
<!ELEMENT IdleSince (Qualifier?, PresenceValue?, ClientID?)>


Extension to to the ExtBlock defined within the namespace http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0 is as follows:

<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT SMSPort (#PCDATA)>
<!ELEMENT MaxContacts (#PCDATA)>
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Comment:
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Comment:
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Proposed Change:
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		Status: CLOSED

Comment [Colibria]: formatting will be changed.
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		E
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Form: INP doc


Comment:
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Proposed Change:

Select the entire second column and apply the “RefDesc” style.
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Comment [Colibria]: formatting will be changed.
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Comment:
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Proposed Change:

Add opening bracket.
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Comment [Colibria]: change agreed.
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		2

		Source: Nokia

Form: INP doc


Comment:

The last paragraph in this section has a strange formatting. ;-)


Proposed Change:

Select and apply “Normal” style.

		Status: CLOSED

Comment [Colibria]: formatting will be changed.
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		2008.08.11
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		2

		Source: Nokia

Form: INP doc


Comment:

The reference descriptions include links. Some of them are click-able, some are just text formatted with blue colour.


Proposed Change:
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Our preference would be to remove the links and the blue colours.

		Status: CLOSED

Comment [Colibria]: links will be made clickable.



		A018

		2008.08.11

		T

		2

		Source: Nokia

Form: INP doc


Comment:

The “IM Phase 2 Service Definition” document is not available from the GMSA web site, http://www.gsmworld.com/documents/index.shtml and as such it is considered a non-existent reference.

Proposed Change:

Remove the reference.

		Status: CLOSED

Comment [Colibria]: The “IM Phase 2 Service Definition” document is available from the GSMA web site on http://www.gsmworld.com/documents/pim/im_phase_2_service_def.doc

The document is also listed on http://www.gsmworld.com/personal_im/technical.shtml Reference will be changed.



		A019

		2008.08.11

		T

		3.1

		Source: Nokia

Form: INP doc


Comment:

There seems to be some leftover (?) at the end of the first sentence.

Proposed Change:

Remove “to Recommendations”, or clarify what was meant to be said.

		Status: CLOSED

Comment [Colibria]: clarification will be added.



		A020

		2008.08.11

		E

		3.1

		Source: Nokia

Form: INP doc


Comment:

The last paragraph in this section has a strange formatting. ;-)


Proposed Change:

Select and apply “Normal” style.

		Status: CLOSED

Comment [Colibria]: style will be changed.



		A021

		2008.08.11

		T

		3.2

		Source: Nokia

Form: INP doc


Comment:

I understand that there are no new definitions added, but still. The current text is not worth having.

Proposed Change:

Either remove the section, or, explain the definitions already exist in the IMPS 1.3 Enabler and they are not repeated here.

		Status: CLOSED

Comment [Colibria]: explanation will be added.



		A022

		2008.08.11

		T

		3.2

		Source: Nokia

Form: INP doc


Comment:

GSMA is an abbreviation, isn’t it?

Proposed Change:

Either remove the section, or, explain the abbreviations already exist in the IMPS 1.3 Enabler and they are not repeated here.

		Status: CLOSED

Comment [Colibria]: same as A021.



		A023

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, first sentence.


IMPS Applications do not interact with each other directly – they interact via the IMPS server. The clients are in fact conformant and compliant to the IMPS Server as defined in the IMPS Enabler. Therefore, the word “interoperability” does not sound right in this sentence – it applies that there are some IOP issue with the specs that need to be corrected.

Proposed Change:

Replace “interoperability” something else (maybe “implementation”?).

		Status: CLOSED

Comment [Colibria]:  “interoperability” will be replaced with “Implementation”.



		A024

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, first sentence.


Wording change proposal.

Proposed Change:

Change “as” to “where” or “whereas” in “an application level as two or more”.

		Status: CLOSED

Comment [Colibria]: “as” will be changed to “whereas”.



		A025

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, second sentence.


Wording change proposal.

Proposed Change:

Change “However” to “Additionally” in “However, a lot of the options”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A026

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, second sentence.


This sentence does not sound right. “two or more transactions” makes it sound as if it was possible to combine transactions (which is not the case) – transactions are still separate. Also, we don’t want to work backwards: we need to go from the use case to the result.

Proposed Change:

Change the current sentence to: “Additionally, due to the high level of optional information elements in the primitives of the IMPS protocol, it is not known what is the best and widely implemented way of executing a number of use cases that are not described in detail in the IMPS specifications - how transactions and options shall be combined and used to implement such use cases”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A027

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph three, first sentence.


The “not supposed” to does not sound very convincing in “this document is not supposed to change or bend” part of the sentence.

Proposed Change:

Replace “supposed to change or bend” with “changing or bending”.

		Status: CLOSED

Comment [Colibria]: change agreed. Sentence will be changed to “will not change or bend”



		A028

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Last paragraph.


Is this in the right place?

Proposed Change:

Move the entire paragraph to section 3.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A029

		2008.08.11

		T

		5.1

		Source: Nokia

Form: INP doc


Comment:

First sentence.


“the first time she opens the client”


We would not want to recommend this, would we? It would not allow a person to use his existing account he generated with another device.

Proposed Change:

Remove “the first time she opens the client”.

		Status: CLOSED

Comment [Colibria]: good point. The text must changed to address what will happen when the user already has an account. In case of network authentication the client can simply be notified about the username in the LoginResponse as described in section 5.2.1. In all other cases we must allow for the user to choose an already existing account. Note that this scenario is also related to chapter 9.



		A030

		2008.08.11

		T

		5.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph two.


“enables a server to provision a client's User-ID and password from the client”


I do not think that this is about provisioning. I think it is about creating an account (user-id and a password), see CSP Section 6.5.

Proposed Change:

Replace the first sentence with this: “The auto-registration feature allows a server to create a new user account comprising a User-ID and a password, as described in [CSP], section 6.5.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A031

		2008.08.11

		T

		5.2

		Source: Nokia

Form: INP doc


Comment:

Some text would be nice about what to expect in this section.

Proposed Change:

Add this text or something similar:


This section describes the use cases related to the auto-registration feature. Two main use cases are described that are distinguished based on where the User-ID is chosen/assigned. One, where the User-ID is chosen/assigned by the server [5.2.1] and a second, where the end-user is allowed to choose his/her own User-ID [5.2.2].

		Status: CLOSED

Comment [Colibria]: change agreed.



		A032

		2008.08.11

		T

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Success Guarantees:”


Again, this is not about provisioning.

Proposed Change:

Replace “End user is provisioned in the IM system” with “End user is registered as a new user in the IM system”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A033

		2008.08.11

		T

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Main Success Scenario:”


First bullet.


Again, this is not triggered when the client is launched the first time (otherwise it would not be possible to specify an existing account).

Proposed Change:

Replace “1. End user launches IM client for the first time” with “1. End user attempts to log in without specifying a user name.” Or, just remove the bullet as a whole.

		Status: CLOSED

Comment [Colibria]: change agreed. The sentence will be replaced.



		A034

		2008.08.11

		E

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Extension Scenarios:”


Shouldn’t the first sentence be formatted bold? I think this is supposed to be the “title” of the extension scenario. (?)

Proposed Change:

Make the first sentence (“Server assigns User-ID based on MSISDN of the client”) bold.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A035

		2008.08.11

		T

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Extension Scenarios:”


“Server assigns User-ID based on MSISDN of the client”


I think that this scenario is supposed to say that Auto-Registration does NOT take place because the server is able to determine the identity of the user from the MSISDN. Instead, the correct User-ID is returned.

Proposed Change:

Replace current scenario:


“Server assigns User-ID based on MSISDN of the client

3b. Server discovers the MSISDN of the client, auto-provisions the user and returns a login response indicating success with a Session-ID, User-ID based on MSISDN and an auto-generated password”


with this one:


Auto-registration is not needed


3b. Server discovers the MSISDN of the client and determines that a User-ID already exists for that MSISDN. Therefore, instead of performing auto-registration, the server provisions the client with the existing User-ID and password: it returns a login response indicating success with a Session-ID, and the appropriate User-ID and password.

		Status: CLOSED

Comment [Colibria]: Auto-Registration will take place when servers use network authentication and it is the first time the end user tries to log in on the service.



		A036

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

“in medias res”

Proposed Change:

Move the figure after the table, and give a reference to Figure 1 from the table.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A037

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Success Guarantees”


I think that this use case is identical to 5.2.1 until we get to the point where the User-ID is generated.

Proposed Change:

Copy-paste the text from table 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A038

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Preconditions”


I think that this use case is identical to 5.2.1 until we get to the point where the User-ID is generated.

Proposed Change:

Copy-paste the text from table 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A039

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Trigger:”


I think that the current text is wrong. It would happen every time then.


I think that this use case is identical to 5.2.1 until we get to the point where the User-ID is generated.

Proposed Change:

Copy-paste the text from table 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: Step 8 and 8a states what will happen on consecutive logins. The client is expected to present the user-ID on logins after the first login which triggered the auto-registration process.


Text will be added to explain that the client is expected to preserve the User-ID and password on safe storage after an auto-registration.



		A040

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #1.


Not consistent with Step 1 in 5.2.1.

Proposed Change:

Make it consistent with Step 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: The sentence will be changed to “The client sends a Login request primitive without a user ID or a password” in step #1 in 5.2.1 table 2.



		A041

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #2.


Not consistent with Step 3.

Proposed Change:

Replace the last sentence with this:


“The various User-ID options available to the user, where the last option allows the user to choose a custom User-ID.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A042

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #4.


The sentence ends with a comma and some words are missing.

Proposed Change:

Replace the sentence with this:


The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A043

		2008.08.11

		E

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #5.


Caps use.

Proposed Change:

Intext -> InText

		Status: CLOSED

Comment [Colibria]: change agreed.



		A044

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #6.


A word is missing.

Proposed Change:

Insert the word “message” after “system”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A045

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #7.


A word is missing.

Proposed Change:

Insert the word “primitive” at the end of the sentence.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A046

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #8 and #8a, first sentences.


Two issues with these sentences:


 - They are identical in #8 and #8a.


 - What does “taken” mean? Currently in use? Is that enough?

Proposed Change:

Merge the two identical sentences into a single, individual step (this would also allow showing it on the figure similarly to step 6), replace “taken” with “reserved” and add a footnote to the word “reserved” saying:


Reserved in this context means either that the User-ID is currently in use, or, that the User-ID is not in use but it did not pass a safe re-use period yet. The re-use period is implementation-specific. It could be based on the time since the User-ID has been deprecated, based on the time since last message has been sent to a deprecated User-ID, etc.

		Status: CLOSED

Comment [Colibria]: change agreed. Reserved is a better word than taken. Reserved could in this context mean either that the User-ID is currently in use, it does not pass the requirements for user-IDs as defined by the service (e.g., reserved words, bad language) or the User-ID has not passed a safe re-use period yet.



		A047

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #8, last sentence.


Why is “Authentication” uppercase?

Proposed Change:

Make it lowercase, or add a definition for this term.

		Status: CLOSED

Comment [Colibria]: change agreed. “Authentication will be changed to “authentication”.



		A048

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #8 and #8a.


#8a is clear about the password, however #8 does not mention it. Since the user account is new, I think that the password will be generated by the server and will be returned to the client - in both cases.

Proposed Change:

Elaborate in step #8 how the password is generated and returned and remove discussion of future authentication – it is a separate use case described in section 8.


If you did the proposed changes right, #8 and #8a will look identical, so you can merge these two into a single step.

		Status: CLOSED

Comment [Colibria]: Agreed. The only difference between steps #8 and #8a is that the password will be returned on the LoginResponse in case network authentication is not in use on the service.



		A049

		2008.08.11

		T

		5.3

		Source: Nokia

Form: INP doc


Comment:

First sentence, “specific use of system messages”.


I do not think that it has anything meaningful in this for a client.

Proposed Change:

Split up the sentence. Something like:


In order to facilitate an easy first-time setup, clients and server should implement the trigger and response mechanisms described in 5.2.1 and 5.2.2 and take advantage of them as they see fit. Servers that allow a user to choose their own User-IDs should facilitate the User-ID choice by taking advantage of the special use of the System Message feature as it is described in 5.2.2.

		Status: CLOSED

Comment [Colibria]: agreed.



		A050

		2008.08.11

		T

		5.3

		Source: Nokia

Form: INP doc


Comment:

Second sentence.


Two issues:


 - it is the recommendation section already, no need to state that individually.


 - needs improvement.

Proposed Change:

Change the sentence to something like:


Whenever a client receives a User-ID and password from the server in a LoginResponse primitive, it should store these newly received credentials persistently for the current network (domain).

		Status: CLOSED

Comment [Colibria]: agreed.



		A051

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Wrong section title.

Proposed Change:

Change the title of this section to “Use cases and examples”.

		Status: CLOSED

Comment [Colibria]: agreed.



		A052

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

The first sentence does not seem to be appropriate.

Proposed Change:

Change the sentence to:


“This section describes how the terms of use are delivered to the end-user and how to get the user’s response prior to taking the service into use.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A053

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

In medias res.

Proposed Change:

Move the figure after the table.

		Status: CLOSED

Comment [Colibria]: agreed.



		A054

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Success Guarantees”


I think that this is an invalid claim.

Proposed Change:

Change this sentence to: “The terms of use are delivered to the user and the user’s response is returned to the server.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A055

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Preconditions”


I think that this is not a valid pre-condition.

Proposed Change:

Change this sentence to: “The service provider deems it necessary to deliver the terms of use to the user and get the user’s response.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A056

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Trigger”


This is not valid.

Proposed Change:

Change this sentence to: “The server, issues a System Message when appropriate - based on service provider’s policies - , during login phase.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A057

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #2.


The error code is not consistent with the one in the figure.


Is it 921 or 436?

Proposed Change:

Correct the error code and make it consistent.

		Status: CLOSED

Comment [Colibria]: The error code on the figure is wrong. It should be 921.



		A058

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #2.


This about the terms of use (and nothing more). Such choices are possible, but not relevant in this use case.

Proposed Change:

Remove this from the sentence: “text or an informative text with a  URL pointing to the terms of use if the text is too long”.

		Status: CLOSED

Comment [Colibria]: Terms of use text can be to long for the client to receive (du to parser size). Text about the option of using a URL within the terms and condition text will be moved from step #2 to the beginning of chapter 6.2 (after the first paragraph).



		A059

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #3, first sentence.


A word is missing.

Proposed Change:

Insert the word “message” after “system”.

		Status: CLOSED

Comment [Colibria]: agreed.



		A060

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #3, second sentence.


Two issues:


 - One of the options are selected (not the last).


 - Left-over text.

Proposed Change:

Replace the second sentence with this: “The user selects the ‘Agree’ option.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A061

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #4.


The sentence ends with a comma and some words are missing.

Proposed Change:

Replace the sentence with this:


The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A062

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” “1 to 3”.


Step 3 of the original flow is not part of this.

Proposed Change:

Remove 3 from the range (so that is says “1 to 2”) and add a new step 3, which says: “The client displays the system message and waits for the user’s selection. The user selects the ‘Reject’ option.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A063

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #4


Step 4 should be re-used from the original flow.

Proposed Change:

Replace the current text with this: “Same as for the Successful flow.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A064

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #5


This is just one way of doing it; however I am not sure that it is the best. It could be a better alternative to re-send the terms of use again in the system message (this time with a note added that says “without agreeing to this, you cannot use the service”) and ask the user again. Or, just respond with a failure without a system message.

Proposed Change:

Consider a better alternative.

		Status: CLOSED

Comment [Colibria]: The usage of the result code 903 was replaced with 921 since it did not add anything to the flow. The user will be presented with a system message inidicating that it has to agree to use the IM service.



		A065

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #5


“The server ends the session.”


I am not sure what this is supposed to mean. This is login phase; there is no session, so it can’t be ended. It sounds particularly bad to send a system message and then dropping the connection (of that’s what was meant) – what about the Status primitive? How will the client know that there won’t be a follow-up on this?

Proposed Change:

Clarify. Again, I would rather solve this differently; in a way that does not leave the client “hanging” in an unknown state (see the previous Nokia comment).

		Status: CLOSED

Comment [Colibria]: Removed the text ‘The server ends the session’ from step #5.



		A066

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #6


There is no system message option that would tell the client to re-connect. Since there is a flaw in the flow, the client would be in an unknown state, so, at best, the user would have to manually disconnect and re-connect again.

Proposed Change:

Remove this step.

		Status: CLOSED

Comment [Colibria]: change agreed. Removed the text in step #6 with ‘Continue on step 3 (or 3b).



		A067

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

There is no “Recommendation” section.


I think it would be a good place to insert things like verification mechanism, etc.


Or, an “Additional considerations” section?

Proposed Change:

Consider adding such section.

		Status: CLOSED

Comment [Colibria]: Added an “Additional considerations” section.



		A068

		2008.01.11

		T

		7

		Source: OZ Communications


Form: INP doc

Comment: CSP has the capability to indicate the preferred language. 


Proposed Change: it is proposed to perform the login with embedded ClientCap request. Extract language from capability list rather than relying on HTTP over which the user has no control.

		Status: CLOSED

Comment [Colibria]: some client vendors find it to expensive to send client capabilities multiple times as it will happen on e.g. auto registration. I understand that the proposed solution does not solve the problem for clients not using HTTP as bearer. Maybe we can alter the suggestion to include text saying that client capabilities on the the LoginRequest is the preferred way to indicate preferred language? Furthermore - clients who use HTTP as bearer must be able to control HTTP header attributes.  






		A069

		2008.08.11

		E

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


Is this an English word: “internationalizable”?

Proposed Change:

Internationalized?

		Status: CLOSED

Comment [Colibria]: change agreed. “internationalizable” will be changed to “internationalized”.



		A070

		2008.08.11

		E

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“on the ClientCapability-Request”

Proposed Change:

“in the ClientCapability-Request”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A071

		2008.08.11

		E

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


“and the alike”

Proposed Change:

“and similar System Messages”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A072

		2008.08.11

		T

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


This is a fact – missing reasoning.

Proposed Change:

Add to the end of the sentence: “where it would be important to present information using the native language”.

		Status: OCLOSED

Comment [Colibria]: change agreed.



		A073

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

This works only for clients that use HTTP.

Proposed Change:

State this at the beginning of the section.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A074

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

First sentence.


Not very clear.

Proposed Change:

Replace “to add the Accept-Language HTTP header tag” with this:


“to utilize the Accept-Language HTTP header tag to indicate its preferred language”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A075

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

“header tag on all requests”

Proposed Change:

“header tag in all HTTP requests”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A076

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


More specific reference is needed, but extra RFC reference is not needed.

Proposed Change:

Replace “defined in [RFC2616] (and RFC[1766])” with “defined in section 3.10 of [RFC2616]”.


Also, add a reference to RFC2616 in section 2.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A077

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


Refer IMPS definition instead.

Proposed Change:

Replace “(three letter language code as specified in [ISO639-2]).  ” with this: “(three-letter language code as defined in section 5.2 of [CSP DataType])”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A078

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

This is already said in the first sentence, there is no need to repeat it again.

Proposed Change:

Remove duplicate statement “Clients are RECOMMENDED to only use the Accept-Language tag until client capabilities has been negotiated to save bandwidth usage.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A079

		2008.08.11

		T

		8

		Source: Nokia

Form: INP doc


Comment:

The section title is not accurate.

Proposed Change:

Change section title to “Finding out the MSISDN in use”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A080

		2008.08.11

		T

		8.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 1.


This text has nothing to do with the problem being addresses.

Proposed Change:

Remove the current sentence (and add a valid sentence if necessary).

		Status: CLOSED

Comment [Colibria]: change agreed.



		A081

		2008.08.11

		T

		8.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


Copy-paste leftover? Does not seem to have anything to do with the rest of the sentence.

Proposed Change:

Remove “to be registered in the user's private profile” from the sentence.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A082

		2008.08.11

		E

		8.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


This long sentence should be split up – it very hard to separate the use cases from the actual text.

Proposed Change:

List the use cases using a bulleted list.

		Status: CLOSED

Comment [Colibria]: a bullet list of use cases will be provided.



		A083

		2008.08.11

		T

		8.2

		Source: Nokia

Form: INP doc


Comment:

“It is RECOMMENDED clients negotiate the use of SSMS CIR during client capabilities negotiation.” Negotiation is one thing, what about support?

Proposed Change:

Replace the quoted sentence with this:


“Clients should support and use Standalone SMS Binding (8.1.4 of [CSP Trans]) – this allows the server to find out the correct MSISDN that the client is using.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A084

		2008.08.11

		T

		8.2

		Source: Nokia

Form: INP doc


Comment:

“It is further RECOMMENED that the server consequently uses the "HELO" SMS-MO it receives from the client in order to find and update the MSISDN of the client.”

Proposed Change:

Replace the quoted sentence with this:


“The server should use the received "HELO" message (and the Session-ID within) to find out the MSISDN used by the client – and store the current MSISDN for any further correspondence that might be necessary.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A085

		2008.08.11

		T

		9

		Source: Nokia

Form: INP doc


Comment:

The section title talks about “credentials” – which contains the User-ID, while the entire section talks about retrieving the password only.

Proposed Change:

Either include the User-ID retrieval as well, or change the section title to talk about the password only.

		Status: CLOSED

Comment [Colibria]: true – it is only about password retrieval. Text will be changed to reflect this.



		A086

		2008.08.11

		T

		9.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“Credential retrieval enables the user to log onto the service without having to type in his password.”


Really?


Why is it called retrieval then? It should be called logging in without a password then.

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: All references to credential retrieval will be changed to reflect that the chapter is about password retrieval and the ability to log in without providing the password.



		A087

		2008.08.11

		T

		9.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2 contradicts paragraph 1 and the use case.


Paragraphs 1 talks about retrieving passwords. Paragraph 2 talks about not having to use username and password. The use case below talks about passwords again with an interesting mix of retrieval and loggin in.


Paragraph 2 seems to make a lot of sense (so that users do not need to remember usernames and passwords), however this is not addressed by the use case.


What is the purpose/value of the use case then?

Proposed Change:

Clarify the inconsistency across the entire section 9 – if it’s about retrieving the password, make it consistent with that. If it’s about retrieving the username and password, make it consistent with that. If it’s about logging in without a password, make it consistent with that. If it’s about logging in without a username and password, make it consistent with that. If you mean a mixture of these, create separate use cases because currently this use case is a mess.


Lacking the understanding what is meant to be said here in the first place (and the inability to figure it out from the current text), the only recommendation I can give is to delete the entire section 9.

		Status: CLOSED

Comment [Colibria]: same as comment on A086.



		A088

		2008.08.11

		T

		9.2

		Source: Nokia

Form: INP doc


Comment:

What’s the thing with CSP 1.3?


I thought that the entire white paper is supposed to talk about 1.3.

Proposed Change:

Delete any hint of being version-specific, this is all for IMPS 1.3.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A089

		2008.08.11

		T

		10.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“seamlessly”?


Proposed Change:

“in parallel”?

		Status: CLOSED

Comment [Colibria]: The word “seamlessly” will be deleted.



		A090

		2008.08.11

		T

		10.1

		Source: Nokia

Form: INP doc


Comment:

“on all attached clients”?

Proposed Change:

“on all active clients” or “on all logged in clients”?

		Status: CLOSED

Comment [Colibria]: “on all attached clients” will be changed to “on all logged in clients”.



		A091

		2008.08.11

		T

		10.2

		Source: Nokia

Form: INP doc


Comment:

The title of the section is misleading.

Proposed Change:

“Keeping presence attributes up-to-date”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A092

		2008.08.11

		T

		10.2.1.1

		Source: Nokia

Form: INP doc


Comment:

It is not said in the preconditions (nor it is said in the use case steps) that the client subscribes all presence attributes of the user’s own User-ID.

Proposed Change:

For clarity, have it described it as part of the use case (as opposed to pre-conditions).

		Status: CLOSED

Comment [Colibria]: change agreed.



		A093

		2008.08.11

		T

		10.2.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 6, “Success Guarantees”


This statement is not valid as the use case is written currently.

Proposed Change:

Either replace the current text with this one: “End user presence update is notified to all subscribed clients.”, or, add a new step that says “The client applies the notified presence changes locally, so that its local set reflects the latest changes.”

		Status: CLOSED

Comment [Colibria]: current text will be replaced with “The client applies the notified presence changes locally, so that its local set reflects the latest changes.”



		A094

		2008.08.11

		T

		10.2.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 6, “Main Success Scenario” #2.


The server does not forward anything.

Proposed Change:

Replace “forwards” with “generates notifications with the appropriate updates”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A095

		2008.08.11

		T

		10.2.2

		Source: Nokia

Form: INP doc


Comment:

Some people tend to make mistakes more often than others, so you might want to add a note saying that NOT all presence info should be updated on the client with the updates received in the notification; only the User Status (8.3 in [PA]) attributes!


If I think about it more, you might want to exclude “UserAvailability” from the update as well – I might be available on one client, the rest of the clients might very well “go to sleep”.

Proposed Change:

Add note.

		Status: CLOSED

Comment [Colibria]: UserAvailability is a User Status attribute an cannot be different on the user’s client.


The sentence “It is RECOMMENDED to subscribe to all user status presence attributes supported by the client.” Will be replaced with more text explaining which attributes to subscribe to and why.  



		A096

		2008.08.11

		T

		10.3

		Source: Nokia

Form: INP doc


Comment:

The title of the section is misleading.

Proposed Change:

“Keeping various user-managed things up-to-date”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A097

		2008.08.11

		T

		10.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2, last sentence.


This sentence does not belong here.

Proposed Change:

Move the sentence to the “Recommendation” section, 10.3.2.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A098

		2008.08.11

		T

		10.3.1.1

		Source: Nokia

Form: INP doc


Comment:

It is not said in the preconditions (nor it is said in the use case steps) that the client subscribes certain events and what these events are.

Proposed Change:

For clarity, have it described it as part of the use case (as opposed to pre-conditions).

		Status: CLOSED

Comment [Colibria]: change agreed.



		A099

		2008.08.11

		T

		10.3.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 7, “Success Guarantees”


This statement is not valid as the use case is written currently.

Proposed Change:

Either replace the current text with this one: “End user update is notified to all subscribed clients.”, or, add a new step that says “The client applies the notified changes locally, so that its local set reflects the latest changes.”

		Status: CLOSED

Comment [Colibria]: A new step will be added as suggested.



		A100

		2008.08.11

		T

		10.3.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 7, “Main Success Scenario” #2.


The server does not forward anything.

Proposed Change:

Replace “forwards” with “generates notifications with the appropriate changes”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A101

		2008.08.11

		T

		11.1

		Source: Nokia

Form: INP doc


Comment:

RFC 2396

Proposed Change:

Make RFC 2396 a reference and add it to section 2 as well.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A102

		2008.08.11

		E

		11.1

		Source: Nokia

Form: INP doc


Comment:

Words missing

Proposed Change:

Insert the words “the scope of” into “within a particular user.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A103

		2008.08.11

		T

		11.1

		Source: Nokia

Form: INP doc


Comment:

“Having a consistent Client-ID”


Bah – it is meant to be unique, so what does it have to do with consistency?

Proposed Change:

Clarify. Maybe change to “Having a consistent way of generating unique Client-IDs”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A104

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Hmmm. I do not think that a single user is going to have more than 10 clients at any time. So, this entire syntax seems to be overkill to me. A short, compact ID could be better.


Proposed Change:

Remove all this mambo-jumbo and keep the “UniqueID” part only and prefix it with wv://.


Or, if the client wishes to advertise its address for some reason, just go for the address of the client (e.g. http://127.0.0.1:3717/NokiaIM01) where 127.0.0.1 is the client’s IP address, NokiaIM is the name of the application, while 3717 is the port number where the client is listening (3717 is already reserved for IMPS) and there is a random number at the end.


These two are more than enough.

		Status: CLOSED

Comment [Colibria]: The rational behind the Client-ID definition presented is to allow for servers to learn more about the exact client type in use. This can be used to determine screen size, workarounds for clients and more.


I agree that it is best to keep the Client-ID as much compact is it can be and that the most important point to make is for Client-ID to be unique with respect to user-IDs.

I do not understand why the proposed change of letting the client expose it’s address would solve anything. Furthermore – there is often no TCP connection path available from the server to client (only the other way around).





		A105

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

The generated Client-ID is way too long for a client that uses the plain text syntax over SMS.

Proposed Change:

Make it clear, that this is meant to be used by clients that use HTTP, while clients that use SMS should utilize only the “UniqueID” part with max. 4 digits – we do not expect so many of them.

		Status: CLOSED

Comment [Colibria]: change agreed. Clarifying text will be added. Will 4 digits be enough to prevent two clients accidentally generating the same “UniqueID”?



		A106

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Wording change proposal

Proposed Change:

Replace “The following structure is proposed for IMPS Client-ID” with “Clients should generate Client-IDs according to the following syntax”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A107

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

The proposed syntax does not end up a URI; RFC2396 restricts the format and character set.

Proposed Change:

Follow RFC2396 in the syntax and the examples.

		Status:CLOSED

Comment [Colibria]: Component separators in the Client-ID has been replaced with “:” and the ability to provide empty components for some types.



		A108

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

The “casual” syntax is not sufficient.

Proposed Change:

Add ABNF syntax.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A109

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Table 8, “UniqueID”


“within”?

Proposed Change:

“for”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A110

		2008.08.11

		E

		11.2

		Source: Nokia

Form: INP doc


Comment:

Last sentence.


“on the user”?

Proposed Change:

“for the user”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A111

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Missing a recommendation.


I expected this section to describe what to do when a client attempts to log in using a ClientID that is not unique (already in use) and how to detect whether the session using that ClientID is dead.

Proposed Change:

I would recommend describing somehow:


Before the server says “sorry, your id is not unique” to the client, it “pings” the client somehow (the client that owns the current ClientID in an open session) and if that session looks dead, close it and let the requesting client use the ClientID (hell, it might be its own ClientID after a crash loosing info about its previous session). On the other hand, if the client that owns the ClientID currently is alive and well, then the server can tell the client that “sorry, your id is not unique” and the client can generate a new ClientID.

		Status: CLOSED

Comment [Colibria]: good suggestion. A recommendation to “ping” the client owning the Client-ID in question will be added.



		A112

		2008.08.11

		T

		12

		Source: Nokia

Form: INP doc


Comment:

It seems that this entire section is based on misinterpretations and/or incorrect implementations.


Contact lists will surely appear differently on different clients – this is called competitive user interface.


“some client manufacturers use contact lists as place holders for blocked users” So what? I do not see any problem here; the address of those contact lists will be in the block list (see 9.3.1 [CSP]), so the client can easily figure this out. If not, the client is broken.


“whereas others do not and can interpret the blocked list as a separate friends list to be represented in the client” This is obviously wrong and we are talking about a non-compliant client; there is nothing we can do about these in a white paper – these clients should not have been certified in the first place.

Proposed Change:

I suggest removing this entire section as broken clients cannot be fixed using invalid hacks in white papers.

		Status: CLOSED

Comment [Colibria]: Section 12 tries to improve the end user experience by providing a way for all clients to find all contacts on an account and to be able to discover the set of blocked contacts.


Section 12 does not in any way prevent clients to both display and manage contact lists in their own way.


The proposed solution to use the block list (9.3.1 [CSP]) will unfortunately not work since the block list is for users blocked for IM and not for users blocked for presence (which I always have found to be kind of strange). 


Other OMA groups has also found common list names to be needed in their implementation guidelines (PAG).



		A113

		2008.01.11

		T

		12

		Source: OZ Communications


Form: INP doc

Comment: One reason to have multiple contact list is to avoid the strain of a huge contact list. This proposal defeats this purpose. And the duplicate contacts (between the contact lists) generate much additional traffic, consuming bandwidth and slowing down the client’s login sequence… Basically, this is bad user-experience.


Why block the contact list display name? This is the mechanism to provide a human-readable name to the contact-list. If the new client does not like it, it could change it.


Since these lists client-managed, they should not serve any special purpose on the server.


Proposed Change:  remove this proposal

		Status: CLOSED

Comment [Colibria]: There is a need for clients from different manufacturers to be able to find the set of contacts on a user account. Multi-session scenarios will surely make this need visible when the end user logs in on an account with e.g. a mobile client and a fixed line client.

I cannot see that distributing contacts across multiple contact lists is a way to fix the strain of handling a large contact list. Parsing limitations can easily be solved by use of segmentation.


I agree that the duplication of contacts that occur when a client supports multiple contact lists is bad.  Alternative ways of solving the issue is welcomed.


The reason for ignoring the DisplayName on the oma_allcontacts contact list is that the list is a shared resource among multiple clients possibly from different manufactures. Allowing any of those clients to set the DisplayName would be wrong.



		A114

		2008.01.11

		E

		12.1

		Source: OZ Communications


Form: INP doc

Comment: Usage of “standard” is not appropriate


Proposed Change: refer instead to IMPS CSP. 

		Status: CLOSED

Comment [Colibria]: change agreed.



		A115

		2008.08.11

		T

		13

		Source: Nokia

Form: INP doc


Comment:

This is against the IMPS specs. Section 7.5.1 of [CSP] clearly states:


“If the Invite-Type is ‘SC’ (shared content), Invite-Content element in the InviteRequest primitive MUST include the list of URIs that refer to the shared content(s) to which the recipient users are to be invited.”


It is pretty clear that it is a MUST and the File sharing feature described in the white paper will break compatibility with existing clients/servers.

Proposed Change:

Remove the entire section as this directly violates a ‘MUST’ requirement in the IMPS specification and results in breaking existing clients.


If you want to do this properly without breaking existing implementations, I suggest using the extension mechanism for this purpose.

		Status: CLOSED

Comment [Colibria]: I agree that it would be wrong to use the SC Invite-Type since the list of URIs to share must be provided.


The reason for not providing the link on the Invite-Request was to allow for the invitation to happen without requiring the the inviting client to upload the content to share before the invitation had been accepted, and for the server to generate an URI for the content.

A different solution could be that we create a URI reservation stage on which the inviting client can ask the server to reserve a URI for sharing without uploading the content. The URI can then be included in the Invite-Request and the content needn’t be uploaded before the invitation has been accepted. Neither do we no longer need to present the URI to the sharing party in the Invite-Response/ResponseNote.

Example:


A GET request on /filesharing returns an identifier 123 which is unique for the sharing party. The shared content address will then be /filesharing/123

On second thought: Any change to fix this will require a whole new discussion and CRs. Deleting section instead.



		A116

		2008.01.11

		T

		13.2

		Source: OZ Communications


Comment: Extension blocks exist to handle additional parameters like this. They should be used instead of overloading and hijacking parameters for other purposes. And it would leave the InviteNote available to provide some information about the shared file.


Proposed Change: Use extension blocks.

		Status: CLOSED

Comment [Colibria]: If hijacking parameters is referring to the SC Invite-Type then see comment on A115 for an explanation and an alternative solution. Otherwise please comment on what parameters are hijacked.

If an extension block (I’m assuming ExtBlock) is to be used we will face the problem of negotiating support for file sharing. The Service-Request does not have any extension defined which leaves us with the option of creating an ExtBlock transaction to negotiate support for file sharing in addition to the file sharing transactions. Also, WBXML definitions has to be defined for the extensions.


Please provide an alternative solution on how to support file sharing.


See section A116.



		A117

		2008.08.11

		T

		14.2

		Source: Nokia

Form: INP doc


Comment:

Missing references of [PEP] and [IM].

Proposed Change:

Add the references of these documents to section 2.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A118

		2008.08.11

		T

		14.2

		Source: Nokia

Form: INP doc


Comment:

This white paper is not supposed to re-define anything in the IMPS specification.

Proposed Change:

Replace definitions of AVAILABLE, NOT_AVAILABLE and DISCREET with a reference to section 8.3.1 of [PA].

		Status: CLOSED

Comment [Colibria]: change agreed.



		A119

		2008.08.11

		T

		14.2

		Source: Nokia

Form: INP doc


Comment:

I was expecting to read something about interpreting presence attributes in case that there are several clients showing different attributes. I assume it is a perfectly valid case for a user to be DISCREET on one client and NOT_AVAILABLE on another.

Proposed Change:

Elaborate how having different values on multiple clients are to be interpreted.

		Status: CLOSED

Comment [Colibria]:  UserAvailability is a User attribute and is therefore shared across multiple clients on the same account. Since UserAvailabilty is the “steering” attribute the result must be that the user can only be DISCREET or NOT_AVAILABLE on all clients.


Text will be added to explain this.



		A120

		2008.08.11

		E

		14.2

		Source: Nokia

Form: INP doc


Comment:

Are you sure it’s “UNKOWN” and not “UNKNOWN”?

Proposed Change:

Check and correct at both places if necessary.

		Status: CLOSED

Comment [Colibria]: copy and paste error from PEP. “UNKOWN” will be changed to “UNKNOWN”.



		A121

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Table 12.


What is “INVISIBLE”?

Proposed Change:

Check and replace with “UNKNOWN” if necessary, otherwise define its meaning. Remember to update the paragraphs below the table, too.

		Status: CLOSED

Comment [Colibria]: An explanation of “INVISIBLE” will be added to section 14.2 after the last paragraph of the section.



		A122

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Table 12.


According to 8.1.2 in [PA], a Qualifier cannot take the value N/A.

Proposed Change:

Replace the N/A in the Qualifier with ‘F’ (or, ‘Omit’).

		Status: CLOSED

Comment [Colibria]: The value of OnlineStatus and UserAvailability cannot take the value N/A or ‘Omit’ either.


N/A will be replaced with “”Ignored””.



		A123

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Table 12.


I think that if you mean by INVISIBLE what I mean, then in the INVISIBLE state the UserAvailability should be NOT_AVAILABLE with the qualifier ‘F’.

Proposed Change:

Change the UserAvailability in INVISIBLE state to NOT_AVAILABLE and set the qualifier to ‘F’.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A124

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3 under the table.


“and only change it to “T” once the client sends the first presence publishing primitive”


This means that a user using a client that do not support presence will always be shown offline.

Proposed Change:

Add a clause that states that if there was not presence support negotiated during service negotiation, then the server may set this to ‘T’ anyway.

		Status: CLOSED

Comment [Colibria]: good observation. Change accepted.



		A125

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Last paragraph.


“It is RECOMMENDED that a server does not send presence notifications to watchers of a user that is currently set to invisible.” This means that the server will have to remember to send all updates to all watchers.

Proposed Change:

Add a note saying that if the server does not send notifications about invisible users, then it must be able to remember all changes that are to be sent to all watchers and send them when the publisher leaves the invisible status (to ensure that all watchers will have all subscribed and authorized presence attributes updated whenever this happens).

		Status: CLOSED

Comment [Colibria]: Change agreed with the following addition: “Sending the delta of changed presence attributes is only a suggestion by the specification. It will also be valid for a server to send all authorized and subscribed attributes when a client leaves the invisible status (although inefficient).”



		A126

		2008.01.11

		E

		14.3

		Source: OZ Communications


Comment: “Clients who want to appear as invisible are RECOMMENDED to set Qualifier of OnlineStatus to “F””. 


Proposed Change: reflect this feature in the table above (Table 12).




		Status: CLOSED

Comment [Colibria]: It is already provide in table 12 to my understanding.



		A127

		2008.01.11

		T

		14.3

		Source: OZ Communications


Comment: Change the second paragraph from the bottom of the section as shown below. 


Proposed Change: In order to support invisibility directly when logging in, the server is RECOMMENDED to set the value of the Qualifier of OnlineStatus as “F” and set OnlineStatus to “F” when a client logs in, and only change it the qualifier to “T” once the client sends the first presence publishing primitive.




		Status: CLOSED

Comment [Colibria]: change agreed.






		A128

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

I think that this is a separate story and does not have much in common with the title of section 14.

Proposed Change:

Move this section to separate section on its own and name it “extension presence attributes” or something like that.

		Status: CLOSED

Comment [Colibria]: change agreed. Section 14.4 and 14.5 will be moved to a separate section for extension presence attributes.



		A129

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

Table 14


Reuse the things that already defined in IMPS.

Proposed Change:

“Data type” should say “Date and Time, see 4.5 [CSP DataType].”.


“Format” should say “Defined in 4.5 [CSP DataType].”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A130

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

Major inconsistency. The intro text talks about the user being idle. Table 13 talks about both the user and the client being idle, Table 14 talks about the client being idle. The text below the tables talks about the user again.

Proposed Change:

Clarify how a client can detect a user “being idle” and make it consistent. Please elaborate thoroughly; especially this part: how can a client detect that the user (the one that is logged in) is idle. Also, 


 - is a user who is alive considered idle (he is thinking, moving, heart is beating, etc)?


 - is a user who is sleeping/in coma considered idle (he is not thinking – but might be busy dreaming - , not moving – but might be tossing and turning - , and the heart is beating)?


 - is a user who is dead considered idle (no thinking, no movement, no heartbeat)?


 - when is a computer-based user (a machine, part of a chat service programmed to imitate a living person) considered idle?

		Status: CLOSED

Comment [Colibria]:  As commented in A128 moving section 14.4 and 14.5 will make this more clear. AVAILABLE, DISCREET, NOT_AVAILABLE and UNKNOWN are about the user wanting others to know his/her availability to communicate.


Idle state on the other hand is the clients attempt to tell others about the users activity on the client.


On fixed line IM systems is it very common for desktop clients to indicate idle state when the user has not used the client and/or the computer (desktop) for a period of time. This is to give a hint to the watchers that the user might not be around to receive messages.


On mobile clients this can easily be translated to when the IM client is minimized or when the user locks the keypad of the mobile device (black screen).


Idle state is important not only to watchers but also to servers since they can make routing decisions on IMs based on (among other things) the idle state of clients. Text has been added to clarify this.



		A131

		2008.08.11

		E

		14.4

		Source: Nokia

Form: INP doc


Comment:

Typo in the 2nd last paragraph.

Proposed Change:

“subsribe” -> “subscribe”

		Status: CLOSED

Comment [Colibria]: change accepted.



		A132

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

What is the value of the 2nd last paragraph?

Proposed Change:

Remove or add one for the IdleSince atttibute as well.

		Status: CLOSED

Comment [Colibria]: “value “will be replaced with “attribute”.



		A133

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

The last would mean bending the IMPS specifications. The IMPS specification are pretty clear about this; the presence attributes are considered invalid when, and only when their Qualifiers are set to ‘F’.

Proposed Change:

Remove this paragraph.

		Status: CLOSED

Comment [Colibria]: The sentence will be change from “The value of IdleSince SHALL be considered invalid when IdleState is set to “F”.” to “The value of IdleSince SHALL be considered invalid when the IdleState Qualifier is set to “F”.”



		A134

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

I am missing discussion about what it means to be “idle”.

Proposed Change:

Add definition for “being idle”.

		Status: CLOSED

Comment [Colibria]: an explanation will be added along the lines sketched up in the comment on A130.



		A135

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

It is not clear from this section who maintains “IdleSince”. The client may publish it, fine. But then, it means that it is not going to be reliable (might not be set/unset properly every time), the client could lie about the date/time, it requires a client to have an accurate clock. Wouldn’t it be better to have the server automatically publish this and set the qualifier to ‘T’ whenever the client publishes IdleState as ‘T’ (and similarly, set qualifier of IdleSince to ‘F’ whenever the client publishes IdleState as ‘F’)?

Proposed Change:

Have the server maintain the IdleSince attribute instead of the client.


Evaluate and mention what events trigger setting the qualifier of IdleSince to ‘F’ (IdleState to ‘F’, invisible?, log off? etc).

		Status: CLOSED

Comment [Colibria]: I agree that it is better for the server to maintain the IdleSince attribute based on the IdleState set by the client.



		A136

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

It is not clear from this section whether this is a User Status or a Client Status attribute (per-user or per-client attribute). The DTD includes Client-ID, so I assume it is meant to be a per-client attribute.

Proposed Change:

Have it clearly described in the text above the DTD.

		Status: CLOSED

Comment [Colibria]: change agreed. Text will be added to clearly state that IdleState and IdleSince are client attributes.



		A137

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

8.3.1 in [CSP] says: “Absence of the Presence-Attribute-List in the request indicates to the server that all available presence information is requested.”


It is not clear whether a blank get/subscription request would get/subscribe the extension attributes as well.

Proposed Change:

Clarify that the extension attributes are not to be fetched/subscribed when the subscription request contains no Presence-Attribute-List (PresenceSubList in XML structure) element – this applies only to the http://www.openmobilealliance.org/DTD/IMPS-PA1.3 namespace; the extension attributes can be fetched/subscribed with their own namespace explicitly (and never with a blank list). You might want to add an example to show this.

		Status: CLOSED

Comment [Colibria]: change agreed. It is a good idea to not include extended attributes in a “blank” subscription on presence attributes. Clarifying text will be added to explain that the IdleState and IdleSince presence attribute has to be explicitly subscribed to.



		A138

		2008.08.11

		T

		15

		Source: Nokia

Form: INP doc


Comment:

The title of the section (and the caption of the tables) is misleading.

Proposed Change:

Change the title of the section (and the captions of the tables) to “Indicating capabilities of another user’s client” or something like that.

		Status: CLOSED

Comment [Colibria]: change agreed. Section title and table caption will be changed to “Indicating capabilities of another user’s client”



		A139

		2008.08.11

		T

		15.2.1

		Source: Nokia

Form: INP doc


Comment:

It is not described in the use case how the capabilities are actually conveyed from one end to the other and how the decision is made on the client.


Proposed Change:

If you mean the ClientInfo presence attribute, it needs to be described how the attributes are propagated (and updated) along the server path and ends up on the other client.


If you mean something else than the ClientInfo presence attribute, it needs to be described, too.

		Status: CLOSED

Comment [Colibria]: Change agreed. Text will be added to explain that  it is the ClientInfo presence attribute on which the client is supposed to make decisions upon. Text will also be added to explain that publishers must authorize  and subscribers must subscribe to the ClientInfo presence attribute (even though it is explained elsewhere in the IG).



		A140

		2008.08.11

		T

		15.2.2

		Source: Nokia

Form: INP doc


Comment:

What are “nudges”?

Proposed Change:

Remove “nudges” or define it.

		Status: CLOSED

Comment [Colibria]: Nudge will be defined as “A nudge is a message triggering visual, auditory and if possible tactile


effects, designed to grab the attention of the receiving user.”



		A141

		2008.08.11

		T

		15.2.2

		Source: Nokia

Form: INP doc


Comment:

“Extension Scenarios:”


What is the relation of this to the use case?

Proposed Change:

Elaborate or remove.

		Status: CLOSED

Comment [Colibria]: see A143.



		A142

		2008.08.11

		T

		15.2.2

		Source: Nokia

Form: INP doc


Comment:

It is not described in the use case how the capabilities are actually conveyed from one end to the other and how the decision is made on the client.


Proposed Change:

If you mean the ClientInfo presence attribute, it needs to be described how the attributes are propagated (and updated) along the server path and ends up on the other client.


If you mean something else than the ClientInfo presence attribute, it needs to be described, too.

		Status: CLOSED

Comment [Colibria]: A142 is the same as A139.



		A143

		2008.08.11

		T

		15.2.1


15.2.2

		Source: Nokia

Form: INP doc


Comment:

It seems that the only difference between the two uses cases if the content type. If this is the case, then one use case should be a 1:1 copy of the other, with only one notable difference, the content type.

Proposed Change:

Instead of these two use cases, I would recommend one user case where a recipient has two clients online – one with text only and another with multimedia support – and the sender needs to make a decision where to send the message based on the content types that are supported by the recipient clients.

		Status: CLOSED

Comment [Colibria]: good idea. The use case will be replaced with a use case where a user is logged in with two client – one supporting text only and the other one supporting multimedia.



		A144

		2008.08.11

		T

		15.3

		Source: Nokia

Form: INP doc


Comment:

First paragraph.


According to 8.1.1 in [PA], it is mandatory to support the ClientInfo/ClientContentLimit presence attribute. If a server supports it (which it MUST if it supports presence), but does not publish it, then the server is broken (it is non-compliant). There is nothing we can do about a broken server in a white paper; the server should not have passed the IOP tests (and get certified) in the first place.

Proposed Change:

Remove the first paragraph.

		Status: CLOSED

Comment [Colibria]: The sentence will be changed to state that servers MUST publish ClientInfo/ClientContentLimit with a reference to 8.1.1 in [PA] .



		A145

		2008.08.11

		T

		16.1

		Source: Nokia

Form: INP doc


Comment:

“enables”?

Proposed Change:

“allows”?

		Status: CLOSED

Comment [Colibria]: “enables” will be changed to “allows”.



		A146

		2008.08.11

		T

		16.1

		Source: Nokia

Form: INP doc


Comment:

“, and independent of the manufacturer” does not sound right.

Proposed Change:

Replace with “regardless of who the manufacturer of the client or the server is.”

		Status: CLOSED

Comment [Colibria]: change accepted.



		A147

		2008.08.11

		T

		16.2

		Source: Nokia

Form: INP doc


Comment:

“Rich text” usually refers to the format defined by Microsoft (see http://en.wikipedia.org/wiki/Rich_Text_Format ) and has its own MIME type – reusing the term is not a good idea.

Proposed Change:

Come up with a different name.

		Status: CLOSED

Comment [Colibria]: “Rich text” will be replaced with “Formatted plain text”.



		A148

		2008.08.11

		T

		16.2

		Source: Nokia

Form: INP doc


Comment:

Exception rule is not defined – how can I make sure that 


 - the underscores in this text are not going to be replaced with some formatting: “#define MAX_VECTOR_LEN 10”


 - the asterisks in this text are not going to be replaced with some formatting: “a=(b+c)*(d+e)*n”


Etc, etc.


Proposed Change:

Define how exceptions are handled.

		Status: CLOSED

Comment [Colibria]: A rule for escaping the formatting character by using the formatting character twice will be added (e.g., **foo** will be rendered as *foo*).



		A149

		2008.08.11

		T

		16.2

		Source: Nokia

Form: INP doc


Comment:

The “rich text” format presented herein is going to break all clients expecting a real text/plain MIME type:


 - clients that do not support this will render the formatting character and show “garbage” to the user


 - the sent text/plain messages will be rendered incorrectly (for example “#define MAX_VECTOR_LEN 10” will be rendered as “#define MAXVECTORLEN 10” – breaking the original text).


Therefore the text/plain MIME type cannot be used.

Proposed Change:

Define a new MIME type for this (since text/plain cannot be used), or remove this section entirely.

		Status: CLOSED

Comment [Colibria]: Most existing instant messaging systems (e.g., GTalk, MSN, Yahoo, etc.) and email systems support variants of plain text formatting for bold, underlined, and italic text. Also social networking sites, online forums, etc., support similar text formatting rules. The point of such formatting is that it is supposed to be easy to enter and that systems which do no support such formatting will still be able to render the text with good readability for the end user.





		A150

		2008.08.11

		E

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 1.


“loner”?

Proposed Change:

“longer”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A151

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“and F indicates that the sending user will send content that has already been typed”


This sounds like an invalid assumption to me. The user can delete the whole text and not send anything.

Proposed Change:

At best, ‘F’ means that the user has stopped typing.

		Status: CLOSED

See comment on A153.



		A152

		2008.08.11

		E

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


“now”?


Occurs two times!

Proposed Change:

“no”?

		Status: CLOSED

Comment [Colibria]: “now” will be changed to “no” on both places.



		A153

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


I do not understand why an originating client should flood the system (and the recipients) with such updates.

Proposed Change:

I think a Boolean value is not needed, and – we only need to indicate that the user is typing; it does not make much sense to indicate that the user has stopped typing (timeout after 20 seconds is fine, meaning that the originator should send these “still typing” messages every 20 seconds).

		Status: CLOSED

Comment [Colibria]: I suggest that we change typing alerts so that they no longer need to carry a boolean.


The ruleset will then be something along the lines of:


· a client must send a typing alert once the user starts typing on a new instant message


· the client must continue to send new typing alert messages every 20 seconds if the user continues to type on the message


· a recipient client must indicate that the sender is typing on a message when it receives a typing alert


· if the recipient client does not receive a new typing alert or an instant message after 20 seconds, then the sender must be “tagged” with “has typed text”


· if the recipient client does not receive a new typing alert  or an instant message after 60 seconds, then the tag on the sender in the recipient client must be cleared


· the typing alert indication must be cleared on the sender on the recipient client when the recipient client receives an instant message






		A154

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


This is only one way of delaying with delays. How about a delayed ‘T’ indication?

Proposed Change:

Describe how to deal with delayed indications. Introducing states into messaging is not a good idea, so it is important that it is clear how to deal with fuzzy states properly.

		Status: CLOSED

See comment on A153.



		A155

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


So, erasing the text is not considered typing? Why?

Proposed Change:

Erasing text is also typing, correct the text.

		Status: CLOSED

Comment [Colibria]: change agreed. Erasing text is also typing. Text will be corrected.



		A156

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 6.


I think that this should not be described here because the very first should not even be sent.

Proposed Change:

Remove this paragraph and describe that this whole thing applies only when a user is responding to a message – there is no point sending such thing in a new message (which is not expected).

		Status: CLOSED

Comment [Colibria]: it is in some cases very difficult for a client to know when a message is a response message. If a user chooses to respond to a message it received yesterday, then the client will have to send typing alerts.

Suggestion. We change the text so that it gives a recommendation to not send typing alerts on the first message in a dialog. Text has been added to clarify this.



		A157

		2008.08.11

		E

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3, 4, 5, 6, 7.


It is hard to understand how it is supposed to work. It might be a good idea to start with describing how the notification is generated and sent; only after this should be described what happens on the receiving end.

Proposed Change:

Re-order the paragraphs so that first we talk about generating, sending, receiving and finally showing the indication.


Also, consider adding message flows.

		Status:CLOSED

See comment on A153.



		A158

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Who is going to pay for enormous amount of traffic generated by this?

Proposed Change:

Make it clear that the user cannot be charged for this particular content type (if he can be, then there has to be a way to disable it from either sides).

		Status: CLOSED

Comment [Colibria]: disabling of the typing alert feature can be done by removing support for the content type in a ClientCapability-Request.






		A159

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Will these notifications be generated even though the other end does not support it?

Proposed Change:

Describe in the text that when the “application/vnd.oma.imps.typing-alert” content type is not supported (according to the contents of the ClientInfo/ClientContentLimit presence attribute) by both ends, then these notifications are not to be generated and sent (there is no point).

		Status: CLOSED

Comment [Colibria]: Sender clients are by the specification recommended to only send supported content to a recipient, and servers MUST not send unsupported content to recipient clients.



		A160

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

What happens if the user starts responding after the other end went offline?

Proposed Change:

Describe in the text that the clients should take into account the OnlineStatus and UserAvailability attributes of the recipient – and not to generate/send this indication when the recipient is offline.

		Status: CLOSED

Comment [Colibria]: good point. Change agreed. 



		A161

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

How will it work when the recipient has multiple clients online? Will my client send these notifications to all online clients of the recipient?

Proposed Change:

Describe in the text how will this work in case there is a recipient that has multiple devices logged in.

		Status: CLOSED

Comment [Colibria]: The users OnlineETEMHandling governs how messages gets routed in multi-session scenarios.



		A162

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

How will it work in groups?

Proposed Change:

Describe in the text how will this work in groups. Client sends notification everywhere, or only to the server which will distribute it to all clients in the group? Indication of who’s typing (and privacy issues associated with it)? Please elaborate these things in detail.

		Status: CLOSED

Comment [Colibria]: Typing alerts can be useful in groups as well. Text will be added to explain that the messaging context rules must be followed when sending typing alerts into a group (or when whispering in a group).



		A163

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

This section seems to be a mixture of defining a new content type and describing client behaviour specific to a content type.

Proposed Change:

Separate the discussions. Describe the content type only in one section and describe the usage of the content type in another.

		Status: CLOSED

Comment [Colibria]: change agreed. The content type will be described in a separate section.



		A164

		2008.01.11

		T

		16.3

		Source: OZ Communications


Form: INP doc

Comment: There is a concern about the bandwidth used for typing alert. Typing alert is usually not used by Internet IM service providers over the air.


Proposed Change: Specify that sending alert should be done very sparingly.

		Status: CLOSED

Comment [Colibria]: If bandwidth is a concern on an IM deployment then the content type can simply be disabled on the service.

I cannot se that we can say that typing alerts should be done very sparingly since typing alert indications is based on timers.





		A165

		2008.08.11

		T

		16.4

		Source: Nokia

Form: INP doc


Comment:

Add more types.

Proposed Change:

Add “ring phone” which would sound the default ringing tone (just as if the user had a phone call).


Add “ring sms” which would sound the default SMS tone (just as if the user had an SMS).


Add “ring im” which would sound the default IM tone (just as if the user had an IM).


Add “ring mail” which would sound the default email tone (just as if the user had an email).


Add “beep” which would sound a beep.


Add “type” which would sound as if the user was typing on the keypad or, a typewriter.


Add “whistle” which would sound like a whistle.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A166

		2008.08.11

		T

		16.4

		Source: Nokia

Form: INP doc


Comment:

This section seems to be a mixture of defining a new content type and describing client behaviour specific to a content type.

Proposed Change:

Separate the discussions. Describe the content type only in one section and describe the usage of the content type in another.

		Status: CLOSED

Comment [Colibria]: change agreed. The content type will be described in a separate section.



		A167

		2008.08.11

		T

		17

		Source: Nokia

Form: INP doc


Comment:

I do not quite understand the point of this section.

If use cases are to be presented, have them described in detail.


If implementation conventions are to be described, there is no need for the user cases.


Proposed Change:

Remove the use cases – they do not seem to be relevant to the recommendations. Or, alternatively put the use cases in a separate section and describe their purpose.

		Status: CLOSED

Comment [Colibria]: change agreed. The most important part of section 17 is the recommendations.



		A168

		2008.01.11

		T

		17.3

		Source: OZ Communications


Form: INP doc

Comment: “By default, new groups created by clients, SHOULD be private, open and searchable, with private messaging set to true”. The IG should follow the default value set in CSP spec.


Proposed Change: Client should set these properties upon group creation; if not specified, the server should use the defaults from CSP specification: open, private, private messaging set to false and not searchable.




		Status: CLOSED 

Comment [Colibria]: change agreed. Text will be added to explain that client can offer end-users the option of creating non-searchable groups or groups which does not allow private messaging. 



		A169

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2 is not a valid claim – all SMS users would need to have a valid User-ID to do this. An MSISDN is NOT necessarily a valid User-ID! It could be true only when the MSISDN was used in a local address (which is not good because the statement in the paragraph talks about users globally and not locally). See 5.3.4 in [CSP].

Proposed Change:

Remove the paragraph, or elaborate how the MSISDN is turned into a fully qualified User-ID and how is it ensured that the User-ID (not the MSISDN!) is not taken by anyone else in the home domain.

		Status: CLOSED

Comment [Colibria]: Paragraph 1 will be changed (to make paragraph 2 valid) to: “SMS only users are subscribers who have been automatically registered on the IM service. The registration occurs when an IM user adds or searches for a friend by MSISDN. SMS only users can only receive and reply to messages on SMS.



		A170

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3 is rubbish.


In order to send an IM, the client needs a User-ID. The User-ID CAN be a phone number, but only a local User-ID. I did not see this scenario restricted to the local service only. (?)


How on Earth will an SMS user send an SMS to wv:john@vendor.com? SMSes are to be sent to phone numbers.


The IM users receive IMs from the server – not SMSes from somewhere!!!


Finally, IMs cannot be sent to SMS users – they can be sent to IMPS users only.

Proposed Change:

Remove this paragraph – it makes no sense at all.

		Status: CLOSED

Comment [Colibria]: SMS only users receive IMs on SMS with the sender MSISDN set to either the sending IM users MSISDN or a mixture of a short number and the sending IM users MISDN (prefix, postfix, infix). Depending on the deployment reply messages will (in some way) be routed back to the IM service for delivery as an IM to the IM user.


 The text covers descriptive text on this already.



		A171

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4 is rubbish.


SMS users increase SMS usage.


“seamless usage of the messaging experience”? On SMS? LOL

Proposed Change:

Remove this paragraph – it makes no sense at all.

		Status: CLOSED

Comment [Colibria]: Paragraph 4 will be deleted.



		A172

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

As the first sentence says, SMS only users are not IMPS users – they do not have a valid User-ID – and they cannot send an SMS to a User-ID. The IMPS specs were not meant to serve any other technology; interworking with other technologies does not belong this white paper, and it cannot be solved in a few paragraphs like this – there are a lot more to interworking than meets the eye and these things are not described here.

Proposed Change:

Remove the section, or address interworking with SMS users entirely (a few sentences – that are invalid – are far from enough, it is a specification on its own).

		Status: CLOSED

Comment [Colibria]: The intention with this chapter is not to explain interworking with other messaging technologies in detail, but rather point out that SMS (and MMS) only users must have their presence set and interpreted a certain way.



		A173

		2008.08.11

		T

		18.2

		Source: Nokia

Form: INP doc


Comment:

Nokia does not agree to use and reference GSMA Phase 2 Service definition document for these reasons:


 - if guidelines are provided by an OMA white for an OMA standard, referencing external documents is inappropriate.


 - the referenced document is not publicly available from the GSMA web site, which is a sign that this document has not been agreed in GMSA; referencing an unofficial document is inappropriate.


 - Nokia has been asked to review the GSMA Phase 2 Service definition document, and we have provided over 350 comments. We have never been given a response about these comments, nor have we seen an updated version of the document. Nokia cannot agree on referencing a document that has more than 350 open issues.

Proposed Change:

Remove the reference to the GSMA document and all the rubbish associated with it.

		Status: CLOSED

Comment[Colibria]: Referencing external documents is done “all over” in white papers and standards (IETF is one example). As commented to comment A018 the referenced document is publicly available. I am not aware of the contents of the process to put the GSMA Phase 2 Service definition document into a final state, but the document is final and available for the general public.





		A174

		2008.08.11

		T

		18.2

		Source: Nokia

Form: INP doc


Comment:

Again: SMS-only users are NOT IMPS users – they do NOT have presence attributes.

Proposed Change:

Remove that non-sense.

		Status: CLOSED

Comment [Colibria]: see comment A169.



		A175

		2008.01.11

		T

		18.2

		Source: OZ Communications

Form: INP doc

Comment: Second bullet item is not correct.


Proposed Change: Delete second bullet item.

		Status: CLOSED 

Comment [Colibria]: There is no second bullet item.



		A176

		2008.01.11

		T

		18.2

		Source: OZ Communications

Form: INP doc

Comment: Add a new bullet item as shown bellow:


Proposed Change: CommCap: Qualifier=T, Cap=SMS, Status=Open

		Status: CLOSED 

Comment [Colibria]: change agreed.



		A177

		2008.08.11

		T

		19

		Source: Nokia

Form: INP doc


Comment:

Wrong section title.

Proposed Change:

Change section title to “Extending clients with custom menu items” or something like that.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A178

		2008.08.11

		T

		19.1

		Source: Nokia

Form: INP doc


Comment:

Inconsistency; it seems that this section does not have anything to do with 19.2. 19.1 talks about self-administering some settings, while 19.2 talks about an extension that adds items to a client’s menu.

Proposed Change:

Replace the current text in 19.1 with text that correctly reflect the rationale for things that are described in 19.2. Alternatively, correct 19.2 to reflect what’s said in 19.1 instead.

		Status: CLOSED

Comment [Colibria]: Section 19.1 will be changed to reflect section 19.2.



		A179

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

This section seems to be a mixture of defining a new content type and describing client behaviour specific to a content type.

Proposed Change:

Separate the discussions. Describe the content type only in one section and describe the usage of the content type in another.

		Status: CLOSED

Comment [Colibria]: A separate section will be added to define and describe the content type.



		A180

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Has this been reviewed by the Security WG?


There are some serious security issues here – another client/server could forge an IM with such content type and send it to a client – which would insert the forgery into its menus.


How do you intend to solve this? There is no discussion of this topic anywhere in this document.

Proposed Change:

Elaborate how a client can verify that the content of such content type is authentic and not a forgery?


Elaborate how a client can verify that such content type arrived from a trusted entity?


Unless such issues have been resolved and reviewed/agreed by the SEC group, we have a showstopper and this section should be removed from the document.

		Status: CLOSED

Comment[Colibria]: we should definitely elaborate on security concerns – although I do not think that is a real issue here since no client will be allowed to send messages on behalf of other users. They could of course do a man-in-the-middle attack, but that is another story, I guess.



		A181

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

This solution (content type, IM, etc) is not good.

Proposed Change:

Consider using the extension mechanism and inserting a custom service tree (IMPS13IG10 or similar) into the service negotiation instead – then clients that support those things can take advantage of such extensions in a better way.

		Status: CLOSED

Comment [Colibria]: The service tree has unfortunately no extension points. If an extension is needed then I see no other way of doing it other than introducing a new extended transaction to handle service negotiations for extension.



		A182

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 1.


How is this going to happen if the client does not support IM (E.g. it is a presence-only client, such as a phonebook enhancement client)?

Proposed Change:

Describe how this works with clients that do not support IM.

		Status: CLOSED

Comment [Colibria]:  The suggested solution will not work on clients not supporting IM.



		A183

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“Clients who receive such content SHOULD be prepared to handle the IM differently than any other IM destined for the user”


What does it supposed to mean?

Proposed Change:

Describe how clients that do not support this could possibly handle this content type.

		Status:CLOSED

Comment [Colibria]: Text will be added to explain that the IM is not to be made visible to the end user. The client is expected to handle the IM message.



		A184

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Please provide ABNF for syntax.

Proposed Change:

Add ABNF.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A185

		2008.08.11

		E

		19.2

		Source: Nokia

Form: INP doc


Comment:

“If SYSMSG is selected the it”


Typo

Proposed Change:

“the” -> “then”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A186

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

<menu text> What should happen with URIs if there is no browser in the client?

Proposed Change:

URIs to be dropped by the clients that do not have a browser (?)

		Status: CLOSED

Comment. The suggested solution will not work on clients that does not have a (WAP/WEB) browser installed. Text added.



		A187

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“If SYSMSG is selected the it must be followed by an identifier of a SystemMessageID which the client can use to initiate a system message dialog for self administration.”


I do not understand how this could work in practice. How does the client get the actual System Message (all it has is an ID)?

Proposed Change:

Clarify how the actual System Message ID is used.

		Status: CLOSED

Comment [Colibria]: Removing the client initiated system message option since it violates the IMPS specification.



		A188

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“use the system message identifier MPS13_IG_AI002”


Hard-coding IDs is a very bad practice in general. Besides, how can I refer to a different System Message using the same ID?

Proposed Change:

Get rid of the hard-coding.

		Status: CLOSED

Comment [Colibria]: Removing the client initiated system message option since it violates the IMPS specification.



		A189

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“(same procedure as in chapter 24).”


This is not valid – section 24 describes a case when the client attempts to send an IM and it has to accept the extra charges for the message; it is very much different from this scenario.

Proposed Change:

Remove the reference and elaborate how this REALLY works.

		Status:CLOSED

Comment [Colibria]: Removing the client initiated system message option since it violates the IMPS specification.






		A190

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


It is not clear where how these menu items are to be inserted.

Proposed Change:

Remove this paragraph or describe in detail how and where these menu items are to be inserted, and what should happen when there is no menu (not all UIs have menus).

		Status: CLOSED

Comment [Colibria]: Text added to explain that clients who do not have menu support should not negotiate support for the custom menu item content type.



		A191

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Last paragraph, first sentence.


How does the server know that the client already has those menu items?

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: Text added to explain that servers should register that a particular client defined by the clients Client-ID has received a menu item and server should not re-send the menu message unless there are any changes to the menu.



		A192

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Last paragraph, second sentence.


How does the server know what which version of those menu items the client has?

Proposed Change:

Clarify.

		Status: CLOSED

See comment on A191.



		A193

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Last paragraph, second sentence.


How does the client know which menu items to replace with the ones that have been received?

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: Duplicate of comment A192.



		A194

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

It is not clear from this section how multiple menu items can be added (and how can nested menus be formed).

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: Nested menus are not supported by the proposed solution.



		A195

		2008.01.11

		T

		19.2

		Source: OZ Communications

Form: INP doc

Comment: 

Proposed Change: Use extended requests, instead of re-using standard messaging primitives

		Status: CLOSED

Comment [Colibria]: If an extension block (I’m assuming ExtBlock) is to be used we will face the problem of negotiating support for extended menus. The Service-Request does not have any extension defined which leaves us with the option of creating an ExtBlock transaction to negotiate support for extended menus  in addition to the extended menus transactions. Also, WBXML definitions has to be defined for the extensions.



		A196

		2008.01.11

		T

		19.2

		Source: OZ Communications

Form: INP doc

Comment: Scenario describes in 5.6.3 (content handling policy) of IMPS CSP. 


The client Cap response can be used to notify the user of these extra costs (page 59 of CSP).


Proposed Change: Use guidelines specified in CSP instead.




		Status: CLOSED

Comment [Colibria]: The comment does not make any sense. There is nothing in this section which talks about capabilities, content handling policies nor extra costs.



		A197

		2008.08.11

		T

		20

		Source: Nokia


Form: INP doc


Comment:

Communities are not restricted to one network of a service provider and similarly, one service provider could be involved in several communities.

Proposed Change:

Replace “community” with “network” all over section 20 plus sub-sections – the text would be accurate then. But, it might be better to create a custom field in the public profile to indicate which communities the user belongs to.

		Status: CLOSED

Comment [Colibria]: change agreed. “community” will be replaced with “network” in chapter 20 and sub-sections.






		A198

		2008.08.11

		T

		20.1

		Source: Nokia

Form: INP doc


Comment:

The rationale is not in line with the section title and the recommendation.

Proposed Change:

If you really mean pricing to be discovered (which I don’t think), use a custom presence attribute instead, because quite often, people in the same community have a different pricing.


If it is enough to discover the community (as it is said in the title and the recommendation), I suggest you remove any pricing discussions from the rationale.

		Status: CLOSED

Comment [Colibria]: change agreed. Section 20 is all about giving an indication that users belong to the same community (network).



		A199

		2008.08.11

		T

		21

		Source: Nokia

Form: INP doc


Comment:

This section does not bring solve any valid use case/problem.


I do not think that Alice even knows that there is such alternative.


33% is a pretty lame number – you get 80-90% gain on presence, general signalling and when the messages are either short or long enough with lots of repeated words and dictionary use.


There is no need to state the obvious.


Binary XML is mandatory in IMPS while plain XML is not – for a good reason.


If clients are ignorant enough not to take advantage of WBXML, or, their implementation people do not invest the time to go for WBXML instead, it is their own problem.

Proposed Change:

Remove this section.

		Status: CLOSED

Comment [Colibria]: WBXML supports inline opaque data and as such all clients and servers MUST support it if they support WBXML.


Unfortunately not all clients implement support for inline opaque data. Therefore servers cannot send such content to clients.


Section 21 is meant to provide a fix to a real problem seen on both IMPS 1.1 and 1.2.



		A200

		2008.08.11

		T

		22

		Source: Nokia

Form: INP doc


Comment:

This is again, stating the obvious. Giving a priority list to the client is pretty much throwing a bone without actually solving the problem. If clients are ignorant enough not to take advantage of various CIR methods it is their own problem.


The only beneficial thing to be described in the section would have been how the client can conserve power/network resources by using a combination of an adaptive keep-alive mechanism and CIR. Make no mistake, the problem is very real, it’s just that we could not agree about putting it into the actual standard because “some” participants were against it.

Proposed Change:

Since the prioritized list does not make much sense (does not solve any problems), I suggest removing the entire section.


Alternatively, rename the section to “Efficient network usage while idle” (or, something like that anyway) and describe a good solution using combination of an adaptive keep-alive mechanism and CIR (some clients have implemented this and it works wonders; actually solving the problem).

		Status: CLOSED

Comment [Colibria]: good suggestion. The section will be changed as suggested.



		A201

		2008.08.11

		T

		23

		Source: Nokia

Form: INP doc


Comment:

I understand the need, and it is fine when it comes to individual implementations, but I am not sure that this is such a good idea to promote this is for all clients. I mean, if it is implemented in a few clients, that’s ok. But recommending this in a white paper for all clients is completely different story.


Why?


Because mobile devices are different and you cannot assume that you can reserve a custom port for SMSes. Because some devices have an agent that handles all incoming SMSes received - where there clients that desire to receive SMSes on certain ports need to register.

Proposed Change:

Remove this section.

		Status: CLOSED

Comment [Colibria]: With the proposed solution and if a client cannot register as a listener on a/any port, then the client should not negotiate support for SSMS CIR.






		A202

		2008.08.11

		T

		23

		Source: Nokia

Form: INP doc


Comment:

Why was this range of port numbers chosen? These port numbers are likely to be allocated in the future. IANA says: “The Dynamic and/or Private Ports are those from 49152 through 65535”

Proposed Change:

Replace “16000-16999” with “Dynamic and/or Private Ports, see [IANAPorts]” and add an [IANAPorts] reference to http://www.iana.org/assignments/port-numbers

		Status: CLOSED

Comment [Colibria]: The port number range was unfortunately changed to one in the range available for allocation by applications. Text changed to make the port selectable from the Dynamic and/or Private Ports range.






		A203

		2008.08.11

		T

		24

		Source: Nokia

Form: INP doc


Comment:

Why is it mentioned all the time that it is the “first time”? An AoC could be triggered at any time, not only the first time.

Proposed Change:

Remove any hints that suggest that an AoC can occur only the first time – and clarify that it can happen any time, whenever the service provider finds it appropriate. You might want to describe that the System Message could include options to “always allow extra charge for this content type”, “always allow extra charge when sending a message to this user”, “always allow costs that are equal or less to this amount <enter amount below>”, “do not notify me until I reach this amount of additional cost <enter amount below>” , etc, to avoid spamming the user with AoC messages.

		Status: CLOSED

Comment [Colibria]: good suggestion. Change as proposed will be made.



		A204

		2008.08.11

		E

		24.3

		Source: Nokia

Form: INP doc


Comment:

Isn’t this supposed to be 24.3.1?

Proposed Change:

Re-number section.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A205

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Success Scenario:”, step 3.


“the user to accepted the cost of the message”?

Proposed Change:

“the user to accept the additional cost(s) associated with delivering the content”?

		Status: CLOSED

Comment [Colibria]: changed agreed.



		A206

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Success Scenario:”, step 4.


The user does not accept a system message.

Proposed Change:

Split this step into three steps:


 - the client presents the System Message to the user


 - the user accepts the additional cost indicated in the System Message.


 - the client responds to the server with a SystemMessageUser transaction, conveying the user’s choice.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A207

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Extension Scenarios:”, step 4b.


The user does not reject a system message.

Proposed Change:

Split this step into three steps (or, just replace the one with the one that was split according to our previous comment):


 - the client presents the System Message to the user


 - the user rejects the additional cost indicated in the System Message.


 - the client responds to the server with a SystemMessageUser transaction, conveying the user’s choice.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A208

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Extension Scenarios:”, step 5b.


Failure? What kind of failure? Which error code?

Proposed Change:

Clarify.

		Status: CLOSED

Comment[Colibria]: Not valid after change in comment A207.



		A209

		2008.08.11

		T

		25.1

		Source: Nokia

Form: INP doc


Comment:

Inconsistency: Alice seems to be pretty dumb thinking that this is going to give her what she wants.

Proposed Change:

Either correct the statement to make it clear that Alice actually wants a one-shot “get” only, or alternatively, propose a subscription mechanism instead in 25.2 that would allow displaying the balance at all times (like Alice wants it). Personally, I would go for the latter by extending the general notification mechanism and allowing subscription for account balance changes.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.





		A210

		2008.08.11

		T

		25.2

		Source: Nokia

Form: INP doc


Comment:

““Account Inquiry” SystemMessageID: IMPS13_IG_AI001”


Hard-coding IDs is a very bad practice in general.

Proposed Change:

Get rid of the hard-coding.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A211

		2008.08.11

		T

		25.2

		Source: Nokia

Form: INP doc


Comment:

This solution is not good.

Proposed Change:

Consider using the extension mechanism and inserting a custom service tree (IMPS13IG10 or similar) into the service negotiation instead – then clients that support those things can take advantage of such extensions in a better way, without abusing the specifications.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.





		A212

		2008.08.11

		T

		25.2

		Source: Nokia

Form: INP doc


Comment:

It is not described what happens when a server does not support this.

Proposed Change:

Describe how the request is rejected (since support for it is currently not negotiated in any way).

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A213

		2008.08.11

		E

		25.2

		Source: Nokia

Form: INP doc


Comment:

Shouldn’t the figure and the table be in a “Use case” section?

Proposed Change:

Shuffle the figure and the table into a “use case” section like it is done in every other section.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A214

		2008.01.11

		T

		25.2

		Source: OZ Communications

Form: INP doc

Comment: An alternative standard approach is to use extended request. The use of SystemMessageUser with a pre-defined code is stretching CSP.


Proposed Change: Suggest using CSP extended request also to be more compliant with CSP without precluding the use of pre-defined system message ID. 




		Status:CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A215

		2008.08.11

		T

		26

		Source: Nokia

Form: INP doc


Comment:

What if the user starts using his mobile phone AFTER he has made a long contact list using his PC already? Will the server cut the contact list in half?


What if it’s a corporate contact list?


There is a solution to this already, it’s called Segmentation Mechanism; it allows clients that are limited in such manner to “scroll” through long contact lists.

Proposed Change:

Remove section 26.

		Status: CLOSED

Comment [Colibria]: The problem at hand is not that the client isn’t able to receive long contacts lists, but rather the problem of keeping state on a large number of contacts at the same time (e.g., presence state, conversations, etc), and hence the Segmentation Mechanism does not solve the problem Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A216

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

What on Earth is a “oma_allcontacts contact list”?

Proposed Change:

There is no such thing in the IMPS standard – and there should not be one because hard-coding is a very bad practice.

		Status: CLOSED

Comment [Colibria]: the oma_allcontacts contact list Is defined in section 12.3. Reference added.



		A217

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“Each client SHOULD add the property "MaxContacts" to this ListManage”


What is “MaxContacts? It is certainly not a contact list property (defining it as such would be against the IMPS standard).


Which ListManage?

Proposed Change:

Clarify or remove.

		Status: CLOSED

Comment [Colibria]: The suggestion was to use let clients tell the server their maximum number of contact limit through the property field on the ListManage-Request to fetch the oma_allcontact contact list. Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A218

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“and indicate the maximum number of contacts the client supports”


Indicate how?

Proposed Change:

Clarify or remove.

		Status: CLOSED

Comment [Colibria]: By setting the value of the MaxContacts property on the ListManage-Request to fetch the oma_allcontact contact list. Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A219

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“The client SHOULD inform the server of the maximum number of contacts it can handle.”


Why? Segmentation already handles this (in a better way).

Proposed Change:

Remove.

		Status: CLOSED

Comment [Colibria]: as explained in A215 segmentation does not solve the problem.



		A220

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“Also, the setting only applies to the client who set the value.”


Assuming a client with limited memory it is safe to assume that it will not remember the number of contacts it asked the server to store; so, how can a client retrieve its current setting from the server?

Proposed Change:

Clarify how a client can retrieve its current setting and update it if necessary.

		Status: CLOSED

Comment [Colibria]: I am assuming that clients with limited resources are very well aware of their limitation and that they do not need to ask the server about their limitation.



		A221

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3, Paragraph 6 and Paragraph 7.


Oh, my God! Whose twisted mind came up with this conclusion? This is possibly the worst solution one can come up with. Confusing for the client, confusing for the user, violates the IMPS standards, etc, etc. This creates more problems than it claims to solve! I strongly object to this.

Proposed Change:

Remove this paragraph – or, re-design and make sure that the IMPS standard is not violated.

		Status: CLOSED

Comment [Colibria]: What is it with the solution that is confusing for the client? How will the proposed solution make the end-user confused? In what way does the proposed solution violate the IMPS standard? Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A222

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“The MaxContacts property is only needed”


Again, it is not a contact list property (according to how you described the behaviour earlier). Contact list properties are persistent (according to IMPS) and making them non-persistent would violate the IMPS specs.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.






		A223

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“oma_allcontacts contact list”


Again, there is no such contact list in the IMPS specs and hard-coding is a really bad practice.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: the oma_allcontacts contact list Is defined in section 12.3. Reference added.



		A224

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


“Updating the contact list on older clients (1.1 and 1.2.1)”


Obviously, this is not in the scope.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: agreed. The paragraph will be removed.



		A225

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


“contract of presence updates”


This is non-sense.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: see comment on A224.



		A226

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

“The user logs in with a client on that only support 3 contacts”


LOL. Can support only 3 contacts? That client should be so limited that it cannot even use IMPS.

Proposed Change:

Remove the entire section.

		Status: CLOSED

Comment[Colibria]: 3 will be changed to 30 as there are in fact clients out there with such limitations.



		A227

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

“The client hints the server”


LOL


What should a server do with a hint? Take it or not?

Proposed Change:

Remove.

		Status: CLOSED

Comment [Colibria]: text will be changed to say “The client informs the server”.



		A228

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“the MaxContacts property”


Again, it is not a contact list property (according to how you described the behaviour earlier). Contact list properties are persistent (according to IMPS) and making them non-persistent would violate the IMPS specs.

Proposed Change:

Remove.

		Status: CLOSED

Comment [Colibria]: Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A229

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“oma_allcontacts contact list”


Again, there is no such contact list in the IMPS specs and hard-coding is a really bad practice.

Proposed Change:

Remove the text.

		Status: CLOSED

Comment [Colibria]: see comment on A223.



		A230

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

It is not said what is shown in the example.

Proposed Change:

Don’t bother adding it, just remove, it is non-sense anyway.

		Status: CLOSED

Comment [Colibria]: Text added to explain what the example shows.
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		ID

		Open Date

		Type

		Section

		Description

		Status



		A001

		2008.08.11

		T

		General

		Source: Nokia

Form: INP doc


Comment:

The document title and version number (and consequently the included namespaces) are a bit confusing.

Assuming that


 - this document is Implementation Guidelines version 1.0.


 - this document is for IMPS 1.3


some changes are necessary.

Proposed Change:

Change the title of the document to “Implementation Guidelines for IMPS 1.3”


Change the version of the document to 1.0 (i.e. Draft Version 1.0).


Update the document ID to reflect this as well (i.e. OMA-WP-IMPS_IG-V1_0-20080630-D.


Update the namespaces to reflect this as well (i.e. http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0)


Make sure that these changes are applied everywhere in the document where necessary.

		Status: CLOSED

Comment [Colibria]: changes agreed.



		A002

		2008.08.11

		E

		General

		Source: Nokia

Form: INP doc


Comment:

The language setting varies over the document.


Proposed Change:

Select the entire document (CTRL+A) and select English/UK as the language (I think that’s the default in the TS template).

		Status: CLOSED

Comment [Colibria]: changes agreed.



		A003

		2008.08.11

		T

		General

		Source: Nokia

Form: INP doc


Comment:

This is an informational document; normative keywords are not acceptable.


Proposed Change:

Remove reference to RFC2119 from Section 2, make all keywords (MUST, SHOULD, MAY, etc) lowercase across the entire document and remove the 2nd sentence from 3.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A004

		2008.08.11

		E

		General

		Source: Nokia

Form: INP doc


Comment:

The format of the tables is not consistent. The rows/columns are sometimes gray, sometimes white.

Proposed Change:

Make the “look” of the tables consistent across the entire document.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A005

		2008.08.11

		E

		General

		Source: Nokia

Form: INP doc


Comment:

The format of the use cases is not consistent. Sometimes a use case is in one table cell with numbered bullets, sometimes it spans across individually numbered table cells.

Proposed Change:

Make the use cases consistent across the entire document.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A006

		2008.08.11

		E

		General

		Source: Nokia

Form: INP doc


Comment:

Caps use.


Some terms/words are capitalized in one section and lowercase in another section.

Proposed Change:

Make the caps use consistent across the entire document.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A007

		2008.08.11

		E

		General

		Source: Nokia

Form: INP doc


Comment:

Dash use.


Some terms/words are with dash in one section and without dash in another section. A good example is User ID vs. User-ID (there are others, this is just an example).

Proposed Change:

Make the dash use consistent across the entire document.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A008

		2008.08.11

		E

		General

		Source: Nokia

Form: INP doc


Comment:

There are a lot of unnecessary extra line breaks and spaces scattered throughout the entire document.


Proposed Change:

Remove the extra spaces/line breaks.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A009

		2008.08.11

		T

		General

		Source: Nokia

Form: INP doc


Comment:

It is pointless to use the work “recommended” in the “Recommendations” section.

Proposed Change:

In every “Recommendations” section remove the word “RECOMMENDED” from every sentence where it occurs and use “should” instead.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A010

		2008.08.11

		T

		General

		Source: Nokia

Form: INP doc


Comment:

Did this white paper get SEC’s blessing? There are some issues in this document that requires their attention.

Proposed Change:

Add a security considerations section describing any potential issues and have the document reviewed and agreed by SEC.

		Status: OPEN





		A011

		2008.08.11

		T

		1

		Source: Nokia

Form: INP doc


Comment:

Ambiguous text: “They are aligned with GSMA IM Phase 1/2 Service Definition documents.”


Proposed Change:

What is “they” referring to? Applications or IG?


If IG is meant: clarify the sentence, however if Applications are meant, then we suggest removing the sentence (that would be an invalid claim).

		Status: CLOSED

Comment [Colibria]: sentence will be removed.



		A012

		2008.08.11

		T

		2

		Source: Nokia

Form: INP doc


Comment:

Referenced document version is missing from [OMADICT].


Proposed Change:

Update the reference so that it points to the appropriate document.

		Status: CLOSED

Comment [Colibria]: reference will be updated.



		A013

		2008.08.11

		E

		2

		Source: Nokia

Form: INP doc


Comment:

The text is not formatted correctly.


Proposed Change:

Select the entire first column and apply the “RefLabel” style.

		Status: CLOSED

Comment [Colibria]: formatting will be changed.



		A014

		2008.08.11

		E

		2

		Source: Nokia

Form: INP doc


Comment:

The text is not formatted correctly.


Proposed Change:

Select the entire second column and apply the “RefDesc” style.

		Status: CLOSED

Comment [Colibria]: formatting will be changed.



		A015

		2008.08.11

		E

		2

		Source: Nokia

Form: INP doc


Comment:

Opening bracket missing from “PA XMLS]”


Proposed Change:

Add opening bracket.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A016

		2008.08.11

		E

		2

		Source: Nokia

Form: INP doc


Comment:

The last paragraph in this section has a strange formatting. ;-)


Proposed Change:

Select and apply “Normal” style.

		Status: CLOSED

Comment [Colibria]: formatting will be changed.



		A017

		2008.08.11

		E

		2

		Source: Nokia

Form: INP doc


Comment:

The reference descriptions include links. Some of them are click-able, some are just text formatted with blue colour.


Proposed Change:

Make them consistent – either click-able or not.


Our preference would be to remove the links and the blue colours.

		Status: CLOSED

Comment [Colibria]: links will be made clickable.



		A018

		2008.08.11

		T

		2

		Source: Nokia

Form: INP doc


Comment:

The “IM Phase 2 Service Definition” document is not available from the GMSA web site, http://www.gsmworld.com/documents/index.shtml and as such it is considered a non-existent reference.

Proposed Change:

Remove the reference.

		Status: CLOSED

Comment [Colibria]: The “IM Phase 2 Service Definition” document is available from the GSMA web site on http://www.gsmworld.com/documents/pim/im_phase_2_service_def.doc

The document is also listed on http://www.gsmworld.com/personal_im/technical.shtml Reference will be changed.



		A019

		2008.08.11

		T

		3.1

		Source: Nokia

Form: INP doc


Comment:

There seems to be some leftover (?) at the end of the first sentence.

Proposed Change:

Remove “to Recommendations”, or clarify what was meant to be said.

		Status: CLOSED

Comment [Colibria]: clarification will be added.



		A020

		2008.08.11

		E

		3.1

		Source: Nokia

Form: INP doc


Comment:

The last paragraph in this section has a strange formatting. ;-)


Proposed Change:

Select and apply “Normal” style.

		Status: CLOSED

Comment [Colibria]: style will be changed.



		A021

		2008.08.11

		T

		3.2

		Source: Nokia

Form: INP doc


Comment:

I understand that there are no new definitions added, but still. The current text is not worth having.

Proposed Change:

Either remove the section, or, explain the definitions already exist in the IMPS 1.3 Enabler and they are not repeated here.

		Status: CLOSED

Comment [Colibria]: explanation will be added.



		A022

		2008.08.11

		T

		3.2

		Source: Nokia

Form: INP doc


Comment:

GSMA is an abbreviation, isn’t it?

Proposed Change:

Either remove the section, or, explain the abbreviations already exist in the IMPS 1.3 Enabler and they are not repeated here.

		Status: CLOSED

Comment [Colibria]: same as A021.



		A023

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, first sentence.


IMPS Applications do not interact with each other directly – they interact via the IMPS server. The clients are in fact conformant and compliant to the IMPS Server as defined in the IMPS Enabler. Therefore, the word “interoperability” does not sound right in this sentence – it applies that there are some IOP issue with the specs that need to be corrected.

Proposed Change:

Replace “interoperability” something else (maybe “implementation”?).

		Status: CLOSED

Comment [Colibria]:  “interoperability” will be replaced with “Implementation”.



		A024

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, first sentence.


Wording change proposal.

Proposed Change:

Change “as” to “where” or “whereas” in “an application level as two or more”.

		Status: CLOSED

Comment [Colibria]: “as” will be changed to “whereas”.



		A025

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, second sentence.


Wording change proposal.

Proposed Change:

Change “However” to “Additionally” in “However, a lot of the options”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A026

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph two, second sentence.


This sentence does not sound right. “two or more transactions” makes it sound as if it was possible to combine transactions (which is not the case) – transactions are still separate. Also, we don’t want to work backwards: we need to go from the use case to the result.

Proposed Change:

Change the current sentence to: “Additionally, due to the high level of optional information elements in the primitives of the IMPS protocol, it is not known what is the best and widely implemented way of executing a number of use cases that are not described in detail in the IMPS specifications - how transactions and options shall be combined and used to implement such use cases”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A027

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Paragraph three, first sentence.


The “not supposed” to does not sound very convincing in “this document is not supposed to change or bend” part of the sentence.

Proposed Change:

Replace “supposed to change or bend” with “changing or bending”.

		Status: CLOSED

Comment [Colibria]: change agreed. Sentence will be changed to “will not change or bend”



		A028

		2008.08.11

		T

		4

		Source: Nokia

Form: INP doc


Comment:

Last paragraph.


Is this in the right place?

Proposed Change:

Move the entire paragraph to section 3.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A029

		2008.08.11

		T

		5.1

		Source: Nokia

Form: INP doc


Comment:

First sentence.


“the first time she opens the client”


We would not want to recommend this, would we? It would not allow a person to use his existing account he generated with another device.

Proposed Change:

Remove “the first time she opens the client”.

		Status: CLOSED

Comment [Colibria]: good point. The text must changed to address what will happen when the user already has an account. In case of network authentication the client can simply be notified about the username in the LoginResponse as described in section 5.2.1. In all other cases we must allow for the user to choose an already existing account. Note that this scenario is also related to chapter 9.



		A030

		2008.08.11

		T

		5.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph two.


“enables a server to provision a client's User-ID and password from the client”


I do not think that this is about provisioning. I think it is about creating an account (user-id and a password), see CSP Section 6.5.

Proposed Change:

Replace the first sentence with this: “The auto-registration feature allows a server to create a new user account comprising a User-ID and a password, as described in [CSP], section 6.5.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A031

		2008.08.11

		T

		5.2

		Source: Nokia

Form: INP doc


Comment:

Some text would be nice about what to expect in this section.

Proposed Change:

Add this text or something similar:


This section describes the use cases related to the auto-registration feature. Two main use cases are described that are distinguished based on where the User-ID is chosen/assigned. One, where the User-ID is chosen/assigned by the server [5.2.1] and a second, where the end-user is allowed to choose his/her own User-ID [5.2.2].

		Status: CLOSED

Comment [Colibria]: change agreed.



		A032

		2008.08.11

		T

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Success Guarantees:”


Again, this is not about provisioning.

Proposed Change:

Replace “End user is provisioned in the IM system” with “End user is registered as a new user in the IM system”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A033

		2008.08.11

		T

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Main Success Scenario:”


First bullet.


Again, this is not triggered when the client is launched the first time (otherwise it would not be possible to specify an existing account).

Proposed Change:

Replace “1. End user launches IM client for the first time” with “1. End user attempts to log in without specifying a user name.” Or, just remove the bullet as a whole.

		Status: CLOSED

Comment [Colibria]: change agreed. The sentence will be replaced.



		A034

		2008.08.11

		E

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Extension Scenarios:”


Shouldn’t the first sentence be formatted bold? I think this is supposed to be the “title” of the extension scenario. (?)

Proposed Change:

Make the first sentence (“Server assigns User-ID based on MSISDN of the client”) bold.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A035

		2008.08.11

		T

		5.2.1

		Source: Nokia

Form: INP doc


Comment:

Table 1, “Extension Scenarios:”


“Server assigns User-ID based on MSISDN of the client”


I think that this scenario is supposed to say that Auto-Registration does NOT take place because the server is able to determine the identity of the user from the MSISDN. Instead, the correct User-ID is returned.

Proposed Change:

Replace current scenario:


“Server assigns User-ID based on MSISDN of the client

3b. Server discovers the MSISDN of the client, auto-provisions the user and returns a login response indicating success with a Session-ID, User-ID based on MSISDN and an auto-generated password”


with this one:


Auto-registration is not needed


3b. Server discovers the MSISDN of the client and determines that a User-ID already exists for that MSISDN. Therefore, instead of performing auto-registration, the server provisions the client with the existing User-ID and password: it returns a login response indicating success with a Session-ID, and the appropriate User-ID and password.

		Status: CLOSED

Comment [Colibria]: Auto-Registration will take place when servers use network authentication and it is the first time the end user tries to log in on the service.



		A036

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

“in medias res”

Proposed Change:

Move the figure after the table, and give a reference to Figure 1 from the table.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A037

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Success Guarantees”


I think that this use case is identical to 5.2.1 until we get to the point where the User-ID is generated.

Proposed Change:

Copy-paste the text from table 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A038

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Preconditions”


I think that this use case is identical to 5.2.1 until we get to the point where the User-ID is generated.

Proposed Change:

Copy-paste the text from table 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A039

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Trigger:”


I think that the current text is wrong. It would happen every time then.


I think that this use case is identical to 5.2.1 until we get to the point where the User-ID is generated.

Proposed Change:

Copy-paste the text from table 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: Step 8 and 8a states what will happen on consecutive logins. The client is expected to present the user-ID on logins after the first login which triggered the auto-registration process.


Text will be added to explain that the client is expected to preserve the User-ID and password on safe storage after an auto-registration.



		A040

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #1.


Not consistent with Step 1 in 5.2.1.

Proposed Change:

Make it consistent with Step 1 in 5.2.1.

		Status: CLOSED

Comment [Colibria]: The sentence will be changed to “The client sends a Login request primitive without a user ID or a password” in step #1 in 5.2.1 table 2.



		A041

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #2.


Not consistent with Step 3.

Proposed Change:

Replace the last sentence with this:


“The various User-ID options available to the user, where the last option allows the user to choose a custom User-ID.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A042

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #4.


The sentence ends with a comma and some words are missing.

Proposed Change:

Replace the sentence with this:


The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A043

		2008.08.11

		E

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #5.


Caps use.

Proposed Change:

Intext -> InText

		Status: CLOSED

Comment [Colibria]: change agreed.



		A044

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #6.


A word is missing.

Proposed Change:

Insert the word “message” after “system”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A045

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #7.


A word is missing.

Proposed Change:

Insert the word “primitive” at the end of the sentence.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A046

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #8 and #8a, first sentences.


Two issues with these sentences:


 - They are identical in #8 and #8a.


 - What does “taken” mean? Currently in use? Is that enough?

Proposed Change:

Merge the two identical sentences into a single, individual step (this would also allow showing it on the figure similarly to step 6), replace “taken” with “reserved” and add a footnote to the word “reserved” saying:


Reserved in this context means either that the User-ID is currently in use, or, that the User-ID is not in use but it did not pass a safe re-use period yet. The re-use period is implementation-specific. It could be based on the time since the User-ID has been deprecated, based on the time since last message has been sent to a deprecated User-ID, etc.

		Status: CLOSED

Comment [Colibria]: change agreed. Reserved is a better word than taken. Reserved could in this context mean either that the User-ID is currently in use, it does not pass the requirements for user-IDs as defined by the service (e.g., reserved words, bad language) or the User-ID has not passed a safe re-use period yet.



		A047

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #8, last sentence.


Why is “Authentication” uppercase?

Proposed Change:

Make it lowercase, or add a definition for this term.

		Status: CLOSED

Comment [Colibria]: change agreed. “Authentication will be changed to “authentication”.



		A048

		2008.08.11

		T

		5.2.2

		Source: Nokia

Form: INP doc


Comment:

Table 2, “Main success scenario Steps” #8 and #8a.


#8a is clear about the password, however #8 does not mention it. Since the user account is new, I think that the password will be generated by the server and will be returned to the client - in both cases.

Proposed Change:

Elaborate in step #8 how the password is generated and returned and remove discussion of future authentication – it is a separate use case described in section 8.


If you did the proposed changes right, #8 and #8a will look identical, so you can merge these two into a single step.

		Status: CLOSED

Comment [Colibria]: Agreed. The only difference between steps #8 and #8a is that the password will be returned on the LoginResponse in case network authentication is not in use on the service.



		A049

		2008.08.11

		T

		5.3

		Source: Nokia

Form: INP doc


Comment:

First sentence, “specific use of system messages”.


I do not think that it has anything meaningful in this for a client.

Proposed Change:

Split up the sentence. Something like:


In order to facilitate an easy first-time setup, clients and server should implement the trigger and response mechanisms described in 5.2.1 and 5.2.2 and take advantage of them as they see fit. Servers that allow a user to choose their own User-IDs should facilitate the User-ID choice by taking advantage of the special use of the System Message feature as it is described in 5.2.2.

		Status: CLOSED

Comment [Colibria]: agreed.



		A050

		2008.08.11

		T

		5.3

		Source: Nokia

Form: INP doc


Comment:

Second sentence.


Two issues:


 - it is the recommendation section already, no need to state that individually.


 - needs improvement.

Proposed Change:

Change the sentence to something like:


Whenever a client receives a User-ID and password from the server in a LoginResponse primitive, it should store these newly received credentials persistently for the current network (domain).

		Status: CLOSED

Comment [Colibria]: agreed.



		A051

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Wrong section title.

Proposed Change:

Change the title of this section to “Use cases and examples”.

		Status: CLOSED

Comment [Colibria]: agreed.



		A052

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

The first sentence does not seem to be appropriate.

Proposed Change:

Change the sentence to:


“This section describes how the terms of use are delivered to the end-user and how to get the user’s response prior to taking the service into use.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A053

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

In medias res.

Proposed Change:

Move the figure after the table.

		Status: CLOSED

Comment [Colibria]: agreed.



		A054

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Success Guarantees”


I think that this is an invalid claim.

Proposed Change:

Change this sentence to: “The terms of use are delivered to the user and the user’s response is returned to the server.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A055

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Preconditions”


I think that this is not a valid pre-condition.

Proposed Change:

Change this sentence to: “The service provider deems it necessary to deliver the terms of use to the user and get the user’s response.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A056

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Trigger”


This is not valid.

Proposed Change:

Change this sentence to: “The server, issues a System Message when appropriate - based on service provider’s policies - , during login phase.”

		Status: CLOSED

Comment [Colibria]: agreed.



		A057

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #2.


The error code is not consistent with the one in the figure.


Is it 921 or 436?

Proposed Change:

Correct the error code and make it consistent.

		Status: CLOSED

Comment [Colibria]: The error code on the figure is wrong. It should be 921.



		A058

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #2.


This about the terms of use (and nothing more). Such choices are possible, but not relevant in this use case.

Proposed Change:

Remove this from the sentence: “text or an informative text with a  URL pointing to the terms of use if the text is too long”.

		Status: CLOSED

Comment [Colibria]: Terms of use text can be to long for the client to receive (du to parser size). Text about the option of using a URL within the terms and condition text will be moved from step #2 to the beginning of chapter 6.2 (after the first paragraph).



		A059

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #3, first sentence.


A word is missing.

Proposed Change:

Insert the word “message” after “system”.

		Status: CLOSED

Comment [Colibria]: agreed.



		A060

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #3, second sentence.


Two issues:


 - One of the options are selected (not the last).


 - Left-over text.

Proposed Change:

Replace the second sentence with this: “The user selects the ‘Agree’ option.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A061

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 3, “Main success scenario Steps” #4.


The sentence ends with a comma and some words are missing.

Proposed Change:

Replace the sentence with this:


The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A062

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” “1 to 3”.


Step 3 of the original flow is not part of this.

Proposed Change:

Remove 3 from the range (so that is says “1 to 2”) and add a new step 3, which says: “The client displays the system message and waits for the user’s selection. The user selects the ‘Reject’ option.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A063

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #4


Step 4 should be re-used from the original flow.

Proposed Change:

Replace the current text with this: “Same as for the Successful flow.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A064

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #5


This is just one way of doing it; however I am not sure that it is the best. It could be a better alternative to re-send the terms of use again in the system message (this time with a note added that says “without agreeing to this, you cannot use the service”) and ask the user again. Or, just respond with a failure without a system message.

Proposed Change:

Consider a better alternative.

		Status: CLOSED

Comment [Colibria]: The usage of the result code 903 was replaced with 921 since it did not add anything to the flow. The user will be presented with a system message inidicating that it has to agree to use the IM service.



		A065

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #5


“The server ends the session.”


I am not sure what this is supposed to mean. This is login phase; there is no session, so it can’t be ended. It sounds particularly bad to send a system message and then dropping the connection (of that’s what was meant) – what about the Status primitive? How will the client know that there won’t be a follow-up on this?

Proposed Change:

Clarify. Again, I would rather solve this differently; in a way that does not leave the client “hanging” in an unknown state (see the previous Nokia comment).

		Status: CLOSED

Comment [Colibria]: Removed the text ‘The server ends the session’ from step #5.



		A066

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

Table 4, “Step” #6


There is no system message option that would tell the client to re-connect. Since there is a flaw in the flow, the client would be in an unknown state, so, at best, the user would have to manually disconnect and re-connect again.

Proposed Change:

Remove this step.

		Status: CLOSED

Comment [Colibria]: change agreed. Removed the text in step #6 with ‘Continue on step 3 (or 3b).



		A067

		2008.08.11

		T

		6.2

		Source: Nokia

Form: INP doc


Comment:

There is no “Recommendation” section.


I think it would be a good place to insert things like verification mechanism, etc.


Or, an “Additional considerations” section?

Proposed Change:

Consider adding such section.

		Status: CLOSED

Comment [Colibria]: Added an “Additional considerations” section.



		A068

		2008.01.11

		T

		7

		Source: OZ Communications


Form: INP doc

Comment: CSP has the capability to indicate the preferred language. 


Proposed Change: it is proposed to perform the login with embedded ClientCap request. Extract language from capability list rather than relying on HTTP over which the user has no control.

		Status: CLOSED

Comment [Colibria]: some client vendors find it to expensive to send client capabilities multiple times as it will happen on e.g. auto registration. I understand that the proposed solution does not solve the problem for clients not using HTTP as bearer. Maybe we can alter the suggestion to include text saying that client capabilities on the the LoginRequest is the preferred way to indicate preferred language? Furthermore - clients who use HTTP as bearer must be able to control HTTP header attributes.  






		A069

		2008.08.11

		E

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


Is this an English word: “internationalizable”?

Proposed Change:

Internationalized?

		Status: CLOSED

Comment [Colibria]: change agreed. “internationalizable” will be changed to “internationalized”.



		A070

		2008.08.11

		E

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“on the ClientCapability-Request”

Proposed Change:

“in the ClientCapability-Request”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A071

		2008.08.11

		E

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


“and the alike”

Proposed Change:

“and similar System Messages”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A072

		2008.08.11

		T

		7.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


This is a fact – missing reasoning.

Proposed Change:

Add to the end of the sentence: “where it would be important to present information using the native language”.

		Status: OCLOSED

Comment [Colibria]: change agreed.



		A073

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

This works only for clients that use HTTP.

Proposed Change:

State this at the beginning of the section.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A074

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

First sentence.


Not very clear.

Proposed Change:

Replace “to add the Accept-Language HTTP header tag” with this:


“to utilize the Accept-Language HTTP header tag to indicate its preferred language”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A075

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

“header tag on all requests”

Proposed Change:

“header tag in all HTTP requests”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A076

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


More specific reference is needed, but extra RFC reference is not needed.

Proposed Change:

Replace “defined in [RFC2616] (and RFC[1766])” with “defined in section 3.10 of [RFC2616]”.


Also, add a reference to RFC2616 in section 2.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A077

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


Refer IMPS definition instead.

Proposed Change:

Replace “(three letter language code as specified in [ISO639-2]).  ” with this: “(three-letter language code as defined in section 5.2 of [CSP DataType])”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A078

		2008.08.11

		T

		7.2

		Source: Nokia

Form: INP doc


Comment:

This is already said in the first sentence, there is no need to repeat it again.

Proposed Change:

Remove duplicate statement “Clients are RECOMMENDED to only use the Accept-Language tag until client capabilities has been negotiated to save bandwidth usage.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A079

		2008.08.11

		T

		8

		Source: Nokia

Form: INP doc


Comment:

The section title is not accurate.

Proposed Change:

Change section title to “Finding out the MSISDN in use”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A080

		2008.08.11

		T

		8.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 1.


This text has nothing to do with the problem being addresses.

Proposed Change:

Remove the current sentence (and add a valid sentence if necessary).

		Status: CLOSED

Comment [Colibria]: change agreed.



		A081

		2008.08.11

		T

		8.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


Copy-paste leftover? Does not seem to have anything to do with the rest of the sentence.

Proposed Change:

Remove “to be registered in the user's private profile” from the sentence.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A082

		2008.08.11

		E

		8.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


This long sentence should be split up – it very hard to separate the use cases from the actual text.

Proposed Change:

List the use cases using a bulleted list.

		Status: CLOSED

Comment [Colibria]: a bullet list of use cases will be provided.



		A083

		2008.08.11

		T

		8.2

		Source: Nokia

Form: INP doc


Comment:

“It is RECOMMENDED clients negotiate the use of SSMS CIR during client capabilities negotiation.” Negotiation is one thing, what about support?

Proposed Change:

Replace the quoted sentence with this:


“Clients should support and use Standalone SMS Binding (8.1.4 of [CSP Trans]) – this allows the server to find out the correct MSISDN that the client is using.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A084

		2008.08.11

		T

		8.2

		Source: Nokia

Form: INP doc


Comment:

“It is further RECOMMENED that the server consequently uses the "HELO" SMS-MO it receives from the client in order to find and update the MSISDN of the client.”

Proposed Change:

Replace the quoted sentence with this:


“The server should use the received "HELO" message (and the Session-ID within) to find out the MSISDN used by the client – and store the current MSISDN for any further correspondence that might be necessary.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A085

		2008.08.11

		T

		9

		Source: Nokia

Form: INP doc


Comment:

The section title talks about “credentials” – which contains the User-ID, while the entire section talks about retrieving the password only.

Proposed Change:

Either include the User-ID retrieval as well, or change the section title to talk about the password only.

		Status: CLOSED

Comment [Colibria]: true – it is only about password retrieval. Text will be changed to reflect this.



		A086

		2008.08.11

		T

		9.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“Credential retrieval enables the user to log onto the service without having to type in his password.”


Really?


Why is it called retrieval then? It should be called logging in without a password then.

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: All references to credential retrieval will be changed to reflect that the chapter is about password retrieval and the ability to log in without providing the password.



		A087

		2008.08.11

		T

		9.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2 contradicts paragraph 1 and the use case.


Paragraphs 1 talks about retrieving passwords. Paragraph 2 talks about not having to use username and password. The use case below talks about passwords again with an interesting mix of retrieval and loggin in.


Paragraph 2 seems to make a lot of sense (so that users do not need to remember usernames and passwords), however this is not addressed by the use case.


What is the purpose/value of the use case then?

Proposed Change:

Clarify the inconsistency across the entire section 9 – if it’s about retrieving the password, make it consistent with that. If it’s about retrieving the username and password, make it consistent with that. If it’s about logging in without a password, make it consistent with that. If it’s about logging in without a username and password, make it consistent with that. If you mean a mixture of these, create separate use cases because currently this use case is a mess.


Lacking the understanding what is meant to be said here in the first place (and the inability to figure it out from the current text), the only recommendation I can give is to delete the entire section 9.

		Status: CLOSED

Comment [Colibria]: same as comment on A086.



		A088

		2008.08.11

		T

		9.2

		Source: Nokia

Form: INP doc


Comment:

What’s the thing with CSP 1.3?


I thought that the entire white paper is supposed to talk about 1.3.

Proposed Change:

Delete any hint of being version-specific, this is all for IMPS 1.3.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A089

		2008.08.11

		T

		10.1

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“seamlessly”?


Proposed Change:

“in parallel”?

		Status: CLOSED

Comment [Colibria]: The word “seamlessly” will be deleted.



		A090

		2008.08.11

		T

		10.1

		Source: Nokia

Form: INP doc


Comment:

“on all attached clients”?

Proposed Change:

“on all active clients” or “on all logged in clients”?

		Status: CLOSED

Comment [Colibria]: “on all attached clients” will be changed to “on all logged in clients”.



		A091

		2008.08.11

		T

		10.2

		Source: Nokia

Form: INP doc


Comment:

The title of the section is misleading.

Proposed Change:

“Keeping presence attributes up-to-date”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A092

		2008.08.11

		T

		10.2.1.1

		Source: Nokia

Form: INP doc


Comment:

It is not said in the preconditions (nor it is said in the use case steps) that the client subscribes all presence attributes of the user’s own User-ID.

Proposed Change:

For clarity, have it described it as part of the use case (as opposed to pre-conditions).

		Status: CLOSED

Comment [Colibria]: change agreed.



		A093

		2008.08.11

		T

		10.2.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 6, “Success Guarantees”


This statement is not valid as the use case is written currently.

Proposed Change:

Either replace the current text with this one: “End user presence update is notified to all subscribed clients.”, or, add a new step that says “The client applies the notified presence changes locally, so that its local set reflects the latest changes.”

		Status: CLOSED

Comment [Colibria]: current text will be replaced with “The client applies the notified presence changes locally, so that its local set reflects the latest changes.”



		A094

		2008.08.11

		T

		10.2.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 6, “Main Success Scenario” #2.


The server does not forward anything.

Proposed Change:

Replace “forwards” with “generates notifications with the appropriate updates”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A095

		2008.08.11

		T

		10.2.2

		Source: Nokia

Form: INP doc


Comment:

Some people tend to make mistakes more often than others, so you might want to add a note saying that NOT all presence info should be updated on the client with the updates received in the notification; only the User Status (8.3 in [PA]) attributes!


If I think about it more, you might want to exclude “UserAvailability” from the update as well – I might be available on one client, the rest of the clients might very well “go to sleep”.

Proposed Change:

Add note.

		Status: CLOSED

Comment [Colibria]: UserAvailability is a User Status attribute an cannot be different on the user’s client.


The sentence “It is RECOMMENDED to subscribe to all user status presence attributes supported by the client.” Will be replaced with more text explaining which attributes to subscribe to and why.  



		A096

		2008.08.11

		T

		10.3

		Source: Nokia

Form: INP doc


Comment:

The title of the section is misleading.

Proposed Change:

“Keeping various user-managed things up-to-date”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A097

		2008.08.11

		T

		10.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2, last sentence.


This sentence does not belong here.

Proposed Change:

Move the sentence to the “Recommendation” section, 10.3.2.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A098

		2008.08.11

		T

		10.3.1.1

		Source: Nokia

Form: INP doc


Comment:

It is not said in the preconditions (nor it is said in the use case steps) that the client subscribes certain events and what these events are.

Proposed Change:

For clarity, have it described it as part of the use case (as opposed to pre-conditions).

		Status: CLOSED

Comment [Colibria]: change agreed.



		A099

		2008.08.11

		T

		10.3.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 7, “Success Guarantees”


This statement is not valid as the use case is written currently.

Proposed Change:

Either replace the current text with this one: “End user update is notified to all subscribed clients.”, or, add a new step that says “The client applies the notified changes locally, so that its local set reflects the latest changes.”

		Status: CLOSED

Comment [Colibria]: A new step will be added as suggested.



		A100

		2008.08.11

		T

		10.3.1.1

		Source: Nokia

Form: INP doc


Comment:

Table 7, “Main Success Scenario” #2.


The server does not forward anything.

Proposed Change:

Replace “forwards” with “generates notifications with the appropriate changes”.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A101

		2008.08.11

		T

		11.1

		Source: Nokia

Form: INP doc


Comment:

RFC 2396

Proposed Change:

Make RFC 2396 a reference and add it to section 2 as well.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A102

		2008.08.11

		E

		11.1

		Source: Nokia

Form: INP doc


Comment:

Words missing

Proposed Change:

Insert the words “the scope of” into “within a particular user.”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A103

		2008.08.11

		T

		11.1

		Source: Nokia

Form: INP doc


Comment:

“Having a consistent Client-ID”


Bah – it is meant to be unique, so what does it have to do with consistency?

Proposed Change:

Clarify. Maybe change to “Having a consistent way of generating unique Client-IDs”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A104

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Hmmm. I do not think that a single user is going to have more than 10 clients at any time. So, this entire syntax seems to be overkill to me. A short, compact ID could be better.


Proposed Change:

Remove all this mambo-jumbo and keep the “UniqueID” part only and prefix it with wv://.


Or, if the client wishes to advertise its address for some reason, just go for the address of the client (e.g. http://127.0.0.1:3717/NokiaIM01) where 127.0.0.1 is the client’s IP address, NokiaIM is the name of the application, while 3717 is the port number where the client is listening (3717 is already reserved for IMPS) and there is a random number at the end.


These two are more than enough.

		Status: CLOSED

Comment [Colibria]: The rational behind the Client-ID definition presented is to allow for servers to learn more about the exact client type in use. This can be used to determine screen size, workarounds for clients and more.


I agree that it is best to keep the Client-ID as much compact is it can be and that the most important point to make is for Client-ID to be unique with respect to user-IDs.

I do not understand why the proposed change of letting the client expose it’s address would solve anything. Furthermore – there is often no TCP connection path available from the server to client (only the other way around).





		A105

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

The generated Client-ID is way too long for a client that uses the plain text syntax over SMS.

Proposed Change:

Make it clear, that this is meant to be used by clients that use HTTP, while clients that use SMS should utilize only the “UniqueID” part with max. 4 digits – we do not expect so many of them.

		Status: CLOSED

Comment [Colibria]: change agreed. Clarifying text will be added. Will 4 digits be enough to prevent two clients accidentally generating the same “UniqueID”?



		A106

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Wording change proposal

Proposed Change:

Replace “The following structure is proposed for IMPS Client-ID” with “Clients should generate Client-IDs according to the following syntax”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A107

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

The proposed syntax does not end up a URI; RFC2396 restricts the format and character set.

Proposed Change:

Follow RFC2396 in the syntax and the examples.

		Status:CLOSED

Comment [Colibria]: Component separators in the Client-ID has been replaced with “:” and the ability to provide empty components for some types.



		A108

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

The “casual” syntax is not sufficient.

Proposed Change:

Add ABNF syntax.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A109

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Table 8, “UniqueID”


“within”?

Proposed Change:

“for”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A110

		2008.08.11

		E

		11.2

		Source: Nokia

Form: INP doc


Comment:

Last sentence.


“on the user”?

Proposed Change:

“for the user”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A111

		2008.08.11

		T

		11.2

		Source: Nokia

Form: INP doc


Comment:

Missing a recommendation.


I expected this section to describe what to do when a client attempts to log in using a ClientID that is not unique (already in use) and how to detect whether the session using that ClientID is dead.

Proposed Change:

I would recommend describing somehow:


Before the server says “sorry, your id is not unique” to the client, it “pings” the client somehow (the client that owns the current ClientID in an open session) and if that session looks dead, close it and let the requesting client use the ClientID (hell, it might be its own ClientID after a crash loosing info about its previous session). On the other hand, if the client that owns the ClientID currently is alive and well, then the server can tell the client that “sorry, your id is not unique” and the client can generate a new ClientID.

		Status: CLOSED

Comment [Colibria]: good suggestion. A recommendation to “ping” the client owning the Client-ID in question will be added.



		A112

		2008.08.11

		T

		12

		Source: Nokia

Form: INP doc


Comment:

It seems that this entire section is based on misinterpretations and/or incorrect implementations.


Contact lists will surely appear differently on different clients – this is called competitive user interface.


“some client manufacturers use contact lists as place holders for blocked users” So what? I do not see any problem here; the address of those contact lists will be in the block list (see 9.3.1 [CSP]), so the client can easily figure this out. If not, the client is broken.


“whereas others do not and can interpret the blocked list as a separate friends list to be represented in the client” This is obviously wrong and we are talking about a non-compliant client; there is nothing we can do about these in a white paper – these clients should not have been certified in the first place.

Proposed Change:

I suggest removing this entire section as broken clients cannot be fixed using invalid hacks in white papers.

		Status: CLOSED

Comment [Colibria]: Section 12 tries to improve the end user experience by providing a way for all clients to find all contacts on an account and to be able to discover the set of blocked contacts.


Section 12 does not in any way prevent clients to both display and manage contact lists in their own way.

The proposed solution to use the block list (9.3.1 [CSP]) will unfortunately not work since the block list is for users blocked for IM and not for users blocked for presence (which I always have found to be kind of strange). 

Other OMA groups has also found common list names to be needed in their implementation guidelines (PAG).



		A113

		2008.01.11

		T

		12

		Source: OZ Communications


Form: INP doc

Comment: One reason to have multiple contact list is to avoid the strain of a huge contact list. This proposal defeats this purpose. And the duplicate contacts (between the contact lists) generate much additional traffic, consuming bandwidth and slowing down the client’s login sequence… Basically, this is bad user-experience.


Why block the contact list display name? This is the mechanism to provide a human-readable name to the contact-list. If the new client does not like it, it could change it.


Since these lists client-managed, they should not serve any special purpose on the server.


Proposed Change:  remove this proposal

		Status: CLOSED

Comment [Colibria]: There is a need for clients from different manufacturers to be able to find the set of contacts on a user account. Multi-session scenarios will surely make this need visible when the end user logs in on an account with e.g. a mobile client and a fixed line client.

I cannot see that distributing contacts across multiple contact lists is a way to fix the strain of handling a large contact list. Parsing limitations can easily be solved by use of segmentation.


I agree that the duplication of contacts that occur when a client supports multiple contact lists is bad.  Alternative ways of solving the issue is welcomed.


The reason for ignoring the DisplayName on the oma_allcontacts contact list is that the list is a shared resource among multiple clients possibly from different manufactures. Allowing any of those clients to set the DisplayName would be wrong.



		A114

		2008.01.11

		E

		12.1

		Source: OZ Communications


Form: INP doc

Comment: Usage of “standard” is not appropriate


Proposed Change: refer instead to IMPS CSP. 

		Status: CLOSED

Comment [Colibria]: change agreed.



		A115

		2008.08.11

		T

		13

		Source: Nokia

Form: INP doc


Comment:

This is against the IMPS specs. Section 7.5.1 of [CSP] clearly states:


“If the Invite-Type is ‘SC’ (shared content), Invite-Content element in the InviteRequest primitive MUST include the list of URIs that refer to the shared content(s) to which the recipient users are to be invited.”


It is pretty clear that it is a MUST and the File sharing feature described in the white paper will break compatibility with existing clients/servers.

Proposed Change:

Remove the entire section as this directly violates a ‘MUST’ requirement in the IMPS specification and results in breaking existing clients.


If you want to do this properly without breaking existing implementations, I suggest using the extension mechanism for this purpose.

		Status: CLOSED

Comment [Colibria]: I agree that it would be wrong to use the SC Invite-Type since the list of URIs to share must be provided.


The reason for not providing the link on the Invite-Request was to allow for the invitation to happen without requiring the the inviting client to upload the content to share before the invitation had been accepted, and for the server to generate an URI for the content.

A different solution could be that we create a URI reservation stage on which the inviting client can ask the server to reserve a URI for sharing without uploading the content. The URI can then be included in the Invite-Request and the content needn’t be uploaded before the invitation has been accepted. Neither do we no longer need to present the URI to the sharing party in the Invite-Response/ResponseNote.

Example:


A GET request on /filesharing returns an identifier 123 which is unique for the sharing party. The shared content address will then be /filesharing/123

On second thought: Any change to fix this will require a whole new discussion and CRs. Deleting section instead.



		A116

		2008.01.11

		T

		13.2

		Source: OZ Communications


Comment: Extension blocks exist to handle additional parameters like this. They should be used instead of overloading and hijacking parameters for other purposes. And it would leave the InviteNote available to provide some information about the shared file.


Proposed Change: Use extension blocks.

		Status: CLOSED

Comment [Colibria]: If hijacking parameters is referring to the SC Invite-Type then see comment on A115 for an explanation and an alternative solution. Otherwise please comment on what parameters are hijacked.

If an extension block (I’m assuming ExtBlock) is to be used we will face the problem of negotiating support for file sharing. The Service-Request does not have any extension defined which leaves us with the option of creating an ExtBlock transaction to negotiate support for file sharing in addition to the file sharing transactions. Also, WBXML definitions has to be defined for the extensions.

Please provide an alternative solution on how to support file sharing.

See section A116.



		A117

		2008.08.11

		T

		14.2

		Source: Nokia

Form: INP doc


Comment:

Missing references of [PEP] and [IM].

Proposed Change:

Add the references of these documents to section 2.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A118

		2008.08.11

		T

		14.2

		Source: Nokia

Form: INP doc


Comment:

This white paper is not supposed to re-define anything in the IMPS specification.

Proposed Change:

Replace definitions of AVAILABLE, NOT_AVAILABLE and DISCREET with a reference to section 8.3.1 of [PA].

		Status: CLOSED

Comment [Colibria]: change agreed.



		A119

		2008.08.11

		T

		14.2

		Source: Nokia

Form: INP doc


Comment:

I was expecting to read something about interpreting presence attributes in case that there are several clients showing different attributes. I assume it is a perfectly valid case for a user to be DISCREET on one client and NOT_AVAILABLE on another.

Proposed Change:

Elaborate how having different values on multiple clients are to be interpreted.

		Status: CLOSED

Comment [Colibria]:  UserAvailability is a User attribute and is therefore shared across multiple clients on the same account. Since UserAvailabilty is the “steering” attribute the result must be that the user can only be DISCREET or NOT_AVAILABLE on all clients.


Text will be added to explain this.



		A120

		2008.08.11

		E

		14.2

		Source: Nokia

Form: INP doc


Comment:

Are you sure it’s “UNKOWN” and not “UNKNOWN”?

Proposed Change:

Check and correct at both places if necessary.

		Status: CLOSED

Comment [Colibria]: copy and paste error from PEP. “UNKOWN” will be changed to “UNKNOWN”.



		A121

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Table 12.


What is “INVISIBLE”?

Proposed Change:

Check and replace with “UNKNOWN” if necessary, otherwise define its meaning. Remember to update the paragraphs below the table, too.

		Status: CLOSED

Comment [Colibria]: An explanation of “INVISIBLE” will be added to section 14.2 after the last paragraph of the section.



		A122

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Table 12.


According to 8.1.2 in [PA], a Qualifier cannot take the value N/A.

Proposed Change:

Replace the N/A in the Qualifier with ‘F’ (or, ‘Omit’).

		Status: CLOSED

Comment [Colibria]: The value of OnlineStatus and UserAvailability cannot take the value N/A or ‘Omit’ either.

N/A will be replaced with “”Ignored””.



		A123

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Table 12.


I think that if you mean by INVISIBLE what I mean, then in the INVISIBLE state the UserAvailability should be NOT_AVAILABLE with the qualifier ‘F’.

Proposed Change:

Change the UserAvailability in INVISIBLE state to NOT_AVAILABLE and set the qualifier to ‘F’.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A124

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3 under the table.


“and only change it to “T” once the client sends the first presence publishing primitive”


This means that a user using a client that do not support presence will always be shown offline.

Proposed Change:

Add a clause that states that if there was not presence support negotiated during service negotiation, then the server may set this to ‘T’ anyway.

		Status: CLOSED

Comment [Colibria]: good observation. Change accepted.



		A125

		2008.08.11

		T

		14.3

		Source: Nokia

Form: INP doc


Comment:

Last paragraph.


“It is RECOMMENDED that a server does not send presence notifications to watchers of a user that is currently set to invisible.” This means that the server will have to remember to send all updates to all watchers.

Proposed Change:

Add a note saying that if the server does not send notifications about invisible users, then it must be able to remember all changes that are to be sent to all watchers and send them when the publisher leaves the invisible status (to ensure that all watchers will have all subscribed and authorized presence attributes updated whenever this happens).

		Status: CLOSED

Comment [Colibria]: Change agreed with the following addition: “Sending the delta of changed presence attributes is only a suggestion by the specification. It will also be valid for a server to send all authorized and subscribed attributes when a client leaves the invisible status (although inefficient).”



		A126

		2008.01.11

		E

		14.3

		Source: OZ Communications


Comment: “Clients who want to appear as invisible are RECOMMENDED to set Qualifier of OnlineStatus to “F””. 


Proposed Change: reflect this feature in the table above (Table 12).




		Status: CLOSED

Comment [Colibria]: It is already provide in table 12 to my understanding.



		A127

		2008.01.11

		T

		14.3

		Source: OZ Communications


Comment: Change the second paragraph from the bottom of the section as shown below. 


Proposed Change: In order to support invisibility directly when logging in, the server is RECOMMENDED to set the value of the Qualifier of OnlineStatus as “F” and set OnlineStatus to “F” when a client logs in, and only change it the qualifier to “T” once the client sends the first presence publishing primitive.




		Status: CLOSED

Comment [Colibria]: change agreed.





		A128

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

I think that this is a separate story and does not have much in common with the title of section 14.

Proposed Change:

Move this section to separate section on its own and name it “extension presence attributes” or something like that.

		Status: CLOSED

Comment [Colibria]: change agreed. Section 14.4 and 14.5 will be moved to a separate section for extension presence attributes.



		A129

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

Table 14


Reuse the things that already defined in IMPS.

Proposed Change:

“Data type” should say “Date and Time, see 4.5 [CSP DataType].”.


“Format” should say “Defined in 4.5 [CSP DataType].”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A130

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

Major inconsistency. The intro text talks about the user being idle. Table 13 talks about both the user and the client being idle, Table 14 talks about the client being idle. The text below the tables talks about the user again.

Proposed Change:

Clarify how a client can detect a user “being idle” and make it consistent. Please elaborate thoroughly; especially this part: how can a client detect that the user (the one that is logged in) is idle. Also, 


 - is a user who is alive considered idle (he is thinking, moving, heart is beating, etc)?


 - is a user who is sleeping/in coma considered idle (he is not thinking – but might be busy dreaming - , not moving – but might be tossing and turning - , and the heart is beating)?


 - is a user who is dead considered idle (no thinking, no movement, no heartbeat)?


 - when is a computer-based user (a machine, part of a chat service programmed to imitate a living person) considered idle?

		Status: CLOSED

Comment [Colibria]:  As commented in A128 moving section 14.4 and 14.5 will make this more clear. AVAILABLE, DISCREET, NOT_AVAILABLE and UNKNOWN are about the user wanting others to know his/her availability to communicate.


Idle state on the other hand is the clients attempt to tell others about the users activity on the client.


On fixed line IM systems is it very common for desktop clients to indicate idle state when the user has not used the client and/or the computer (desktop) for a period of time. This is to give a hint to the watchers that the user might not be around to receive messages.

On mobile clients this can easily be translated to when the IM client is minimized or when the user locks the keypad of the mobile device (black screen).


Idle state is important not only to watchers but also to servers since they can make routing decisions on IMs based on (among other things) the idle state of clients. Text has been added to clarify this.



		A131

		2008.08.11

		E

		14.4

		Source: Nokia

Form: INP doc


Comment:

Typo in the 2nd last paragraph.

Proposed Change:

“subsribe” -> “subscribe”

		Status: CLOSED

Comment [Colibria]: change accepted.



		A132

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

What is the value of the 2nd last paragraph?

Proposed Change:

Remove or add one for the IdleSince atttibute as well.

		Status: CLOSED

Comment [Colibria]: “value “will be replaced with “attribute”.



		A133

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

The last would mean bending the IMPS specifications. The IMPS specification are pretty clear about this; the presence attributes are considered invalid when, and only when their Qualifiers are set to ‘F’.

Proposed Change:

Remove this paragraph.

		Status: CLOSED

Comment [Colibria]: The sentence will be change from “The value of IdleSince SHALL be considered invalid when IdleState is set to “F”.” to “The value of IdleSince SHALL be considered invalid when the IdleState Qualifier is set to “F”.”



		A134

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

I am missing discussion about what it means to be “idle”.

Proposed Change:

Add definition for “being idle”.

		Status: CLOSED

Comment [Colibria]: an explanation will be added along the lines sketched up in the comment on A130.



		A135

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

It is not clear from this section who maintains “IdleSince”. The client may publish it, fine. But then, it means that it is not going to be reliable (might not be set/unset properly every time), the client could lie about the date/time, it requires a client to have an accurate clock. Wouldn’t it be better to have the server automatically publish this and set the qualifier to ‘T’ whenever the client publishes IdleState as ‘T’ (and similarly, set qualifier of IdleSince to ‘F’ whenever the client publishes IdleState as ‘F’)?

Proposed Change:

Have the server maintain the IdleSince attribute instead of the client.


Evaluate and mention what events trigger setting the qualifier of IdleSince to ‘F’ (IdleState to ‘F’, invisible?, log off? etc).

		Status: CLOSED

Comment [Colibria]: I agree that it is better for the server to maintain the IdleSince attribute based on the IdleState set by the client.



		A136

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

It is not clear from this section whether this is a User Status or a Client Status attribute (per-user or per-client attribute). The DTD includes Client-ID, so I assume it is meant to be a per-client attribute.

Proposed Change:

Have it clearly described in the text above the DTD.

		Status: CLOSED

Comment [Colibria]: change agreed. Text will be added to clearly state that IdleState and IdleSince are client attributes.



		A137

		2008.08.11

		T

		14.4

		Source: Nokia

Form: INP doc


Comment:

8.3.1 in [CSP] says: “Absence of the Presence-Attribute-List in the request indicates to the server that all available presence information is requested.”


It is not clear whether a blank get/subscription request would get/subscribe the extension attributes as well.

Proposed Change:

Clarify that the extension attributes are not to be fetched/subscribed when the subscription request contains no Presence-Attribute-List (PresenceSubList in XML structure) element – this applies only to the http://www.openmobilealliance.org/DTD/IMPS-PA1.3 namespace; the extension attributes can be fetched/subscribed with their own namespace explicitly (and never with a blank list). You might want to add an example to show this.

		Status: CLOSED

Comment [Colibria]: change agreed. It is a good idea to not include extended attributes in a “blank” subscription on presence attributes. Clarifying text will be added to explain that the IdleState and IdleSince presence attribute has to be explicitly subscribed to.



		A138

		2008.08.11

		T

		15

		Source: Nokia

Form: INP doc


Comment:

The title of the section (and the caption of the tables) is misleading.

Proposed Change:

Change the title of the section (and the captions of the tables) to “Indicating capabilities of another user’s client” or something like that.

		Status: CLOSED

Comment [Colibria]: change agreed. Section title and table caption will be changed to “Indicating capabilities of another user’s client”



		A139

		2008.08.11

		T

		15.2.1

		Source: Nokia

Form: INP doc


Comment:

It is not described in the use case how the capabilities are actually conveyed from one end to the other and how the decision is made on the client.


Proposed Change:

If you mean the ClientInfo presence attribute, it needs to be described how the attributes are propagated (and updated) along the server path and ends up on the other client.


If you mean something else than the ClientInfo presence attribute, it needs to be described, too.

		Status: CLOSED

Comment [Colibria]: Change agreed. Text will be added to explain that  it is the ClientInfo presence attribute on which the client is supposed to make decisions upon. Text will also be added to explain that publishers must authorize  and subscribers must subscribe to the ClientInfo presence attribute (even though it is explained elsewhere in the IG).



		A140

		2008.08.11

		T

		15.2.2

		Source: Nokia

Form: INP doc


Comment:

What are “nudges”?

Proposed Change:

Remove “nudges” or define it.

		Status: CLOSED

Comment [Colibria]: Nudge will be defined as “A nudge is a message triggering visual, auditory and if possible tactile


effects, designed to grab the attention of the receiving user.”



		A141

		2008.08.11

		T

		15.2.2

		Source: Nokia

Form: INP doc


Comment:

“Extension Scenarios:”


What is the relation of this to the use case?

Proposed Change:

Elaborate or remove.

		Status: CLOSED

Comment [Colibria]: see A143.



		A142

		2008.08.11

		T

		15.2.2

		Source: Nokia

Form: INP doc


Comment:

It is not described in the use case how the capabilities are actually conveyed from one end to the other and how the decision is made on the client.


Proposed Change:

If you mean the ClientInfo presence attribute, it needs to be described how the attributes are propagated (and updated) along the server path and ends up on the other client.


If you mean something else than the ClientInfo presence attribute, it needs to be described, too.

		Status: CLOSED

Comment [Colibria]: A142 is the same as A139.



		A143

		2008.08.11

		T

		15.2.1


15.2.2

		Source: Nokia

Form: INP doc


Comment:

It seems that the only difference between the two uses cases if the content type. If this is the case, then one use case should be a 1:1 copy of the other, with only one notable difference, the content type.

Proposed Change:

Instead of these two use cases, I would recommend one user case where a recipient has two clients online – one with text only and another with multimedia support – and the sender needs to make a decision where to send the message based on the content types that are supported by the recipient clients.

		Status: CLOSED

Comment [Colibria]: good idea. The use case will be replaced with a use case where a user is logged in with two client – one supporting text only and the other one supporting multimedia.



		A144

		2008.08.11

		T

		15.3

		Source: Nokia

Form: INP doc


Comment:

First paragraph.


According to 8.1.1 in [PA], it is mandatory to support the ClientInfo/ClientContentLimit presence attribute. If a server supports it (which it MUST if it supports presence), but does not publish it, then the server is broken (it is non-compliant). There is nothing we can do about a broken server in a white paper; the server should not have passed the IOP tests (and get certified) in the first place.

Proposed Change:

Remove the first paragraph.

		Status: CLOSED

Comment [Colibria]: The sentence will be changed to state that servers MUST publish ClientInfo/ClientContentLimit with a reference to 8.1.1 in [PA] .



		A145

		2008.08.11

		T

		16.1

		Source: Nokia

Form: INP doc


Comment:

“enables”?

Proposed Change:

“allows”?

		Status: CLOSED

Comment [Colibria]: “enables” will be changed to “allows”.



		A146

		2008.08.11

		T

		16.1

		Source: Nokia

Form: INP doc


Comment:

“, and independent of the manufacturer” does not sound right.

Proposed Change:

Replace with “regardless of who the manufacturer of the client or the server is.”

		Status: CLOSED

Comment [Colibria]: change accepted.



		A147

		2008.08.11

		T

		16.2

		Source: Nokia

Form: INP doc


Comment:

“Rich text” usually refers to the format defined by Microsoft (see http://en.wikipedia.org/wiki/Rich_Text_Format ) and has its own MIME type – reusing the term is not a good idea.

Proposed Change:

Come up with a different name.

		Status: CLOSED

Comment [Colibria]: “Rich text” will be replaced with “Formatted plain text”.



		A148

		2008.08.11

		T

		16.2

		Source: Nokia

Form: INP doc


Comment:

Exception rule is not defined – how can I make sure that 


 - the underscores in this text are not going to be replaced with some formatting: “#define MAX_VECTOR_LEN 10”


 - the asterisks in this text are not going to be replaced with some formatting: “a=(b+c)*(d+e)*n”


Etc, etc.


Proposed Change:

Define how exceptions are handled.

		Status: CLOSED

Comment [Colibria]: A rule for escaping the formatting character by using the formatting character twice will be added (e.g., **foo** will be rendered as *foo*).



		A149

		2008.08.11

		T

		16.2

		Source: Nokia

Form: INP doc


Comment:

The “rich text” format presented herein is going to break all clients expecting a real text/plain MIME type:


 - clients that do not support this will render the formatting character and show “garbage” to the user


 - the sent text/plain messages will be rendered incorrectly (for example “#define MAX_VECTOR_LEN 10” will be rendered as “#define MAXVECTORLEN 10” – breaking the original text).


Therefore the text/plain MIME type cannot be used.

Proposed Change:

Define a new MIME type for this (since text/plain cannot be used), or remove this section entirely.

		Status: CLOSED

Comment [Colibria]: Most existing instant messaging systems (e.g., GTalk, MSN, Yahoo, etc.) and email systems support variants of plain text formatting for bold, underlined, and italic text. Also social networking sites, online forums, etc., support similar text formatting rules. The point of such formatting is that it is supposed to be easy to enter and that systems which do no support such formatting will still be able to render the text with good readability for the end user.





		A150

		2008.08.11

		E

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 1.


“loner”?

Proposed Change:

“longer”?

		Status: CLOSED

Comment [Colibria]: change agreed.



		A151

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2.


“and F indicates that the sending user will send content that has already been typed”


This sounds like an invalid assumption to me. The user can delete the whole text and not send anything.

Proposed Change:

At best, ‘F’ means that the user has stopped typing.

		Status: CLOSED

See comment on A153.



		A152

		2008.08.11

		E

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


“now”?


Occurs two times!

Proposed Change:

“no”?

		Status: CLOSED

Comment [Colibria]: “now” will be changed to “no” on both places.



		A153

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3.


I do not understand why an originating client should flood the system (and the recipients) with such updates.

Proposed Change:

I think a Boolean value is not needed, and – we only need to indicate that the user is typing; it does not make much sense to indicate that the user has stopped typing (timeout after 20 seconds is fine, meaning that the originator should send these “still typing” messages every 20 seconds).

		Status: CLOSED

Comment [Colibria]: I suggest that we change typing alerts so that they no longer need to carry a boolean.


The ruleset will then be something along the lines of:


· a client must send a typing alert once the user starts typing on a new instant message


· the client must continue to send new typing alert messages every 20 seconds if the user continues to type on the message


· a recipient client must indicate that the sender is typing on a message when it receives a typing alert


· if the recipient client does not receive a new typing alert or an instant message after 20 seconds, then the sender must be “tagged” with “has typed text”


· if the recipient client does not receive a new typing alert  or an instant message after 60 seconds, then the tag on the sender in the recipient client must be cleared


· the typing alert indication must be cleared on the sender on the recipient client when the recipient client receives an instant message






		A154

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


This is only one way of delaying with delays. How about a delayed ‘T’ indication?

Proposed Change:

Describe how to deal with delayed indications. Introducing states into messaging is not a good idea, so it is important that it is clear how to deal with fuzzy states properly.

		Status: CLOSED

See comment on A153.



		A155

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


So, erasing the text is not considered typing? Why?

Proposed Change:

Erasing text is also typing, correct the text.

		Status: CLOSED

Comment [Colibria]: change agreed. Erasing text is also typing. Text will be corrected.



		A156

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 6.


I think that this should not be described here because the very first should not even be sent.

Proposed Change:

Remove this paragraph and describe that this whole thing applies only when a user is responding to a message – there is no point sending such thing in a new message (which is not expected).

		Status: CLOSED

Comment [Colibria]: it is in some cases very difficult for a client to know when a message is a response message. If a user chooses to respond to a message it received yesterday, then the client will have to send typing alerts.

Suggestion. We change the text so that it gives a recommendation to not send typing alerts on the first message in a dialog. Text has been added to clarify this.



		A157

		2008.08.11

		E

		16.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3, 4, 5, 6, 7.


It is hard to understand how it is supposed to work. It might be a good idea to start with describing how the notification is generated and sent; only after this should be described what happens on the receiving end.

Proposed Change:

Re-order the paragraphs so that first we talk about generating, sending, receiving and finally showing the indication.


Also, consider adding message flows.

		Status:CLOSED

See comment on A153.



		A158

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Who is going to pay for enormous amount of traffic generated by this?

Proposed Change:

Make it clear that the user cannot be charged for this particular content type (if he can be, then there has to be a way to disable it from either sides).

		Status: CLOSED

Comment [Colibria]: disabling of the typing alert feature can be done by removing support for the content type in a ClientCapability-Request.






		A159

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

Will these notifications be generated even though the other end does not support it?

Proposed Change:

Describe in the text that when the “application/vnd.oma.imps.typing-alert” content type is not supported (according to the contents of the ClientInfo/ClientContentLimit presence attribute) by both ends, then these notifications are not to be generated and sent (there is no point).

		Status: CLOSED

Comment [Colibria]: Sender clients are by the specification recommended to only send supported content to a recipient, and servers MUST not send unsupported content to recipient clients.



		A160

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

What happens if the user starts responding after the other end went offline?

Proposed Change:

Describe in the text that the clients should take into account the OnlineStatus and UserAvailability attributes of the recipient – and not to generate/send this indication when the recipient is offline.

		Status: CLOSED

Comment [Colibria]: good point. Change agreed. 



		A161

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

How will it work when the recipient has multiple clients online? Will my client send these notifications to all online clients of the recipient?

Proposed Change:

Describe in the text how will this work in case there is a recipient that has multiple devices logged in.

		Status: CLOSED

Comment [Colibria]: The users OnlineETEMHandling governs how messages gets routed in multi-session scenarios.



		A162

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

How will it work in groups?

Proposed Change:

Describe in the text how will this work in groups. Client sends notification everywhere, or only to the server which will distribute it to all clients in the group? Indication of who’s typing (and privacy issues associated with it)? Please elaborate these things in detail.

		Status: CLOSED

Comment [Colibria]: Typing alerts can be useful in groups as well. Text will be added to explain that the messaging context rules must be followed when sending typing alerts into a group (or when whispering in a group).



		A163

		2008.08.11

		T

		16.3

		Source: Nokia

Form: INP doc


Comment:

This section seems to be a mixture of defining a new content type and describing client behaviour specific to a content type.

Proposed Change:

Separate the discussions. Describe the content type only in one section and describe the usage of the content type in another.

		Status: CLOSED

Comment [Colibria]: change agreed. The content type will be described in a separate section.



		A164

		2008.01.11

		T

		16.3

		Source: OZ Communications


Form: INP doc

Comment: There is a concern about the bandwidth used for typing alert. Typing alert is usually not used by Internet IM service providers over the air.


Proposed Change: Specify that sending alert should be done very sparingly.

		Status: CLOSED

Comment [Colibria]: If bandwidth is a concern on an IM deployment then the content type can simply be disabled on the service.

I cannot se that we can say that typing alerts should be done very sparingly since typing alert indications is based on timers.





		A165

		2008.08.11

		T

		16.4

		Source: Nokia

Form: INP doc


Comment:

Add more types.

Proposed Change:

Add “ring phone” which would sound the default ringing tone (just as if the user had a phone call).


Add “ring sms” which would sound the default SMS tone (just as if the user had an SMS).


Add “ring im” which would sound the default IM tone (just as if the user had an IM).


Add “ring mail” which would sound the default email tone (just as if the user had an email).


Add “beep” which would sound a beep.


Add “type” which would sound as if the user was typing on the keypad or, a typewriter.


Add “whistle” which would sound like a whistle.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A166

		2008.08.11

		T

		16.4

		Source: Nokia

Form: INP doc


Comment:

This section seems to be a mixture of defining a new content type and describing client behaviour specific to a content type.

Proposed Change:

Separate the discussions. Describe the content type only in one section and describe the usage of the content type in another.

		Status: CLOSED

Comment [Colibria]: change agreed. The content type will be described in a separate section.



		A167

		2008.08.11

		T

		17

		Source: Nokia

Form: INP doc


Comment:

I do not quite understand the point of this section.

If use cases are to be presented, have them described in detail.


If implementation conventions are to be described, there is no need for the user cases.


Proposed Change:

Remove the use cases – they do not seem to be relevant to the recommendations. Or, alternatively put the use cases in a separate section and describe their purpose.

		Status: CLOSED

Comment [Colibria]: change agreed. The most important part of section 17 is the recommendations.



		A168

		2008.01.11

		T

		17.3

		Source: OZ Communications


Form: INP doc

Comment: “By default, new groups created by clients, SHOULD be private, open and searchable, with private messaging set to true”. The IG should follow the default value set in CSP spec.


Proposed Change: Client should set these properties upon group creation; if not specified, the server should use the defaults from CSP specification: open, private, private messaging set to false and not searchable.




		Status: CLOSED 

Comment [Colibria]: change agreed. Text will be added to explain that client can offer end-users the option of creating non-searchable groups or groups which does not allow private messaging. 



		A169

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

Paragraph 2 is not a valid claim – all SMS users would need to have a valid User-ID to do this. An MSISDN is NOT necessarily a valid User-ID! It could be true only when the MSISDN was used in a local address (which is not good because the statement in the paragraph talks about users globally and not locally). See 5.3.4 in [CSP].

Proposed Change:

Remove the paragraph, or elaborate how the MSISDN is turned into a fully qualified User-ID and how is it ensured that the User-ID (not the MSISDN!) is not taken by anyone else in the home domain.

		Status: CLOSED

Comment [Colibria]: Paragraph 1 will be changed (to make paragraph 2 valid) to: “SMS only users are subscribers who have been automatically registered on the IM service. The registration occurs when an IM user adds or searches for a friend by MSISDN. SMS only users can only receive and reply to messages on SMS.



		A170

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3 is rubbish.


In order to send an IM, the client needs a User-ID. The User-ID CAN be a phone number, but only a local User-ID. I did not see this scenario restricted to the local service only. (?)


How on Earth will an SMS user send an SMS to wv:john@vendor.com? SMSes are to be sent to phone numbers.


The IM users receive IMs from the server – not SMSes from somewhere!!!


Finally, IMs cannot be sent to SMS users – they can be sent to IMPS users only.

Proposed Change:

Remove this paragraph – it makes no sense at all.

		Status: CLOSED

Comment [Colibria]: SMS only users receive IMs on SMS with the sender MSISDN set to either the sending IM users MSISDN or a mixture of a short number and the sending IM users MISDN (prefix, postfix, infix). Depending on the deployment reply messages will (in some way) be routed back to the IM service for delivery as an IM to the IM user.


 The text covers descriptive text on this already.



		A171

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4 is rubbish.


SMS users increase SMS usage.


“seamless usage of the messaging experience”? On SMS? LOL

Proposed Change:

Remove this paragraph – it makes no sense at all.

		Status: CLOSED

Comment [Colibria]: Paragraph 4 will be deleted.



		A172

		2008.08.11

		T

		18

		Source: Nokia

Form: INP doc


Comment:

As the first sentence says, SMS only users are not IMPS users – they do not have a valid User-ID – and they cannot send an SMS to a User-ID. The IMPS specs were not meant to serve any other technology; interworking with other technologies does not belong this white paper, and it cannot be solved in a few paragraphs like this – there are a lot more to interworking than meets the eye and these things are not described here.

Proposed Change:

Remove the section, or address interworking with SMS users entirely (a few sentences – that are invalid – are far from enough, it is a specification on its own).

		Status: CLOSED

Comment [Colibria]: The intention with this chapter is not to explain interworking with other messaging technologies in detail, but rather point out that SMS (and MMS) only users must have their presence set and interpreted a certain way.



		A173

		2008.08.11

		T

		18.2

		Source: Nokia

Form: INP doc


Comment:

Nokia does not agree to use and reference GSMA Phase 2 Service definition document for these reasons:


 - if guidelines are provided by an OMA white for an OMA standard, referencing external documents is inappropriate.


 - the referenced document is not publicly available from the GSMA web site, which is a sign that this document has not been agreed in GMSA; referencing an unofficial document is inappropriate.


 - Nokia has been asked to review the GSMA Phase 2 Service definition document, and we have provided over 350 comments. We have never been given a response about these comments, nor have we seen an updated version of the document. Nokia cannot agree on referencing a document that has more than 350 open issues.

Proposed Change:

Remove the reference to the GSMA document and all the rubbish associated with it.

		Status: CLOSED

Comment[Colibria]: Referencing external documents is done “all over” in white papers and standards (IETF is one example). As commented to comment A018 the referenced document is publicly available. I am not aware of the contents of the process to put the GSMA Phase 2 Service definition document into a final state, but the document is final and available for the general public.





		A174

		2008.08.11

		T

		18.2

		Source: Nokia

Form: INP doc


Comment:

Again: SMS-only users are NOT IMPS users – they do NOT have presence attributes.

Proposed Change:

Remove that non-sense.

		Status: CLOSED

Comment [Colibria]: see comment A169.



		A175

		2008.01.11

		T

		18.2

		Source: OZ Communications

Form: INP doc

Comment: Second bullet item is not correct.


Proposed Change: Delete second bullet item.

		Status: CLOSED 

Comment [Colibria]: There is no second bullet item.



		A176

		2008.01.11

		T

		18.2

		Source: OZ Communications

Form: INP doc

Comment: Add a new bullet item as shown bellow:


Proposed Change: CommCap: Qualifier=T, Cap=SMS, Status=Open

		Status: CLOSED 

Comment [Colibria]: change agreed.



		A177

		2008.08.11

		T

		19

		Source: Nokia

Form: INP doc


Comment:

Wrong section title.

Proposed Change:

Change section title to “Extending clients with custom menu items” or something like that.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A178

		2008.08.11

		T

		19.1

		Source: Nokia

Form: INP doc


Comment:

Inconsistency; it seems that this section does not have anything to do with 19.2. 19.1 talks about self-administering some settings, while 19.2 talks about an extension that adds items to a client’s menu.

Proposed Change:

Replace the current text in 19.1 with text that correctly reflect the rationale for things that are described in 19.2. Alternatively, correct 19.2 to reflect what’s said in 19.1 instead.

		Status: CLOSED

Comment [Colibria]: Section 19.1 will be changed to reflect section 19.2.



		A179

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

This section seems to be a mixture of defining a new content type and describing client behaviour specific to a content type.

Proposed Change:

Separate the discussions. Describe the content type only in one section and describe the usage of the content type in another.

		Status: CLOSED

Comment [Colibria]: A separate section will be added to define and describe the content type.



		A180

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Has this been reviewed by the Security WG?


There are some serious security issues here – another client/server could forge an IM with such content type and send it to a client – which would insert the forgery into its menus.


How do you intend to solve this? There is no discussion of this topic anywhere in this document.

Proposed Change:

Elaborate how a client can verify that the content of such content type is authentic and not a forgery?


Elaborate how a client can verify that such content type arrived from a trusted entity?


Unless such issues have been resolved and reviewed/agreed by the SEC group, we have a showstopper and this section should be removed from the document.

		Status: CLOSED

Comment[Colibria]: we should definitely elaborate on security concerns – although I do not think that is a real issue here since no client will be allowed to send messages on behalf of other users. They could of course do a man-in-the-middle attack, but that is another story, I guess.



		A181

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

This solution (content type, IM, etc) is not good.

Proposed Change:

Consider using the extension mechanism and inserting a custom service tree (IMPS13IG10 or similar) into the service negotiation instead – then clients that support those things can take advantage of such extensions in a better way.

		Status: CLOSED

Comment [Colibria]: The service tree has unfortunately no extension points. If an extension is needed then I see no other way of doing it other than introducing a new extended transaction to handle service negotiations for extension.



		A182

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 1.


How is this going to happen if the client does not support IM (E.g. it is a presence-only client, such as a phonebook enhancement client)?

Proposed Change:

Describe how this works with clients that do not support IM.

		Status: CLOSED

Comment [Colibria]:  The suggested solution will not work on clients not supporting IM.



		A183

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“Clients who receive such content SHOULD be prepared to handle the IM differently than any other IM destined for the user”


What does it supposed to mean?

Proposed Change:

Describe how clients that do not support this could possibly handle this content type.

		Status:CLOSED

Comment [Colibria]: Text will be added to explain that the IM is not to be made visible to the end user. The client is expected to handle the IM message.



		A184

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Please provide ABNF for syntax.

Proposed Change:

Add ABNF.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A185

		2008.08.11

		E

		19.2

		Source: Nokia

Form: INP doc


Comment:

“If SYSMSG is selected the it”


Typo

Proposed Change:

“the” -> “then”

		Status: CLOSED

Comment [Colibria]: change agreed.



		A186

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

<menu text> What should happen with URIs if there is no browser in the client?

Proposed Change:

URIs to be dropped by the clients that do not have a browser (?)

		Status: CLOSED

Comment. The suggested solution will not work on clients that does not have a (WAP/WEB) browser installed. Text added.



		A187

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“If SYSMSG is selected the it must be followed by an identifier of a SystemMessageID which the client can use to initiate a system message dialog for self administration.”


I do not understand how this could work in practice. How does the client get the actual System Message (all it has is an ID)?

Proposed Change:

Clarify how the actual System Message ID is used.

		Status: CLOSED

Comment [Colibria]: Removing the client initiated system message option since it violates the IMPS specification.



		A188

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“use the system message identifier MPS13_IG_AI002”


Hard-coding IDs is a very bad practice in general. Besides, how can I refer to a different System Message using the same ID?

Proposed Change:

Get rid of the hard-coding.

		Status: CLOSED

Comment [Colibria]: Removing the client initiated system message option since it violates the IMPS specification.



		A189

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

“(same procedure as in chapter 24).”


This is not valid – section 24 describes a case when the client attempts to send an IM and it has to accept the extra charges for the message; it is very much different from this scenario.

Proposed Change:

Remove the reference and elaborate how this REALLY works.

		Status:CLOSED

Comment [Colibria]: Removing the client initiated system message option since it violates the IMPS specification.





		A190

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


It is not clear where how these menu items are to be inserted.

Proposed Change:

Remove this paragraph or describe in detail how and where these menu items are to be inserted, and what should happen when there is no menu (not all UIs have menus).

		Status: CLOSED

Comment [Colibria]: Text added to explain that clients who do not have menu support should not negotiate support for the custom menu item content type.



		A191

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Last paragraph, first sentence.


How does the server know that the client already has those menu items?

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: Text added to explain that servers should register that a particular client defined by the clients Client-ID has received a menu item and server should not re-send the menu message unless there are any changes to the menu.



		A192

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Last paragraph, second sentence.


How does the server know what which version of those menu items the client has?

Proposed Change:

Clarify.

		Status: CLOSED

See comment on A191.



		A193

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

Last paragraph, second sentence.


How does the client know which menu items to replace with the ones that have been received?

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: Duplicate of comment A192.



		A194

		2008.08.11

		T

		19.2

		Source: Nokia

Form: INP doc


Comment:

It is not clear from this section how multiple menu items can be added (and how can nested menus be formed).

Proposed Change:

Clarify.

		Status: CLOSED

Comment [Colibria]: Nested menus are not supported by the proposed solution.



		A195

		2008.01.11

		T

		19.2

		Source: OZ Communications

Form: INP doc

Comment: 

Proposed Change: Use extended requests, instead of re-using standard messaging primitives

		Status: CLOSED

Comment [Colibria]: If an extension block (I’m assuming ExtBlock) is to be used we will face the problem of negotiating support for extended menus. The Service-Request does not have any extension defined which leaves us with the option of creating an ExtBlock transaction to negotiate support for extended menus  in addition to the extended menus transactions. Also, WBXML definitions has to be defined for the extensions.



		A196

		2008.01.11

		T

		19.2

		Source: OZ Communications

Form: INP doc

Comment: Scenario describes in 5.6.3 (content handling policy) of IMPS CSP. 


The client Cap response can be used to notify the user of these extra costs (page 59 of CSP).


Proposed Change: Use guidelines specified in CSP instead.




		Status: CLOSED

Comment [Colibria]: The comment does not make any sense. There is nothing in this section which talks about capabilities, content handling policies nor extra costs.



		A197

		2008.08.11

		T

		20

		Source: Nokia


Form: INP doc


Comment:

Communities are not restricted to one network of a service provider and similarly, one service provider could be involved in several communities.

Proposed Change:

Replace “community” with “network” all over section 20 plus sub-sections – the text would be accurate then. But, it might be better to create a custom field in the public profile to indicate which communities the user belongs to.

		Status: CLOSED

Comment [Colibria]: change agreed. “community” will be replaced with “network” in chapter 20 and sub-sections.






		A198

		2008.08.11

		T

		20.1

		Source: Nokia

Form: INP doc


Comment:

The rationale is not in line with the section title and the recommendation.

Proposed Change:

If you really mean pricing to be discovered (which I don’t think), use a custom presence attribute instead, because quite often, people in the same community have a different pricing.


If it is enough to discover the community (as it is said in the title and the recommendation), I suggest you remove any pricing discussions from the rationale.

		Status: CLOSED

Comment [Colibria]: change agreed. Section 20 is all about giving an indication that users belong to the same community (network).



		A199

		2008.08.11

		T

		21

		Source: Nokia

Form: INP doc


Comment:

This section does not bring solve any valid use case/problem.


I do not think that Alice even knows that there is such alternative.


33% is a pretty lame number – you get 80-90% gain on presence, general signalling and when the messages are either short or long enough with lots of repeated words and dictionary use.


There is no need to state the obvious.


Binary XML is mandatory in IMPS while plain XML is not – for a good reason.


If clients are ignorant enough not to take advantage of WBXML, or, their implementation people do not invest the time to go for WBXML instead, it is their own problem.

Proposed Change:

Remove this section.

		Status: CLOSED

Comment [Colibria]: WBXML supports inline opaque data and as such all clients and servers MUST support it if they support WBXML.


Unfortunately not all clients implement support for inline opaque data. Therefore servers cannot send such content to clients.


Section 21 is meant to provide a fix to a real problem seen on both IMPS 1.1 and 1.2.



		A200

		2008.08.11

		T

		22

		Source: Nokia

Form: INP doc


Comment:

This is again, stating the obvious. Giving a priority list to the client is pretty much throwing a bone without actually solving the problem. If clients are ignorant enough not to take advantage of various CIR methods it is their own problem.


The only beneficial thing to be described in the section would have been how the client can conserve power/network resources by using a combination of an adaptive keep-alive mechanism and CIR. Make no mistake, the problem is very real, it’s just that we could not agree about putting it into the actual standard because “some” participants were against it.

Proposed Change:

Since the prioritized list does not make much sense (does not solve any problems), I suggest removing the entire section.


Alternatively, rename the section to “Efficient network usage while idle” (or, something like that anyway) and describe a good solution using combination of an adaptive keep-alive mechanism and CIR (some clients have implemented this and it works wonders; actually solving the problem).

		Status: CLOSED

Comment [Colibria]: good suggestion. The section will be changed as suggested.



		A201

		2008.08.11

		T

		23

		Source: Nokia

Form: INP doc


Comment:

I understand the need, and it is fine when it comes to individual implementations, but I am not sure that this is such a good idea to promote this is for all clients. I mean, if it is implemented in a few clients, that’s ok. But recommending this in a white paper for all clients is completely different story.


Why?


Because mobile devices are different and you cannot assume that you can reserve a custom port for SMSes. Because some devices have an agent that handles all incoming SMSes received - where there clients that desire to receive SMSes on certain ports need to register.

Proposed Change:

Remove this section.

		Status: CLOSED

Comment [Colibria]: With the proposed solution and if a client cannot register as a listener on a/any port, then the client should not negotiate support for SSMS CIR.





		A202

		2008.08.11

		T

		23

		Source: Nokia

Form: INP doc


Comment:

Why was this range of port numbers chosen? These port numbers are likely to be allocated in the future. IANA says: “The Dynamic and/or Private Ports are those from 49152 through 65535”

Proposed Change:

Replace “16000-16999” with “Dynamic and/or Private Ports, see [IANAPorts]” and add an [IANAPorts] reference to http://www.iana.org/assignments/port-numbers

		Status: CLOSED

Comment [Colibria]: The port number range was unfortunately changed to one in the range available for allocation by applications. Text changed to make the port selectable from the Dynamic and/or Private Ports range.





		A203

		2008.08.11

		T

		24

		Source: Nokia

Form: INP doc


Comment:

Why is it mentioned all the time that it is the “first time”? An AoC could be triggered at any time, not only the first time.

Proposed Change:

Remove any hints that suggest that an AoC can occur only the first time – and clarify that it can happen any time, whenever the service provider finds it appropriate. You might want to describe that the System Message could include options to “always allow extra charge for this content type”, “always allow extra charge when sending a message to this user”, “always allow costs that are equal or less to this amount <enter amount below>”, “do not notify me until I reach this amount of additional cost <enter amount below>” , etc, to avoid spamming the user with AoC messages.

		Status: CLOSED

Comment [Colibria]: good suggestion. Change as proposed will be made.



		A204

		2008.08.11

		E

		24.3

		Source: Nokia

Form: INP doc


Comment:

Isn’t this supposed to be 24.3.1?

Proposed Change:

Re-number section.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A205

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Success Scenario:”, step 3.


“the user to accepted the cost of the message”?

Proposed Change:

“the user to accept the additional cost(s) associated with delivering the content”?

		Status: CLOSED

Comment [Colibria]: changed agreed.



		A206

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Success Scenario:”, step 4.


The user does not accept a system message.

Proposed Change:

Split this step into three steps:


 - the client presents the System Message to the user


 - the user accepts the additional cost indicated in the System Message.


 - the client responds to the server with a SystemMessageUser transaction, conveying the user’s choice.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A207

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Extension Scenarios:”, step 4b.


The user does not reject a system message.

Proposed Change:

Split this step into three steps (or, just replace the one with the one that was split according to our previous comment):


 - the client presents the System Message to the user


 - the user rejects the additional cost indicated in the System Message.


 - the client responds to the server with a SystemMessageUser transaction, conveying the user’s choice.

		Status: CLOSED

Comment [Colibria]: change agreed.



		A208

		2008.08.11

		T

		24.3

		Source: Nokia

Form: INP doc


Comment:

Table 23, “Main Extension Scenarios:”, step 5b.


Failure? What kind of failure? Which error code?

Proposed Change:

Clarify.

		Status: CLOSED

Comment[Colibria]: Not valid after change in comment A207.



		A209

		2008.08.11

		T

		25.1

		Source: Nokia

Form: INP doc


Comment:

Inconsistency: Alice seems to be pretty dumb thinking that this is going to give her what she wants.

Proposed Change:

Either correct the statement to make it clear that Alice actually wants a one-shot “get” only, or alternatively, propose a subscription mechanism instead in 25.2 that would allow displaying the balance at all times (like Alice wants it). Personally, I would go for the latter by extending the general notification mechanism and allowing subscription for account balance changes.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.





		A210

		2008.08.11

		T

		25.2

		Source: Nokia

Form: INP doc


Comment:

““Account Inquiry” SystemMessageID: IMPS13_IG_AI001”


Hard-coding IDs is a very bad practice in general.

Proposed Change:

Get rid of the hard-coding.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A211

		2008.08.11

		T

		25.2

		Source: Nokia

Form: INP doc


Comment:

This solution is not good.

Proposed Change:

Consider using the extension mechanism and inserting a custom service tree (IMPS13IG10 or similar) into the service negotiation instead – then clients that support those things can take advantage of such extensions in a better way, without abusing the specifications.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.





		A212

		2008.08.11

		T

		25.2

		Source: Nokia

Form: INP doc


Comment:

It is not described what happens when a server does not support this.

Proposed Change:

Describe how the request is rejected (since support for it is currently not negotiated in any way).

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A213

		2008.08.11

		E

		25.2

		Source: Nokia

Form: INP doc


Comment:

Shouldn’t the figure and the table be in a “Use case” section?

Proposed Change:

Shuffle the figure and the table into a “use case” section like it is done in every other section.

		Status: CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A214

		2008.01.11

		T

		25.2

		Source: OZ Communications

Form: INP doc

Comment: An alternative standard approach is to use extended request. The use of SystemMessageUser with a pre-defined code is stretching CSP.


Proposed Change: Suggest using CSP extended request also to be more compliant with CSP without precluding the use of pre-defined system message ID. 




		Status:CLOSED

Comment [Colibria]: Deleting the entire section 25 since client originated system messages violates the IMPS specification.



		A215

		2008.08.11

		T

		26

		Source: Nokia

Form: INP doc


Comment:

What if the user starts using his mobile phone AFTER he has made a long contact list using his PC already? Will the server cut the contact list in half?


What if it’s a corporate contact list?


There is a solution to this already, it’s called Segmentation Mechanism; it allows clients that are limited in such manner to “scroll” through long contact lists.

Proposed Change:

Remove section 26.

		Status: CLOSED

Comment [Colibria]: The problem at hand is not that the client isn’t able to receive long contacts lists, but rather the problem of keeping state on a large number of contacts at the same time (e.g., presence state, conversations, etc), and hence the Segmentation Mechanism does not solve the problem Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A216

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

What on Earth is a “oma_allcontacts contact list”?

Proposed Change:

There is no such thing in the IMPS standard – and there should not be one because hard-coding is a very bad practice.

		Status: CLOSED

Comment [Colibria]: the oma_allcontacts contact list Is defined in section 12.3. Reference added.



		A217

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“Each client SHOULD add the property "MaxContacts" to this ListManage”


What is “MaxContacts? It is certainly not a contact list property (defining it as such would be against the IMPS standard).


Which ListManage?

Proposed Change:

Clarify or remove.

		Status: CLOSED

Comment [Colibria]: The suggestion was to use let clients tell the server their maximum number of contact limit through the property field on the ListManage-Request to fetch the oma_allcontact contact list. Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A218

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“and indicate the maximum number of contacts the client supports”


Indicate how?

Proposed Change:

Clarify or remove.

		Status: CLOSED

Comment [Colibria]: By setting the value of the MaxContacts property on the ListManage-Request to fetch the oma_allcontact contact list. Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A219

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“The client SHOULD inform the server of the maximum number of contacts it can handle.”


Why? Segmentation already handles this (in a better way).

Proposed Change:

Remove.

		Status: CLOSED

Comment [Colibria]: as explained in A215 segmentation does not solve the problem.



		A220

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

“Also, the setting only applies to the client who set the value.”


Assuming a client with limited memory it is safe to assume that it will not remember the number of contacts it asked the server to store; so, how can a client retrieve its current setting from the server?

Proposed Change:

Clarify how a client can retrieve its current setting and update it if necessary.

		Status: CLOSED

Comment [Colibria]: I am assuming that clients with limited resources are very well aware of their limitation and that they do not need to ask the server about their limitation.



		A221

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 3, Paragraph 6 and Paragraph 7.


Oh, my God! Whose twisted mind came up with this conclusion? This is possibly the worst solution one can come up with. Confusing for the client, confusing for the user, violates the IMPS standards, etc, etc. This creates more problems than it claims to solve! I strongly object to this.

Proposed Change:

Remove this paragraph – or, re-design and make sure that the IMPS standard is not violated.

		Status: CLOSED

Comment [Colibria]: What is it with the solution that is confusing for the client? How will the proposed solution make the end-user confused? In what way does the proposed solution violate the IMPS standard? Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A222

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“The MaxContacts property is only needed”


Again, it is not a contact list property (according to how you described the behaviour earlier). Contact list properties are persistent (according to IMPS) and making them non-persistent would violate the IMPS specs.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.





		A223

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“oma_allcontacts contact list”


Again, there is no such contact list in the IMPS specs and hard-coding is a really bad practice.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: the oma_allcontacts contact list Is defined in section 12.3. Reference added.



		A224

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


“Updating the contact list on older clients (1.1 and 1.2.1)”


Obviously, this is not in the scope.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: agreed. The paragraph will be removed.



		A225

		2008.08.11

		T

		26.2

		Source: Nokia

Form: INP doc


Comment:

Paragraph 5.


“contract of presence updates”


This is non-sense.

Proposed Change:

Remove the paragraph.

		Status: CLOSED

Comment [Colibria]: see comment on A224.



		A226

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

“The user logs in with a client on that only support 3 contacts”


LOL. Can support only 3 contacts? That client should be so limited that it cannot even use IMPS.

Proposed Change:

Remove the entire section.

		Status: CLOSED

Comment[Colibria]: 3 will be changed to 30 as there are in fact clients out there with such limitations.



		A227

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

“The client hints the server”


LOL


What should a server do with a hint? Take it or not?

Proposed Change:

Remove.

		Status: CLOSED

Comment [Colibria]: text will be changed to say “The client informs the server”.



		A228

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“the MaxContacts property”


Again, it is not a contact list property (according to how you described the behaviour earlier). Contact list properties are persistent (according to IMPS) and making them non-persistent would violate the IMPS specs.

Proposed Change:

Remove.

		Status: CLOSED

Comment [Colibria]: Solution altered to provide the MaxContacts limit as a separate ExtBlock element on the ClientCapability-Request.



		A229

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

Paragraph 4.


“oma_allcontacts contact list”


Again, there is no such contact list in the IMPS specs and hard-coding is a really bad practice.

Proposed Change:

Remove the text.

		Status: CLOSED

Comment [Colibria]: see comment on A223.



		A230

		2008.08.11

		T

		26.3

		Source: Nokia

Form: INP doc


Comment:

It is not said what is shown in the example.

Proposed Change:

Don’t bother adding it, just remove, it is non-sense anyway.

		Status: CLOSED

Comment [Colibria]: Text added to explain what the example shows.
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1. Scope


The objective of this white paper is to ensure homogeneous user experience across different IMPS applications based on the CSP 1.3 protocol. It will provide informative best practice recommendations for the CSP 1.3 protocol, ensuring consistent and compatible end-user experience for an IM user while communicating on a device from one manufacturer with end-users on devices from other manufacturers, or when an end-user uses multiple clients from various manufacturers.


The Implementation Guidelines are written with a focus on applications written on top of CSP 1.3. Considerations for end-user experience when upgrading from older 1.1/1.2.1 clients to 1.3 clients(s) are also discussed. Considerations for SSP 1.3 are out of scope for this document.


2. References


		[OMADICT]

		“Dictionary for OMA Specifications, Version 2.6”, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL: http://www.openmobilealliance.org



		[CSP] 




		“Client-Server Protocol Session and Transactions Version 1.3”, OMA-TS-IMPS-CSP-V1_3.


Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[CSP DataType]

		 “Client-Server Protocol Data Types Version 1.3”, OMA-TS-IMPS-CSP_Data_Types-V1_3.


Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[CSP Trans]

		 “Client-Server Protocol Transport Bindings Version 1.3”, OMA-TS-IMPS-CSP_Transport-


V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[CSP PTS]

		 “Client-Server Protocol Plain Text Syntax Version 1.3”, OMA-TS-IMPS-CSP_PTS-V1_3.


Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[CSP XMLS]

		 “Client-Server Protocol XML Syntax Version 1.3”, OMA-TS-IMPS-CSP-XMLS-V1_3. Open


Mobile Alliance™. URL: http://www.openmobilealliance.org



		[CSP WBXML]

		 “Client-Server Protocol Binary XML Definition and Examples Version 1.3”, OMA-TS-IMPSCSP_


WBXML-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[PA] 

		 “Presence Attributes Version 1.3”, OMA-TS-IMPS-PA-V1_3. Open Mobile Alliance™. URL:


http://www.openmobilealliance.org



		[PA XMLS]

		“Presence Attributes XML Syntax Version 1.3”, OMA-TS-IMPS-PA_XMLS-V1_3. Open


Mobile Alliance™. URL: http://www.openmobilealliance.org



		[AppChar]

		 “Application Characteristic for IMPS”, OMA-TS-wA-Application-Characteristic-for-IMPSV1_0. Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[MO]

		 “OMA IMPS Management Object Version 1.0”, OMA-TS-IMPS-MO-V1_0. Open Mobile


Alliance™. URL: http://www.openmobilealliance.org



		[SSP]

		 “Server-Server Protocol Semantics Document Version 1.3”, OMA-TS-IMPS-SSP-V1_3. Open


Mobile Alliance™. URL: http://www.openmobilealliance.org



		[SSP XMLS]

		 “Server-Server Protocol XML Syntax Document Version 1.3”, OMA-TS-IMPS-SSP_XMLSV1_


3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[SSP Trans]

		 “Server-Server Protocol Transport Binding Version 1.3”, OMA-TS-IMPS-SSP_Transport-


V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org



		[RFC2119]

		"Key words for use in RFCs to Indicate Requirement Levels", URL: http://www.ietf.org/rfc/rfc2119.txt   



		[RFC2396]

		“ Uniform Resource Identifiers (URI): Generic Syntax”, URL: http://www.ietf.org/rfc/rfc2616.txt



		[RFC2616]

		“ Hypertext Transfer Protocol – HTTP/1.1”, URL: http://www.ietf.org/rfc/rfc2616.txt



		[RFC3986]

		“Uniform Resource Identifier (URI): Generic Syntax”, URL: http://www.ietf.org/rfc/rfc3986.txt



		[GSMAPH2]

		IM Phase 2 Service Definition, GSM Association Official Document SE.44, URL: http://www.gsmworld.com/documents/pim/im_phase_2_service_def.doc 



		[PEP]

		“Presence Enhanced Phonebook Application Category, 1.0”, URL: http://member.openmobilealliance.org/ftp/public_documents/imps/2003/oma-imps-2003-0168-support_of_appcategory.zip (embedded as an attachment within the document)



		[IM]

		“Instant Messaging Application Category 1.0”, URL: http://member.openmobilealliance.org/ftp/public_documents/imps/2003/oma-imps-2003-0168-support_of_appcategory.zip (embedded as an attachment within the document)



		[IANAPorts]

		“PORT NUMBERS”, URL: http://www.iana.org/assignments/port-numbers







3. Terminology and Conventions


3.1 Conventions


This is an informative document, which is not intended to provide testable requirements.

The key words "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY" and "OPTIONAL" in this document are to be interpreted as described in [RFC2119]. 

Each section of this document is organized into a main chapter, whose name is intended to describe the issue, a sub-section entitled "Rationale" justifying the inclusion of the topic in this document, a second optional sub-section with use cases describing the intended end user experience relevant to the section including examples of requests and responses (only transaction content will be shown in examples) and a third sub-section entitled "Recommendation" which describes the recommendations in terms of implementations for client or server vendors.


3.2 Definitions


Definitions already defined in IMPS 1.3 will not be repeated here.

3.3 Abbreviations


Abbreviations already defined in IMPS 1.3 will not be repeated here.


		GSMA

		GSM Association



		GSM

		Global System for Mobile communication





4. Introduction


The goal of this white paper is to ensure homogeneous user experience across different IMPS Applications.


Although the current IMPS 1.3 enabler package provides a complete architecture, reference points and interfaces, and protocol specifications, there have been some implementation issues at an application level whereas two or more applications that implement similar services using the same IMPS 1.3 technology do not behave in the same manner in the same situations. Additionally, due to the high level of optional information elements in the primitives of the IMPS protocol, it is not known what is the best and widely implemented way of executing a number of use cases that are not described in detail in the IMPS specifications - how transactions and options shall be combined and used to implement such use cases. This document is intended to be such a guideline by describing:


· Rationale – in general this is described as a use case that is perceived by the end user 


· Problem Statement describing what an issue(s) or a requirement(s) is when implementing the use case


· Recommendation that fulfils the use case and the requirement when using IMPS 1.3


Note that this document will not change or bend the existing IMPS 1.3 standard. The goal of this document is to support the use cases that are found as urgent in the market without breaking a compatibility with the implementations that do not necessarily follow this guideline but still use the IMPS 1.3 as base technology.


Also note this document is solely informative and thus there is NO conformance requirement or interoperability test consideration against this document.


5. Auto registration


5.1 Rationale


“Alice wants to auto-register to the service”

The auto-registration feature allows a server to create a new user account comprising a User-ID and a password, as described in [CSP], section 6.5. This is a new feature in the IMPS 1.3 specifications. The feature is intended to increase user take-up by facilitating first-time usage and registration of the service. 


5.2 Use cases and examples

This section describes the use cases related to the auto-registration feature. Two main use cases are described that are distinguished based on where the User-ID is chosen/assigned. One, where the User-ID is chosen/assigned by the server [5.2.1] and a second, where the end-user is allowed to choose his/her own User-ID [5.2.2]. Section [5.2.3] elaborates on how to provide for the user to start using an already registered user account.

5.2.1 Server assigns User-ID and password


		Actors

		End user, Client, Server



		Success Guarantees

		End user is registered as a new user in the IM system 



		Preconditions

		Client, Server



		Trigger

		Step 1



		Main Success Scenario

		1. End user attempts to log in without specifying a user name

2. Client sends a login request to the Server with an empty User-ID field


3. Server provisions the user choosing a User-ID  and returns a login response indicating success with a Session-ID, User-ID and an auto-generated password



		Extension Scenarios

		Server assigns User-ID based on MSISDN of the client


3b Server discovers the MSISDN of the client, auto-provisions the user and returns a login response indicating success with a Session-ID, User-ID based on MSISDN and an auto-generated password



		Variations

		



		Design Notes

		





Table 1: Auto-registration - Server assigns User-ID and password


1. Client sends a login request to the Server with an empty User-ID field

  <Login-Request>
    <User-ID/>
    <ClientID>client_id</ClientID>
    <SessionCookie>session_cookie</SessionCookie>
  </Login-Request>

2. Server provisions the user choosing a User-ID and returns a login response indicating success with a Session-ID, User-ID and an auto-generated password
 
  <Login-Response>
    <User-ID>wv:newuser@imps.com</User-ID>
    <Password>password</Password>
    <ClientID>client_id</ClientID>
    <Result>
      <Code>200</Code>
    </Result>
    <SessionID>session_id</SessionID>
    <KeepAliveTime>3600</KeepAliveTime>
    <CapabilityRequest>T</CapabilityRequest>
  </Login-Response>

5.2.2 User selects own User-ID


See figure [1] on the next page for an overview of the message flow in this use case. Note that steps 9  in Table 2 uses the word reserved which in this context mean either that the User-ID is currently in use, it does not pass the requirements for user-IDs as defined by the service (e.g., reserved words, bad language) or the User-ID has not passed a safe re-use period yet.

		Actors

		End user, Client, Server



		Success Guarantees

		End user is provisioned in the IM system 



		Preconditions

		The user has not registered before and does not have a User ID.



		Trigger

		The user launches his IMPS client to access the service.



		Main success scenario Steps 

		1. End user attempts to log in without specifying a user name


2. Client sends a login request to the Server with an empty User-ID field 

3. The server authenticates the user with network authentication information and returns a Login response primitive with the result code 921 “registration confirmation” and a system message with the following:

a. Information about User-ID selection


b. The RequiresResponse = TRUE


c. The various User-ID options available to the user, where the last option allows the user to choose a custom User-ID.

4. The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive.

5. The client returns the user’s selection ChosenOptionID in a SystemMessageUser,

6. The server sends a SystemMessageRequest with the InText field asking the user to enter a User-ID.

7. The client displays the system message and waits for the user to enter a User-ID.  

8. The client sends the User-ID in the VerificationKey element of the SystemMessageUser primitive.

9. The server verifies that the chosen User-ID is valid and not reserved and the server returns a Login response with the User-ID selected by the user, a password selected by the server and the result code 200 “Successful”. Note: Future authentication will be done according to either CSP User-ID and password authentication or network authentication procedures.






Table 2: Auto-registration - User selects own User-ID

5.2.3 User is already registered and want to log in with a new device

To support scenarios where the user logs in with client not used before and where the user is already registered with the service, then servers SHOULD provide an “already registered” option for the end user to choose. When the “already registered” option is chosen by the user the steps 4 through 7 in section [5.2.1] must be applied. To make sure that the user actually owns the account that he/she claims, the steps in the 3 through 6 in section [9.2.1] must be applied.


If network authentication is in use on the service then the steps of the use case will be the same as in [5.2.1].
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Recommendation


In order to facilitate an easy first-time setup, clients and server SHOULD implement the trigger and response mechanisms described in 5.2.1 and 5.2.2 and take advantage of them as they see fit. Servers that allow a user to choose their own User-IDs should facilitate the User-ID choice by taking advantage of the special use of the System Message feature as it is described in 5.2.2.  Whenever a client receives a User-ID and password from the server in a LoginResponse primitive, it SHOULD store these newly received credentials on safe storage for the current network (domain).

6. Terms of use


6.1 Rationale


"Alice's operator wants to inform her of the terms of using the service."

Before using the IM service, operators or legislation often requires that the user agrees with the “terms of use” of the service. 


6.2 Use cases and examples

 This section describes how the terms of use are delivered to the end-user and how to get the user’s response prior to taking the service into use. Refer to figure 2 for a visualization of the message flow in this use case.

Due to parser size limitations in the client the terms of use text might be too large to process. In this case the server can choose to present the entire terms of use text as a URL pointing to a location where the terms of use text can be presented.

		Actors

		End user, Client, Server



		Success Guarantees

		The terms of use are delivered to the user and the user’s response is returned to the server.



		Preconditions

		The service provider deems it necessary to deliver the terms of use to the user and get the user’s response.



		Trigger

		The server, issues a System Message when appropriate - based on service provider’s policies - , during login phase.



		Main success scenario Steps 

		1. The client sends a Login request primitive 

2. The server responds with a Login response primitive with the result code 921 “registration confirmation” and a system message containing the terms of use text, the RequiresResponse = TRUE and the options available to the user. 


3. The client displays the system message and waits for the user’s selection. The user selects the ’Agree’ option.

4. The client returns the user’s selection in the ChosenOptionID element of the SystemMessageUser primitive,

5. The server returns a Login response with the result code 200 “Successful”.



		Extension scenarios

		Client chooses reject choice

3b. The client displays the system message and waits for the user’s selection. The user selects the ’reject‘ option.


4b. Same as for the successful flow.


5b. The server returns a Login response with the result code 921 “registration confirmation” and a system message with a text indicating that the user has to agree to the terms of use in order to use the IM service. The RequiresResponse = FALSE. Continue on step 3 (or 3b).





Table 3: Terms-of-use - main success use case description

6.3 Additional considerations


In addition to terms of use a service provider may also use other system message features like verification mechanisms, age verification and more.

7. Internationalization Support before Client Capability Negotiation


7.1 Rationale

“Alice wants to view terms and conditions during login in a language of her own preference.”


In IMPS a client can negotiate preferred language for internationalized text by setting the DefaultLanguage in the ClientCapability-Request. Unfortunately this only applies to messages received from the server after client capability negotiation.


On auto registration, terms and conditions and similar System Messages, a user will be presented with text messages (e.g., “Choose your own User-ID”, “By using this service…”) wher it would be important to present information using the native language

7.2 Recommendation


The preferred way of indicating language preference is to provide the DefaultLanguage element in the CapabilityList element  in the Login-Request (login with embedded client capabilities).

In some cases it is not desirable to embed client capabilities in the Login-Request due to limitations in the client or due to network bandwidth usage (the client capabilities must in some cases be presented multiple times on e.g. auto registration with system messages).To allow for a client to indicate to the server which language the user prefers when using HTTP as a bearer, clients can optionally utilize the Accept-Language HTTP header tag to indicate its preferred language on all requests HTTP requests until client capabilities has been negotiated.


The Accept-Language HTTP tags format is defined in section 3.10 of [RFC2616] (and RFC[1766]) and is different from the format defined on the DefaultLanguage element (three letter language code as defined in section 5.2 of [CSP DataType]).  


Example of a HTTP header Accept-Language tag:



da, en-gb;q=0.8, en;q=0.7


which means: “I prefer Danish, but will accept British English and other types of English”.


Servers SHOULD ignore the Accept-Language HTTP header tag once client capabilities have been negotiated.


8. Finding out the MSISDN in use

8.1 Rationale


There are several use cases where the server requires the MSISDN of the client Examples of such use cases:


· if the user has several mobiles with different MSISDNs,

· if the server needs to send an WAP Push CIR message to the client,

· to verify the authenticity of a user,


· or to retrieve the credentials of a user.


8.2 Recommendation


Clients SHOULD support and use Standalone SMS Binding (81.4 of [CSP Trans]) – this allows the server to find out the correct MSISDN that the client is using. The server should use the received “HELO” message (and the Session-ID within) to find out the MSISDN used by the client – and store the current MSISDN for any further correspondence that might be necessary. 

9. Logging in with username and not knowing the password

9.1 Rationale


"Alice wants to retrieve log in to the service when knowing only the username of her account."


The use-cases described in this chapter allows for the user to log onto the service without having to type in his password. This is considered crucial for end-user take up as end users increasingly do not want to relate to having another set of passwords and usernames and to remember these as he moves from one client to another or changes terminal. 


9.2 Use cases and examples


9.2.1 User attempts to log in knowing his User-ID but not his password


		Actors

		End user, Client, Server



		Success Guarantees

		End user  is logged onto the service



		Preconditions

		Client, Server, end user's account provisioned in the server. Network authentication is not used in this use case, so the password on the network cannot be empty for a normal login flow to work. If the server stores the password encrypted, then this use case will not work. 



		Trigger

		Step 1



		Main Success Scenario

		1. End user launches IM client


2. Client does a login request to the Server with an empty password  


3. Server returns a system message, asking the client where he wants his password to be sent, including a list of known MSISDN, e-mail addresses and other online IM clients of that user.


4. Client chooses to get password on MSISDN number or email address 


5. Server sends out password on the desired channel


6. Client manually makes another login request with password retrieved from the channel



		Extension Scenarios

		Password retrieval through another logged in client

4b. Client chooses to retrieve password through another online IM session

5b. Server sends a system message to the other client asking him to verify that another client is trying to log onto the service, with answer options "allow" and "deny"

6b. End user presses "allow"

7b. The server allows the user to log in by returning login response with the password of the user for storage in the client

Continuation of the "b" use case:

6c. End user presses "deny"

7c. The server disallows the user to log in



		Variations

		



		Design Notes

		Note that this implies that the server cannot accept empty passwords for users.





Table 4: Credential Retrieval


9.2.1.1 Examples


1 client sends login request with an empty password
    
 <Login-Request>
   <User-ID>user_id<User-ID/>
   <Password/> 
   <ClientID>client_id</ClientID>
   <SessionCookie>session_cookie</SessionCookie>
 </Login-Request>
    


2 Server returns a system message, asking the client where he wants his password to be sent, including a list of known MSISDN, e-mail addresses and other online IM clients of that user

 <Login-Response>
   <ClientID>client_id</ClientID>
   <Result>
     <Code>436</Code>
     <SystemMessageList>
       <SystemMessage>
         <SystemMessageID>id#0</SystemMessageID>
         <RequiresResponse>T</RequiresResponse>
         <SystemMessageText Where would you like to send your password?</SystemMessageText>
         <AnswerOptions>
           <AnswerOption>
             <AnswerOptionID>1</AnswerOptionID>
             <AnswerOptionText>Telephone number 90000000</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>2</AnswerOptionID>
             <AnswerOptionText>Telephone number 90909090</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>3</AnswerOptionID>
             <AnswerOptionText>Email address me@mail.com</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>4</AnswerOptionID>
             <AnswerOptionText> Email address minime@mail.com</AnswerOptionText>
           </AnswerOption>
           <AnswerOption>
             <AnswerOptionID>5</AnswerOptionID>
             <AnswerOptionText>Send it to all my online clients</AnswerOptionText> 
           </AnswerOption>
         </AnswerOptions>
       </SystemMessage>
     </SystemMessageList>
   </Result>
 </Login-Response>


3 Client chooses to get password on MSISDN number or email address 

 <SystemMessageResponseList>
   <SystemMessageResponse>
     <SystemMessageID>id#0</SystemMessageID>
     <ChosenOptionID >2</ChosenOptionID>
   </SystemMessageResponse>
 </SystemMessageResponseList>


4 Server sends out password on the desired channel


5 Client manually makes another normal login request with password retrieved from the channel



9.2.1.2 Password retrieval through another logged in client

3. Client chooses to retrieve password through another online IM session 


     <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>id#0</SystemMessageID>
      <ChosenOptionID>5</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>

4. Server sends a system message to the other client asking him to verify that another client is trying to log onto the service, with answer options "allow" and "deny"


     <SystemMessageList>
    <SystemMessage>
      <SystemMessageID>id#0</SystemMessageID>
      <RequiresResponse>T</RequiresResponse>
      <SystemMessageText>
        Another client is trying to log onto the service with your username.
        Allow the client to log on?
      </SystemMessageText>
      <AnswerOptions>
        <AnswerOption>
          <AnswerOptionID>1</AnswerOptionID>
          <AnswerOptionText>Allow</AnswerOptionText>
        </AnswerOption>
        <AnswerOption>
          <AnswerOptionID>2</AnswerOptionID>
          <AnswerOptionText>Deny</AnswerOptionText>
        </AnswerOption>
      </AnswerOptions>
    </SystemMessage>
  </SystemMessageList>


5. End user chooses to allow the log on


     <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>id#0</SystemMessageID>
      <ChosenOptionID>1</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>


6. The client logs in with an empty password again, and succeeds this time. The password will be returned on the Login-Response for safe storage in the client.


     <Login-Response>
    <User-ID>wv:newuser@imps.com</User-ID>
    <Password>password</Password>
    <ClientID>client_id</ClientID>
    <Result>
      <Code>200</Code>
    </Result>
    <SessionID>session_id</SessionID>
    <KeepAliveTime>3600</KeepAliveTime>
    <CapabilityRequest>T</CapabilityRequest>
  </Login-Response>


9.3 Recommendation


Clients and servers SHOULD support the use cases and use of system messages as described in this section.


10. Multi-sessions


10.1 Rationale


"Alice wants to have her PC and mobile client running at the same time."


The multi-session support is a feature to enable the user to be logged on with several clients at one time. The end user can then be logged on at e.g. his home computer, work computer and mobile phone(s) at the same time. Also, this ensures that if a user updates presence on one client, then the presence attributes are updated on all logged in clients.


Several lists and structures such as contact lists, authorization lists, block/grant list, groups and public profile are attached to the User-ID and no particular client. Since these lists and structures can be altered by any one of the currently logged on clients on a User-ID, the clients need to subscribe to changes for these structures. 


10.2 Keeping presence attributes up-to-date

10.2.1 Use cases and examples


10.2.1.1 End user updates presence attributes on one of his active clients and the change is reflected in other active clients


		Actors

		End user A, Client A1, Client A2, Server.



		Success Guarantees

		End user presence update is reflected on all active clients



		Preconditions

		End user A is logged onto the server with client A1 and A2.



		Trigger

		Step 1



		Main Success Scenario

		1. Client A1 and client A2 subscribes to all presence attributes of end user A


2. End user changes presence attribute on client A1


3. Server receives presence updates and generates notifications with the appropriate updates to all active clients


4. Presence update is reflected on client A2

5. Client A2 applies the notified presence changes locally, so that its local set reflects the latest changes.



		Extension Scenarios

		



		Variations

		





Table 5: Presence attributes synchronization

10.2.2 Recommendation


Clients SHOULD subscribe to the presence information of the own User-ID and at least all the user status presence attributes supported by the client. Note that a user can only have one instance of each user status presence attribute (as defined in 8.3 in [PA]) and multiple instances of each client presence attribute (one per client). Clients are RECCOMENDED to only update user status presence attributes when notified about changes on the logged in user.

10.3 Keeping various user-managed things up-to-date

Since presence authorization, block/grant lists, contact lists, groups and public profile can be altered by any one of the currently online clients of a particular User-ID, the clients need to subscribe for such change notifications. 


10.3.1 Use cases and examples


10.3.1.1 End user adds a contact to one of his active clients and the change is reflected in other active clients


		Actors

		End user A, Client A1, Client A2, Server.



		Success Guarantees

		End user update is reflected on all active clients



		Preconditions

		End user A is logged onto the server with client A1 and A2.



		Trigger

		Step 1



		Main Success Scenario

		1. Client A2 subscribes to Contact-List-Changed notification


2. End user adds a contact on client A1

3. Server receives a contact list update request and generates notifications with the appropriate change  to all active clients

4. Contact list update is reflected on client A2

5. The client applies the notified changes locally, so that its local set reflects the latest changes.



		Extension Scenarios

		



		Variations

		





Table 6: Contact list synchronization

10.3.2 Recommendation


All clients SHOULD subscribe to any of the following General Notification types which match the service tree of the client: 


1. Authorization-Changed,


2. Block-List-Changed,


3. Block-List-UsageChange,


4. Contact-List-Created,


5. Contact-List-Changed,


6. Contact-List-Deleted,


7. Grant-List-Changed,


8. Grant-List-UsageChange,


9. Group-Created,


10. Group-Deleted,


11. Invitation-Accepted,


12. Invitation-Cancelled,


13. Invitation-Rejected,


14. OnlineETEMHandling-Updated,


15. PublicProfile-Updated,


16. Session-Priority-Adjusted

Upon receipt of a notification the client SHOULD fetch the updated list/structure on the server.


11. Client-ID


11.1 Rationale


According to IMPS 1.3 CSP [CSP], the Client-ID is a unique identifier of the IMPS client within the scope of a particular user and it must be a URI as defined in [RFC 2396]. Having a consistent way of representing unique Client-IDs simplifies the development of servers and clients. Client and server implementations should support the Client-ID structure defined in this section.


11.2 Recommendation


Clients should generate Client-Ids according to the following ABNF syntax:


Client-ID = "wv:" SW_NAME ":" SW_VERSION ":" OPERATOR_KEY ":" PHONE_VENDOR ":" PHONE_MODEL “:” UNIQUE_ID


SW_NAME = ALPHA *(ALPHA / DIGIT / "-")


SW_VERSION = DIGIT *(“.” DIGIT))


OPERATOR_KEY = ALPHA *(ALPHA / DIGIT / "-")


PHONE_VENDOR = ALPHA *(ALPHA / DIGIT / "-")


PHONE_MODEL = ALPHA *(ALPHA / DIGIT / "-")


UNIQUE_ID = ALPHA *(ALPHA / DIGIT / "-")


If a SW_NAME, SW_VERSION, OPERATOR_KEY or PHONE_MODEL of the Client-ID is not available (not set) then the component will be empty resulting in two consecutive ‘:’ signs.


The meaning of each Client-ID component is described in the following table:

		Field

		Role

		Data type



		Wv

		IMPS URI scheme

		Constant string



		SWName

		Short name of the client software

		Alphanumeric string



		SWVersion

		Client software base version

		Alphanumeric string



		OperatorKey

		Operator identifier

		Alphanumeric string



		PhoneVendor

		Phone vendor identifier

		Alphanumeric string



		PhoneModel

		Phone model identifier

		Alphanumeric string 



		UniqueID

		An identifier to uniquely identify a particular client for a particular user

		Alphanumeric string





Table 7: Client-ID components

As an example, for the following Client-ID wv:ZOMI2.0.1$NoWire@FLY.X95.384759, the components are shown in the following Table:   


		wv:

		SWName

		SWVersion

		$

		OperatorKey

		@

		PhoneVendor

		.

		PhoneModel

		.

		UniqueID



		wv:

		ZOMI

		2.0.1

		$

		NoWire

		@

		FLY

		.

		X95

		.

		384759





Table 8:  Client-ID example

The generated Client-ID for a particular client within a particular user SHOULD be stored safely on the client device so that it can be re-used across sessions for the user.

In case a server detects that a client is trying to log in with an already registered Client-ID on another session, then servers are RECCOMENDED to “ping” the client owning the already existing session. In case the server detects that the client is not there any more then the attempted login can be granted with the Client-ID and the current session must be terminated. If the client owning the already existing session responds to the “ping” then the attempted login with the new client must be denied with a status indicating that the Client-ID is not unique. “Ping” here means to attempt notify the client with a CIR message. Care must be taken on clients to not accept any CIR message before CIR methods has been negotiated. This is to avoid a situation where the “pinged” client is actually the client logging in.

12. Contact lists usage


12.1 Rationale


"Alice wants to see the same contact list on different clients."


IMPS CSP [CSP] has opened for clients specifying their own contact lists names, authorization lists and subscriptions. The challenge with this is that when an end user switches from one client to another, his contact list might not appear in the same way if at all on the new client. In addition, some client manufacturers use contact lists as place holders for blocked users, whereas others do not and can interpret the blocked list as a separate friends list to be represented in the client. 


12.2 Use cases and examples


12.2.1 User logs on with client manufactured by A and then with client manufactured by B


		Actors

		End user Alice, Client A, Client B, Server.



		Success Guarantees

		End user sees no difference between the two clients



		Preconditions

		



		Trigger

		Step 1



		Main Success Scenario

		1 Alice logs on to her brand new "A" terminal and  retrieves her contact list


2 Alice loves new phones, buys terminal "B" and logs onto the service again, retrieving her contact list



		Extension Scenarios

		2b. Alice logs on to terminal A and B at the same time, seeing the same contact lists.



		Variations

		





Table 9: Contact list usage

12.3 Recommendation


Clients SHOULD use a contact list named wv:userid/oma_allcontacts@domain to store all non-blocked friends. Friends blocked for presence SHOULD be stored in a contact list named wv:userid/oma_blockedcontacts@domain. 


Both presence authorization and presence subscription will be done on the oma_allcontacts contact list. Presence blocking will be done by moving the friend from the oma_allcontacts contact list to the oma_blockedcontacts and by assigning the empty authorization on the blocked friend.


12.3.1 Contact list names


All clients must keep all non-blocked friends in a list named wv:userid/oma_allcontacts@domain. It is up to the client if this list should be visible in the user interface or not. If the client supports multiple contact lists (e.g., friends, co-workers) then upon adding a friend to any other list must also result in adding the friend to the oma_allcontacts contact list. Blocking a friend for presence will result in moving the friend from the oma_allcontacts contact list to the blocked list. Servers can provision the contact lists upon provisioning of the user. Clients who choose to display the list in the user interface must choose a human readable name for the contact list. The contact lists DisplayName property is not to be used.


Presence blocked users must be kept in a list named wv:userid/oma_blockedcontacts@domain. Blocking a friend for presence will result in moving the friend from the oma_allcontacts contact list to the oma_blockedcontacts, and by assigning the empty user authorization to the friend. Unblocking a friend from presence blocking will result in removing the empty user authorization on the friend and by moving the contact from the oma_blockedcontacts to the oma_allcontacts contact list.


12.3.2 Subscription


Presence subscription will be done on the oma_allcontacts contact list. Clients SHOULD subscribe to at least the following set of presence attributes:


1. UserAvailability


2. StatusText


3. CommCap


4. OnlineStatus


5. ClientType


6. ClientInfo


Clients SHOULD not subscribe for presence on other contact lists or on users directly.


12.3.3 Authorization


Clients SHOULD authorize for presence on the oma_allcontacts contact list. Blocked contacts will be moved from the oma_allcontacts contact list to the oma_blockedcontacts and clients SHOULD assign the empty presence authorization on users in the oma_blockedcontacts. Since presence authorizations are  shared among clients on the same user, clients SHOULD fetch the current authorization on the oma_allcontacts contact list and only increase the authorization set if to include the required attributes by the client if needed. Clients SHOULD authorize at least the following the of presence attributes:


1. UserAvailability


2. StatusText


3. CommCap


4. OnlineStatus


5. ClientInfo


Clients SHOULD have the possibility to authorize for presence on other lists that the oma_allcontacts lists.


13. Presence attribute interpretation


13.1 Rationale


"Alice wants to log on as invisible to everyone else"


Having concise and consistent presence attributes ensures end users the possibility to portray their willingness to communicate to friends on his contact list. Slightly different presence attributes have been used by client manufacturers to signify an available IM client, and few manufacturers have defined an invisible attribute.


13.2 Background


From the Presence Enhanced Phone book Application Profile [PEP]  and the Instant Message Application Profile [IM] the following are defined:


· AVAILABLE: (as defined in section 8.3.1 of [PA]) Publisher is available with the means available in his/her device


· DISCREET: (as defined in section 8.3.1 of [PA]) Publisher has selective availability to communication means or to contacting parties. By setting this value, the publisher is asking for consideration before a communication is initiated to him/her or when he/she doesn’t respond to communication. The exact nature of the users communication status can be clarified using the status message. Some example use cases are:


· The publisher prefers to receive text messages rather than voice call because he’s in a meeting.


· The publisher is busy and wishes to receive only urgent communication.


· The publisher is selective about the communication parties to whose communication he responds.


· NOT_AVAILABLE: (as defined in section 8.3.1 of [PA]) Publisher is not immediately available with the communication means in his/her device. The contacting party should not expect an immediate response/reaction by the publisher. (as defined in section 8.3.1 of [PA])

· UNKNOWN: This value shows the publisher might not be logged onto the presence service and thus PEP is not able to provide any presence information about the publisher. When publisher does not have an active OMA Imps session the UserAvailability is replaced with this “UNKNOWN” indicator.


In addition, being connected to the IM server as invisible implies that the user appears as off-line everyone's contact list, but that the user himself receives presence updates and can send and receive IMs normally. 

UserAvailability is a User attribute and is therefore shared across multiple clients on the same account. Since UserAvailabilty is the “steering” attribute the user can only be DISCREET or NOT_AVAILABLE on all clients.


13.3 Recommendation


Clients wishing to signalize their user availability SHOULD set the following presence attributes:


		Availability Status

		OnlineStatus

		CommCap/IM

		UserAvailability



		

		Value

		Qualifier

		Value

		Qualifier

		Value

		Qualifier



		NOT_AVAILABLE

		T

		T

		OPEN

		T

		NOT_AVAILABLE

		T



		DISCREET

		T

		T

		OPEN

		T

		DISCREET

		T



		AVAILABLE

		T

		T

		OPEN

		T

		AVAILABLE

		T



		INVISIBLE

		Ignored

		F

		CLOSED

		T

		NOT_AVAILABLE

		F





Table 11: Presence attributes interpretation

Note that all other combination of the OnlineStatus, CommCap/IM and UserAvailability attributes SHOULD be interpreted as offline.


Clients who want to appear as invisible SHOULD set the Qualifier of OnlineStatus to “F”. To support legacy devices adhering to older recommendations, servers SHOULD interpret a client setting CommCap/IM to “CLOSED” as also setting the Qualifier of OnlineStatus to “F”. Invisible means here that presence watchers will not be able to detect that the client is online.

In order to support invisibility directly when logging in, servers are RECCOMENDED to set the value of the Qualifier of OnlineStatus as “F” and set OnlineStatus to “F” when a client logs in, and change the qualifier and and OnlineStatus presence value to “T” once the client sends the first presence publishing primitive. If there was no presence support negotiated during service negotiation, then the server must set OnlineStatus to ‘T’.

Servers SHOULD not send presence notifications to watchers of a user that is currently set to invisible. When the user becomes visible again, then servers should send presence notifications to all watchers about the changed attributes. Servers can either remember the set of changed attributes and only send the delta of the updated attributes or send the entire set of presence attributes.

14. Extension Presence Attributes

14.1 Idle state


Idle state is about a clients attempt to indicate to watching users about the users activity on the client. On fixed line IM system it is very common for desktop clients to indicate idle state when the user has not used the client and/or the computer (desktop) for a period of time. This is to give a hint to the watchers that the user might not be around to receive messages. On mobile clients this can easily be translated to when the IM client is minimized or when the user locks the keypad of the mobile device (black screen). Idle state is important not only to watchers but also to servers since they can make routing decisions on IMs based on (among other things) the idle state of the clients.


If a client wants to indicate whether the user is idle, i.e. have not used the computer or device for a certain amount of time, then the client SHOULD use an extension to the PresenceSubList using the namespace http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0. The DTD for this namespace is as follows:


<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT IdleState (Qualifier?, PresenceValue?, ClientID?)>
<!ELEMENT IdleSince (Qualifier?, PresenceValue?, ClientID?)>


Defined information elements are:

		Information element

		IdleState



		Data type

		Boolean



		Format

		Following values:


T – The user of the client is idle.


F – The user of the client is not idle.



		Description

		The idle state of the user of the client



		Range

		





Table 12: IdleState information element

		Information element

		IdleSince



		Data type

		Date and Time, see 4.5 [CSP DataType]



		Format

		Defined in 4.5 [CSP DataType]



		Description

		The date and time from when the client went idle



		Range

		





Table 13: IdleSince information element


Clients SHOULD publish the IdleState presence value. The actual idle time from that the user is idle to when the IdleState is set to “T” is implementation specific. The server MAY also publish the IdleSince element, indicating with a time when the user went idle.


Clients that want to retrieve the idle state of other users SHOULD subscribe to the IdleState and IdleSince presence attributes. Absence of the Presence-Attribute-List in a SubscribePresence-Request or a GetPresence-Request (aka blank get/subscribe request) will not include these extension attributes. The extension attributes must be subscribed to/fetch explicitly.

The value of IdleSince SHALL be considered invalid when the IdleState Qualifier is set to “F”.

14.2 Examples

The client publishes the idle state of the user resulting in a notification sent out to watchers:


  <PresenceSubList
      xmlns="http://www.openmobilealliance.org/DTD/IMPS-PA1.3" 
      xmlns:ig="http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0">
    <ig:IdleState>
      <Qualifier>T</Qualifier>
      <PresenceValue>T</PresenceValue>
      <ClientID>foo</ClientID>
    </ig:IdleState>
    <ig:IdleSince>
      <Qualifier>T</Qualifier>
      <PresenceValue>2008-05-13T14:45:03Z</PresenceValue>
      <ClientID>foo</ClientID>
    </ig:IdleSince>
  </PresenceSubList>

15. Discovery of other clients capabilities

15.1 Rationale


"Alice wants to know whether Bob can receive the picture she wants to send him."


End to end messaging enriches the messaging experience as it enables a client to be aware of the capabilities of the recipient client. Typically, if Alice is chatting with Bob, the clients would signalize the capabilities of the other client to the end user via icons, for instance greying out the "send picture" icon to indicate that the other client does not support pictures. 

Clients SHOULD authorize and subscribe to the ClientInfo presence attribute in which servers will publish client capabilities (see chapter 8.1.1 in [PA]). Note this provides the ability for a user to online with clients with different capabilities.

15.2 Use cases and examples


Alice’s client supports pictures and text  and chats with Bob who is logged on with 2 clients having different capabilities.

		Actors

		End user Alice, end user Bob, client A, client B1, client B2, Server.



		Success Guarantees

		Messages Alice send are delivered to the device supporting the content of the IM



		Preconditions

		Alice is logged on to the service with client A. 


Bob is logged on to the service with clients B1and B2 respectively


Client A supports text and pictures 

Client B1 supports text


Client B2 supports text and pictures



		Trigger

		Step 1



		Main Success Scenario

		1. Alice starts a chat dialogue with Bob


2. Alice sees in her client that Bob can receive text and pictures

3. Alice send a text message to Bob


4. Client A sets Bob as the recipient (no specific client)

5. The server uses Bobs OnlineETEMHandling setting to route the message to both client B1 and B2


6. Bob receives the text message on client B1 and B2


7. Alice sends a picture message to Bob


8. Client A sets Bob on client B2 as the recipient


9. Bob receives the picture message on client B2



		Extension Scenarios

		



		Variations

		





Table 15: End-to-end messaging (text and multimedia)


15.3 Recommendations


Servers SHOULD publish clients supported capabilities (including content types) in the ClientInfo->ClientContentLimit- presence attribute field. 


Clients SHOULD enable and disable functions (e.g., send picture) in the user interface according to what communication parties support.

16. Rich content IM


16.1 Rationale


"Alice wants to nudge Bob."


A complete messaging experience allows the use of rich content from client to client. This implies being able to send typing alerts and formatted text from client to client, regardless of who the manufacturer of the client or the server is. 


Nudges are “intrusions” on a conversation party's instant message user interface (message dialogue). Examples of nudges are shake, bump, moo, fart and honk.


16.2 Formatted Plain Text Messages


To allow for in-text formatting of plain text instant messages as bold, italic and underline, clients SHOULD adhere to the following set of rendering rules for visual formatting of instant messages,


· Formatting rules only applies to instant messages sent as plain text (i.e., the MIME type text/plain),


· Text surrounded by the asterix character (*) SHOULD be displayed as bold,


· Text surrounded by the fore slash character (/) SHOULD be displayed as italic,


· Text surrounded by the underscore character (_) SHOULD be displayed as underlined,


· Text surrounded by any combination of the formatting characters should be displayed with the combined formatting (e.g., ‘*/bold-italic/*’ would be rendered as ‘bold-italic’)


· Any character except white space and line break can be placed within the formatting characters,


· Formatting characters SHOULD not be visible in the user interface on clients supporting formatting

· Two consecutive formatting characters SHOULD be rendered as the character itself in the clients user interface. This allows for effectively escaping the formatting interpretation of the character.

16.2.1 Formatting Plain Text Message Example


The following message will appear as “Do you really want to come tonight?” in Bobs client.


<SendMessage-Request>
    <DeliveryReport>F</DeliveryReport>
    <MessageInfo>
        <ContentType>text/plain</ContentType>
        <ContentSize>37</ContentSize>
        <Recipient>
            <User>
                <UserID>wv:bob@imps.com</UserID>
            </User>
        </Recipient>
        <Sender>
            <User>
                <UserID>alice@imps.com</UserID>
            </User>
        </Sender>
    </MessageInfo>
    <ContentData>Do you *really* want to come tonight?</ContentData>
</SendMessage-Request>

16.3 Typing alerts

Typing alerts are informational instant messages sent between clients involved in a conversation to indicate to the recipient party about if the sending party is typing or not. Especially in a mobile context typing alerts are valuable to the recipient user since it can be expected that typing a message will take somewhat longer time than if done on a computer.


Typing alert messages are transported in CSP as instant messages with a content type of application/vnd.oma.imps.typing-alert and with no content.


A recipient client SHOULD indicate that a sender is typing upon receiving a typing alert. If no new instant message of any content type is received from the sending client within 20 seconds, the recipient client SHOULD change the typing indication to indicate that the sending party has typed (or started to type) a message. Furthermore, if no new instant message (of any content) has been received after 60 seconds from when the last message was received, then the client SHOULD remove the typing indication.


Upon receipt of an instant message (of any content) from the sending client, the recipient client SHOULD remove the typing alert (regardless of state), if any such indication exists.


The sending client must send a typing alert whenever the end user starts to compose a new instant message to a recipient. If the user is still typing after 10 seconds, the sending client SHOULD send a new typing alert to the recipient party. Furthermore, if the end user chooses to erase all of the written content or close the composer window, then the recipient client will by the above rules first set the state of the sender as “has typed on a message” and then to no typing alert state. Note that simply erasing portions of the typed message is still considered as typing.

Clients SHOULD avoid sending a typing alert as the first message in a message dialog. In some cases this might be difficult (e.g., when responding to a message received some time ago), and clients who receive the very first typing alert from a sender (i.e., there exist no indication in the UI that the sender and the recipient has an ongoing dialog) SHOULD ignore the typing alert.


Typing alerts SHOULD only be sent to clients who indicate support for the typing alert content type and where the recipient is online and available as indicated by the OnlineStatus and UserAvailability presence attributes.


Clients must follow the messaging context rules as defined in [CSP] when sending typing alerts. In particular clients can send typing alerts into a group or when whispering within a group.

16.3.1 Typing Alert Example


Bob starts typing a message in his message composer, and a typing alert is sent to the recipient Alice:


<SendMessage-Request>
    <DeliveryReport>F</DeliveryReport>
    <MessageInfo>
        <ContentType>application/vnd.oma.imps.typing-alert</ContentType>
        <ContentSize>0</ContentSize>
        <Recipient>
            <User>
                <UserID>alice@imps.com</UserID>
            </User>
        </Recipient>
        <Sender>
            <User>
                <UserID>bob@imps.com</UserID>
            </User>
        </Sender>
    </MessageInfo>
    <ContentData> </ContentData>
</SendMessage-Request>


The terminal that Alice uses indicates that Bob is typing a message to Alice. Bob stops to type immediately after the first couple of words. This makes Alice’s terminal show the “has typed text” indicator. Bob continues to type on his message to Alice and chooses to send the IM to Alice. This will upon receipt in Alice’s terminal erase the typing indicator on Bob.

16.4 Nudges

A nudge is a message triggering visual, auditory and if possible tactile effects, designed to grab the attention of the receiving user.


Nudging allows a user to get the attention of another user with whom s/he is having a conversation. A nudge is an IMPS instant message with a specific MIME type. A nudge can be a vibration, a sound, an animation, and visual modifications of the UI or any combination of these. To get the attention of a contact, the client sending the nudge specifies the nudge MIME type with an optional contents body. The content body contains an optional nudge ID identifying a particular sound or action. When an IMPS client receives a nudge, it causes the client to do an action according to the nudge identifier.


The client sending a nudge SHOULD limit the number of nudges it sends per period of time to avoid annoying the recipient. The nudging frequency is an implementation choice. A client SHOULD allow a user to turn-off the nudging facility to avoid receiving nudges. When nudging is turned off, any instant message carrying a nudge SHOULD be ignored.


Table 16: OMA-IMPS nudge types

		Message Content

		Nudge type

		Suggested sound

		Suggested image/animation or visual modifications



		1

		Vibrate

		Device vibrates or emits a vibrating sound

		Chat window vibrates



		2

		Bark

		Resembling the sound made by a dog


		Picture/animation of a dog barking



		3

		Boom

		Sound of an explosion

		Picture or animation of a bomb going off or chat window exploding



		4

		Moo

		Noise as uttered by a cow

		Picture/animation of a cow mooing, or possibly walking across the chat window



		5

		Moan

		A low, sustained, mournful cry of pleasure

		Picture/animation of something pleasurely.



		6

		Vroom

		Similar sound to that of a racing car passing by

		Picture or animation of a racing car



		7

		Buzz

		Low, continuous, humming or sibilant sound, like that made by bees with their wings (as in a annoying fashion)

		Picture/animation of a bee flying in



		8

		Fart

		Device emits a crackling or trumpeting sound (sound like the auditory pitch of a flatulence outburst)

		Picture/animation of an embarrassed chatter



		9

		Ring Phone

		Device sound the default ringing tone (just as if the user had a phone call).

		



		10

		Ring SMS

		Sound of the default SMS tone (just as if the user had an SMS).

		



		11

		Ring IM

		Sound of the default IM tone (just as if the user had an IM).

		



		12

		Ring Mail

		Sound of the default email tone (just as if the user had an email).

		



		13

		Beep

		Sound of a beep.

		



		14

		Type

		Sound as if the user was typing on the keypad or a typewriter.

		



		15

		Whistle

		Sound as a whistle.

		





A client SHOULD send a nudge in a SendMessageRequest primitive; the content type SHOULD be “application/vnd.oma.imps.nudge; vendor=oma-imps”. The vendor=oma-imps defines 15 well defined nudges. The content of the nudge is defined by the number 1 through 15 as defined in the table below:


The default nudge is the “application/vnd.oma.imps.nudge; vendor=oma-imps” with message content = 1. 


Different values for the vendor CAN be supported. For instance the MIME type "application/vnd.oma.imps.nudge; vendor=operator-a” defines the set of nudges that are defined by the operator a. 


Clients indicate what types of nudges they support during the content negotiations at login. If the recipient client does not support a certain type of nudges, then the server SHOULD emit the default nudge if the client supports this. For instance, for a client made by vendor Rec, the following nudges supported could  be negotiated at login: “application/vnd.oma.imps.nudge; vendor=oma-imps, application/vnd.oma.imps.nudge; vendor=rec". This indicates the client supports both the OMA standard defined nudges as defined in this document, and the nudges that vendor Rec has defined.


If the nudge mime type is specified without any vendor parameter it is to be considered as with the vendor parameter oma-imps. 

17. Group usage

17.1 Rationale


"Alice wants to create chat rooms in the same manner Bob does."


"Alice wants to chat with Bob and Clare at the same time."


Previous client implementations of groups have been varied, with the result that groups do not always work when chatting with users having clients from different manufacturers. 


In addition, ad-hoc groups have not been implemented by all client manufacturers. 


17.2 Recommendation


By default, new groups created by clients, SHOULD be private, open and searchable, with private messaging set to ‘T’ (true). Clients can offer end-users the option of creating non-searchable groups or groups which does not allow private messaging.

The clients SHOULD support whisper, the server SHOULD support whispers. 


Clients SHOULD support invitations to groups.


Client SHOULD support group change notifications. 


18. SMS only users


18.1 Rationale


SMS only users are subscribers who have been automatically registered with the IM service. The registration occurs when an IM user adds or searches for a friend by MSISDN and the MSISDN has not been provisioned in the IM system yet. They can only receive and send/reply messages on SMS. 


IM users can view SMS only users as any other IM service registered users. They can add SMS only users to contact lists, initiate IM dialogs with SMS only users, see SMS only users presence and block/unblock SMS only users.


Messages sent from an IM user to an SMS only user will be forwarded to the SMS only user on SMS. Replies from the SMS only user sent on SMS will be delivered as instant messages to the IM user.The SMSes are processed and received by the IM users as SMSes and IMs can be sent back to SMS only users that receive them as SMSes.


18.2 Recommendation


Servers SHOULD provide presence state of SMS only users in accordance with GSMA Phase 2 Service definition [GSMAPH2], also, since the Client-ID element is required for client presence attributes in OMA IMPS 1.3, it is RECOMMENDED that all client presence attributes on SMS only users must use a Client-ID containing the MSISDN (international format) of the SMS only users.


· OnlineStatus: Qualifier=T, PresenceValue=T, ClientID=MSISDN,


· ClientInfo: Qualifier=T, ClientType=CLI, ClientID=MSISDN,


· UserAvailability: Qualifier=T, PresenceValue=AVAILABLE,


· StatusText: Qualifier=T, PresenceValue=SMS-only,


· CommCap: Qualifier=T, Cap=SMS, Status=Open

Clients SHOULD visually display SMS only users with an indication that they are on SMS.


19. Extending clients with custom menu items

19.1 Rationale


"An Operator wants the end user to be able to perform self administration from the IMPS client."


In several operators' network operators wish to link the use of the service with service provider specific services. This could be for instance self-administration of the end user's subscription, or self-administration of the users’ private profile containing more data about the user than what is contained in the IM client. 

Self administration is here suggested solved by allow for the operator to provide a customized menu in the client where each item in the menu is a link to a WAP/WEB page.

19.2 Recommendation


IM clients SHOULD negotiate support for the OMA IMPS extended service content type. The content type to be negotiated is



application/vnd.oma.imps.extendedservice

Servers who understand this content type and who has enabled extended services SHOULD as soon as possible send an IM to the client with the extended service content. Clients who receive such content SHOULD be prepared to handle the IM differently than any other IM destined for the user. Note that the content type can only be negotiated if the device the client runs on a device that supports a WAP/WEB browser.

The IM sent to the client containing the extended service must be addressed to the particular user, the content type SHOULD be application/vnd.oma.imps.extendedservice, and the content SHOULD follow the following ABNF format:


EXTENDED_SERVICE_MESSAGE = “MENUITEM:” MENU_TEXT “: (URL


MENU_TEXT = *(ALPHA / DIGIT/ SP)


URL = see ABNF for URL in [RFC 3986]


MENU_TEXT is the actual text to display on the client UI and the URL is a link to a WAP/WEB page where the user can perform the extended service. 

Clients SHOULD present the extended service IM as a menu item. The menu item should be rendered with the server proposed menu text. Clients SHOULD open the WAP/WEB browser with the menu items URL when the user selects the menu item.

Clients who do not have menu support SHOULD NOT negotiate support for the content type.

Example of a customized URL IM:


<NewMessage>


    <MessageInfo>


        <MessageID>0x0000f132</MessageID>


        <ContentType>application/vnd.oma.imps.extendedservice</ContentType>


        <ContentEncoding>None</ContentEncoding>


        <ContentSize>41</ContentSize>


        <Recipient>


            <User>


                <UserID>wv:someuser@domain</UserID>


            </User>


        </Recipient>


        <Sender>


            <User>


                <UserID>wv:system@domain</UserID>


            </User>


        </Sender>


        <DateTime>20010925T1340Z</DateTime>


        <Validity>600</Validity>


    </MessageInfo>


    <ContentData>

       MENUITEM:Manage My Subscriptions:URL:http://wap.someserver.com/subscription

    </ContentData>


</NewMessage>

Clients SHOULD store the menu item between sessions to avoid resending of the menu item upon each login. When a client receives a new menu item while already having one stored, then the previous menu item should be replaced by the newly received menu item. Servers SHOULD register that a particular client defined by the clients Client-ID has received a menu message and servers SHOULD not re-send the menu message unless there are any changes to the menu.

Clients SHOULD in no circumstances make the IM visible to the end user.

20. Service provider network indication


20.1 Rationale


"Alice wants to know whether Bob is on her price plan or not."


Service providers increasingly have advantageous price plans for end users that all belong to the same service provider. In some cases, these involve free calls to all the people having this price plan. However, it is not easy for the end user to know who belongs to what price plan. This can be solved by using a separate presence field to indicate the service provider the user belongs to.


20.2 Recommendation


If the server makes use of the PLMN field, clients SHOULD use it to represent these contacts with a different icon than the others.


21. Optimized network usage


21.1 Rationale


"Alice wants to send a picture 33% faster than her old client does."


Most clients use BASE64 encoding for multi-media content  on CSP requests. This leads to a 33% overhead on the network transmission of multi-media e.g. pictures, files and sound content.  For plain XML there is no other way of transporting binary content, however, the WBXML specification allows for use of inline opaque data. This means that clients and servers can embed binary content “as is” without applying any transfer encoding.


The WBXML specification has no notion on required or optional features and the OMA IMPS specification does not mention this in particular. Also, existing clients on IMPS 1.1/1.2.1 have not used this feature. This implies that a server cannot use inline opaque data towards clients since a server cannot be sure that the client understands inline opaque data.


21.2 Recommendation


To indicate support for inline opaque data transfer clients and servers SHOULD negotiate the IDENTITY transfer encoding during client capability negotiation.


22. Efficient network usage when idle

22.1 Rationale


"Alice wants to use her phone for days and days without re-charging the battery."


The optimal usage of the CIR mechanisms leads to the ability of the client to be "always on" without consuming battery resources on the terminal when the client is not in active use.


22.2 Recommendation


Clients SHOULD use at least one IP based CIR method for intensive periods of usage of the client, and clients SHOULD in addition use at least one SMS based CIR method for periods between intensive periods of usage of the client. Also, clients SHOULD actively takes down the IP based CIR mechanism when it deems that the client is not in intensive use, in which case the server reverts to a SMS based CIR mechanism.


Provided the client supports more than one CIR mechanism at a time, then the client SHOULD prioritize between the different CIR mechanisms in the following order:


· STCP


· SUDP


· WAPUDP


· WAPSMS


· SSMS


· SHTTP


As given in the specification a server is to use CIR methods in the order and with availability as enlisted by the client.


23. Standalone SMS CIR compatibility


23.1 Rationale


"Alice wants to use a third-party IM application, which conflicts with the native IM application."


The registered port for the standalone SMS CIR channel is 3716. For a third party application it may be impossible to listen to incoming SMSs to this port, since a native application (or another third party application) is already using it. There is a need for specifying an alternative port to be used for standalone SMS CIR.


23.2 Recommendation


Clients SHOULD try to use the reserved port (3716) for standalone SMS CIR. However, if it’s impossible to register to that port, then clients SHOULD negotiate another port using an extension block to the ClientCapability-Request. 


The server SHOULD respond with the same port number in an extension block to the ClientCapability-Response, and send any standalone SMS CIR messages to the indicated port.


If the server does not support these implementation guidelines, the extension block will be ignored and the server will respond without the SMS port in the response. Clients SHOULD then renegotiate to other appropriate CIR methods.


The following is the DTD for the extension block:


<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT SMSPort (#PCDATA)>


Defined information elements are:

		Information element

		SMSPort



		Data type

		Integer



		Format

		An integer expressed in decimal format.



		Description

		The client may indicate that it supports other than


the default port for the standalone SMS CIR


method.



		Range

		49152 – 65535 (see [IANAPorts]





Table 21: SMSPort information element


23.3 Examples


Client sends the ClientCapability-Request indicating that it will listen to SSMS messages on port 50000:


<Transaction>
  <TransactionDescriptor>
    ...
  </TransactionDescriptor>
  <TransactionContent>
    <ClientCapability-Request>
      <CapabilityList>
        ...
        <SupportedCIRMethod>STCP</SupportedCIRMethod>
        <SupportedCIRMethod>SSMS</SupportedCIRMethod>
      </CapabilityList>
    </ClientCapability-Request>
  </TransactionContent>
  <ExtBlock xmlns=”http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0”>
    <SMSPort>50000</SMSPort>
  </ExtBlock>
</Transaction>

Server responds with the Client-Capability-Response:


<Transaction>
  <TransactionDescriptor>
    ...
  </TransactionDescriptor>
  <TransactionContent>
    <ClientCapability-Response>
      <AgreedCapabilityList>
        ...
        <SupportedCIRMethod>SSMS</SupportedCIRMethod>
      </AgreedCapabilityList>
    </ClientCapability-Response>
  </TransactionContent>
  <ExtBlock xmlns=”http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0”>
    <SMSPort>50000</SMSPort>
  </ExtBlock>
</Transaction>


24. Advice of charge


24.1 Rationale


Alice wants to send a large file to Bob, which is more expensive than a text IM, and the operator notifies her of the cost.


System Messages can be displayed to the user at any time during the session. One of the usages could be to advice the user of the cost of a certain action. For example when the user sends a file as an IM the operator could advice the user of the cost of this action. 


This section intends to clarify how advice of charged can be used using System Messages.

The System Message can optionally include options to “always allow extra charge for this content type”, “always allow extra charge when sending a message to this user”, “always allow costs that are equal or less to this amount <enter amount below>”, “do not notify me until I reach this amount of additional cost <enter amount below>” , etc, to avoid spamming the user with advice of charge messages.

24.2 Use cases and examples


24.3 End user is advised of the cost of the action

		Actors:

		End user, Client, Server



		Success Guarantees:

		End user is advised of the cost of the action



		Preconditions:

		Client, Server



		Trigger:

		Step 1



		Main Success Scenario:

		1. End user sends a file as an IM

2. Client sends a SendMessageRequest to the server


3. Server responds with a Status 100 and includes a System Message asking the user to accepted the cost additional cost(s) associated with delivering the content


4. The client presents the System Message to the user

5. The user accepts the additional cost indicated in the System Message

6. The client responds to the server with a SystemMessageUser transaction conveying the user’s choice

7. The server responds with a SendMessageResponse indicating success



		Extension Scenarios:

		User rejects the cost


5b. The user rejects the additional cost indicated in the System Message

6b. The client responds to the server witha SystemMessageUser transaction, conveying the user’s choice


7b. The server responds with a SendMessageResponse indicating failure



		Variations:

		



		Design Notes:

		





Table 22: Advice of charge


24.3.1 User accepts cost example

Client sends a SendMessageRequest to the server
    

<SendMessage-Request>
  <DeliveryReport>T</DeliveryReport>
  <MessageInfo>
    <ContentType>image/jpeg</ContentType>
    <ContentEncoding>BASE64</ContentEncoding>
    <ContentSize>1048576</ContentSize>
    <Recipient><User><UserID>wv:bob@imps.com</UserID></User></Recipient>
    <Sender><User><UserID>wv:alice@imps.com</UserID></User></Sender>
    <Validity>600</Validity>
  </MessageInfo>
  <ContentData>...</ContentData>
</SendMessage-Request>    

Server responds with a Status 100 and includes a System Message asking the user to accepted the cost of the message


<Status>
  <Result>
    <Code>100</Code>
    <SystemMessageList>
      <SystemMessage>
        <SystemMessageID>0x1234</SystemMessageID>
        <SystemMessageText>Sending this message will cost you $1.</SystemMessageText>
        <AnswerOptions>
          <AnswerOption>
            <AnswerOptionID>0</AnswerOptionID>
            <AnswerOptionText>Accept<AnswerOptionText>
          </AnswerOption>
          <AnswerOption>
            <AnswerOptionID>1</AnswerOptionID>
            <AnswerOptionText>Decline<AnswerOptionText>
          </AnswerOption>
        </AnswerOptions>
      </SystemMessage>
    </SystemMessageList>
  </Result>
</Status>

4.  User accepts the System Message and the client sends a SystemMessageUser to the server


<SystemMessage-User>
  <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>0x1234</SystemMessageID>
      <ChosenOptionID>0</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>
</SystemMessage-User>


5. Server responds with a SendMessageResponse indicating success


<SendMessage-Response>
  <Result>
    <Code>200</Code>
    <Description>Successfully completed.</Description>
  </Result>
  <MessageID>0x0000f132</MessageID>
</SendMessage-Response>

24.3.2 User rejects cost example

4b. User rejects the System Message and the client sends a SystemMessageUser to the server


<SystemMessage-User>
  <SystemMessageResponseList>
    <SystemMessageResponse>
      <SystemMessageID>0x1234</SystemMessageID>
      <ChosenOptionID>1</ChosenOptionID>
    </SystemMessageResponse>
  </SystemMessageResponseList>
</SystemMessage-User>


5b. Server responds with a SendMessageResponse indicating failure


<SendMessage-Response>
  <Result>
    <Code>540</Code>
    <Description>Cost not accepted</Description>
  </Result>
  <MessageID>0x0000f132</MessageID>
</SendMessage-Response>

25. Large Contact Lists


25.1 Rationale


"Alice wants to see the same contacts on her phone as on her PC client."


Limited memory on mobile handsets can introduce a challenge in having long contact lists displayed in the client. The client needs to store presence state and possibly dialog state on each contact.

25.2 Recommendation


The client SHOULD inform the server of the maximum number of contacts it can handle. This SHOULD be done when the client does the ClientCapability request during login by using the MaxContacts element in the ExtBlock element. 


<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT MaxContacts (#PCDATA)>

Defined information elements are:

		Information element

		MaxContacts



		Data type

		Integer



		Format

		An integer expressed in decimal format.



		Description

		The client may indicate the maximum number of contacts it can handle



		Range

		Defined in section 4.2 in [DataTypes]





Table 21: MaxContacts information element


The server SHOULD not store the the MaxContacts value between sessions. Also, the setting only applies to the client who set the value. The value must not be disclosed to any other client of the user.


If a the user has more contacts in any contact list than allowed in the client, the server SHOULD prioritize the contacts in an optimal manner, and only deliver up to the maximum number of contacts to the client on a contact list get request (ListMange-Request). When a server finds it necessary to update the the set of contact enlisted in the client, then  the server SHOULD inform the client about changes in the contact list by issuing a ContactList-Changed general notification to the client.


The MaxContacts property must be considered as an overall number of friends which the client can handle, and hence it is the limiting factor in a client and not the number of friends on a particular list.


The rules for generating the selection of contact on the server side can be based on actions taken by the client and events happening on any of the friends in the contact list set. Events which may affect the selection of contacts to present to the client can be any one of:


· Addition, removal of friends,


· Blocking/unblocking of friends,


· IM received from or sent to friends,


· Presence updates on friends (e.g, online/offline status changes)


Server implementation of the selection algorithm SHOULD use some kind of heuristic to choose the best selection of friends to present to the client (e.g, choose friends whom the user has often exchanged instant messages with).


25.3 Example


The user logs in with a client on that only support 30 contacts. The follow example show how the client informs the server about this limit by setting the MaxContacts property on the ClientCapability-Request:

Example of  a ClientCapability-Request with the MaxContacts element present:


<Transaction>
  <TransactionDescriptor>
    ...
  </TransactionDescriptor>
  <TransactionContent>
    <ClientCapability-Request>
      <CapabilityList>
        ...
      </CapabilityList>
    </ClientCapability-Request>
  </TransactionContent>
  <ExtBlock xmlns=”http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0”>
    <MaxContacts>30</MaxContacts>
  </ExtBlock>
</Transaction>

26. Appendix A


26.1 Content-types defined


		 Content type

		Usage

		Reference



		application/vnd.oma.imps.typing-alert

		Typing alert IMs

		Section 15.3



		application/vnd.oma.imps.nudge; vendor=oma-imps

		Nudge IMs

		Section 15.4



		application/vnd.oma.imps.extendedservice

		Extended service menu IMs

		Section 18.1





26.2 DTDs

Extension to the PresenceSubList defined within the namespace http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0 is as follows:

<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT IdleState (Qualifier?, PresenceValue?, ClientID?)>
<!ELEMENT IdleSince (Qualifier?, PresenceValue?, ClientID?)>


Extension to to the ExtBlock defined within the namespace http://www.openmobilealliance.org/DTD/IMPS1.3-IG1.0 is as follows:

<?xml version="1.0" encoding="UTF-8"?>
<!ELEMENT SMSPort (#PCDATA)>
<!ELEMENT MaxContacts (#PCDATA)>
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