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1 Reason for Change

The TS is not clear on how System Messages can be sent via MSRP. There are cases where the IM Server could use the System Message to tell an intended recipient that someone tried to send him a message but it was too big. This can be in a 1-1 chat session, in a group chat session, or when sending a large message.
This CR proposes a fix for this. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is requested to agree to the editorial corrections proposed in this contribution.
6 Detailed Change Proposal

Change 1:  Clarify section 6.1.3 User Plane
6.1.3 User Plane

The Participating Function MAY stay in the media path, both for IM sessions and for Large Message. If the Participating Function stays in the media path, it SHALL act as a B2BUA for the MSRP traffic. 

When an IM Session is initiated and the Participating Function remains on the media path, the Participating Function

· 1. SHALL maintain a mapping between the two MSRP connections:
· the MSRP connection between the IM Client and the Participating Function;
· the MSRP connection between the Participating Function and the remote side (e.g. the Controlling IM Function).

· 1a.  SHALL check if the “max-size” attribute of SDP had been received from the invited IM user or the Controlling IM Function  in the SIP 200 OK response to the invite. If it has not been received, the IM Server will continue processing. If it has been received, the IM Server SHALL compare the “max-size” value with the total size of the message received in the Byte-Range parameter in a SEND request of a chunked message. If the total message size is larger than the “max-size”, the IM Server:
i. SHALL NOT send the message;
ii. SHOULD indicate to the invited IM user or to the Controlling IM Function that the message has not been delivered  by sending a system message with content-type text/plain as defined in section 7.2.3.5 “System Messages from an IM Conference”;

iii. A similar system message may also be returned to the IM user who sent the message that was too large; and
iv. SHALL indicate that a Failure report is to be returned to the sender;
· 2. SHALL forward all MSRP messages from the IM Client to the remote side (e.g., the IM Server performing the Controlling IM Function) at the address and port as specified during IM Session setup. See 6.1.1.2 IM Session and 6.1.1.4 Large Message Mode; and,
· 3. SHALL forward all MSRP messages from the remote side (e.g. the IM Server performing the Controlling IM Function) to the IM Client at the address and port as specified during IM Session setup. See 6.1.1.2 IM Session and 6.1.1.4 Large Message Mode.
Change 2:  Clarify section 7.2.3.3 Receiving and Sending messages in an IM conference Server
7.2.3.3Receiving and Sending messages in an IM Conference Server

When the IM Server acting as a MSRP Switch receives a MSRP request or response, the IM Server SHALL function according to the following rules and procedures: 
· 1. The IM Server SHALL check the “From” header field of the message/CPIM of the MSRP request. If the “From” header field does not contain a valid value based on expected information described for the “From” header in 7.1.3.2.1 “Generating MSRP requests in an IM Conference”, the IM Server SHALL reject the request with MSRP 403 response. Otherwise, continue with the rest of the steps;

· 2. The IM Server SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. If the “To” header field(s) contains  the IM Server’s identity in the MSRP group session which is  either IM Session Identity or IM Group Identity with “isfocus” as URI parameter, the IM Server SHALL consider the request as a message to be distributed to all Participants of the IM Conference Session, otherwise continue at step 3. The IM Server: 

· a) SHALL check if the “max-size” attribute of SDP had been received from the each invited IM user in the SIP 200 OK response to the invite. If it has not been received, the IM Server will continue processing. If it has been received, the IM Server SHALL compare the “max-size” value with the total size of the message received in the Byte-Range parameter in a SEND request of a chunked message. If the total message size is larger than the “max-size”, the IM Server:
i. SHALL NOT send the message to this particular invited IM user; 
ii. SHOULD indicate to that particular invited IM user that the message has not been delivered  by sending a system message with content-type text/plain from an IM Conference as defined in section 7.2.3.5 “System Messages from an IM Conference”; 
iii. A similar system message may also be returned to the IM user who sent the message that was too large; and
iv. SHALL indicate that a Failure report is to be returned to the sender;
b) SHALL send the MSRP request to IM Address of each Participant of the IM Session except the sender user’s IM Address as follows:

· The IM Server SHALL copy the originally received SEND request and SHALL not modify the body included in the original MSRP SEND request. The IM Server should start distributing the MSRP request once received the message/CPIM wrapper information.
· 3. The request SHALL be considered as a Private Message and processed as defined in 7.2.3.4 “Receiving and Sending Private messages in an IM Conference”.
When an IM Server receives an MSRP SEND request that includes a request for a Final Delivery Report, indicated by the Final-Report header present in the message/cpim body of the SEND request, the IM server SHALL execute the procedures described in 5.7.3 “Controlling Server Procedures”.
Change 3:  Clarify section 7.2.3.4 Receiving and Sending Private messages in an IM Conference
7.2.3.4Receiving and Sending Private messages in an IM Conference 

The IM Server SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. If the “To” header field(s) contains IM Address of  the recipient IM Client(s) instead of the IM Session Identity or IM Group Identity, the IM Server SHALL consider the request as a Private Message, and if the IM Server supports Private Messages, the IM Server:

a) SHALL check if the sender is allowed to send Private Messages by checking rules and the value of <allow-private-message> element from the group definition as defined in [Shared-Group-XDM-] in case of the Pre-defined Group or according to Operator policies in case of Ad-Hoc Group. If it is not allowed, the IM Server SHALL reject the request with MSRP 403 response. Otherwise, continue with the rest of steps; 
b) SHALL check whether the information previously received either in the initial INVITE request or the SIP 200 OK response contained the release version in User-agent and Server header of an IM server to ensure that the next node receiving the Private Message is an IM Server or IM Client as specified in Appendix F Release version in User-agent and Server headers; and if ensured, continue with the next step. Otherwise, the IM Server SHALL reject the request with MSRP 403 response;
b1) SHALL check if the “max-size” attribute of SDP had been received from the invited IM user in the SIP 200 OK response to the invite. If it has not been received, the IM Server will continue processing. If it has been received, the IM Server SHALL compare the “max-size” value with the total size of the message received in the Byte-Range parameter in a SEND request of a chunked message. If the total message size is larger than the “max-size”, the IM Server:
i. SHALL NOT send the message to this particular invited IM user; 

ii. SHOULD indicate to that particular invited IM user that the message has not been delivered  by sending a system message with content-type text/plain from an IM Conference as defined in section 7.2.3.5 “System Messages from an IM Conference”; 
iii. A similar system message may also be returned to the IM user who sent the message that was too large; and

iv. SHALL indicate that a Failure report is to be returned to the sender;

c) SHALL send the MSRP request to each IM Address in the “To” header field(s) with the following clarification: 

· the IM Server SHALL generate exactly the same copy of the original received SEND request and SHALL not modify the body included in the original MSRP SEND request.
NOTE:
the IM Server SHOULD start distributing the MSRP request once it receives the message/CPIM wrapper information.

If the IM Server does not support the Private Messages the IM Server SHALL reject the request with MSRP 403 response 
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