Doc# OMA-IM-2013-0002R03CR_bug_fix_REFER.doc
Change Request

Doc# [image: image1.jpg]"sOMaQa

Open Mobile Alliance



OMA-IM-2013-0002R02-CR_bug_fix_REFER.doc 
Change Request



Change Request

	Title:
	Missing Contribution-ID from REFER
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	COM-IM WA

	Doc to Change:
	OMA-TS-SIMPLE_IM-V2_0-20130402-D

	Submission Date:
	05 April 2013

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Cristina Badulescu, Ericsson; 

cristina.badulescu@ericsson.com

	Replaces:
	OMA-IM-2013-0002R02CR_bug_fix_REFER.doc


1 Reason for Change

R03 –corrects terminology: replaces the Conference Session Identify with IM Session Identity.
R02 – incorporates offline comments (Orange):

1 - Why is the checking only performed on the Contribution-ID ?

The procedure never talks about the Request-URI conveying the Conference Session Identity. However the IM Server shall only process the request if the Conference Session Identity “belongs” to it.

2 – The 410 should only be sent if the Conference existed in the past. Do we want to make this distinction?

If yes, it would lead us to something like this:

If there was at a time such Conference Session with this Contribution-ID, but that is now inactive -> send a 410.

If there never was such Conference Session with this Contribution-ID -> send a 404.

R01 – updated bullet 4 under Change 3 to add “Otherwise, continue with the rest of the steps;” to address the R&A  comment
SIP REFER that is used for adding or removing a participant must be correlated with the group chat and hence should carry the same Contribution-ID as the group chat it relates to.
This CR brings this bug fix into the SIMPLE IM TS

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-IM WA is recommended to agree on the proposed changes in this CR and incorporate them in the IM TS 2.0.
6 Detailed Change Proposal

Change 1:  sect. 7.1.1.7 – client side : add participant
7.1.1.7.IM Client adding IM User(s) to an IM Conference Session

Upon receiving a request from the IM User to add one or more IM Users to an ongoing IM Conference Session, the IM Client:

-
1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515] and with the additional clarification as specified in section 7.1.1.1 “General”; 

· 2. SHALL set the Request-URI of the SIP REFER request to the IM Session Identity; 
· 3. SHALL include a Contribution-ID header field set to the same value that was used when the IM Conference Session was created;
· 4. SHALL, if only one IM User is invited: 

a) set the Refer-To header of the SIP REFER request to the IM Address of the Invited IM User according to rules and procedures of [RFC3515]; and,

b) ii. SHALL set the Refer-Sub header to “false” according to rules and procedures of [RFC 4488];

· 5. SHALL, if more then one IM user is invited:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [RFC5368];
b) SHALL include a MIME resource-lists body with the list of the IM Users to be added according to rules and procedures of [RFC5368];

c) SHALL set the Refer-Sub header to “false” according to rules and procedures of [RFC 4488] and [RFC5368]; and, 
d)
SHALL include the “multiple-refer” and “norefersub” option-tag in the Require header field of the REFER according to rules and procedures of [RFC 4488] and [RFC5368];
· 6. SHOULD, if the on-going IM Session is an Ad-hoc IM Group Session or 1-1 IM Session on the Home IM Server of the IM User, check that the number of the Invited IM Users on the URI-list or in the Refer-To header does not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for IM Client. If exceeded, the IM Client SHOULD notify the IM User. Otherwise, continue with the rest of the steps;

· 7. SHALL include value "id” in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 1:
If anonymity is not allowed for the IM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [Shared-Group-XDM] the IM Session will not be allowed by the IM Server hosting the IM Group. 

· 8. SHALL send the SIP REFER request towards SIP/IP Core. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section. 

Change 2:  Sect. 7.1.1.14– client side : remove participant
7.1.1.14.IM Client removing IM User from an IM Conference Session

Upon receiving a request from the IM User to remove an IM User from an ongoing IM Conference Session, the IM Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515] and with the additional clarifications as specified in 7.1.1.1 General; 

· 2. SHALL set the Request-URI of the SIP REFER request to the IM Session Identity; 

· 3. SHALL set the Refer-To header of the SIP REFER request to the IM Address of the removed IM User and set the “method“ parameter to “BYE“ according to rules and procedures of [RFC3515];

· 4. SHALL set the Refer-Sub header to “false” according to rules and procedures of [RFC 4488]; 
· 5.SHALL include a Contribution-ID header field set to the same value that was used when the IM Conference Session was created; and,
· 6. SHALL send the SIP REFER request towards the SIP/IP Core . 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 3:  IM Server side – add participant and remove participant
5.2.1.1 Adding Participants to IM Group Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the IM Server: 

· 1. SHALL check that the IM Session Identity from the Request-URI is owned by the IM Server;
a) if the IM Session Identity is owned by the IM Server and the associated IM Group Session is active, the IM Server SHALL continue with the next step. 
b) else the IM Server SHALL return the following SIP error response:

i. SIP 404 “Not found” if the IM Session Identity does not belong to the IM Server, or else
ii. SIP 410 “Gone” if the IM Session associated with the IM Session Identity is owned by the IM Server, but the IM Group Session is not active at that time.
· 2. SHALL perform actions to verify the Authenticated Originator's IM Address of the inviting IM User and authorize the request as specified in sections 7.2.2.3 "IM Session initiation policy" and 7.2.2.7 "IM Session adding policy" and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. The IM server SHOULD include an Warning header with the warning text set to '122 Function not allowed' as specified in subclause 5.6 "Warning header”. Otherwise, continue with the rest of the steps;

· 3.. If privacy is requested, the procedures in 7.2.3.2 “Chat alias in an IM conference” MAY be executed;

NOTE:
Privacy in case of REFER means that the inviting IM user wants to remain anonymous to the invited user.

· 4. SHALL extract the IM Address(es) of the IM User(s) from the SIP REFER request to be invited either:

a) from the Refer-To header according to rules and procedures of [RFC3515] for inviting a single user; or,

b) from the MIME resource-list body according to rules and procedures of [RFC5368] for inviting multiple Users. 

·   
· 5. SHALL, for the addition of IM User(s) to an Ad-hoc IM Group Session, check whether the IM User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in an Ad-hoc IM Group Session. If exceeded, according to the local policy, the IM Server SHALL return a SIP 486 “Busy Here” response.  The IM server SHOULD include a Warning header with the Warning text set to “102 Too many participants” to the originating network as specified in subclause 5.6 "Warning header”. Otherwise, continue with the rest of the steps;

· 6. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

· 7. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the IM Server SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [RFC4488];

· 8. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the IM Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [RFC4488];

· 9. SHALL send the SIP 2xx final response to the SIP REFER request towards the IM Client according to rules and procedures of the SIP/IP Core;

· 1. SHALL perform for the IM Addresses allowed according to 7.2.2.7 "IM Session adding policy" the actions described in section 7.2.2.2 "IM Session invitation requests" for each IM User; and,

· 11. MAY if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the IM Client SIP NOTIFY request(s) as specified in the section 7.2.2.10 “Generating a SIP NOTIFY” based on the progress of each SIP INVITE request sent to IM User(s) in accordance with sub-clause 7.2.2.2 "IM Session invitation request". 

NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [RFC5368] is an implicit subscription to event “refer” if the Refer-Sub header is not present or is set to “true”.

Upon receiving a SIP 403 "Forbidden" response with the warning text "105 isfocus already assigned" in the Warning header, the IM Server SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the IM Client a SIP NOTIFY request as specified in the section 7.2.2.10 “Generating a SIP NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, theIM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
5.2.1.2 SIP REFER BYE request received when using IM Group session

Upon receiving from the IM Client a SIP REFER request with the method parameter set to value "BYE" in the Refer-To header the IM Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s IM Address of the IM Client and authorize the request and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response. The IM server SHOULD include an Warning header with  the warning text set to  '122 Function not allowed' as specified in subclause 5.6 "Warning header”;
· 2. SHALL extract the Contribution-ID and check if the IM Group Session with that Contribution-ID is still active. If the IM Group Session is inactive, the IM Server SHALL return  a SIP  410 “Gone” response, otherwise, continue with the rest of the steps; 
· 3. SHALL examine the URI in the Refer-To header of the SIP REFER request; and 

a) if the URI is an identity of an existing IM Session and the Participant referred by the Authenticated Originator’s IM Address of the SIP REFER request is participating in the IM Session then the IM Server: 

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the IM Server SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [RFC4488];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the IM Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFER request towards the IM Client according to rules and procedures of the SIP/IP Core; 

v. SHALL remove the Participant in the Refer-To header from the IM Session by performing the procedures as specified in section 7.1.1.12“Removal of Participant from the IM Session";

vi. SHALL check the IM Session release policy as specified in section 7.2.2.8 "IM Session release policy" and according to the applied release policy perform for each Participant of the IM Session the procedures specified in section 7.2.2.12"Removal of Participant from the IM Session", if needed;

vii. SHALL check the subscription termination policy as specified in section 7.2.2.11 "Terminating the subscription" and for each IM Clients terminate the existing subscription acording to it;

ix. SHALL send the SIP NOTIFY request to the IM Client(s) as a result of the REFER request according to rules and procedure of [RFC 3515].

b) if the URI is not an identity of an existing IM Session or the Participant referred by the Authenticated Originator’s IM Address of the SIP REFER request is not participating in the IM Session then the IM Server:

· i. SHALL return a SIP 403 "Forbidden" response. The IM server SHOULD include an Warning header with  the warning text set to  '122 Function not allowed' as specified in subclause 5.6 "Warning header”.
· 3. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the IM Client SIP NOTIFY request(s) as specified in section 7.2.2.10 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.

NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [RFC5368] is an implicit subscription to event “refer” in case the Refer-Sub header is not present in or is set to “true”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
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