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1 Reason for Contribution

MEM has accepted a baseline for the Mobile Email Enabler Architecture Document that includes a proposal for a logical architecture.  The architecture does not assign any responsibilities to any of the logical entities that appear in the conceptual architecture.  This contribution proposes a set of responsibilities for the Mobile Email Enabler Server.
2 Summary of Contribution

Proposal of responsibilities that should be assigned to the Mobile Email Enabler Server that appears in the AD Architectural Diagram (section 5.2).  These responsibilities are based on the requirements and use-case descriptions that appear in the RD.
3 Detailed Proposal

The RD describes several use-cases for accessing the user’s email from a mobile handset.  Some of these cases point to different feature-sets depending on the type of access that the mobile-email client is being used for – corporate, consumer, “prosumer”.  This implies that the Mobile Email Enabler Server (MEES) needs to be configurable to support different feature sets and different flows that will be dependent on the types of clients, user profiles, and email servers that are being accessed.
The following features should be supported by the MEES, depending on configuration and type of connection –

· High level of security, including no intermediate storage of the message content

· Authentication of recipient of events and message content (maintain confidentiality)

· Event filtering – based on header information, recipient’s location (e.g. roaming), and folder information (see below)
· Content screening – based on spam/virus-prevention information and user preferences (see below)
· Content adaptation of attachments, based on the client capabilities and user preferences/settings

· Maintain user preferences/filters/settings to follow the user across devices, including -
· Selection of notification mechanism and preferred notification method
· What information is supplied as part of notification of new email
· Limiting the size of messages that are delivered to the client
· Preferred content adaptation to perform on different attachment types, e.g. transformation of HTML presentations.
· Setting of filtering rules based on –

· Email header fields

· Mailbox folder options
· Server-determined spam score
· Editing of filtering rules from mobile email client

· Maintain connectivity to email server session even when the client’s connectivity may be intermittent

· Manage connections to multiple email servers

· Merge events from the different email servers

· Facilitate different configurations of display of the different email servers, e.g., a “unified” email list, different “logical folders” for the different accounts

· Facilitate user reply from the account that the message was received from

· Allow editing of preferences/filtering on per account basis.

· Support of extended mailing services –

· Forward without download – while editing different header fields of the original message.

· Reply without download – including attachments in reply message, support editing of distribution list (for reply-all)
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group should review the proposals for responsibilities and assign an AI to produce a CR to the AD that would bring the set of agreed responsibilities into the AD.
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