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1 Reason for Contribution

The MEM SWG has started an AD activity to specify the architecture of the mobile e-mail enabler. It has also started the analysis of relevant technologies able to support the OMA MEM enabler use cases, requirements, architecture and deployment model. 
This analysis also supersedes the details presented in OMA-MWG-2005-0062-Lemonade_in_mobile_email_TR.
R01 provides a list of supporters along with some editorial and clarification improvements. No change sto substance. Changes are tracked with respect to the initial submission.
2 Summary of Contribution

This contribution describes possible mappings of technologies on the logical architecture identified so far that provides a way to satisfy the existing requirements. The mappings involve a combination of IMAP/SMTP and extensions / variations extracted from P-IMAP, Lemonade and other IETF technologies. 

The mapping is based on the latest AD baseline at the time of submission: OMA-AD-Mobile_email_V1_0-20050621-D.
3 Detailed Proposal
3.1 Mappings
In OMA-AD-Mobile_email_V1_0-20050621-D, the logical architecture is identified as illustrated in Figure 1. This figure with its interfaces and components is explained in OMA-AD-Mobile_email_V1_0-20050621-D.

[image: image1]
Figure 1 – Current logical architecture for MEM enabler as described in OMA-AD-Mobile_email_V1_0-20050621-D 
3.1.1 P-IMAP

P-IMAP [P-IMAP] is based on extensions to IMAP4 Rev 1 [RFC3501]. It also provides an HTTP / HTTPS binding to IMAP. These include: (Some of these functions require additional support identified in the respective internet drafts: e.g. IMAPURL). Unless specified otherwise these instructions (when exchanged) are exchanges via the mobile e-mail enabler protocol (ME-1/ME-2):
· Server-to-Client notifications, including:
· Formats and event-based synchronization
· Inband and outband notifications (e.g. exchanged via ME-3/ME-4 through a channel out of the mobile e-mail enabler protocol channel ME-1/ME-2)
· Events and formats
· OMA EMN Based for outband + extensions (transport independent)
· IMAP IDLE based for inband
· SMS bindings
· Server-side filtering (XFILTER) with notions of:

· Poll and push repositories including multiple forlder support
.
· View, notification and event filters
· XFilter provides a mechanism for dynamically setting or changing filters from the mobile client inband to the IMAP connection. 
· Filters themselves may be defined via SIEVE or other mechanisms proper to the e-mail server as described later on.
· In general filter setup and management can be done using the XDM enabler (out of band using ME-3/ME-4).
· Persistence and Monotonically increasing UIDs: (This does not exchanges messages unless to declare capabilities or set UIDs to behave this way).
· This allows clients to determine missing events simply by looking at holes in the UID sequences. It allows simplification of the client implementations.
· Media conversion (XCONVERT + OMA STI [OMA-STI]) for media conversion
· Allows the client to request conversion of an body part by the server. The client can specify the conversion or request that it be based on default or server knowledge of the client / user. Among the conversions, media transcoding can be requested using [OMA-STI] transcoding descriptions.
· E-mail submission within IMAP band (XDELIVER):
· This allows a client to submit e-mail server within the IMAP band. 

· It simplifies the implementation of Mobile e-mail enabler server as separate components oin front of servers that do not support forward without download.

· It also support forward without download, partial edit and server re-composition of any part of body part and header / address field. This is not limited to recomposition at the body part granularity level something that the current lemonade profile {LEMONADEPROFILE] does not seem able to easily support as was stated as part of the presentation of the Lemonade response to the MEM liaison.
· Provisioning and exchange of settings via XPROVISION, XSETPIMAPPREF & XGETPIMAPPREFS:
· This allows client to be provisioned with mobile e-mail parameters in-band (ME-1 / ME-2), therefore reducing the information to provision ahead of time. It also allows these parameters to changes and it allows the client to request specific settings.

· OMA CP and DM can also (and should primarily) be used to provision the client (via I0’ triggered via ME-3) however this trio of command allow to perform such base provisioning of the mobile enabler on network or devices that do not support such out of band provisioning systems (e.g. on the internet) and therefore guarantee network independence of the solution.
· This also allows provisioning from the client server-side settings.
· Compression of exchanged data XZIP:
· This allows compression of the commands and data exchanged between the client and the server. Something that provides significant gains over no compression at all, contrary to what was mentioned during the presentation of the Lemonade response to the liaison.
· Permanent searches via XPSEARCH:
· This allows the client to set up search criteria and have them persist for a period of time.
· Encryption of exchanged data via XENCRYPT:
· This allows the payload (data carried by IMAP and notifications) to be encrypted between client and e-mail enabler server or e-mail server. With this, it is possible to position the mobile e-mail enabler server outside the e-mail server domain without introducing a security gap. These are some of the deployment models to be supported based on OMA-AD-Mobile_email_V1_0-20050621-D (appendix).
· Associated CAPABILITY descriptions: 
· To allow the client to determine what are the server capabilities.

· Quick reconnect mechanisms and login within P-IMAP session
· IMAP HTTP binding (others can be proposed). This facilitate crossings of firewalls and proxy-based deployment models identified in OMA-AD-Mobile_email_V1_0-20050621-D. It also provides HTTP sessions and inband notification mechanisms. This describes a possible optional binding to the mobile e-mail enabler protocol ME-1/ME-2. TCP/IP should most probably be the default protocol.
P-IMAP allows the use of SMTP instead or in addition to XDELIVER.

P-IMAP also allows clients to rely on the constructs of the P-IMAP Lemonade profile [LEMONADEPROFILE]: 

· Forward without download using: BURL, CATENATE and URLAUTH.

· Quick reconnect mechanism
· Mandatory IMAP and SMTP extensions 

P-IMAP provides recommendations for the client behaviour:

· E-mail data encryption on the client (not related to ME-x interfaces)
· Password protection of client data (not related to ME-x interfaces)
· Support of over the air provisioning of client and settings (as discussed before I0’ interfaces (I0 of DM enabler and CP) via ME-3/ME-4)
A (first) set of instructions have been derived from P-IMAP as proposal for support of OMA MEM and possible consideration by the Lemonade profile as: (All as work in progress – Note the change from X*** to L*** when considering individual commands) 
· LCONVERT (Latest version: http://www.ietf.org/internet-drafts/draft-maes-lemonade-lconvert-01.txt) 
· MONOINCUID
 (Latest version: http://www.ietf.org/internet-drafts/draft-maes-lemonade-monoincuid-01.txt). 
· LZIP
 (Latest version: http://www.ietf.org/internet-drafts/draft-maes-lemonade-lzip-01.txt). 
· LDELIVER
 (Latest version: http://www.ietf.org/internet-drafts/draft-maes-lemonade-deliver-00.txt). 
· LFILTER and server to client notifications
 (Latest version: http://www.ietf.org/internet-drafts/draft-maes-lemonade-notifications-server-to-client-01.txt) 
· HTTP Bindings (Latest version: http://www.ietf.org/internet-drafts/draft-maes-lemonade-deliver-00.txt). 
Remaining commands are expected to be submitted shortly (i.e. LPSEARCH, LENCRYPT)
3.1.2 P-IMAP Mapping
P-IMAP provides a set of base technologies that can match most of the requirements, use cases and deployment models when used to specify the mobile e-mail enabler protocol and the corresponding mobile e-mail enabler client and server.
Doing so supports most of the requirements and their implications as identified in OMA-MEM-2005-0017-Populating_MEM_TR_section_5_2 (see OMA-MWG-2005-0062-Lemonade_in_mobile_email_TR and OMA-MEM-2005-0020-ILS-regarding-MWG-MEM-RD for a high level corresponding discussion).
Note that P-IMAP as mobile e-mail enabler protocol does not at this stage:
· Specify the way that filters are to be defined in the e-mail server. This is left to the e-mail server implementation. It is fully compatible with a language like SIEVE proposed in the liaison answer from Lemonade.

· While SIEVE rules may be manipulated with an out of band protocol like XDM as proposed in OMA-MEM-2005-0023-Use-XDM-for-User-Preferences-and-Email-Filters, there is value to allow filter setup and change inband with a mechanism like LFILTER.

· Any notification channel can be use for out band notification to exchange the events with the proposed format.

· Provide any way to satisfy three way synchronization (a la IOP-10) beyond stabilizing the IMAP UIDs.
· Specify charging or other provisioning mechanism other than trying to minimize the parameters to provision out of band.

The different deployments models are supported (all the deployment models described in OMA-AD-Mobile_email_V1_0-20050621-D with security end to end between mobile email enabler client and e-mail server / mobile e-mail enabler server; including proxy mode of great interest to service providers when HTTP is allowed as a possible binding and gateways to non IMAP servers.
Being IMAP based, the mobile e-mail enabler server can collapse with the e-mail servers.

3.2 References

[LEMONADEPROFILE] Maes, S.H. and Melnikov A., "Lemonade Profile", draft-ietf-lemonade-profile-XX.txt, (work in progress).
[OMA-STI] Open Mobile Alliance, Standard Transcoding Interface Specification, version 1.0, [Work in progress] (http://member.openmobilealliance.org/ftp/Public_documents/BAC/STI/Permanent_documents/OMA-STI-V1_0-20050209-D.zip).
[P-IMAP]: Maes, S.H., at al.., "Push Extensions to the IMAP Protocol (P-IMAP)", draft-maes-lemonade-p-imap-xx.txt, (work in progress). Current latest version (08) can be found as http://www.ietf.org/internet-drafts/draft-maes-lemonade-p-imap-08.txt. 
[RFC3501] Crispin, M. "IMAP4, Internet Message Access Protocol Version 4 rev1", RFC 3501, March 2003. http://www.ietf.org/rfc/rfc3501. 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that MEM understands the capability offered by P-IMAP and Lemonade.
We propose that MEM analyzes the P-IMAP extensions proposed as addition to Lemonade (as commands or bindings) to satisfy the [OMA-MEM-RD] and consider the value of having these extensions standardized by IETF.

We propose that MEM agrees to give action item to generate a section for the AD or TR (based on the MEM/TP decision on how to proceed with TR) that identifies all the commands / specifications that would then be involved to support the OMA MEM enabler to be then considered as a possible option for realization of its the OMA mobile e-mail enabler. 
OMA-MWG-2005-0062-Lemonade_in_mobile_email_TR should be noted.
































































































� Dedicated folders may synchronize other relevant data (e.g. files, calendar, address book) as e-mail attachments. This requires solely standardization of the folder names and formats of the attachments in e-mail body.


� Improvements based on UIDPLUS will replace this graph but provide same functionality.


� Improvements include chunck encoding (to reduce delays by reducing the size to compress in one shot to blocks).


� Improvements may lead to closer similarity with SMTP behavior a la SMTP proxy.


� This may further evolve to converge as much as possible with the work on SIEVE.
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