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1 Reason for Change

The current baseline AD agreed by MWG MEM has a number of sections which have not yet been fully filled in – including Section 4, which is the Introduction. This currently has one sentence of text only.

During the Paris Interim meeting there were a number of positive and constructive discussions which were helpful in explaining various aspects of the mobile email market – in particular from the MNOs’ point of view – and also of the two main technological solutions which have been proposed to date. The text proposed for the Introduction is an attempt to capture some of this useful information in an effort to continue progressing the ongoing work in the same positive and constructive manner.

Note that the Introduction is ‘informative’ only, which is why this has been marked as a ‘clerical’ CR.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt the proposed text as the Introduction for the MEM AD.

6 Detailed Change Proposal

4. Introduction
(Informative)

The mobile e-mail enabler aims at supporting access to e-mail from a mobile device. E-mail may be personal e-mail provided by an e-mail service provider or corporate e-mail. The requirements of these two solutions are markedly different: consumer email must be simple and easy to use, and the highest level of security is probably unnecessary; whereas corporate email must be completely secure, and is liable to demand more advanced and complex features.

In order to outline further the purposes of the architecture scenarios outlined in this document, it will first be instructive to survey the mobile email landscape prior to the establishment of OMA MEM.

Non-mobile email is one of the oldest and best-established of internet technologies, but is still available over a range of protocols – some of which are open standards and some of which are proprietary (though interworking is ubiquitous). The main open standards are those under the auspices of the IETF – SMTP (RFC 2821) for sending of emails; POP3 (RFC 1939) and IMAP 4.1 (RFC 3501) for mailbox & message access. Even though many proprietary email protocols also exist, servers based on these proprietary technologies often also offer access using one of these open standards. The proliferation of standardised internet access into many email systems, and in particular into many different corporate email solutions, makes these IETF protocols obvious initial candidates standalone mobile access into most email systems.

However, despite having a number of commercial deployments in the mobile space, these protocols were not ideally suited to providing mobile access to email. In recognition of this the IETF chartered the ‘Lemonade’ task force with a remit which included the extension of the IMAP standard to make it more suitable for mobile access.

In addition, there has been another way to offer mobile access to email, based on a mobile standard called SyncML which is now maintained by OMA as Data Synchronisation (DS). The purposes of this enabler are not primarily to offer an email service, but rather to offer an integrated solution to a broader problem – that of synchronising a range of user content between a mobile device and a server, and optionally using the server as a backup store for this content (and thus discouraging the ‘churn’ of subscribers from one Mobile Network Operator (MNO) to another). In addition the ability to synchronise all of a user’s PIM data in an integrated way offers opportunities for attractive services. A number of DS-based mobile email solutions have also been commercially launched already. 

In the DS scenario email is just one of the types of data which can be synchronised, and for this reason DS is not always optimised for handling email. To address this problem OMA approved 2 Work Items (WIs) for the DS Working Group (WG) which address this: the development of v1.3 of the DS protocol aims to make a number of improvements aimed directly at mobile email; and a review of the way DS handles Data Objects (DOs) which will look at – amongst others – the best way to handle the email DO.

In addition to the differing service approaches outlined above, there are a number of other possibilities open to any MNO wishing to offer a mobile email service. The most fundamental is whether or not to act as the actual email Service Provider (SP) – in which case anyone using the service will then receive a (new) mailbox address for an account hosted on the MNO’s email server, which will be accessible over the OMA MEM protocol from any compliant mobile devices. The alternative to this is to act as the OMA MEM enabler for existing email services. This could be done in two different ways: firstly by simply providing the radio transport for anyone with their own OMA MEM-enabled email server; or secondly by providing an OMA MEM enabler server which would act as a gateway to existing non-OMA MEM-enabled email servers, supplying the additional functionality required to allow them to be accessed from a mobile device according to OMA MEM requirements.

A further attraction of this last approach to MNOs would be that it need not matter what access protocols the existing email servers use – so long as the MNO’s OMA MEM enabler server is able to connect over that protocol. Whilst OMA must encourage email SPs to upgrade their systems to support OMA MEM directly, the realities of the market dictate that there will be a significant interim period in which this is not the case, and where the provision of an OMA MEM enabler server by the MNO is a valid alternative. However, it must be noted that – due to the limitations of some of the existing email protocols – it may not be possible in all cases to meet the full set of OMA MEM requirements in this manner. This may be deemed acceptable by the MNO, particularly for services – such as consumer - which only need a subset of the overall requirement set in any case. There may also be security implications for this last solution which are not present for the MNO as SP and MNO as transport only approaches outlined above. However – again – whilst these may militate towards a particular type of service (ie, one with lesser security requirements), they may be deemed acceptable by the MNO, SP and users.

The landscape for mobile email is thus a diverse one, with a range of protocols – even amongst the open standards – and a range of broad service possibilities addressing different market segments which, in turn, have differing requirements. The architecture scenarios outlined in this document recognise that there may be a number of different services based on mobile email, and seeks to outline different architecture options that meet the varied requirements of these services, allowing mobile email services to be deployed in a number of different ways while still interworking seamlessly.
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