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1 Reason for Contribution

Contribution OMA-MEM-2005-0022R02-Possible_Tech_Realization was presented to MEM. The contribution was agreed and an action item was given calling for at of technology features as well as text for the MEM AD.

2 Summary of Contribution

This contribution provides a summary of the different technology features that have been extracted from OMA-MEM-2005-0022R02-Possible_Tech_Realization. Some of these features should be discussed also in order to coordinate OMA MEM’s view of its dependencies ahead of the upcoming joint workshop with the LEMONADE WG.

The contribution provides text for the MEM AD in the form of a CR.
3 Detailed Proposal
3.1 Desired technology features

Based on OMA-MEM-2005-0022R02-Possible_Tech_Realization, we identified the following technology features have been identified. We have captured them as a CR to the MEM-AD.
The analysis is performed in a technology neutral manner and it is believe valid for any technology realization of the enabler. 

****Begin CR****

5.3 Functional Components and Interfaces

[…]

These are not discussed in the present document.

The mobile e-mail enabler server enables an e-mail server. In a particular implementation, the email server may be packaged within (internal to it) the mobile e-mail enabler server or be in a separate component. In such cases, interfaces to the email server are provided via an I2 type of interface (out of scope of this work).

3.1.1 Technology feature requirements for the mobile e-mail enabler

· Mechanisms to synchronize e-mail between the mobile e-mail enabler client and mobile e-mail enabler server.

· Mechanism for server to client notifications:

· Defines interaction between notification and mobile e-mail enabler protocol (event-based synchronization)

· To minimize the time needed for email events on the e-mail server to be reflected in the mobile e-mail enablers client.

· To minimize data to be exchanged between mobile e-mail enabler server and client

· To cope with possible lost or delayed notifications

· Support in-band (ME-1/ME-2 exchanges) and out-band notifications (Exchanged via ME-3/ME-4 via other enablers).

· Specified in ways that are network transport independent but may contain some bindings to particular notification channels (e.g. SMS binary, WAP Push, SIP Notification, …)

· Defines notification payload for inband and outband mechanisms.
· Server-side filtering 
· Notions of Poll and push repositories including multiple folder support
:
· Poll repository: folders and e-mails that are accessible from the mobile e-mail enabler client

· Push repository: folders and e-mails about which a notification should be provided to the mobile e-mail enabler client.
· Notions of Filters:

· View filter: filter that determines which folders and e-mails are part of the Poll repository

· Notification filters: filters that determine which folders and e-mails are parts of the Push repository i.e. should be pushed (i.e. notified as new e-mail) to the mobile e-mail enabler client. 

· Event filters: Filters that determines what events on e-mails in the Push repository are to be notified to the client

· Mechanisms to allow the user to update the filters while mobile:

· Inband (ME-1/ME-2) for simple filter rule updates and to allow compatibility with clients over the internet

· Outband (ME-3/ME-4) for complex filter management

· Mechanisms for media conversion
· Allows the mobile e-mail enabler client to request conversion of a body part by the mobile e-mail enabler server. 

· The client can specify the conversion or request that it be based on default or mobile e-mail enabler server knowledge of the client / user. 

· Among the conversions, media transcoding can be requested.

· The mobile e-mail enabler server acts on a best effort basis and otherwise determines what it should do.
· Mechanisms to submit e-mail between mobile e-mail enabler client and mobile e-mail enabler server.

· This allows a mobile e-mail enabler client to submit e-mail:

· To the mobile e-mail enabler server:

· When it is needed to simplify the implementation of Mobile e-mail enabler server as separate components in front of e-mail and submit servers that may not be standard.

· When it is needed to support forward without download and server-side re-composition of any e-mail parts at any granularity (possibly based on differences) especially with e-mail and submit servers that may not be standard or may not support fancy features like forward without download.

· Mechanisms must respect SMTP messages. Therefore the mechanism should be inspired from batch SMTP (see {RFC2442]).

· Through the mobile e-mail enabler server, via a submit server, when appropriate.

· Mechanism to support remote re-composition on the mobile e-mail enabler server based on e-mail parts that may not have been downloaded and others that may have been edited (possibly with just the differences uploaded).

· Again these may be provided by the mobile e-mail enabler server 

· Or when appropriate it may be provided through the mobile e-mail enabler server by the e-mail server.

· Mechanisms to allow provisioning and exchange of settings between the client and the server:

· Inband mechanisms: 

· This allows client to be provisioned with mobile e-mail parameters in-band (ME-1 / ME-2), therefore reducing the information to provision ahead of time. 

· It also allows these parameters to changes and it allows the client to request specific settings.

· It allows compatibility with internet clients that may not support ouband mechanisms like (OMA DM / CP) and therefore guarantee network independence of the solution

· Outband mechanisms:

· Mechanisms like OMA CP and DM should primarily be used to provision the client (via I0’ triggered via ME-3).

· Mechanisms that allow the client to updated related server-side settings:

· Mobile e-mail enabler client settings or capabilities

· E.g. notification channel preferences, Address to use for notification, …

· Mechanisms to optimize bandwidth on any data exchanges:

· Macros etc…

· Compression of exchangea (commands and data)

· In ways that are optimized for mobile e-mail exchanged

· In ways that are network transport neutral
· Mechanisms for permanent searches:

· This allows the client to set up search criteria and have them persist for a period of time.
· Mechanisms for encryption of the e-mail data exchanged between the e-mail server and the mobile e-mail client.

· It is critical that the e-mail data remains encrypted at all time at the level of the mobile e-mail enabler server if it is deployed outside the e-mail server domain.

· The mechanism should also be applicable to notifications.

· Mechanism for the mobile e-mail enabler client to determine the capabilities of the server: 

· To allow the client to determine what are the server capabilities.

· Mechanisms to manage sessions and re-connect if connectivity drops:

· That ensures security

· Allows resuming exchanges with minimization  of duplicated exchanges. 
· Mechanisms that stabilize the record ID of e-mail in the poll repository:

· This can simplify mobile e-mail client enabler implementations that would more easily determine missing records

· This is an important step to support requirements like IOP-10 [MEM-RD].

· Mechanisms to support the different deployment models in [MEM-AD], in particular:

· Proxy / reverse proxy

· Mechanisms to traverse through firewalls without changing firewall settings without necessarily requiring TLS that has proven challenging so far for mobile networks

· Mechanisms to encrypt and password protect usage and e-mail in a mobile e-mail enabler client.

5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>

The high level logical flows associated to the mobile e-mail enabler are described below:

[…]
****End CR****
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that MEM agrees to add this text to the MEM AD.
































































































� Dedicated folders may synchronize any relevant data (e.g. files, calendar, address book) as e-mail attachments. This requires solely standardization of the folder names and formats of the attachments in e-mail body.
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