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1 Reason for Contribution

Contribution OMA-MEM-2005-0022R02-Possible_Tech_Realization was presented to MEM. The contribution was agreed and an action item was given calling for at of technology features as well as text for the MEM AD.
R01 was produced by the WG at the face to face meeting.
2 Summary of Contribution

This contribution provides a summary of the different technology features that have been extracted from OMA-MEM-2005-0022R02-Possible_Tech_Realization. Some of these features should be discussed also in order to coordinate OMA MEM’s view of its dependencies ahead of the upcoming joint workshop with the LEMONADE WG.

The contribution provides text for the MEM AD in the form of a CR.
3 Detailed Proposal
3.1 Desired technology features

Based on OMA-MEM-2005-0022R02-Possible_Tech_Realization, we identified the following technology features have been identified. We have captured them as a CR to the MEM-AD.
The analysis is performed in a technology neutral manner and it is believe valid for any technology realization of the enabler. 

****Begin CR****

5.3 Functional Components and Interfaces

[…]

These are not discussed in the present document.

The mobile e-mail enabler server enables an e-mail server. In a particular implementation, the email server may be packaged within (internal to it) the mobile e-mail enabler server or be in a separate component. In such cases, interfaces to the email server are provided via an I2 type of interface (out of scope of this work).

3.1.1 Technology feature requirements for the mobile e-mail enabler
· Mechanisms to align email messages between the mobile e-mail enabler client and the email server via the mobile e-mail enabler server. The mobile email enabler focuses solely on the interaction between the mobile email enabler client and mobile email enabler server.
· Mechanisms for event-based server to client alignment:

· Defines the relationship between notification mechanisms and mobile email enabler protocol 
· To minimize the latency observed for email events on the email server to be reflected in the mobile email enabler client.

· To avoid unnecessary polling and requests from the mobile e-mail enabler clients:
· To reduce the total amount of data to be exchanged between mobile email enabler server and client, e.g. by allowing the mobile email enabler client to select which messages to align.
· To reduce the amount of transactions.
· Needs to cope with possible lost or delayed notifications

· Support in-band (ME-1/ME-2 exchanges) and out-band notifications (Exchanged via ME-3/ME-4 via other enablers).

· Specified in ways that are network transport independent but may contain some bindings to particular notification channels (e.g. SMS binary, WAP Push, SIP Notification, …)
· When the mobile email enabler client is connected to the mobile email enabler server, only inband notifications shall take place
· Defines notification payload for inband and outband mechanisms.
· Server-side filtering to decide which messages will be accessible by the mobile email enabler client.
· Filtering results into the following logical types:

· Type A: Messages filtered out and not accessible by the mobile e-mail enabler client (not notification, no header access, no access)
· Type B: Messages that are accessible by the mobile e-mail enabler client but no outband notification takes place. Inband notification might however take place if mobile email enabler client is already connected to mobile email enabler server.
· Type C: Messages that are accessible by the mobile e-mail enabler client for which notifications (outband or inband) are always sent to the mobile email enabler client.
· 
· 
· 
· Notions of Filters: 
· View filters: Filters that determine which email messages are of type B and C or A
· Notification filters: Filters that determine which email messages are of type C or B
· Event filters: Filters that determines what events are to be notified to the client

· Mechanisms to allow the user to update the filters from the mobile email enabler client
· 
· Client-side download and storage preferences:
· Manage which of the accessible messages are maintained on mobile email enabler client
· Manage which parts are maintained on mobile email enabler client

· Configurable by user
· Mobile email enabler client may support encrypting and password protecting the messages.
· Client-side event filtering:

· Local delete: ability to delete email message from the mobile email enabler client view while retaining the message on the email server. Some information may be passed to the mobile e-mail enabler server.
· Attachment local delete: Ability to delete from the mobile email enabler client the attachment while maintaining the view that an attachment is available for download from the email server. 
· Remote delete: ability to delete email messages both on the mobile email enabler client and on the email server.
· Mechanisms for media conversion
· Allows the mobile e-mail enabler client to request conversion – including transcoding - of a body part or attachment from the mobile e-mail enabler server when the email message part is fetched from the server.

· The client may request conversion to a specific format/size, or

· The client may request conversion to a server-selected format/size - where the server decides the format/size credentials based on any knowledge (e.g. client capabilities, user preferences) it may have.
Editor’s note: need to detail at spec level what happens if the server has no knowledge of the client or user preferences.
· Conversion does not alter the messages in the email server.
· 
· 
· 
· 
· Mechanisms for mobile email client enabler to submit email to the mobile e-mail enabler server.



· 
· 
· 
· Mechanism to support remote message assembly on the mobile e-mail enabler server based on e-mail parts (body, address fields and attachments) that may not have been downloaded and others that may have been locally created or may have been downloaded and edited.

· It may be desirable to support just uploading the differences of the body parts (e.g. address fields)
· 
· 
· Mechanisms to allow configuration and exchange of settings between the client and the server in band or outband:
· Server to client: e.g. server ID, account name, policies, …
· Client to server: e.g. rules filters vacation notices, notification channel, …
· 
· 
· 
· 
· 
· 
· 
· 
· 
· Mechanisms to optimize bandwidth and/or delays on any data exchanges:

· 
· 
· 
· 
· 
· 
· Mechanisms for encryption of the e-mail data exchanged between the e-mail server and the mobile e-mail client.

· It is critical that the e-mail data remains encrypted at all time even if the mobile e-mail enabler server is deployed outside the e-mail server domain.

· The mechanism should also be applicable to notifications if they carry information worth protecting
· Mechanisms for the mobile e-mail enabler client to determine the capabilities of the server.
· 
· Mechanisms to manage sessions:

· Handling connectivity issues
· E.g. dealing with IP address changes

· E.g. re-establish secure connection
·       E.g. suspend and resume minimizing data exchange duplication 


· 
· 
· 
· Mechanisms to support the different deployment models in appendix
· 
· Mobile e-mail must be usable in the presence of firewalls 
· 
5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>

The high level logical flows associated to the mobile e-mail enabler are described below:

[…]
****End CR****
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that MEM agrees to add this text to the MEM AD.
































































































� Dedicated folders may synchronize any relevant data (e.g. files, calendar, address book) as e-mail attachments. This requires solely standardization of the folder names and formats of the attachments in e-mail body.
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