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1 Reason for Contribution

This contribution provides comments about contribution OMA-MEM-2005-0041R01-Needed_Technology_Features (0041R01) submitted for R&A.

2 Summary of Contribution

The comments provided in this contributions request either to clarify a statement in 0041R01 or propose additional features that are missing. The comments are provided within the text of the original contribution they are shown with change marks, included within “{“ and “}” and start with “Oz-n:”.
3 Detailed Proposal

3.1.1 Technology feature requirements for the mobile e-mail enabler

{OZ-0 (general comments): To ensure that all the requirements are supported by the features listed here, each feature should identify the requirement(s) it supports}.
· Mechanisms to align {OZ-1: (clarification): What does it mean to “align…?”} email messages between the mobile e-mail enabler client and the email server via the mobile e-mail enabler server. The mobile email enabler focuses solely on the interaction between the mobile email enabler client and mobile email enabler server.
· Mechanisms for event-based server to client alignment: {OZ-2: Need to define the events for which notifications will be sent in order to ensure that the mobile email enabler protocols will have the right functionalities}.
· Defines the relationship between notification mechanisms and mobile email enabler protocol 

· To minimize the latency observed for email events on the email server to be reflected in the mobile email enabler client.

· To avoid unnecessary polling and requests from the mobile e-mail enabler clients:

· To reduce the total amount of data to be exchanged between mobile email enabler server and client, e.g. by allowing the mobile email enabler client to select which messages to align.

· To reduce the amount of transactions.

· Needs to cope with possible lost or delayed notifications

· Support in-band (ME-1/ME-2 exchanges) and out-band notifications (Exchanged via ME-3/ME-4 via other enablers).

· Specified in ways that are network transport independent but may contain some bindings to particular notification channels (e.g. SMS binary, WAP Push, SIP Notification, …)

· When the mobile email enabler client is connected to the mobile email enabler server, only inband notifications shall take place

· Defines notification payload for inband and outband mechanisms.

· Server-side filtering to decide which messages will be accessible by the mobile email enabler client.

· Filtering results into the following logical types {OZ-3: Need to define the filtering criteria which will be used by the filtering component of the mobile email enabler to classify/filter the messages. The message size is an example of a filtering criteria}.
· Type A: Messages filtered out and not accessible by the mobile e-mail enabler client (no {OZ-4: Editorial} notification, no header access, no access)

· Type B: Messages that are accessible by the mobile e-mail enabler client but no outband notification takes place. Inband notification might however take place if mobile email enabler client is already connected to mobile email enabler server.

· Type C: Messages that are accessible by the mobile e-mail enabler client for which notifications (outband or inband) are always sent to the mobile email enabler client.

· Notions of Filters: 

· View filters: Filters that determine which email messages are of type B and C or A

· Notification filters: Filters that determine which email messages are of type C or B

· Event filters: Filters that determines what events are to be notified to the client

· Mechanisms to allow the user to update the filters from the mobile email enabler client

· Client-side download and storage preferences {OZ-5 (editorial): This feature is part of a “client-side configuration” feature. It would be better to group the client-side configuration features together in a systematic manner}.  
· Manage which of the accessible messages are maintained on mobile email enabler client

· Manage which parts are maintained on mobile email enabler client

· Configurable by user

· Mobile email enabler client may support encrypting and password protecting the messages.
· Client-side event filtering {OZ-6 (editorial) The 3 sub-bullets below are about message and message parts deletion locally not about filtering per se. This bullet item should be “Client-side local message deletion” to be consistent with the sub-bullet identifications}. 
· Local delete: ability to delete email message from the mobile email enabler client view while retaining the message on the email server. Some information may be passed to the mobile e-mail enabler server.

· Attachment local delete: Ability to delete from the mobile email enabler client the attachment while maintaining the view that an attachment is available for download from the email server. 

· Remote delete: ability to delete email messages both on the mobile email enabler client and on the email server.

· Mechanisms for media conversion

· Allows the mobile e-mail enabler client to request conversion – including transcoding - of a body part or attachment from the mobile e-mail enabler server when the email message part is fetched from the server.

· The client may request conversion to a specific format/size, or

· The client may request conversion to a server-selected format/size - where the server decides the format/size credentials based on any knowledge (e.g. client capabilities, user preferences) it may have.

Editor’s note: need to detail at spec level what happens if the server has no knowledge of the client or user preferences.

· Conversion does not alter the messages in the email server.

· Mechanisms for mobile email client enabler to submit email to the mobile e-mail enabler server. {OZ-7 (editorial): For the sake of clarity it should be mentioned that “submit” refers to different functions that a user can perform such as “send”, “forward” and ‘reply” mentioned in the RD} 
· Mechanism to support remote message assembly on the mobile e-mail enabler server based on e-mail parts (body, address fields and attachments) that may not have been downloaded and others that may have been locally created or may have been downloaded and edited.

· It may be desirable to support just uploading the differences of the body parts (e.g. address fields)

· Mechanisms to allow configuration and exchange of settings between the client and the server in band or outband {OZ-8: The features required for in band and outband are not clear. The AD should enumerate them, if not now, then as soon as possible to allow the protocol work to progress. However, an editorial note saying so would be helpful to the readers. Furthermore, the exchange of configuration and settings between the client and the server requires authentication usually leading to the creation of a session. Outband implies usually “absence of a session” but still requires authentication. In the absence of a session with outband, it would be inefficient to perform authentication for every transaction between the client and the server. What is the difference here between in band and outband in terms of technology features?}. 
· Server to client: e.g. server ID, account name, policies, …

· Client to server: e.g. rules filters vacation notices, notification channel, …

· Mechanisms to optimize bandwidth and/or delays on any data exchanges:

· Mechanisms for encryption of the e-mail data exchanged between the e-mail server and the mobile e-mail client.

· It is critical that the e-mail data remains encrypted at all time even if the mobile e-mail enabler server is deployed outside the e-mail server domain. {OZ-9: It is a prerogative of the user to decide whether the messages should be encrypted or not. The enabler provides the mechanism but not the policy (i.e. if/how/when the mechanism is applied). The text should capture that encryption is not mandatory.
· The mechanism should also be applicable to notifications if they carry information worth protecting
· {OZ-10: A feature to ensure “message integrity” is also required as per SEC-1 to 6 requirements, this is usually performed by computing the digest of the message}.
· OZ-11: Authentication is missing this is a required feature (cf RD SEC 2, 8 and USAB-23) requirement}
· Mechanisms for the mobile e-mail enabler client to determine the capabilities of the server. {OZ-12: Need to list the server capabilities, if the server capabilities will not be listed in the AD then a note saying that they will be addressed in the future specs of the enabler should be added.  
· Mechanisms to manage sessions:

· Handling connectivity issues

· E.g. dealing with IP address changes

· E.g. re-establish secure connection

      E.g. suspend and resume minimizing data exchange duplication 

· Mechanisms to support the different deployment models in appendix. (OZ-13: This statement is too vague to be included in a list of technology features. What is the required feature in this statement? Again if the intention is to complete and elaborate on this bullet item later, an editorial note should say so.}
· Mobile e-mail must be usable in the presence of firewalls 

{OZ-14: Missing features. The following technology features are missing, They should be added for the sake of completeness: 

· Fetch email: To retrieve messages from the server.  Based on the configuration and settings of the client/account, the whole email will be retrieved or part of it (cf. USAB-3, 13, 14 and 15).
· Auto Reply: USAB-27 and 28.
· Recall: USAB-33, 34.
· Spam and content screening: SEC-9, 10, 11.
· Protection against denial of service: SEC-12.
· The possibily for the client to work offline and to submit email and synchronize folders with the server (USAB-5, 6 and 8).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that MEM agrees with the comments and modifies the text of contribution 0041R01 to be added to the AD as suggested. 
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