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1 Reason for Change

MEM Server should support encrypting and password protecting the messages but not discussed in AD. 
Emails may be divided to different security levels according to essentiality of emails. MEM Server should allow email sender and receiver to set security level of an email. MEM Server should determine the email’s security level according to the security level preset by receiver and the security level set by the email sender. And The MEM Server authorizes the MEM client proper rights to the email according to security level of the email. 

Example 1:

Jack want to send an email to Mary, but Jack think this email is very important and afraid that someone else who can obtain Mary’s mobile device read this email, so he can set right of the email which can only be read online after input correct passwords. When Mary wants to read the email sent by Jack, she must input the correct passwords firstly, and then read the message online, but she can not download the email.
Example 2:

Mary thinks that the emails sent from Jack are all very important, so she can preset that emails from Jack are important. When Jack sends an email to Mary, MEM Server will set the security of the email important. So when anyone else tries to read the email through the Mary’s mobile device, he must input correct passwords, or else he can not read the email. Through this method, it can improve email security.
Example 3:

Mary doesn’t preset email security level send by Jack. Jack wants to send a very important email to Mary, so he set the security level of this email is very important. When MEM Server receiver this email, it will set security level of this email is very important according to Mary’s preset and Jack’s setting. So according to the security level of the email, when Mary wants to receive or read the email, she must input correct passwords firstly.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the changes to the AD.
6 Detailed Change Proposal

Change 1:  section 5.3.1
5.3.1 MEM Server

The MEM Server is responsible for the following features of mobile email:

· Maintaining a high level of security of the message contents and the interchanges between the MEM Client and the email server.

· MEM Server may support encrypting and password protecting the messages.
· Resolution of address for recipient of events

· Authentication and authorization of the MEM client retrieving message content (i.e. headers, body, and attachments).  
· Supporting multi-security-level of an email and each level has corresponding rights to manipulate email. MEM Server may determine security level of a new email according to the security level preset by the receiver and the security level set by the sender. The MEM Server authorizes the MEM client different rights according to security level of the email. (i.e. receiver can only read the email online, receiver can not forward the email, etc)
· Authentication of the email server

· Authentication of the MEM client

· Authentication and authorization of originator of submitted messages
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