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1 Reason for Contribution

This contribution follows Document OMA_MEM-2006-0001-AD_RD-Cross_Checking.zip, which proposed to identify all MEM requirements that have not been complied in the latest draft of the MEM AD, OMA-AD-Mobile-Email-V1_0_0-20060305-D.zip. It contains listing of those requirement items in four categories of “High-Level Functional”, “Security”, “Charging” and “Administration” as listed in the MEM RD, OMA-RD-MobileEmail-V1_0-20051018-C.zip. 

2 Summary of Contribution

In reference to the partitioning of 9 categories of the MEM requirements in Contribution OMA-MEM-2006-0001-AD_RD-Cross_Checking.zip, this contribution addresses the first category, which consists of 4 requirements items related to “High-Level Functional Requirements.” The outcome of the crosschecking exercise for the first category of four requirement items can be summarized as follows:

	Requirements
	Total

Requirement

Item
	Already Fulfilled by the latest draft of MEM AD
	Not Fulfilled, Requiring CR to MEM AD to be fulfilled in current release
	Not Fulfilled, Requiring CR to MEM RD to be fulfilled in future releases

	HLF
	4
	3
	1
	0

	Security
	14
	11
	3
	0

	CHRG
	2
	0
	2/1
	0/1

	ADMIN
	7
	TBD
	TBD
	TBD


3 Detailed Proposal

Table below presents the outcome of this crosschecking exercise following the template of Document OMA-MEM-2006-0001:

Tracking Unfulfilled Requirements
	Req ID/Ref
	Short Description
	M/O/MN

	Compliance Remarks
 



	High-Level Functional Requirements

	HLF-1
	It MUST be possible to minimize delays and bandwidth requirements (e.g. by minimizing the number of roundtrips between client and server, the bytes to exchange between client and server, etc…) for the following:·

· Events sent from the server to the client For accessed by the client to announce or describe new email

· Exchanges to deliver new email from the server to the client

· Events sent from the server to the client to announce or describe email events on the server

· Events accessed by the client from the server to announce or describe email events on the server

· Exchanges to reconcile the client after a email event on the server

· Exchanges to access or manipulate attachments

· Sending email from an assigned email server

· Sending email events on the client to the email server
	M
	These requirement items shall be fulfilled as part of the optimization of the design of the protocol for the ME-1 and ME-2 interfaces between MEM client and MEM server. It is a requirement for the MEM TS. 

No action is required in MEM AD.

	HLF-2
	The mobile email enabler MUST support both push (email events are pushed to the client) and pull (client accesses email events)
	M
	While the push aspect is satisfied in the description of the MEM Server, no explicit responsibilities have been identified including client accessing email event.

Action: CR to AD to add “client accessing email event, pull.

	HLF-3
	The mobile email enabler SHOULD define a minimum set of interoperable media types and formats
	M
	This requirement to should be met in the MEM TS document. No action is required.

	HLF-4
	The mobile email enabler MUST support optimizations for wireless environments
	M
	This requirement to should be met in the MEM TS document. No action is required.

	Security

	SEC-1 
	The mobile email enabler MUST support integrity and confidentiality between client and server when exchanging data and event notifications.
	M
	This requirement is met by the mechanisms listed in Section 5.3.2 “Technology feature requirements for the MEM enabler.” 

	SEC-2
	Exchanges
 to provide new email arrived on server to the client MUST support confidentiality and integrity
	M
	The word “Exchanges” here is interpreted as “Message Exchanges” between MEM Server and MEM Client (from Server to Client) related to the protocol in ME-2 interface, and as such this requirement item shall be met in the TS. There is no need for any statement of compliance for functional requirements in AD.

	SEC-3
	Exchanges to reconcile the client after an email event on the server MUST support confidentiality and integrity 
	M
	The word “Exchanges” here is interpreted as “Message Exchanges” between MEM Server and MEM Client (from Server to Client) related to the protocol in ME-2 interface, and as such this requirement item shall be met in the TS. There is no need for any statement of compliance for functional requirements in AD.

	SEC-4
	Exchanges to access or manipulate attachments MUST support confidentiality and integrity
	M
	The word “Exchanges” here is interpreted as “Message Exchanges” between MEM Server and MEM Client (from Client to Server) related to the protocol in ME-1 interface, and as such this requirement item shall be met in the TS. There is no need for any statement of compliance for functional requirements in AD.

	SEC-5
	Exchanges to send email from the assigned email server MUST support confidentiality and integrity
	M
	The word “Exchanges” here is interpreted as “Message Exchanges” between MEM Server and MEM Client (from Client to Server) related to the protocol in ME-1 interface, and as such this requirement item shall be met in the TS. There is no need for any statement of compliance for functional requirements in AD.

	SEC-6
	Email events sent from the client to the email server MUST support confidentiality and integrity
	M
	Per the 1st bullet item of Section 5.3.2 “Technology feature requirements for the MEM enabler”, this requirement item is a specific case of SEC-1, hence, it should be viewed as met.  

	SEC-7
	The client MUST be able to be authenticated by the email server 
	M
	This requirement is met in the 1st bullet item of Section 5.3.1. 

	SEC-8
	The email server MUST be able to be authenticated by the client
	M
	This requirement is met in the 1st bullet item of Section 5.3.1.

	SEC-9
	The mobile email enabler MUST support content screening
	M
	These three requirement items are met in the 2nd bullet item of Section 5.3.1.

	SEC-10
	The mobile email enabler MUST support spam protection
	M
	

	SEC-11
	The mobile email enabler MUST support virus protection
	M
	

	SEC-12
	The mobile email enabler MUST support protection against denial of service (DoS) attacks
	M
	This requirement is not met in the AD.

Action: CR to AD to add this as a function requirement for the MEM Server.

	SEC-13
	It MUST be possible to prevent unauthorized applications from requesting emails to be sent from the mobile email client
	M
	This requirement is not met in the AD.

Action: CR to AD to add this as a function requirement for the MEM Client.

	SEC-14
	It MUST be possible to protect email data in the mobile email enabler from unauthorized access (user or device)
	M
	This requirement is the server end of the previous requirement, and it is not met in the AD.

Action: CR to AD to add this as a function requirement for the MEM Server.

	Charging

	CHRG-1
	In order to support charging for email traffic, the mobile email enabler SHOULD provide ways to identify mobile email exchanges (events, access, sending and synchronization) as email data exchanges, even when there is a secure connection between the client and server
	M
	This data is essential for charging purposes. However, the functional implications of this requirement was not reflected on the MEM enabler (MEM Server in this case.)

Action: CR to AD to add this as a function requirement for the MEM Server.

	CHRG-2
	In order to support charging for email traffic, the mobile email enabler SHOULD provide ways to identify mobile email data exchange characteristics (e.g. email message sizes, number of recipients, etc.)., even when there is a secure connection between the client and server
	O
	This data is also essential for charging purposes. However, assuming it as an optional it may be postponed to the next release of the MEM enabler. Otherwise, its functional requirement(s) must be included in the current description of the MEM Server in the MEM AD.

Action: Either a CR to RD to remove the requirement from the MEM RD or a CR to AD to add this as a function requirement for the MEM Server.

	Administration and Configuration

	ADMIN-1
	It MUST be possible to provision the mobile email client, based on any combination of who the user is and what the device is
	M
	Crosschecking exercise to be continued.

 

	ADMIN-2
	It SHOULD be possible for user preferences/filters/settings to follow the user across devices, when used sequentially
	O
	

	ADMIN-3
	It MAY be possible for user references/filters/settings to follow the user across devices, when used simultaneously
	O
	

	ADMIN-4
	Authorized principals MUST be able to configure the settings of the user preferences/filters/configurable settings for a particular user
	M
	

	ADMIN-5
	The mobile email enabler MUST support the deletion by a remote, authorized principal of email data on a mobile device
	M
	

	ADMIN-6
	The mobile email enabler MUST support administration of authorized users and devices
	M
	

	ADMIN-7
	It MUST be possible for a user to view, edit and reset settings of a mobile email client
	M
	


The concluding remarks of this crosschecking exercise are presented in the last column of the table and are further described as follows:

· Highlighted Clear:
For requirements already supported in the current version of enabler, either they are explicitly supported in the AD or their fulfilment is implicit in the AD but will be supported in the MEM TS. No action is required.

· Highlighted Yellow:
For requirements not supported in the current AD version. “Actions” are required as follows:

1. Write CRs to the MEM AD for support of these requirements in the current release of the MEM enabler, or

2. Write CRs to the MEM RD for support of these requirements in the future releases of the MEM enabler and remove them from the MEM RD.

As shown in the last column of the table, for the first 3 categories of the MEM requirements, we have identified a total of 6 unfulfilled items. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that all MEM requirements items identified in this contributions as unmet/unfulfilled be the subjects of new change requests to either AD or RD as proposed in the table of Section 3.

� This column identifies the Mandatory (M) or Optional (O) nature of the requirement item. They refer to the key words used in the description of the requirements such as “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” as interpreted in [RFC2119]. The acronym MN stands for “Mandatory No”, a literal interpretation of the words “MUST NOT” and “SHALL NOT.”





� This column identifies the section(s) of the MEM AD or the MEM architecture model that fulfils this requirement item. Otherwise, if not fulfilled, suggestion may be given on the preparation of CR(s) to MEM AD and RD either to fulfil the requirement item in the current release or in future releases, respectively. 


� The word “Exchanges” here is interpreted as “Message Exchanges.”
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