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1 Reason for Change

Add the references, definitions and abbreviations used in current AD. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the changes to the AD.
6 Detailed Change Proposal
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3 Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	#Actor
	A set of roles that users of an entity can play when interacting with the entity, e.g. an end-user/subscriber, an Operator, a Financial Institution, a Development house, the energy company.

	#Application
	An implementation of a related set of functions that perform useful work, often enabling one or more services. It may consist of software and/or hardware elements.

	Attachment
	A special body part within the message body.  Attachments can be displayed in-line or separately based on the indicated presentation semantic, e.g. graphics or word processing files.

	#Authentication
	It is a mechanism by which the correct identity of an actor or entity is established with a required assurance.

	Authorization,

Authorize
	(1.) An "authorization" is a right or a permission that is granted to a system entity to access a system resource. (2.) An "authorization process" is a procedure for granting such rights. (3.) To "authorize" means to grant such a right or permission. [RFC 2828]

	Body
	A body consists of one or more parts that follow the header. A body could include a combination of some or all of the following:
[RFC2822] defined plain text parts
[RFC2045] defined MIME parts, e.g. multimedia content (e.g. SMIL, HTML) and other attachment(s) (e.g. word document, PDF, GIF, JPEG etc…)

	#Call
	a logical association between several principals (this could be connection oriented or connection less).

	#Capabilities
	Platform, protocol, or configuration characteristics that a system supports.

	#Charging
	A function whereby information related to a chargeable events is formatted, stored, and transferred, correlated, rated and charging accounts are adjusted accordingly. in order to make it possible to determine usage for which the charged party may be billed.

	#Client
	A device, user agent, or other entity that acts as the receiver of a service.

	#Component
	A replaceable/reusable unit that is responsible for a particular set of functionality and associated information. A component forms part or all of an enabler.

	#Confidentiality
	The avoidance of disclosure of information without the permission of its owner.  It ensures that the content is not able to be understood by an un-authorized viewer.

	#Content
	Digitized work that is processed, stored, or transmitted. It includes such things as text, presentation, audio, images, video, executable files, etc. Content may have properties such as media type, mime type, etc.

	#Content Adaptation
	The transformation and manipulation of Content (images, audio, video, text, etc.) to meet the desired targets (defined by the terminal capabilities and the application requirements.  User preferences may be included in the application requirements). Those adaptations include: media format transcoding, scaling, re-sampling, file size compression…etc.

	#Device
	Equipment which is normally used by users for communications and related activities. The definition can be extended to cover remote monitoring applications where there is no user present, but the communications to and from the remote monitor use the same communications channels as when used by users.

	#Domain
	A set of objects, each of which is related by a characterizing relationship to a controlling object. For example, an internet domain is a set of resources that share a common address. 

	Email Events/Event
	Changes to the status of an email (e.g. read/unread, flagged, deleted, etc…) that result for example from reading, moving, deleting etc an email. They may be server or client side events depending on where the change takes place. A new email is also considered as an event.

	Email Message
	A sequence of data containing a Header and optionally:
A Body,
Meta data
Email Message Headers and Bodies are defined in [RFC2822] “Internet Message Format” 

	#Enabler
	A technology intended for use in the development, deployment or operation of a Service; defined in a specification, or group of specifications, published as a package by OMA.

	Filtering Rules
	A set of actions and conditions where the conditions are evaluated to determine which new email events and what email notifications should be sent from the client to the server or from the server to the client. They also include rules to select what new emails should be delivered from the server to the Mobile Email Client. This may be based on several criteria like subject, date, sender, folder where it is located etc…

	#Functional Component
	See Component.

	Header
	A sequence of lines of characters whose syntax includes a field name followed by a colon (“:”) and followed by a field body. Mandatory Headers included in emails are ‘To:’ and ‘From:’.
Headers can also include additional custom end-to-end message headers.
Source: IETF [RFC2822] “Internet Message Format”.

	In-band Notification
	Server to client notifications of email server events, which are transported via the MEM protocol

	#Integrity
	(in the context of security) The avoidance of unauthorised modification of information.

	#Interface
	The common boundary between two associated systems (source: GSM 01.04, ITU-T I.112).

	MEM Proxy
	A proxy which provides Mobile Email proxy services. It allows the MEM protocol through the firewalls in front of the MEM server. The role of such a proxy is to allow the MEM server to be located in the same domain as the email server in some deployment models and therefore alleviate the confidentiality and other security constraints that may be imposed on MEM server implementations.

	Meta Data 
	Machine-generated attributes applied by the server at delivery time appearing in [RFC2822] header fields. Examples include “RESENT” header field, Message Context (voicemail, email, MMS, SMS) and Processing Rules results. 

	Mobile Email
	Enabling technologies that facilitate end-to-end application level interoperable email transactions (e.g. submission, retrieval, notification etc) to and from mobile devices.

	#Name
	A name is a label used for identification of end users, actors, or entities.

	#OMA Service Environment
	this is the environment in which OMA enabler implementations are deployed. This OMA Service Environment (OSE) architecture consists of components and the interfaces to be used to those components. Service enabler implementations must be developed according to OMA specifications and provide/use interfaces defined by the specifications.

	Other Mobile Enabler
	Stand for any enabler called upon by the MEM server or the MEM client to support some of the MEM functions, e.g. outband notifications, provisioning/device management etc.

	Out-band Notification
	Server to client event exchanges not transported by the MEM protocol but via other channels, Such channels may involve: SMS, MMS, WAP Push, SIP Push, etc.

	#Protocol
	It is a formal set of procedures that are adopted to ensure communication between two or more functions within the same layer of a hierarchy of functions (source: ITU-T I.112).

	#Proxy
	An intermediary entity that acts as both a server and a client for the purpose of making requests on behalf of other clients, e.g. HTTP proxy, cookie proxy, streaming proxy. 

	#Push
	A service delivery method in which a server initiates content delivery to a client.

	Request
	An articulation of the need to access a resource or to invoke a function. A request may include zero, one or more facts.

	#Resource
	“Any component, function, enabler, or application that can send, receive, or process requests”

	#Roaming
	The ability for a user to function in a serving network different from the home network.

	#Roles
	A set of permissions that are either delegated or acquired by an actor as a result of enrollment/payment, e.g. user, worker, friend, gamer, payment provider, manufacturer.

	#Security
	The ability to prevent fraud as well as the protection of information availability, integrity and confidentiality. (See the definitions of Authentication, Content Integrity and Confidentiality)

	#Server
	An entity that provides resources to clients in response to requests.

	Server to Client Notification
	A means by which the server informs the client of status changes, e.g. a new message has arrived. 

	#Service
	A selection from the portfolio of offerings made available by a service provider, which the user may subscribe to and be optionally charged for.  A service may utilize one or more service enablers.

	#Synchronization
	The process of exchanging information between multiple entities for the purpose of ensuring that each entity's copy of that information reflects the same information content.

	#Transaction
	A unit of interaction between two entities.

	#User
	An entity which uses services.  Example: a person using a device as a portable telephone.

	#User Profile
	It is the set of information, including the user identity, personal information, personal preferences, necessary to provide a user with a consistent, personalised service environment, irrespective of the user’s location or the terminal used (within the limitations of the terminal and the serving network).


3.3 Abbreviations

	#API
	Application Programming Interface

	CORP
	Corporate

	CP
	Client Provisioning

	DM
	Device Management

	DMZ
	Demilitarized Zone

	DRM
	Digital Rights Management

	DS
	Data Synchronization

	EMN
	Email Notification

	ESMTP
	Extension SMTP

	GPM
	Global Permission Management

	#GPRS
	General Packet Radio Service

	#GSM
	Global System for Mobile communications

	HTML
	HyperText Markup Language 

	HTTP
	HyperText Transport Protocol

	HTTPS
	HTTP Over SSL

	#ID
	Identifier

	#IETF
	Internet Engineering Task Force

	IMAP4
	Internet Message Access Protocol 4

	IP
	Internet Protocol

	IrDA
	Infrared Data Association

	#ISP
	Internet Service Provider

	MEES
	Mobile Email Enabler Server

	MEM
	Mobile Email Enabler

	MIME
	Multipurpose Internet Mail Extensions

	MMS
	Multimedia Messaging Service

	MTA
	Mail Transfer Agency

	MUA
	Mail User Agency

	OMA
	Open Mobile Alliance

	#OSE
	OMA Service Environment

	P2P
	Peer to Peer

	PDA
	Personal Digital Assistant

	PIM
	Personal Information Manager

	POP3
	Post Office Protocol 3

	QoS
	Quality of Service

	#RFC
	Request For Comments

	RD
	Requirement Document 

	SAS
	server alerted sync

	SIP
	Session Initiation Protocol

	SMIL
	Synchronous Multimedia Integration Language

	SMS
	Short Message Service

	SMTP
	Simple Mail Transfer Protocol

	SSL
	Secure Socket Layer

	#STI
	Standard Transcoding Interface

	TLS
	Transport Layer Security

	#UAProf
	User Agent Profile

	UDP
	User Datagram Protocol

	#URL
	Uniform Resource Locator

	WAP
	Wireless Application Protocol

	WDP
	Wireless Datagram Protocol

	#WG
	Working Group


In Definition and abbreviation, those starting with # are contained in OMA DICT.
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