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1 Reason for Change

Outband notification and device management functions are distinct and must be separated.
This CR's objective is to improve the architecture without imposing a specific implementation. 

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Orange recommends that the MWG/MEM SWG implement this CR on the OMA-AD-Mobile-Email-V1_0_0-20060314-D.doc
6 Detailed Change Proposal

Change 1:  Separate notification and management in figure 1 in 5.2 
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 Figure 1 – Logical architecture for OMA Mobile Email enabler.

5.3 Functional Components and Interfaces

Other OMA enablers can be used to support the mobile email architecture :
· OMA DM and CP to support over the air installation of the MEM client on the device, provisioning of its settings and revocation

· Messaging enablers for outband notification, where outband notifications that are server to client event exchanges not transported by the MEM protocol but via other channels. Such channels may involve:

· SMS including GSMSMS or WAP WDP a la EMN

· MMS

· WAP Push

· Additional outband notifications like SIP push (SIP event notify) or UDP might also be used considered.

It should be noted that these notification mechanisms could be seen as part of a generic new OMA push / notification enabler.
The different interfaces that are identified are:

· ME-1: MEM client I0 interface to interact via the MEM protocol with the MEM server

· ME-2: Corresponding I0 interface of the MEM server

· ME-3: Outband MEM server I0' interfaces (e.g. to support generation of server to client notifications).

· ME-4: Outband MEM client I0' interfaces (e.g. to receive server to client notifications).

· ME-6: outband MEM server I0'' interface (e.g. to support generation of device management operations) 
· ME-7: outband MEM client I0'' interface (e.g. to support client side device management dialog) 

According to the OSE [OSE], non-intrinsic functions can be provided by other enablers to enforce service providers policies like:

· Charging of the traffic

· Privacy and spam protection

These are not discussed in the present document.

5.4 Flows
The high level logical flows associated to the mobile email enabler are described below:
· Server to client notification:

· An event (new email, change of state of email) takes place in the email server.

· The MEM server generates a notification, if prescribed by enabler settings and filtering rules (as set by administrator or user based on the type of event). Notifications may additionally provide information about events generated or received in the server (e.g. the subject of the new email, the name of the attachments, etc).
· If outband notifications are used, the notification is sent using the appropriate channel:

· E.g. as separate message through ME-3 (e.g. SIP event notify) or bound to another OMA messaging enabler (e.g.  as a WAP Push message).

· If inband notification is used (and therefore a ME-1/ME2 session is established), the notification is sent via ME-2 interface.

· The MEM client receives the notification:

· Respectively via ME-4 (possibly bound to the I0’ of another enabler) or ME-1 I0’ 

· Based on its settings,  the MEM client:

· Updates its state (e.g. delete a local email)

· Queues the notification for the next time it retrieves information from the server

· Goes back to the MEM server via ME-1 to act on the notification by retrieving appropriate data.

· If no data connection is established between the MEM client and the MEM server, the MEM client establishes a connection (including authentication etc…). If a connection exists (e.g. when using inband notification), this steps is not repeated.

· Through ME-1 the MEM client requests data from the MEM server to act on the notification. This is received by the MEM server through its ME-2 interface.

· The MEM server provides (via ME-2) the requested data to the MEM client (via ME-1).

· The MEM server may provide additional events and data for:

· Notifications that it has previously sent to the client but to which the MEM client never reacted (e.g. may have been lost) or that it had queued (e.g. because the MEM client was not reachable and there was little value to continue to send server to client notifications.

· Notifications for new server events that occurred since

· Additional data and information needed by the server as described above.

This robustizes the behaviour of the enabler to intermittent connectivity and unreliable connectivity.

· Client events (deleted mail, read/unread changes, etc.) are sent (via ME-1) to the MEM server (received via ME-2) if appropriate based on settings / filtering rules:

· Depending if a connection exists or not, it is first established as described above when accessing additional data and events

· After sending the data, the MEM server may reply with data analogous to the notifications and data as descried above in answer to a request for more data.

The MEM server then updates the appropriate email server.

If the MEM client can not connect to the MEM server, the events are queued and stored in the client and sent when connection is eventually established.

· New emails are sent from the MEM client (via ME-1) to the MEM server (received via ME-2) as for the previous case. The MEM server then sends the email from the emails server. If the MEM client can not connect to the MEM server, the new emails are queued and stored in the client and sent to the MEM server when connection is eventually established.
·  Device management (provisioning, device revocation, device settings modification, etc.)

· When there is a need for a device management operation, the MEM server dialogs with the device management enabler via I0'':ME-6 to launch  the operation (device revocation, settings, provisioning, etc.). The operation is performed by the device management enabler using I0':ME-7 with the MEM client.
· The MEM server and MEM client can directly interact to support usage of the enabler:

· Request more data from MEM server (e.g. access more of an email partially on the MEM client).

· Save of email draft to MEM server

· Attachment manipulation:

· Download an attachment

· Convert an attachment (mime type / sub-type conversion or transcoding)

· Server-side (partial) composition for reply / forward:

· Forward without download

· Partial edit and partial forward without download of:

· Address fields,

· Body

· Attachments
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