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1 Reason for Change

This contribution addresses the following MEM RD CONRR comment:
	B001
	2009.01.27
	E
	2.1 et al
	Source: Nortel Networks

Form: OMA-CONR-2009-0009

Comment: [RFC 2822] is now obsolete.  

Proposed Change: Replace with [RFC 5322] here and throughout the document.
	Status: OPEN / CLOSED

<provide response>


2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the proposed changes into OMA-AD-Mobile_Email-V1_0_0-20070614-D.

6 Detailed Change Proposal
Change 1:  Section 2.1

2.1   Normative References
	[MEM-RD]
	“Mobile Email Requirements”, Version 1.0, Open Mobile Alliance™,
OMA-RD-MobileEmail-V1_0
URL: http://www.openmobilealliance.org 

	[OSE]
	“OMA Service Environment”, Version 1.0, Open Mobile Alliance™,
OMA-Service-Environment-V1_0,
URL: http://www.openmobilealliance.org

	[RFC2045]
	“Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies”, November 1996
URL: http://www.ietf.org/rfc/rfc2045.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2183]
	“Communicating Presentation Information in Internet Messages: The Content-Disposition Header Field”, August 1997
URL: http://www.ietf.org/rfc/rfc2183.txt

	[RFC5322]
	“ Internet Message Format”, October 2008
URL: http://www.ietf.org/rfc/rfc5322.txt

	[RFC3265]
	“SIP Event Notification”, June 2002
URL: http://www.ietf.org/rfc/rfc3265.txt


Change 2:  Section 3.2
3.2     Definitions
	Attachment
	Bodyparts can be designated `attachment' to indicate that they are separate from the main body of the Email Message, and that their display should not be automatic, but contingent upon some further action of the user. See section 2.2 in [RFC 2183].

	Authorization,

Authorize
	(1.) An "authorization" is a right or a permission that is granted to a system entity to access a system resource. (2.) An "authorization process" is a procedure for granting such rights. (3.) To "authorize" means to grant such a right or permission. [RFC 2828]

	Body
	A body consists of one or more parts that follow the header. A body could include a combination of some or all of the following:
[RFC5322] defined plain text parts
[RFC2045] defined MIME parts, e.g. multimedia content (e.g. SMIL, HTML) and other attachment(s) (e.g. word document, PDF, GIF, JPEG etc…)

	Email Account
	Email Account is a set of rules and credentials that allow a user to access and manage email user preferences and email messages.

	Email Data
	Email Data is a general expression to summarize all data related to email messaging; it includes Email Messages, Email Events, Filtering Rules, and user preferences.

	Email Event
	Change to the status of an email (e.g. read/unread, moved, flagged, deleted, etc…) that results, for example, from performing an operation on an email message. The event may be considered as server or client side events depending on where the change takes place. A new email is also considered as an event.

	Email Message
	A sequence of data containing a Header (including Meta Data) and optionally a Body.

	Email Session
	The session that exists between an email client and an email server where operations on the mailbox are updated between the two entities. For the purposes of this document this session will exist between the MEM Server and the Email Server.

	Email Server
	The email server is a component that provides the user with data storage, access and means of email submission.

In a particular implementation, the Email Server may be packaged within the MEM Server or be in a separate component.

	Event Filters
	Filtering rules that determine which email events may trigger notification (e.g. new email received, read, deleted).

	Filtering Rules
	A set of actions and conditions where the conditions are evaluated to determine which email events and email notifications should be sent from the client to the server or from the server to the client. They also include rules to select what new emails should be delivered from the server to the Mobile Email Client. This may be based on several criteria like subject, date, sender, folder where it is located etc…

	Header
	A sequence of lines of characters whose syntax includes a field name followed by a colon (“:”) and followed by a field body.

Source: IETF [RFC5322]

	In-band Notification
	Server to client notifications of email server events, which are transported via the MEM Protocol

	MEM Alignment
	The process and mechanisms by which the MEM Client is updated to an appropriate view of the MEM Server and the MEM Server is updated to an appropriate view of the MEM Client where appropriate view means a subset of the corresponding data filtered based on configuration and user preferences.

	MEM Protocol
	Protocol that allows the exchange of messages between the MEM Client and MEM Server, that includes control of mobile operations, notifications, etc.

	MEM Proxy
	A proxy which provides Mobile Email proxy service. It allows the MEM Protocol to go through the firewalls in front of the MEM Server. The role of such a proxy is to allow the MEM Server to be located in the same domain as the Email Server in some deployment models and therefore alleviate the confidentiality and other security constraints that may be imposed on MEM Server implementations.

	MEM Session
	The session that exists between the MEM Client and the MEM Server that reflects the status of the data that has been exchanged as part of the Email Session.

	Meta Data
	Machine-generated attributes applied by the server at delivery time appearing in [RFC5322] header fields. Examples include “Resent” header field, Message Context (voicemail, email, MMS, SMS) and Processing Rules results. 

	Notification Filters
	Filtering rules that determine for a particular email message whether or not a notification is sent to the MEM Client (e.g. only email from John to be notified).

	Mobile Email
	Enabling technologies that facilitate application level interoperable email transactions (e.g. submission, retrieval, notification etc) to and from mobile devices.

	Other Mobile Enabler
	Any enabler utilized by the MEM Server or the MEM Client to provide additional MEM functionality, e.g. provisioning/device management etc

	Out-band Notification
	Server to client notifications of email server events, which are transported via channels other than the MEM Protocol such as: SMS, MMS, WAP Push, SIP Push, etc.

	Server to Client Notification
	The means by which the MEM Server informs the MEM Client of Email Events such as the arrival of a new email message 

	Suspend and Resume
	Mechanism that allows resuming data exchange roughly where they were voluntarily or involuntarily interrupted/suspended without requiring to send most of the data than as previously exchanged.

	View Filters
	Filtering rules that determine which email messages are visible or not to the MEM Client. Email messages ruled not visible are hidden from the MEM Client by the MEM Server. Email messages ruled visible are presented to the MEM Client by the MEM Server.
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