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1 Reason for Change

Early January 2004 a document (2004-0012) was presented in MMSG which outlined a problem in MMS multipart object naming. Although naming of multipart objects are widely needed and used, there is no defined technical solution for the naming. This CR proposes a technical solution which solves the identified three issues:

· It defines precise technical solution and requirements for multipart object naming

· It allows the use of other character sets than US-ASCII, e.g., use of UTF-8

· It restricts the size of the name

During the discussion in Bangkok OMA meeting on OMA-MMSG-2004-0076, it was commented 

1. To decouple sending from receiving, 
2. To use both "Content-Type" and “Content-Disposition” headers for naming object in MMS, and

3. To change the order of checking the parameters in the receiving side.
The proposed text in section 10.2.2 already describes the scenario for encoding (sending) and decoding (receiving) separately. Hence, it is the contributors’ opinion that the first comment is already taken into account.

The logic mentioned for the 2nd and the 3rd comments is "Name" parameter of "Content-Type" is deprecated in the IETF. Followings are the observations on the issue:

· Section 7.4.1 of RFC 1521 deprecates the use of the "Name" parameter only for application/octet-stream, while it was not defined only for application/octet-stream in RFC 1341
· “Content-Disposition” header has values like “inline” and “attachment”, which are not meaningful in MMS
· “Content-Disposition” header is a purely optional header

· “Name” parameter has been in use for naming object in MMS since the beginning
· Using both the “Name” parameter of the "Content-Type" header and the “Filename” parameter of “Content-Disposition” header for the same purpose is purely overhead for all the MMS messages in all the interfaces including the air interface
· Using both the parameters requires the support for the “Content-Disposition” header in all MMS Clients and MMS Proxy-Relays for both receiving and sending for nothing new
· If the proposal causes any real issue for the interworking with E-mail, network entity can transform the object name from one header to another. This would be a more reasonable approach, as a message requires transforms in any case for the interworking. Moreover, there is not much point to impose a requirement for all the messages for some of the messages that may require interworking.  
· If most of the receiving MMS message has object’s name under “Name” parameter (which is the case in MMS), it is not practical to search other parameter first for the same value

· It is contradicting to ask searching “Filename” first, while recommending the use of “Name” parameter while sending  
Considering all these observations, no new change is introduced in this revision of the CR in response to the second and the third comments. Please note that the CR proposes to use the “Filename” parameter, if the “Name” parameter is absent. Thus, it is the contributors’ opinion that the proposed approach is a balance between backward compatibility and interworking with the Internet. 
2 Impact on Backward Compatibility

Since the technical solution outlined in this CR is one of the solutions that are used currently in object naming, this CR has no impact to backward compatibility.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

None identified.

5 Recommendation

It is proposed that MMSG considers the proposed solution and approves it to be part of MMS 1.3 Enabler release

6 Detailed Change Proposal

It is proposed that Chapter 10 in MMS Conformance document is changed as identified below:

10. Technical Interoperability

The OMA MMSM interface SHALL adhere to the technical definitions in the following subsections of section Error! Reference source not found..

10.1 WAP Flow Control

WTP SAR, using relevant TPIs (at least "PSN" and "Option Maximum Group"), SHALL be supported as described in [WAPWTP] sections 8.10 and 8.14.
10.2 MMS Encoding

10.2.1 Encoding and Values in MMS Headers

The Content-Type in M-Send.req and M-Retrieve.conf SHALL be application/vnd.wap.multipart.mixed when there is no presentation, and application/vnd.wap.multipart.related SHALL be used when there is SMIL presentation available. Use of other content types is outside the scope of this specification.

Some of the MMS headers have been defined as "Encoded-string-value". The character set IANA MIBEnum value in these headers SHALL be encoded as Integer-value ([WAPWSP] section 8.4.2.3). The character set us-ascii (IANA MIBenum 3) SHALL always be accepted. If the character set is not specified (simple Text-string encoding) the character set SHALL be identified as us-ascii (lower half of ISO 8859-1 [ISO8859-1]). When the text string cannot be represented as us-ascii, the character set SHALL be encoded as utf-8 (IANA MIBenum 106) which has unique byte ordering.

In the MMS headers the supported characters SHALL be at least those in ISO 8859-1.

The headers whose definition is Text-string (Content-Location, Message-ID, etc.) SHALL contain only us-ascii characters (lower half of ISO 8859-1 [ISO8859-1]).

10.2.2 Message Content Encoding

WSP multipart encoding SHALL be used [WAPWSP].

The shortest encoding of integer-values SHALL be used.

Content types in WSP multipart headers SHALL be encoded using WSP binary values whenever available. If they are not available in [WAPWSP], text encoding SHALL be used. When no parameters are present, the content type values SHALL be encoded according to Constrained-media = Constrained-encoding = Extension-Media | Short-integer, see [WAPWSP] 8.4.2.24.
A name for multipart object SHALL be encoded using name-parameter for Content-Type header in WSP multipart headers. In decoding, name-parameter of Content-Type SHALL be used if available. If name-parameter of Content-Type is not available, filename parameter of Content-Disposition header SHALL be used if available. If neither name-parameter of Content-Type header nor filename parameter of Content-Disposition header is available, Content-Location header SHALL be used if available. In creation, the character set SHALL be either us-ascii (IANA MIBenum 3) or utf-8 (IANA MIBenum 106) [Unicode]. In retrieval, both us-ascii and utf-8 SHALL be supported. The us-ascii character set SHALL be unencoded. In encoding utf-8, either Q-encoding [RFC2047, 4.1] or B-encoding [RFC2047, 4.2] SHALL be used. In decoding utf-8, both Q-encoding and B-encoding SHALL be supported.  
Content type for SMIL SHALL be application/smil.

Techniques from [RFC2557] SHALL be used when referencing to multimedia objects from SMIL presentation (Content-Id and Content-Location). The maximum size of Content-Id or Content-Location SHALL be 100 characters.

Character encoding with WSP multipart headers (Content-Id, Content-Location, etc.) SHALL be us-ascii (lower half of ISO 8859-1), as there is no WSP specific definition for the character set encoding in part headers.

The use of WSP multipart headers to other than referencing purposes (Content-Id, etc.) and character set definition SHALL be outside of the scope of this specification

10.2.3 Start Parameter Referring to Presentation

The presentation part in an application/vnd.wap.multipart.related structure SHALL be identified by a Content-ID header in the multipart structure. ([WAPWSP] 8.5.3).

According to [RFC2387] Content-ID in start parameter contains < and > characters:

Content-Type: Multipart/Related;
 
start="<950120.aaCC@XIson.com>";

type="application/smil"

These < and > SHALL be retained in the header, but quotes SHALL be omitted. Also, quotes SHALL NOT be used in the content type specification of SMIL. The corresponding Content-ID header of the SMIL body part SHOULD contain the same string with < and > included.

10.2.4 SMIL Part Referring to Multimedia Objects

Within SMIL part the reference to the media object parts SHALL use either Content-ID or Content-Location mechanism [RFC2557] and the corresponding WSP part headers in media object parts contain the corresponding definitions.

In case of Content-ID, the URI:s SHALL be without < and > (compare to [RFC2557], <IMG SRC="cid:950120.aaCC@XIson.com">). To resolve a CID reference, "cid:" part SHALL be removed from the string, and the remaining string enclosed within < > marks. After this it can be compared to the value obtained from Content-ID header.

As the CID reference is only used within a single message, there is no need to create globally unique values for the content-ids, and there SHALL be no requirement for a legal address definition for the CID.

The Content-Location reference in the SMIL part SHALL be represented as relative URI, e.g., <img src=”myimage.jpg”>). The corresponding definition in media object parts shall be:

Content-Location: myimage.jpg

The content-location header MAY be used by the MMS Client as a hint when generating a filename for the media object. However, as different operating systems have different rules for valid filenames, there is no guarantee that a filename generated by one operating system is valid in another operating system.

10.2.5 Maximum values of MMS parameters

As id:s and references may vary a lot in different implementations this cspecification will also cover some of these as well as some other length dependent values, in order to achieve interoperability. The maximum values of MMS parameters SHALL be specified according to Error! Reference source not found.. Constraints SHALL NOT be put on the actual values, only on their lengths counted in us-ascii characters. 

	Message ID
	40 characters

	Transaction ID
	40 characters

	X-MMS-Content-Location
	100 characters

	MMSC URL length
	50 characters

	Subject
	40 characters (Max subject length in M_Notification.ind)

	 X-Mms-Response-text
	30 characters

	To, Cc and Bcc
	312 characters total, including phrase and mailbox. Note that the mailbox portion, including punctuation (“<>@”), is limited to 256 characters per [RFC2821].

	Name-parameter for Content-Type in WSP multipart headers
	40 characters


Table 1, Maximum values of MMS parameters

A minimum of 20 addresses SHALL be supported within the “To”, “Cc”and “Bcc” header fields. These MAY be split up in the three field categories in any desired way but SHALL result in a total number  less or equal to 20 addresses but no less than one address. The support of the “Bcc” field upon submission of an MM is OPTIONAL for the originating MMS Client. In addition the maximum number of characters per address SHALL be less or equal to 312 characters total, including phrase and mailbox; the mailbox portion, including punctuation (“<>@”), SHALL follow the limitations described in [RFC 2821].
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