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1 Reason for Contribution
To handle MMS message template materials, including MMS message template definition, composition template, presentation template, and media objects, it may be useful to standardize a mechanism to package them into one archive. 

This archive approach then allows off line composing since the client obtains MMS message template materials at one time. End users can utilize their original MMS message templates off line because network access is not needed when utilizing the archives.

However, there are some DRM issues for such template archives. The purpose of this contribution is to share the problems with MMSG and find a satisfactory solution.

2 Summary of Contribution

In order to realize MMS message template archive, we can use a general archive mechanism such as zip. It may be better to assign a new MIME type to identify a template archive from a general zip file, so we propose to introduce a new MIME type for zip files that contains MMS message template materials.

This concept has one difficulty that must be considered. As defined, it appears to be impossible to apply DRM to an MMS message template archive. For example, if forward-lock is applied to MMS message template archive, the template user cannot send any messages that contain presentation and media objects derived from the template because they are forward-locked. In addition, MMSCONF doc says "The SMIL presentation shall not be OMA DRM protected." in Appendix A.1. To meet this conformance, the presentation template of MMS message template SHALL NOT be DRM protected. 

From these constraints, it appears that to protect media objects within MMS message template archive multipart DCF in DRM2.0 must be used. If multipart DCF can be used, the template package concept described in this contribution will be effective. 

On the other hand, if we can change MMSCONF to allow protecting MMS presentation by Separate Delivery DRM, we can protect MMS message template archive without using DRM2.0. 

Otherwise, we can only use MMS message template archive for distribution in which DRM is not required to protect the content. 

Sharp is requesting MMSG comment on the following questions: 

· Do we need a mechanism, such as the archive concept described above, to pack MMS message template materials? 

· If needed, which mechanism is optimum? 

1. Zip without DRM

2. Zip with new MIME type without DRM

3. Zip protected by separate delivery DRM

4. Zip with new MIME type protected by separate delivery DRM

5. Multipart DCF (needs DRM2.0 support)

NOTE: MMS message template profile specification defines a template distribution mechanism that does not package template materials. It allows for template provider to protect message template definition and media objects with OMADRM. There are no DRM problems unless we intend to package them. 

Detailed Proposal
· To define zipped MMS message template archive, we added the following section to MMS message template profile 1.0

5.3.4. MMS Message Template Archive

MMS message template archive is an archive file that consists of MMS message template definition and all the other needed resources for composing an MM.

MMS message template archive is used so that the client can obtain an MMS message template at one time via MMS or OMA Download. As a result, no network access is needed when composing an MM using an MMS message template archive.

MMS message template archive SHALL include the following:


- One MMS message template definition

- One or more composition templates referenced in the MMS message template definition

- Zero or one presentation template referenced in the MMS message template definition

- Zero or more media objects referenced in the MMS message template definition

- Zero or more media objects referenced in each composition template 

- Zero or more media objects referenced in the presentation template
For the reduction of file size, MMS message template archive SHALL be compressed to a zip file without directory.

The MIME type for MMS message template archive is “application/x-mta” (see [RFC3023]). The registration of this MIME type is in progress at the OMA.

It is recommended that MMS message template archive files have the extension ".mta" (all lowercase) on all platforms. 
MMS message template archive SHALL include all materials for composing an MMS message template enabled message.

MMS message template archive SHALL not be protected by OMA DRM.

Note : 

1. Necessity of new MIME type

We are not sure whether we should create new MIME type for MMS message template archive or not.

MMS message template archive could be only zipped and have the MIME type of  “application/zip”.

2. DRM

MMSCONF doc says "The SMIL presentation shall not be OMA DRM protected." in OMA DRM (Infomative).

If this sentence(the last sentence of 5.3.4)could be changed to "The SMIL presentation shall not be Forward Lock DRM protected", then the corresponding MMS message template archive section could be changed to “MMS message template archive MAY be Separate Delivery protected”.

To use multipart DCF, we shall add some description in MMS message template profile document. It is not available now. 

3 Intellectual Property Rights
not known

4 Recommendation

MMSG should discuss this issue and provide feedback and recommendations. 










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20040305]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20040305]

