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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	“Enabler Release Document for MMS”, Open Mobile Alliance OMA-OMA-ERELD-V1_3-20040901-D, URL:http://www.openmobilealliance.org/

	[MMSRD]
	" MMS Requirements", OMA-RD_MMS-V1_3-20040730-D, URL:http://www.openmobilealliance.org/

	[MMSCONF]
	"MMS Conformance Document 1.3", OMA-MMS-CONF-V1_3-20040831-D, URL:http://www.openmobilealliance.org/


Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™. OMA-Dictionary, URL:http://www.openmobilealliance.org/ 

	
	


3. Terminology and Conventions

Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

Definitions

	Test fest
	Multi-lateral interoperability testing event

	
	

	
	


Abbreviations

	AD
	Architecture Document

	RD
	Requirements Document

	OMA
	Open Mobile Alliance

	DRM
	Digital Rights Management

	
	


4. Introduction

The purpose of this Enabler Test Requirements document is to help guiding the testing effort for the Enabler MMS 1.3, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-MMS-CONF-1.3: Brief description of the specification

· OMA-MMS-ENC-1.3: “OMA MMS Encapsulation Protocol

· OMA-MMS-CTR-1.3: "MMS Client Transactions"

· OMA-MMS-ARCH-1.3: "MMS Architecture"

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for MMS-1.3.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler MMS-1.3

5. Test Requirements

5.1
Enabler Test Requirements

The test requirements collected in this section are related to the Enabler MMS-1.3.

In this section, it is defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operation of the implementations, including security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). This means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) are included here if so required.

OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. are also listed in this table. Use cases are the main input to identify test requirements.

The following test requirements cover both Conformance test requirements (i.e. functionality to be tested to verify, whether it is implemented in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) are separated for client and server test requirements and for mandatory and optional test requirements. Mandatory test requirements cover the mandatory features/functions of MMS Enabler 1.3 that shall always be implemented in the client and/or server.

5.1.1
Client Mandatory Test Requirements

Mandatory test requirements cover mandatory features/functions of this enabler. They are given for the client in the table below.


	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	MMS SMIL Support
	Required to test whether MMS SMIL is supported 

	
	Multipart Presentation Support
	Required to test whether Multipart Presentation is supported

	
	MMS Parameters Support
	Required to test whether MMS Parameters are supported

	
	Content Class Support 
	Required to test whether Content Classes are supported

	
	Creation Mode Conformance Support
	Required to test whether Creation Mode is done properly

	
	Message Send Support
	Required to test whether Sending of a message is supported properly

	
	Message Retrieval Support
	Required to test whether Retrieval of a message is supported properly

	
	Presentation Support as required in [MMSCONF] sections 5 and 8
	Required to test whether presentation of a message is supported properly

	
	Media Support
	Required to test whether different media types are supported

	
	Layout Support
	Required to test whether different layouts are supported

	
	Header Support
	Required to test whether headers in a message are supported

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	UAProf Support
	Required to test whether the MMS client correctly indicates UAProf information when required in a transaction

	
	HTTP Support
	Required to test whether HTTP is handled properly

	
	MIME Support
	Required to test whether MIME encodings are handled properly

	
	Encapsulation Protocol Support
	Required to test whether encapsulation protocol is supported

	
	
	

	
	
	

	ERROR FLOW
	Error handling to the degree tested in ETS 1.2 and the delta in  Appendix B
	Required to test error handling to the degree tested in ETS 1.2 and the delta in  Appendix B

	
	
	

	
	
	


Table 1: Applicability Table for Enabler Specific Client Mandatory Test Requirements

Client Optional Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Presentation of MM
	Required to test whether MM presentation is handled properly

	
	MMBox Support
	Required to test whether MMBox commands are handled properly

	
	Postcard service support
	Required to test whether the Postcard service is handled properly

	
	Template Capability
	Required to test whether Template Capability is handled properly

	
	
	

	
	Read Reply Support
	Required to test whether Read Reply is handled properly

	
	Delivery Report Support
	Required to test whether Delivery Reports are handled properly

	
	
	

	
	EXIF
	Required to test whether EXIF is handled properly

	
	PSS SMIL Support
	Required to test that PSS SMIL is supported 

	
	SVG Tiny Support
	Required to test weather SVG Tiny is supported

	
	DRM Support
	Required to test weather DRM is supported

	
	Application Id support
	Required to test whether Application Id is supported

	
	
	

	ERROR FLOW
	Non-mandatory error handling to the degree tested in ETS 1.2 and the delta in  Appendix B
	Required to test non-mandatory error handling to the degree tested in ETS 1.2 and the delta in  Appendix B

	
	
	

	
	
	


Table 2: Applicability Table for Enabler Specific Client Optional Test Requirements

Server Mandatory Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Client Capability Support
	Required to test whether Client Capability is handled properly

	
	Originating Client MM Support
	Required to test whether Originating client MM is handled properly

	
	Retrieving Client MM Support
	Required to test whether Retrieving Client is handled properly

	
	
	

	
	HTTP Support
	Required to test whether http is supported

	
	Delivery Report Support
	Required to test whether Delivery Reports are handled properly

	
	Read Report Support
	Required to test whether Read Reports are handled properly

	
	Support of MMS Clients of earlier versions
	Required to test whether MMS Clients of earlier versions are handled properly

	
	Notification Sending Support
	Required to test whether notification is handled correctly (SMS)

	
	Date Support
	Required to test whether that date/time is handled properly

	
	
	

	
	Field Insertion Support
	Required to test whether field insertion is handled properly

	
	Encoding Field Support
	Required to test whether encoding fields are handled properly

	
	Content Adaptation Support
	Required to test whether Content adaptation is supported in the server

	
	MMSR interface Support
	Required to test that MMSR interface is handled properly

	ERROR FLOW
	Error handling to the degree tested in ETS 1.2 and the delta in  Appendix B
	Required to test error handling to the degree tested in ETS 1.2 and the delta in  Appendix B

	
	
	

	
	
	


Table 3: Applicability Table for Enabler Specific Server Mandatory Test Requirements

Server Optional Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	MMBox Support
	

	
	
	

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	

	
	
	

	
	
	


Table 4: Applicability Table for Enabler Specific Server Optional Test Requirements

Appendix A. Removed SCRs for MMS 1.3 version

	Item
	Function
	
	
	Comments

	MMSCONF-CCC-C-001
	Conformance to at least one MM content class in addition from the text class
	9.4.1
	M*
	This SCR has been superseded and replaced by MMSCONF-CCC-C-015

	MMSCONF-CCC-C-002
	Conformance to the text class
	9.4.1
	M
	

	MMSE-S-101
	Not allowing forward of Reply-Charging MM
	6.5
	M
	

	MMSE-S-102
	Rejection of forward request without prior download of MM that includes Reply-Charging related header fields
	6.5
	O
	

	MMSE-S-103
	Deletion of Reply-Charging related header fields if MM is forwarded without prior download
	6.5
	O
	


	MMSE-S-092
	Inserting current Date to Read PDU (M-Read-Rec.ind) being sent(obsolete)
	6.6.2
	M
	 Changed/replaced

	MMSE-S-093
	Rejection of M-Send.req PDU if it contains an “X-Mms-Reply-Charging” header field and reply-charging is not supported(obsolete)
	6.1
	M
	  Changed/replaced

	MMSE-S-094
	Rejection of M-Send.req PDU if the value of the X-Mms-Reply-Charging field is ‘Accepted’ or ‘Accepted_text_only’. (obsolete)
	6.1
	M
	  Changed/replaced

	MMSE-S-095
	Support for changing the value of X-Mms-Reply-Charging header field if Reply-Charging is requested by the originator MMS Client and accepted by the MMS Proxy-Relay(obsolete)
	6.1, 6.2, 6.3
	O
	  Changed/replaced

	MMSE-S-097
	Obsolete
	6.5
	O
	 Changed/replaced


Appendix B. New SCRs for MMS 1.3 version

New Client SCRs

	Item
	Function
	
	
	Justification/Comments

	MMSCONF-CCC-C-015
	Conformance to at least  one MM Content Class from Core MM Content Domain (in addition to MM Content Class Text) 
	7
	M
	A mandatory requirement to the MMS Client for achieving end-to-end interoperability. This is one of the most essential requirements in the framework of MMS 1.3 to guarantee end-to-end interoperability. it replaces MMSCONF-CCC-C-001 from MMS 1.2.

	MMSCONF-CCC-C-016
	Conformance to at least  one MM Content Class from Content MM Content Domain 
	7
	O
	An optional requirement to the MMS Client for retrival and presentation. It is essential for achieving end-to-end interoperability VASP -> Client: If the client claims to conform to this SCR but this feature is not correctly working in the client, there is a risk that the client cannot correctly retrieve and present content MM belnging to the MM Content Class it claims to support

	MMSCONF-CMO-C-006
	Support for  requirements defined for re-submission mode
	15
	O
	

	MMSCONF-CMO-C-007
	Support for re-submission mode RESTRICTED 
	15
	O
	

	MMSCONF-CMO-C-008
	Support for re-submission mode WARNING
	15
	O
	

	MMSCONF-CMO-C-009
	Support for re-submission mode FREE
	15
	O
	

	MMSCONF-CMO-C-010
	Support for configuration methods for selecting the re-submission mode
	15
	O
	

	MMSCONF-DRM-C-001
	Indication of support of DRM restrictions in the  MmsCcppAccept attribute of the MmsCharacteristics component
	16.2
	O
	

	MMSCONF-DRM-C-002
	Indication of the class of OMA DRM v1.0 support in the MmsDrmClass attribute of MmsCharacteristics component.
	16.2.1
	O
	

	MMSCONF-DRM-C-003
	No use DRM Forward Lock or Combined delivery protected content while submitting or composing a MM
	16.2.1
	O
	

	MMSCONF-DRM-C-004
	When submitting an already received MM that contains a combination of DRM Message(s) and DCF’s protected objects:Submit MM without enclosed DRM Message(s);Not submit
	16.2.1
	O
	

	MMSCONF-DRM-C-005
	Allow inserting of DCFs when composing a new MM
	16.2.1.1
	O
	

	MMSCONF-DRM-C-006
	Support of X-OMA-DRM-SEPARATE-DELIVERY
	16.2.1.2
	O
	

	MMSCONF-DRM-C-007
	Strip off the X-OMA-DRM-SEPARATE-DELIVERY Header when submitting an already received MM
	16.2.1.2
	O
	

	MMSCONF-MED-C-028
	Ignore unknown SMIL elements/attributes
	8
	O
	A requirement to the MMS Client for retrieval and presentation for maintaining interoperability with future extensions of MMS extending SMIL. It is indicated as optional; however support is mandatory as a consequence of other SCRs. If the feature is not correctly implemented in the client, there is a risk that after the introduction of future MMS releases, the client cannot correctly retrieve and present MM.

	MMSCONF-MED-C-029
	Support of OMA DRM Combined delivery method.
	7.1.5, 16
	O
	

	MMSCONF-MED-C-030
	Support of OMA DRM Separate delivery method
	7.1.5, 16
	O
	

	MMSCONF-MED-C-031
	Support for Hyperlink minimum length
	8.2
	M
	A mandatory requirement to the MMS Client for retrieval and presentation. If the feature is not correctly implemented in the client, there is a risk that the client cannot correctly retrieve and present MM containing longer hyperlinks.

	MMSCONF-MED-C-032
	Support of JFIF as JPEG interchange format
	7.1.1
	O
	A requirement to the MMS Client for creation, submission, retrieval and presentation. It is indicated as optional; however 

· for retrieval and presentation, support is mandatory as a consequence of other SCRs

· for creation and submission, at least one of MMSCONF-MED-C-032 and MMSCONF-MED-C-033 has to be supported. 

If the feature is not correctly implemented in the client for retrieval and presentation, there is a risk that the client cannot correctly retrieve and present MM containing JFIF file format parts. 

If the feature is not correctly implemented in the client for creation and submission, there is a risk that the client cannot generate correct MM containing a JPEG object.

	MMSCONF-MED-C-033
	Support of EXIF compressed image file format as JPEG interchange format
	7.1.1
	O
	A requirement to the MMS Client for creation, submission, retrieval and presentation. It is indicated as optional; however 

· for retrieval and presentation, support is mandatory as a consequence of other SCRs

· for creation and submission, at least one of MMSCONF-MED-C-032 and MMSCONF-MED-C-033 has to be supported. 

If the feature is not correctly implemented in the client for retrieval and presentation, there is a risk that the client cannot correctly retrieve and present MM containing EXIF compressed image file format parts. 

If the feature is not correctly implemented in the client for creation and submission, there is a risk that the client cannot generate correct MM containing a JPEG object.

	MMSCONF-MED-C-034
	Support of JPEG Baseline in received MM
	7.1.1
	M
	See MMSCONF-MED-C-032 and MMSCONF-MED-C-033

	MMSCONF-MED-C-035
	Support of JPEG Baseline in submitted MM
	7.1.1
	M
	See MMSCONF-MED-C-032 and MMSCONF-MED-C-033

	MMSCONF-MED-C-036
	Support for CMF in presentation part in 3GPP2
	7.1.8
	O
	

	MMSCONF-MED-C-037
	Support for SVG Tiny 1.2
	7.1.10
	O
	

	MMSCONF-MED-C-038
	Support of Hyperlinks
	8.2
	O
	

	MMSCONF-MED-C-039
	Adding a hyperlink at any position in the MM
	8.2
	O
	

	MMSCONF-MED-C-040
	Recognition of a hyperlink
	8.2
	O
	

	MMSCONF-MED-C-041
	No impact on presentation by the hyperlink
	8.2
	O
	

	MMSCONF-MED-C-042
	Support of following the hyperlink
	8.2
	O
	

	MMSCONF-MED-C-043
	Not follow the hyperlink automatically
	8.2
	O
	

	MMSCONF-PST-C-001
	Creating a MM with multimedia content for a postcard
	17
	O
	

	MMSCONF-PST-C-002
	Using vCard attachment with only N, Version and ADR properties for each postcard recipient
	17.1
	O
	

	MMSCONF-PST-C-003
	Not referring vCard attachment, having a postcard recipient, from SMIL presentation
	17.1
	O
	

	MMSCONF-PST-C-004
	Including greeting text as a text attachment labeled as X-MMS-GREETINGTEXT
	17.2
	O
	

	MMSCONF-PST-C-005
	Not referring text attachment, having a greeting text, from SMIL presentation
	17.2
	O
	

	MMSCONF-RTX-C-001
	Support XHTML Mobile Profile
	7.1.9.2,7.1.9.3
	
	

	MMSCONF-RTX-C-002
	In presentation, support in Megapixel, Content Basic and Content Rich content classes the following XHTMLMP modules: presentation, hypertext, text, list, structure and the following items from Style Attribute: FCOLOR-1 and FCOLOR-2 , TEXT-ALIGN-2, TEXT-ALIGN-3 and TEXT-DEC-3
	7.1.9.2,7.1.9.3
	O
	

	MMSCONF-RTX-C-003
	In creation,  support in Megapixel content class,  the following XHTMLMP modules: presentation, hypertext, text,  structure and the following items from Style Attribute: FCOLOR-1 and FCOLOR-2 and TEXT-DEC-3.
	7.1.9.2,7.1.9.3
	O
	

	MMSCTR-CNC-C-001
	Cancel Transaction between MMS Proxy-Relay and Receiving MMS Client
	6.6
	O
	

	MMSCTR-CNC-C-002
	MMS Proxy-Relay Sending M-Cancel.req to Receiving MMS Client
	6.6.1
	O
	

	MMSCTR-CNC-C-003
	Receiving MMS Client Sending M-Cancel.conf to MMS Proxy-Relay
	6.6.1
	O
	

	MMSCTR-CNC-S-001
	Cancel Transaction between MMS Proxy-Relay and Receiving MMS Client
	6.6
	O
	

	MMSCTR-CNC-S-002
	MMS Proxy-Relay Sending M-Cancel.req to Receiving MMS Client
	6.6.1
	O
	

	MMSCTR-CNC-S-003
	Receiving MMS Client Sending M-Cancel.conf to MMS Proxy-Relay
	6.6.1
	O
	

	MMSCTR-PDU-C-020
	MMS Proxy-Relay Sending Encapsulated M-Cancel.req PDU to Receiving MMS Client
	6.6.1
	O
	

	MMSCTR-PDU-C-021
	Receiving MMS Client Sending Encapsulated M-Cancel.conf PDU to MMS Proxy-Relay
	6.6.1
	O
	

	MMSE-ACK-C-001
	X-Mms-Applic-ID
	Table 9
	O
	

	MMSE-ACK-C-002
	X-Mms-Reply-Applic-ID
	Table 9
	O
	

	MMSE-ACK-C-003
	X-Mms-Aux-Applic-Info
	Table 9
	O
	

	MMSE-C-091
	X-Mms-Status-Text field
	Table 9
	O
	An optional requirement to the client for retrieval. If the feature is incorrectly implemented, the MMS signalling risks to fail.

	MMSE-FWD-C-026
	X-Mms-Reply-Charging field
	Table 7
	O
	A optional requirement to the client for creation, submission, retrieval and presentation (however mandatory if MMSE-FWD-C-027 is realized). 

	MMSE-FWD-C-027
	X-Mms-Reply-Charging-Deadline field
	Table 7
	O
	

	MMSE-FWD-C-028
	X-Mms-Reply-Charging-Size field
	Table 7
	O
	

	MMSE-NTF-C-020
	X-Mms-Recommended-Retrieval-Mode field
	Table 3
	O
	An optional requirement to the client for retrieval and presentation (however mandatory if MMSE-NTF-C-021 is realized). If the feature is incorrectly implemented, the MMS signalling risks to fail or that the recommended retrieval mode is not correctly considered by the recipient client.

	MMSE-NTF-C-021
	X-Mms-Recommended-Retrieval-Mode-Text field
	Table 3
	O
	An optional requirement to the client for retrieval and presentation. If the feature is incorrectly implemented, the MMS signalling risks to fail or that the recommended retrieval mode is not correctly considered by the recipient client.

	MMSE-NTF-C-022
	X-Mms-Applic-ID
	Table 3
	O
	

	MMSE-NTF-C-023
	X-Mms-Reply-Applic-ID
	Table 3
	O
	

	MMSE-NTF-C-024
	X-Mms-Aux-Applic-Info
	Table 3
	O
	

	MMSE-NTF-C-025
	X-Mms-Content-Class field
	Table 3
	O
	

	MMSE-NTF-C-026
	X-Mms-DRM-Content field
	Table 3
	O
	

	MMSE-RDR-C-012
	X-Mms-Applic-ID
	Tables 10,11
	O
	

	MMSE-RDR-C-013
	X-Mms-Reply-Applic-ID
	Tables 10,11
	O
	

	MMSE-RDR-C-014
	X-Mms-Aux-Applic-Info
	Tables 10,11
	O
	

	MMSE-RTV-C-028
	X-Mms-MM-Flags field
	Table 5
	O
	

	MMSE-RTV-C-029
	X-Mms-Distribution-Indicator field
	Table 5
	O
	

	MMSE-RTV-C-030
	X-Mms-Applic-ID
	Table 5
	O
	

	MMSE-RTV-C-031
	X-Mms-Reply-Applic-ID
	Table 5
	O
	

	MMSE-RTV-C-032
	X-Mms-Aux-Applic-Info
	Table 5
	O
	

	MMSE-RTV-C-33
	X-Mms-Content-Class field
	Table 5
	O
	

	MMSE-RTV-C-34
	X-Mms-DRM-Content field
	Table 5
	O
	

	MMSE-SND-C-032
	X-Mms-Applic-ID
	Table 1
	O
	

	MMSE-SND-C-033
	X-Mms-Reply-Applic-ID
	Table 1
	O
	

	MMSE-SND-C-034
	X-Mms-Aux-Applic-Info
	Table 1
	O
	

	MMSE-SND-C-035
	X-Mms-Content-Class
	Table 1
	O
	

	MMSE-SND-C-036
	X-Mms-DRM-Content
	Table 1
	O
	

	MMSE-SND-C-037
	X-Mms-Adaptation-Allowed
	Table 1
	O
	


New Server SCRs
	Item
	Function
	
	
	Justification/Comments
	

	MMSCONF-AMN-S-004
	For receiving terminals not conforming to MMS 1.3, transcoding from JPEG/EXIF to JPEG/JFIF
	9.4.1
	O
	A requirement to the MMS Server for achieving end-to-end interoperability with pre-1.3 clients (they need not support JPEG/EXIF). The feature is optional in the server. If this feature is not correctly working in the server, there is a risk that pre-1.2 clients cannot correctly decode Core Domain MM containing JPEG/EXIF parts.
	Server Conformance test case

The receiving client version should be inferior to MMS 1.3

	MMSCONF-DRM-S-001
	Not deliver any DRM Forward Lock or Compined Delivery protected MM elements to any client which does not support DRM
	16.3.1
	M
	
	Semc got something?

	MMSCONF-DRM-S-002
	Not route forward any DRM Forward Lock or Combined Delivery protected MM elements over the E, MMSR and the MM7 (3GPP) interface
	16.3.1
	M
	
	Semc got something?

	MMSCONF-DRM-S-003
	Not store any DRM Forward Lock or Compined Delivery protected MM elements into a user accessible persistent network storage
	16.3.1
	M
	
	Semc got something?

	MMSCONF-DRM-S-004
	Not forward any DRM Forward Lock or Compined Delivery protected MM elements prior to retrival
	16.3.1
	M
	
	Semc got something?

	MMSCONF-DRM-S-005
	Not alter or strip off any part of the ‘DRM Forward Lock or Combined delivery Message’ Header
	16.3.1
	M
	
	Semc got something?

	MMSCONF-DRM-S-006
	Accept DRM separate delivery protected Messages on all interfaces
	16.3.2
	M
	
	Semc got something?

	MMSCONF-DRM-S-007
	Relay any DCF objects unaltered for clients which support separate delivery
	16.3.2
	M
	
	Semc got something?

	MMSCONF-DRM-S-008
	Replace all DCF objects and send the modified MM to the user  or Not deliver the whole MM to clients which do not support separate delivery
	16.3.2
	M
	
	Semc got something?

	MMSCONF-GEN-S-005
	Support Core MM Content Domain and Content MM Content Domain.
	13
	M
	
	

	MMSCONF-GEN-S-006
	Support to receive any MM belonging to the Core and Content MM Content Domain via the MMSM interface.
	13
	M
	
	

	MMSCONF-GEN-S-007
	Support retrieval by MMS Client of any MM belonging to the Core MM and Content Content Domain via the MMSM  interface.
	13
	M
	
	

	MMSCONF-GEN-S-008
	Support to forward any MM belonging to the Core MM Content Domain  via MMSR  interface
	13
	M
	
	

	MMSCONF-GEN-S-009
	Support to receive any MM belonging to the Core MM Content Domain  via MMSR  interface
	13
	M
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	MMSCTR-SLF-S-006
	Suppression of Content Adaptation when MMS is used to transport application data
	7
	
	Server Conformance test case

Possible IOT

Why is this in the SCR only when it transports application data? The requirement is general for UAProf §in section 7.
	

	MMSE-PDU-S-001
	Support for reply-charging header field.
	6.5
	O
	
	Tbd

	MMSE-PDU-S-002
	Support for changing the value of X-Mms-Reply-Charging header field if Reply-Charging is requested by the forwarding MMS Client and accepted by the MMS Proxy-Relay 
	6.5
	M
	
	Tbd

	MMSE-PDU-S-003
	Rejection of M-Forward.req PDU if it contains an “X-Mms-Reply-Charging” header field and reply-charging is not supported.
	6.5
	M
	
	Tbd

	MMSE-PDU-S-004
	Rejection of M-Forward.req PDU if the value of the X-Mms-Reply-Charging field is ‘Accepted’ or ‘Accepted_text_only’
	6.5
	M
	
	Tbd

	MMSE-PDU-S-005
	If the date is not supplied by the recipient MMS Client in the M-Read-Rec.ind PDU, then the MMS Proxy-Relay SHALL use the current Date in the resulting PDU (i.e. MM4_Read_Reply_Report.REQ or M-Read-Orig.ind) being sent.
	6.7.2
	M
	
	

	MMSE-PDU-S-006
	Rejection of M-Send.req PDU if it contains an "X-Mms-Reply-Charging" header field and reply-charging is not supported
	6.1
	M
	
	

	MMSE-PDU-S-007
	Rejection of M-Send.req PDU if the value of the X-Mms-Reply-Charging field is 'Accepted' or 'Accepted_text_only'.
	6.1
	M
	
	

	MMSE-PDU-S-008
	Support for changing the value of X-Mms-Reply-Charging header field if Reply-Charging is requested by the originator MMS Client and accepted by the MMS Proxy-Relay
	6.1, 6.2, 6.3
	M
	
	

	MMSE-PDU-S-009
	Support for Forwarding Multimedia Message located at the MMS Proxy-Relay
	6.5
	O
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