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1 Reason for Contribution

This contribution documents the concerns that have been publicly expressed regarding the Enhanced MMS User Control WID (OMA-MMSG-2005-0111R02) and provides responses for each.
2 Summary of Contribution

During the Singapore meeting, a contribution regarding a proposed WID for new functionality related to Enhanced User Control in MMS (OMA-MMSG-2005-0111R02) was presented by T-Mobile and QUALCOMM on behalf of six (6) other co-contributors.  That contribution included a descriptive input contribution, a summary presentation, and a proposed WID to be socialized.  That contribution was presented to both the MMSG and to a joint session of MMSG and REQ.  
This contribution is intended to summarize the concerns expressed and to suggest responses to each.
3 Detailed Proposal

NOTE:  Prior to the discussion of the concerns and responses regarding the referenced WID, it is important to understand the intent and definition of that WID.  The Enhanced User Control in MMS WID is intended to standardize user control features and protocols in support of enhanced MMS functionality that may be included in the network.  
The features included in that WID include enhanced control of the following:
· SPAM control

· Copy/Forward

· E-mail aliasing

· Filter criteria
Specifically:

· This WID specifically does NOT intend to standardize any aspects of the user interface for these control features, that is the images and named options that are presented to the user and the keystrokes that must be initiated by the user to invoke the control features.  The subject of user interface is beyond the scope of this WID.

· This WID specifically does NOT intend to standardize the specific operation of the enhanced functionality that is included in the network and controlled by these user features.  Included in the list of enhanced functionality whose operation is NOT standardized by this WID is the SPAM protection mechanism that is implemented in the network.
With that information as background, the Feature Control WID proposal was presented in MMSG and at a joint MMSG/REQ in Singapore for socialization purposes.   The concerns expressed in those discussions are indicated below:

· The socialization in MMSG noted one (1) concern related to the perception that solving the problem of enhanced feature control with new signaling is a time consuming process that needs to be redone everytime a new feature or control function is added.

· Nokia proposed a general purpose web-based solution.
· Sony Ericsson proposed a WAP-based solution.
RESPONSE:  From a user interface perspective, all of these features will benefit substantially from user controls which are tightly coupled and strongly integrated in the MMS client.  Based on the link of SPAM control, Copy/Forward, and Filter criteria to the currently selected message(s), an MMS client integrated solution is needed.  Usability will be substantially degraded if the user must activate a separate web or WAP-based facility to do user control.
From a protocol perspective, the feature control services can be supported using http or some other protocol but the contributors believe that the enhancement of current MS User Agent to MMSC protocols has the following advantages:

· Logical to use existing MMS protocol to signal between existing MMS client and server to convey information regarding MM messages.
· Quicker development  (more direct, more simple approach; much work already done in MMS)
· Less complicated interface based on the fact that the http or other protocol may need to duplicate some existing MMS protocol functionality
· More reliable products because of the lower complexity of the development effort
· The joint meeting discussions also identified some concerns related to the WID.  The most important concerns are:

· Concern regarding potential overlap for the SPAM control portion of this WID with the following existing WIDs:

· Client Side Content Screening Framework

· Categorization Based Content Screening Framework
RESPONSE:  The contributors believe that these concerns stem from a misunderstanding of the intent of the Enhanced User Control in MMS WID.  Specifically: 
· The Client Side Content Screening Framework WI, as the name indicates, focuses on an interface between the Screening Engine and other enablers that are resident in the client.  Since the Enhanced User Control in MMS WID is intended to standardize interfaces for network based services, the contributors do not believe there is any overlap between the two WIDs.

· The Categorization Based Content Screening Framework WID does specify mechanisms, architectural models and screening techniques for a server based system in order to allow different categorization/labelling methods to interoperate at Service Provider’s and Content Provider’s levels.  However, the focus of that WID is for adult content and viruses.  These concerns are not addressed by the Enhanced User Control in MMS WID and, as such, the two (2) WIDs seem to be complementary, not overlapping. 
In addition, the Enhanced User Control in MMS WID does not include any standardization of the SPAM protection mechanisms.  It only includes standardized interfaces to allow the MMS Client to control whatever SPAM protection mechanism is implemented in the network. 
· The SPAM protection services will probably also be required for other services (e.g., IM, SMS, Mobile E-mail, etc.) and should not be restricted to MMS.  As such, there seems to be an interest in changing this MMS specific service proposal into a more generalized feature control service. 
RESPONSE:  Again, it is important to understand that the Enhanced User Control in MMS WID does not include any support for standardization of SPAM protection services but it does support standardization of interfaces to allow the MMS client to interact with and control of any MMS SPAM protection service that is implemented in the network.  Based on the differences in the system architectures, software protocols, threat analyses, and permission modes of the referenced messaging application enablers, a generic SPAM protection service and associated interfaces is significantly more complex, may not be feasible, and is beyhond the scope the MMS system.
· The WID as proposed seems to deal only with controlling text based SPAM and, from an MMS perspective, may also need to consider multi-media SPAM.
RESPONSE:  From a SPAM protection interface perspective, the Enhanced User Control in MMS WID interacts with and interfaces to a SPAM protection facility implemented in the network.  The SPAM protection mechanisms themselves are not a part of the WID – they can be text based or multimedia based with no impact to the WID as written.
>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

To the knowledge of the contributors, there is no IPR included in this contribution.

5 Recommendation

Based on the responses provided herein, the contributors believe that the concerns expressed regarding the Enhanced MMS User Control WID can be addressed by a proper understanding of the details of the WID and, as such, no change is necessary with respect to those concerns.
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