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1 Overview

In response to the LS from 3GPP TSG‑CT in CT‑050689, OMA MWG MMSG discussed the request for a solution to the identified problem, and agreed on the proposal identified in the next section. 

2 Proposal

OMA MMSG has been discussing a "Stateful Hub" proposal, which relies on the working principles defined by GSMA and fully relies on the MM4 specification (3GPP TS 23.140). The request from GSMA could be covered solely with an implementation of the below proposal without introducing any changes to 3GPP TS 23.140 specifications. It relies on hub behaviours that would be described in GSMA documents.

Upon an incoming MM4_forward.REQ message, the MMS Hub handles the MM, performs some processing (such as address resolution) and internally keeps track (storing) of the following information headers (CONTEXT): X-MMS Message ID; X-MMS Transaction ID; X-MMS Originator-System/Sender (depending on the transaction).
a)The X-MMS Transaction ID header is a unique value for a REQ/RES couple (forward, delivery report, read-reply report). When receiving a RES transaction, the Hub compares the value of the X-MMS Transaction ID in the RES with the ones stored and therefore determines the return path (which is the path where the corresponding REQ came from), indicated by the stored X-MMS-Originator System or Sender (depending on the transaction) value. This parameter is kept during each MM4 transaction couple (REQ/RES).
b) The X-MMS Message ID header is a unique value for the triple (MM4_forward_REQ; MM4_delivery_report; MM4_read_reply_report). When receiving an MM4 transaction, the Hub compares the value of the X-MMS Message ID in the RES with the ones stored and therefore determines the return path indicated by the stored X-MMS-Originator System or Sender (depending on the transaction) value. This parameter is kept during the whole MM4 operation lifetime (MM4 operation = forward, delivery report, read-reply report).

Based on the reception of the incoming Forward REQ, the forwarding of this forward REQ to the peer entity and the reception of the corresponding Forward RES, the Hub can check the integrity of the whole operation and therefore create CDRs.

Regarding read-reply reports  and delivery reports. 

The operator can choose to send/receive delivery reports/read‑reply reports via the same Hub or not. 
If the operator wants to receive all the MM4 transactions via the same Hub, there are two possible solutions:

· Use the Message ID value stored by the Hub to determine the path to be used (i.e. the same used for forward.REQ/.RES)

· Use the Transaction ID value stored by the REQ in order to determine the path for the RES.

Regarding Sender and X-MMS Originator System fields.
The X-MMS-Originator System field is only used for the routing of MM4_Forward.

The Sender field is only used for the routing of MM4_Delivery_Report and MM4_Read_Reply_Report.

Both fields are used in a request to inform the recipient MMS Relay/Server about the server address to contact to send back a response.

Informative example:

The following page contains an example of MM4 messages flow using one Hub. This example is given for information only and it is recommended that GSMA  study this solution before any normative implementation.
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3 Requested Action(s)

OMA MWG MMSG kindly asks 3GPP TSG-CT to assess if this solution fully solves the issue detailed in their LS in CT‑050689.
4 Conclusion

OMA MWG MMSG would like to thank 3GPP TSG-CT in advance for consideration.
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