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5 Reason for Change

CR addresses the following CONRR Comments:

	ID
	Open Date
	Type
	Section
	Description
	Status

	D050
	2012.05.17
	T
	5.4.1.11
	Source: Ericsson

Form: OMA-CONR-2012-0083

Comment: The right to export or import information from/to an application usage can be controlled by authorization policies for these application usage. 

Proposed Change:  Update the text to reflect that user has “allow-any-operation” access to the document can also do import or export of the document.
	Status: CLOSED

by OMA-COM-S-CAB-2012-0092R01

	D051
	2012.05.17
	T
	5.4.1.20
	Source: Ericsson

Form: OMA-CONR-2012-0083

Comment: Resolve the Editor’s Note 

Proposed Change:  Add text specifying the “import document “ xdcp command
	Status: CLOSED

by OMA-COM-S-CAB-2012-0092R01

	D052
	2012.05.17
	T
	5.4.1.20
	Source: Ericsson

Form: OMA-CONR-2012-0083

Comment: Resolve the Editor’s Note 

Proposed Change:  Add text specifying the “export document “ xdcp command
	Status: CLOSED

by OMA-COM-S-CAB-2012-0092R01


R01: Update to be a CR on top of the latest TS.
6 Impact on Backward Compatibility

None.

7 Impact on Other Specifications

None
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

The COM S-CAB WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the S-CAB XDM TS.
10 Detailed Change Proposal

Change 1:  Update section 5.4.1 as described below 
5.4.1 S-AB and S-PCC Interworking Function Application Usages

Change 2:  Update section 5.4.1.11 as described below 

5.4.1.11 Authorization Policies

The authorization policies for these Application Usages SHALL conform to the default authorization policy as described in [OMA XDM Core] section “Authorization”.

These Application Usages MAY support Access Permissions Documents as described in [OMA XDM Core] sections “Authorization” and “Access Permissions Document” with the following clarifications:
1) These Application Usages SHALL NOT define their own Access Permissions Documents. They SHALL instead use the Access Permissions Documents associated with the S-AB Application Usage or with the S-PCC Application Usage for authorization. In such Access Permissions Document, the <allow-any-operation> element included in an <actions> element as defined in [OMA XDM Core] section “Access Permissions Document” SHALL give an authenticated Principal permissions to perform XDCP Import and XDCP Export requests. 
Change 3:  Update section 5.4.1.20 as described below. To the editor: section numbers are incorrect.
5.4.1.20 Import

These Application Usages define a new XDCP operation “Import”.
Structure of the XDCP Document
The XDCP Document SHALL conform to the structure of an XDCP Document as described in [OMA XDM Core] “XDCP Document” with the following clarifications and additions:

1) The <request> element SHALL include an <import-to-doc> element that:
a) SHALL include a <source-name> element;

b) MAY include a <scheduled-interval> element;

c) MAY include an <expiration-time> element;

d) MAY include a <credentials> element that;

i) MAY include a <user-name> element

ii) MAY include a <password> element;

iii) MAY include elements from other namespaces.

e) MAY include a <prio> element;

f) MAY include an <approval> element.
g) MAY include a <ccc-ref> element;
h) MAY include a <filter-set> element as defined in [RFC4661];
i) MAY include elements from other namespaces
2) The <response> element SHALL include one of the following elements:
a) an <import-result> element that;

i) SHALL contain an <approval> element;
ii) SHAL contain a <ccc-ref> element;
iii) SHALL contain a <new-ccc-etag> element;
iv) MAY include an <import-done> element; and,

v) MAY include an <iuo-ref> element.

b) an <invalid-recipient> element;

c) a <not-found> element;
d) a <not-supported-request> element;
e) a <filter-set-not-valid> element;

f) an <other-conflict > element; or,
g) a <denied> element.
XML Schema
The XDCP Document SHALL conform to the XML Schemas described in [XSD_xdcp] and [XSD-s-cab1.0-extensions].
Data Semantics
The XDCP Document SHALL conform to data semantics described in [OMA XDM Core] “XDCP Document” with the following clarifications and additions:

1) The <import-to-doc> element SHALL be used to request import of contact information from an external 3rd party system to a Confirmed Contact Card. The import can be of three types “one time import”, “periodic import at regular intervals” or “tracking”.
2) The <scheduled-interval> element SHALL be used to specify when import of contact information shall be done. The element is of the type “Integer” indicating the time between two imports in hours. The value “0” SHALL be used to indicate that tracking of the contact information shall be done i.e the import is done as soon as contact information is changed in the 3rd party system. The element SHALL NOT be included in the request if a one time import of contact information is requested.
3) The <expiration-time> element SHALL be used to indicate when periodic import or tracking shall be stopped. The value SHALL be of type “DateTime”. If the element is not included in the request, the import continues until the <update-object> element in the associated Confirmed Contact Card is deleted.
4) The <source-name> element SHALL be used to indicate the name of source of the external 3rd party system (e.g. domain/address). The value SHALL be of type “String”. The element values are out of the scope of this specification and may be provided by e.g. a service provider policy.
5) The <credentials> element SHALL be used to indicate the credentials necessary to authorize access to the external 3rd party system. The <user-name> element SHALL contain the username identifying the user of the 3rd party system. The value SHALL be of type “String”. The <password> element SHALL contain the password that is used for authentication purpose.
6) The <prio> element SHALL be used to indicate the Tracking Contact Card Priority of the requested import in relation to other update objects in the associated Confirmed Contact Card. This information is used at composition of a new version of the Confirmed Contact Card involving more than one update objects. The value SHALL be a decimal number between 0 and 1 with at most 3 digits after the decimal point. The value “1.00” indicates the highest priority and this value is also used if the element is omitted from the request. If two update objects have been given the same priority and it exists conflicting elements in the two update objects, information from the most recent updated one is used.
7) The <approval> element SHALL be used to indicate which type of update that shall be applied. If the element is omitted in the request, the type of update defined in the S-CAB User Preferences Document is used. The value of the attribute SHALL one of the following:

a) “manual” indicating that the S-CAB User must first approve changes to the Confirmed Contact Card before they are applied by the S-CAB Enabler; or,
b) “automatic” indicating that the S-CAB Enabler SHALL apply the changes to the Confirmed Contact Card without any interaction with the S-CAB User.
8) The <ccc-ref> element SHALL be used to indicate which Confirmed Contact Card the imported contact information shall update. The value of the element SHALL be a Document Selector that selects a Confirmed Contact Card and SHALL be of type “anyURI”. If the Confirmed Contact Card, referenced by the URI in the element, does not exist, a new Confirmed Contact Card is created by the import function using the Document Selector provided in the element. If the element is omitted in the request, a new Confirmed Contact Card is created by the import function as defined by local policy.
9) The <filter-set> element SHALL be used to specify which elements of the Confirmed Contact Card the import function is allowed to update. If the <element is omitted any element in the Confirmed Contact Card is allowed to be updated by the import function.
10) The <import-result > element SHALL be used to indicate that the import request is accepted. The <ccc-ref> element contains the Document Selector to the Confirmed Contact Card that is updated due to the request. The <approval> element contains the type of update that will be used. The <new-ccc-etag> element contains the new E-tag value for the Confirmed Contact Card as received by the import function when creating the <update-object> element in the associated Confirmed Contact Card. The <import-done> element SHALL be used to indicate that the first import is already performed and the Confirmed Contact Card is already updated with the result. If “manual” approval applies and the first import already is done, the reference to the Indirect Update Object Document is provided in the <iuo-ref> element.
11) The <invalid-recipient> element SHALL be used to indicate that the import request is not accepted by the import function due to that the import function is not able to identify the 3rd Party System in the <source-name> element or that the 3rd Party System is not able to identify the contact;
12) The <not-found> element SHALL be used to indicate the Confirmed Contact Card or the User Directory referenced in the <ccc-ref> element can not the found;
13) The <not-supported-request> element SHALL be used to indicate that the import request is not accepted by the import function due to that the requested type of import is not supported (e.g. periodic import at regular interval);

14) The <filter-set-not-valid> element SHALL be used to indicate that the import request is not accepted by the import function due to that the filters in the <filter-set> element are not valid or impossible to apply;

15) The <denied> element SHALL be used to indicate that the import request is not accepted by the import function due to that the requesting Principal is not allowed to use the import function or that the 3rd party System did not accept the provided credentials; and,
16) The <other-conflict> element SHALL be used to indicate that the import request is not accepted by the import function due to any other problems that the import function determines as non transient;

Change 4:  Update section 5.4.1.21 as described below. To the editor: section numbers are incorrect.
5.4.1.21 Export

These Application Usage define a new XDCP operation “Export”

1.1.1.1.1 Structure of the XDCP Document

The XDCP Document SHALL conform to the structure of an XDCP Document as described in [OMA XDM Core] “XDCP Document” with the following clarifications and additions:

1) The <request> element SHALL include an <export-from-doc> element that:

a) SHALL include a <source-name> element;
b) SHALL include a <ccc-ref> element;
c) MAY include a <scheduled-interval> element;

d) MAY include an <expiration-time> element;

e) MAY include a <credentials> element that;

i) MAY include a <user-name> element;
ii) MAY include a <password> element; and,
iii) MAY include elements from other namespaces.

f) MAY include a <filter-set> element as defined in [RFC4661];

g) MAY include elements from other namespaces

2) The <response> element SHALL include one of the following elements:

a) a <done> element;

b) a <not-found> element;

c) a <not-supported-request> element;

d) a <filter-set-not-valid> element;

e) an <other-conflict> element; or,

f) a <denied> element.
1.1.1.1.2 XML Schema

The XDCP Document SHALL conform to the XML Schemas described in [XSD_xdcp] and [XSD-s-cab1.0-extensions].
1.1.1.1.3 Data Semantics

The XDCP Document SHALL conform to data semantics described in [OMA XDM Core] “XDCP Document” with the following clarifications and additions:

1) The <export-from-doc> element SHALL be used to request export of contact information to an external 3rd party system of a Confirmed Contact Card. The export can be of three types “one time export”, “periodic export at regular intervals” or “export when the document is modified”.

2) The <scheduled-interval> element SHALL be used to specify when export of contact information shall be done. The element is of the type “Integer” indicating the time between two exports in hours. The value “0” SHALL be used to indicate that export of the contact information shall be done as soon as the document is changed. The element SHALL NOT be included in the request if a one time export of document is requested.

3) The <expiration-time> element SHALL be used to indicate when export stopped. The value SHALL be of type “DateTime”. If the element is not included in the request, the export continues until the <update-object> element in the associated Confirmed Contact Card is deleted. 

4) The <source-name> element SHALL be used to indicate the name of source of the external 3rd party system (e.g. domain/address). The value SHALL be of type “String”. The element values are out of the scope of this specification and may be provided by e.g. a service provider policy.
5) The <credentials> element SHALL be used to indicate the credentials necessary to authorize access to the external 3rd party system. The <user-name> element SHALL contain the user name identifying the user of the 3rd party system. The value SHALL be of type “String”. The <password> element SHALL contain the password that is used for authentication purpose external 3rd party system.

6) The <ccc-ref> element SHALL be used to indicate which Confirmed Contact Card that shall be exported. The value of the element SHALL be a Document Selector that selects a Confirmed Contact Card and SHALL be of type “anyURI”.
7) The <filter-set> element SHALL be used to specify which elements of the Confirmed Contact Card that are allowed to be exported. If the <element is omitted all element in the Confirmed Contact Card are allowed to be exported.

8) The <done> element SHALL be used to indicate that the export request is accepted. 

9) The <invalid-recipient> element SHALL be used to indicate that the export request is not accepted by the export function due to that the export function is not able to identify the 3rd Party System in the <source-name> element or that the 3rd Party System is not able to identify the contact;
10) The <not-found> element SHALL be used to indicate that the Confirmed Contact Card referenced in the <ccc-ref> element in the request can not be found.
11) The <not-supported-request> element SHALL be used to indicate that the export request is not accepted by the export function due to that the requested type of export is not supported;

12) The <filter-set-not-valid> element SHALL be used to indicate that the export request is not accepted by the export function due to that the filters in the <filter-set> element are not valid or impossible to apply;

13) The <denied> element SHALL be used to indicate that the export request is not accepted by the export function due to that the requesting Principal is not allowed to use the export function or that the 3rd party System did not accept the provided credentials; and,

14) The <other-conflict> element SHALL be used it indicate that the export request is not accepted by the export function due to any other problems that the export function determines as non transient;
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