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1 Reason for Change

This paper is Change Request for OMA-RD-DM-V1_0_0-20030902-A. The network operator wants to update the service related parameters over the air according his service strategy at any time. The configuration is initiated by the operator and user interaction is not needed.
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

Unknown
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To have these proposed changes accepted.

6 Detailed Change Proposal

5.2 Configuration Maintenance/Management

5.2.1 Remote Configuration initiated by the management server

An operator changes its platform infrastructure for a data service, e.g. the IP-address of WAP gateway changes. Manual configuration of the new parameters by the Subscriber with assistance of Customer care is a lengthy and cumbersome procedure. Either the attempt to access the operator's infrastructure with the old parameter set triggers the transfer of the new parameter set, or all affected Devices are identified and automatically updated over the air, regardless of the actual usage of the service.

The management server receives the parameters for the client Device to be updated. The management server determines the Device information in order to potentially customise the configuration. The management server sends the configuration information to the Device. The Device stores the data in the configuration context associated with the management server without any User interaction and reports the status as requested by the management server. Optionally a User confirmation may be requested. The Device interacts with the User. If the User confirms the operation, the Device stores the data in the configuration context associated with the management server.

5.2.1.1 Actors and Data Authority

· User: User-specific preferences are not altered 

· Management Authority:  The Management Authority is authorised  to define and change the Configuration Data

5.2.1.2 Pre-Conditions

· Configuration Data has/will become obsolete.

· Device is capable of interfacing with the Device Management system.

5.2.1.3 Post-Conditions

· Device is provisioned with effective parameters necessary to conserve/improve the services the User/Subscriber has purchased.

· Device is configured with User-specific parameters as previously defined by the User.

· Device and all purchased services are fully operational.

5.2.1.4 Variations

·  A Enterprise Management Authority changes a Device policy setting.  Using the Enterprise Device Management system the administrator deploys the policy change to all Devices.  The next time the Users connect to the corporate network, the new policy is applied.

· A Customer experiencing problems with their handset calls customer care.  While the call is still active, the customer care agent is able to read:
-  the Device information;
-  other available Device settings, including as a minimum those described in section 6.10.
-  the application inventory.
The agent detects a fault in the settings and resets the incorrect parameters remotely via the management server.

· The Network Operator reads the Device settings listed in the above bullet outside of the context of a customer care call, as part of pro-actively solving problems.

· A new service is to be enabled for legacy Devices.  This may require a new APN to be configured in the handset, a new bookmark to be added etc. 
· If the Network Operator wants to change service parameters that do not influence the user to access the operator’s network, such as Quality of Service, the operator can update the service parameters over the air at any time without any user intervention. For instance, with the improvement of the network performance, the operator wants to increase the bandwidth of some services for specific users. To satisfy this requirement, the operator can send the bandwidth-related parameters to these users’ devices over the air. The configuration is initiated by the network operator.
Remarks: High volume remote configuration of Devices should be possible in a short time period, so the interruption/duplication of a service is short. In order to avoid User confusion in this case the configuration affirmation should be abandoned. 

5.2.1.5 Normal Flow

1. Detection of Device with obsolete configuration settings, e.g. by addressing wrong URL or IP-address. Alternatively query for the Device settings actively, e.g. triggered by customer care call.

2. Establishment of trusted relationship between Device and Device Management Server. 

3. Management servers queries the Device for actual configuration.

4. The Device responses to that query.

5. The effective configuration data is transferred to the Device.

6. The update of the configuration data is confirmed. 

5.2.1.6 Alternative Flow

· If settings should be overwritten unconditionally, the transfer of old configuration in the Device can be omitted (step 3 and 4). 
· If the operator wants to change the service parameters according his service strategy at any time (without any user intervention), the discovery of wrong configuration of Device shall be omitted (step 1). 
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Remote Configuration by management server (Normal Flow). 

The Device Query (step 3) and the corresponding transfer of capabilities/configuration (step 4) could be omitted if the wrong configuration is detected in the network or if the configuration is distributed to a mass of Devices unconditionally
6. Requirements
6.1.5
Interoperability

1. The DMS MAY be interfaced with a Customer Care application. (Use Case 5.4.1)

2. Errors MAY be reported to a Customer Care application. (Use Case 5.4.1)


6.3.4
Overall Device Management Server
35. The device management server SHOULD provide an interface through which other network entities can trigger the configuration of the device. (Use Case 5.2.2)
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