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1 Reason for Contribution

In the Munich meeting it was requested that the presented DM WSI Local case should present architecture before proceeding with the interface specification. It was also requested that it should be shown that the local case is covered in the DM requirement specification.

2 Summary of Contribution

This contribution describes the architecture for DM WSI in the OTA and Local cases. The local case is included in the DM requirement specification OMA-REQ-DevMngmt-V1_0-20030724-C in chapter 5.5.1.5 where it in bullet one says “The download may be accomplished either over-the-air or by other mechanisms (e.g., service technician at a kiosk.)”

3 Detailed Proposal

DM-WSI Architecture
Overall architecture with OTA and Local cases

Device management is performed in different ways. The three interesting cases are refered to as OTA, Local and OTI as depicted in the picture below (picture 1). This contribution will focus on OTA and Local cases.
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Picture 1: DM WSI in overview architecture

The DM WSI web service interface is used in both the OTA and Local cases and is modeled as in the picture below (picture 2).
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Picture 2: DM WSI architecture

The WSI is a web service interface for high level device management communication. The DM WSI client is an application that offers high level device management features without implementing low level features like communication with the phone. The DM WSI server is a DM server when they become available for the different cases.

Use cases

The main use cases are depicted in the picture below (picture 3). The DM WSI user is the store clerk at point-of-sales (POS) or content provider in the overview architecture (picture 1) above. These are examples of users for the OTA and Local cases. In the OTA case, a service provider can e.g. also be a potential user. In the Local case it can also be the service technician at a repair center.
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Picture 3: Main DM WSI use cases

· Configuration provisioning for MMS settings etc.

· Software update of firmware and content.

· User data backup of phone book, calendar etc.

· Phone information can be divided into product information and usage information

· Product information, e.g. IMEI, product name etc.

· Usage information, e.g. operation time etc.

The potential usage of this interface is wide. A couple of examples are given below.

Use case description: Service provider configuration provisioning

1. The service provider has received a request from a customer to provide the MMS settings for the customer’s phone. 

2. The service provider sends the settings from their application (client) via a WSI call to the operator/carrier DM server (server).

3. The DM server passes the settings on to the phone via the SyncML protocol and returns the result of the operation to the service provider application client.

Use case description: Firmware upgrade at point-of-sales store

1. A customer brings a malfunctioning phone to a point-of-sales store and the store clerk decides that a firmware upgrade is necessary.

2. The clerk connects the phone to a service PC and identifies the phone. The phone information request is sent from the application (client) to the plug-in (server) via a WSI call and the reply is presented in the application GUI.

3. The clerk discovers what firmware versions and language configurations that are available for the phone via a WSI call and then starts a firmware update via another WSI call with the selected firmware and configuration. 

4. Progress information is presented to the clerk via WSI calls during the update and the result of the update is presented after completion.

Non-functional requirements 

Security: Unauthorised access to a DM WSI server can be avoided by using Web Service Authentication.

Interoperability: The use of Web Services inherently solves the problem of interoperability between different implementation technologies provided that only truly standardised  functions and formats are used. A general XML document in the SOAP header will allow for parameters to be passed that are not part of the standardised interface.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Contributing companies are fulfilling the given action point and are prepared to contribute further on this in the WSI work stream.
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