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1 Reason for Change

The author believes that DM enabler shall be interoperable with other technologies in such a way that the Device Management service is aceessable from their clients in a standardised way. This is because of the following reasons.

· Current DM enabler features only a limited set of user interaction facilities. Contrarily, Web/WAP or other multi media contents provides much richer user application environment. It is desirable for DM technology to take advantage of those advanced user environments.

· Client Initiated Management Session requires the implementation of the user interface software module in the device so that the user can navigate the menu tree to locate the appropriate management service type, specify his/her optional data, and submit the request. This method would not be very agile or flexible to the changes of the device management environment and policy of the service providers. In addition to that, it prescribes a burden on the device manufacturers to implement the UI module over-time.  

All of these subsequently suggests we should define the standard interface between DM client and other technologies in the area of mobile application environment.

2 Impact on Backward Compatibility

n/a.

3 Impact on Other Specifications

The concept and procedures described in this document may impact on any DM specifications which are relavant to the client initiated device management session.  

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DM WG to approve and incorporate the Use Case described below into the new revision of current DM RD. In addition to that, it is also recommended that DM WG to start working with BAC-MAE SWG to develop device management URL scheme.   

6 Detailed Change Proposal

5.6 Device Management Interworking
Device Management Interworking is to provide a facility for other technologies to access device management services from their clients. The example of those clients include but are not limited to Browsers, Mail Clients, or media players that usually incorporate various types of markup languages. 
5.6.1 Interworking with Browsers
5.6.1.1 Short Description

The end user activates a browser requesting the Web/WAP document at the URL that might be pre-installed into the device or obtained by other means, for example, the operator’s internet customer care site. Within the document are contained the links that guides the user to access device management services. The user may enter his/her options along with the service request, and then the user input data along with the link informations are forwarded to the device management client when it is activated. The device management client resolves the forwarded information in order to determine the associated account and parameters for the connection to the right device management server, and to automatically generate a message that calls for the service requested by the user. The client sends the message to the server. Finally, the user’s request is served through the subsequent management session between the client and the server. When completed, the result of the session may be rendered on the device’s screen for the user to confirm it.    

5.6.1.2 Actors and Data Authority

· User: The user is the person that may request a various types of device management service from the browser installed in his/her device. The user may enter optional informations along with the request.  
· Browser: It may be a micro-browser or full-fledged browser installed in various types of handheld devices, e.g., cellular phone, PDA, or laptop PC. 
· Web/WAP Server: It is the origin server on which a given resource resides or is to be created. 
5.6.1.3 Pre-Conditions

· The user device is replete with both the browser and device management client.
· The user knows the URL for the Web/WAP document.
· The Web/WAP document contains the device management links.
· The browser is able to recognize the device management links.
· The device management client has aquired a valid account for the device management service.
5.6.1.4 Post-Conditions

· The user’s request for the device management service is successfully served, and the user is informed of the result of the service. 
5.6.1.5 Variations

· The Web/WAP documents may be pre-installed into the memory of the device or smart card at the time of manufacture or issuance. In this case, the documents can be fetched and rendered on the browser directly from those storages. 
5.6.1.6 Normal Call Flow

1. The user launches the browser to open the Web/WAP document that resides in the Web/WAP server at the given URL.
2. The browser requests the document to the Web/WAP server.
3. The Web/WAP server responds to the request with the requested document.
4. The browser renders the document on the device screen, which contains one or more links to the device management resources.  
5. The user submits his/her request by selecting one of the links to device management resources. The user may also submit his/her optional inputs along with the request. 
6. The browser recognizes the user request, activates and forwards the user request to the device management client.
7. The device management client determines the associated account and parameters for the connection to the device management server, based on the forwarded information from the browser. 
8. The device management client automatically generates a message that calls for the service requested by the user, utilizing on the forwarded informations.
9. The device management client initiates the management session.
10. The management session takes place to serve the user request. 
11. When completed, the result of the session may be reported back to the client.
12. The report is rendered on the device screen for the user to confirm the result of his/her request.
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