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1 Reason for Change

For future terminal applications that need provisioning that need to make use of the services of the other applications that need provisioning, the APPLICATION characteristics will need to be linked in a way that makes it possible to provision the terminal with the settings that define precisely how the terminal applications are dependent upon each other. Solution to realize this is to use parameters APPREF and TO-APPREF to stand for the relation between APPLICATION characteristics. 

2 Impact on Backward Compatibility

No backwards compatibility impact. The additions are made following the ProvCont structure and are made optional.

3 Impact on Other Specifications

No impact on other specifications.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that new parameters are added according to this change proposal into the next Client Provisioning specification release.

6 Detailed Change Proposal

4.2 Overview of Data Model

The above XML DTD provides a flexible and extensible framework for parsing configuration parameters by means of PARM elements grouped by CHARACTERISTIC elements. The description of each of the possible PARM values and CHARACTERISTIC types is given in the following sections, while a short structural overview of the data model is given here.

The notation is such that bold underlines indicates parameters used for links, italic indicates parameters affected by external events, plus (+) indicates that the parameter can occur 1 or more times, star (*) indicates that the parameter can occur 0 or more times, question mark (?) indicates that the parameter can occur 0 or 1 times, empty ( ) indicates that the parameter is required within the scope of the encapsulating characteristic and that it can occur only once.

characteristic : APPLICATION *

{

    parm: APPID

    parm: PROVIDER-ID ?

    parm: APPREF ?
    parm: TO-APPREF *

    parm: NAME ?

    parm: AACCEPT ?

    parm: APROTOCOL ?

    parm: TO-PROXY *

    parm: TO-NAPID *

    parm: ADDR *

    characteristic : APPADDR *

    {

        parm: ADDR

        parm: ADDRTYPE ?

        characteristic: PORT *

        {

            parm: PORTNBR

            parm: SERVICE *

        }

    }

    characteristic : APPAUTH *

    {

        parm: AAUTHLEVEL ?

        parm: AAUTHTYPE ?

        parm: AAUTHNAME ?

        parm: AAUTHSECRET ?

        parm: AAUTHDATA ?

    }

    characteristic : RESOURCE *

    {

        parm: URI

        parm: NAME ?

        parm: AACCEPT ?

        parm: AAUTHTYPE ?

        parm: AAUTHNAME ?

        parm: AAUTHSECRET ?

        parm: AAUTHDATA ?

        parm: STARTPAGE ?

    }

}

4.6.11 Parameters for APPLICATION characteristics

The APPLICATION characteristic provides parameters that a WAP client needs to access a particular application service access point. This may be, for example, a particular MMS Proxy-Relay or some e-mail server. The APPLICATION characteristic is linked to proxy and network access point definitions that are appropriate in the case of this particular application service point. Note that the parameters listed below are described in the scope of this particular characteristic.

If this characteristic is supported the WAP client MUST support the parameters APPID, PROVIDER‑ID and ADDR, as well as inclusion of APPADDR characteristics.

Names and values of parameters
APPID

The APPID identifies the type of the application service available at the described application service access point. The value is expected to be globally unique. The following name spaces may be used in identifying the application:

· X-WAP-Application-ID values registered with WINA [WINA]. This type of APPID is encoded as a string using the hexadecimal representation of the registered numeric X‑WAP‑Application‑ID prefixed by the letter "w". For instance, you would indicate the Multimedia Messaging Service (urn:x‑wap‑application:mms.ua) with the value "w4". A WAP client MUST recognise this type of APPID.

· port number values registered with IANA [IANA]. This type of APPID is encoded as a string using the decimal representation of the registered port number. For instance, SMTP would be indicated with the value "25".

· absolute URI [RFC2396] values. This type of APPID could be used e.g. to identify a vendor-specific application with an HTTP URL pointing to a host in a domain controlled by the vendor.

PROVIDER-ID (0 or 1 entries)

The PROVIDER-ID parameter provides an identifier for the application service access point described by an APPLICATION characteristic. Two APPLICATION characteristics with the same APPID values but different PROVIDER-ID values MUST be considered to refer to two different application service access points. This parameter may also provide a globally unique external identification of the access point. If the parameter is omitted, the APPLICATION characteristic MUST be considered to describe an anonymous application service access point, which is not the same as the ones with an explicit PROVIDER‑ID. 
APPREF (0 or 1 entries)

The APPREF parameter uniquely names the APPLICATION characteristic i.e. part of the provisioning message that provides the terminal with a set of settings (parameters).   APPREF MUST be unique within its enclosed structure, i.e. within the configuration context.
TO-APPREF (0 or more entries)

The TO-APPREF parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.
NAME (0 or 1 entries)

The NAME indicates a logical, user readable, identity (property) of the APPLICATION. 

AACCEPT (0 or 1 entries)

The AACCEPT parameter lists the content types that the server is able to receive from the client. The value is a string containing a comma-separated list of content type specifiers. The values are in a preference order, with the content type most preferred by the server as the first entry. If this value is omitted, the supported values are discovered in some other manner. 

A content type specifier is composed of a type indicator and an optional list of content type version numbers. The following kinds of type indicators are available:

· WSP content type codes maintained by WINA [WINA]. These type indicators are encoded as a string with the hexadecimal representation of the registered numeric content type code. A WAP client MUST recognise these values.

· MIME media type values [RFC2045].

· SGML public identifiers used in the DOCTYPE declaration of XML documents.

The list of content type version numbers is composed of values separated by semicolons ";". The values are in a preference order, with the version most preferred by the server as the first entry. The used version numbering scheme depends on the application, but use of  '1*DIGIT "." 1*DIGIT' [RFC2234] is recommended.

APROTOCOL (0 or 1 entries)

The APROTOCOL indicates the application protocol versions supported by the server. The value is a string containing a comma-separated list of protocol identifiers. The values are in a preference order, with the protocol most preferred by the server as the first entry. If this value is omitted, the supported values are discovered in some other manner. The formats of the protocol identifiers and the recognised values depend on the used application protocol. This information SHOULD be included in the provisioning parameter registration done with WINA, see section Error! Reference source not found..

TO-PROXY (0 or more entries)

The TO-PROXY parameter refers to a logical proxy with a matching PROXY-ID. Several TO-PROXY parameters may be listed for a given application. The order of the list indicates the priority of the proxies. However, client preferences MAY also be considered which might affect the priority order (see also [PROVUAB]). 

This parameter MUST be supported by the WAP client, if it is able to use proxies.

TO-NAPID (0 or more entries)

The TO-NAPID parameter refers to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document (except if the INTERNET attribute is set in the NAPDEF). Several TO-NAPID parameters may be listed for a given application. The order of the list indicates the priority of the individual network access points. However, client preferences MAY also be considered which might affect the priority order (see also [PROVUAB]). One TO-NAPID has a special predefined meaning. If the TO-NAPID is INTERNET, it implies that the ME can select any network access point with the attribute INTERNET defined.

This parameter MUST be supported by the WAP client, if it is able to communicate without a proxy.

ADDR (0 or more entries)

The ADDR parameter may be used to provide the address of the application server. The value can be an absolute URI [RFC2396], an IPv4 address [RFC791] represented in decimal format with dots as delimiters, or a fully qualified Internet domain name (i.e. hostname as defined in section 3.2.2 of [RFC2396]). The presence of this parameter is equivalent to including an APPADDR characteristic containing only the ADDR parameter with the same value. 

7.1.1 Characteristic Attribute Start Tokens

	Attribute Name
	Attribute Value Prefix
	Token4

	Type
	
	50

	Type
	PXLOGICAL
	51

	Type
	PXPHYSICAL
	52

	Type
	PORT
	53

	Type
	VALIDITY
	54

	Type
	NAPDEF
	55

	Type
	BOOTSTRAP
	56

	Type
	VENDORCONFIG
	57

	Type
	CLIENTIDENTITY
	58

	Type
	PXAUTHINFO
	59

	Type
	NAPAUTHINFO
	5A

	Type
	ACCESS
	5B


The token codes in the following table represent tags in code page one (1). All numbers are in hexadecimal.

	Attribute Name
	Attribute Value Prefix
	Token4

	Type
	
	50

	Type
	PORT
	53

	Type
	CLIENTIDENTITY
	58

	Type
	APPLICATION
	55

	Type
	APPADDR
	56

	Type
	APPAUTH
	57

	Type
	RESOURCE
	59


Parm Attribute Start Tokens

	Attribute Name
	Attribute Value Prefix
	Token4

	Name
	
	5

	Value
	
	6

	Name
	NAME
	7

	Name
	NAP-ADDRESS
	8

	Name
	NAP-ADDRTYPE
	9

	Name
	CALLTYPE
	A

	Name
	VALIDUNTIL
	B

	Name
	AUTHTYPE
	C

	Name
	AUTHNAME
	D

	Name
	AUTHSECRET
	E

	Name
	LINGER
	F

	Name
	BEARER
	10

	Name
	NAPID
	11

	Name
	COUNTRY
	12

	Name
	NETWORK
	13

	Name
	INTERNET
	14

	Name
	PROXY-ID
	15

	Name
	PROXY-PROVIDER-ID
	16

	Name
	DOMAIN
	17

	Name
	PROVURL
	18

	Name
	PXAUTH-TYPE
	19

	Name
	PXAUTH-ID
	1A

	Name
	PXAUTH-PW
	1B

	Name
	STARTPAGE
	1C

	Name
	BASAUTH-ID
	1D

	Name
	BASAUTH-PW
	1E

	Name
	PUSHENABLED
	1F

	Name
	PXADDR
	20

	Name
	PXADDRTYPE
	21

	Name
	TO-NAPID
	22

	Name
	PORTNBR
	23

	Name
	SERVICE
	24

	Name
	LINKSPEED
	25

	Name
	DNLINKSPEED
	26

	Name
	LOCAL-ADDR
	27

	Name
	LOCAL-ADDRTYPE
	28

	Name
	CONTEXT-ALLOW
	29

	Name
	TRUST
	2A

	Name
	MASTER
	2B

	Name
	SID
	2C

	Name
	SOC
	2D

	Name
	WSP-VERSION
	2E

	Name
	PHYSICAL-PROXY-ID
	2F

	Name 
	CLIENT-ID
	30

	Name
	DELIVERY-ERR-SDU
	31

	Name
	DELIVERY-ORDER
	32

	Name
	TRAFFIC-CLASS
	33

	Name
	MAX-SDU-SIZE
	34

	Name
	MAX-BITRATE-UPLINK
	35

	Name
	MAX-BITRATE-DNLINK
	36

	Name
	RESIDUAL-BER
	37

	Name
	SDU-ERROR-RATIO
	38

	Name
	TRAFFIC-HANDL-PRIO
	39

	Name
	TRANSFER-DELAY
	3A

	Name
	GUARANTEED-BITRATE-UPLINK
	3B

	Name
	GUARANTEED-BITRATE-DNLINK
	3C

	Name
	PXADDR-FQDN
	3D

	Name
	PROXY-PW
	3E

	Name
	PPGAUTH-TYPE
	3F

	Name
	PULLENABLED
	47

	Name
	DNS-ADDR
	48

	Name
	MAX-NUM-RETRY
	49

	Name
	FIRST-RETRY-TIMEOUT
	4A

	Name
	REREG-THRESHOLD
	4B

	Name
	T-BIT
	4C

	Name
	AUTH-ENTITY
	4E

	Name
	SPI
	4F

	Name
	DIRECTION
	60

	Name
	DNS-ADDRTYPE
	61

	Name
	DNS-PRIORITY
	62

	Name
	SOURCE-STATISTICS-DESCRIPTOR
	63

	Name
	SIGNALLING-INDICATION
	64

	Name
	DEFGW
	65

	Name
	NETWORKMASK
	66

	Name
	USECB
	67

	Name
	CBNBR
	68

	Name
	PPPCOMP
	69

	Name
	USEPTXTLOG
	6A

	Name
	GPRSPDP
	6B

	Name
	MODEMINIT
	6C

	Name
	IPADDRFROMSERVER
	6D

	Name
	IPDNSADDRFROMSERVER
	6E

	Name
	IPV6ADDRFROMSERVER
	6F

	Name
	IFNETWORKS
	70


The token codes in the following table represent tags in code page one (1). All numbers are in hexadecimal.

	Attribute Name
	Attribute Value Prefix
	Token4

	Name
	
	5

	Value
	
	6

	Name
	NAME
	7

	Name
	INTERNET
	14

	Name
	STARTPAGE
	1C

	Name
	TO-NAPID
	22

	Name
	PORTNBR
	23

	Name
	SERVICE
	24

	Name
	AACCEPT
	2E

	Name
	AAUTHDATA
	2F

	Name
	AAUTHLEVEL
	30

	Name
	AAUTHNAME
	31

	Name
	AAUTHSECRET
	32

	Name
	AAUTHTYPE
	33

	Name
	ADDR
	34

	Name
	ADDRTYPE
	35

	Name
	APPID
	36

	Name
	APROTOCOL
	37

	Name
	PROVIDER-ID
	38

	Name
	TO-PROXY
	39

	Name
	URI
	3A

	Name
	RULE
	3B

	Name
	APPREF
	3C

	Name
	TO-APPREF
	3D


A.1.16. Characteristic APPLICATION
	Item
	Function
	Ref.
	Status
	Requirement

	ProvCont-CAP-C-001
	Support for the parm APPID
	0
	O
	ProvCont-CAP-C-002 AND (ProvCont-CAP-C-008 OR ProvCont-CAP-C-009) AND ProvCont-CAP-C-010 AND ProvCont-MLP-C-025

	ProvCont-CAP-C-002
	Support for the parm PROVIDER-ID
	0
	O
	ProvCont-MLP-C-026

	ProvCont-CAP-C-003
	Support for the parm APPREF
	0
	O
	

	ProvCont-CAP-C-004
	Support for ther parm TO-APPREF
	0
	O
	

	ProvCont-CAP-C-005
	Support for the parm NAME
	0
	O
	

	ProvCont-CAP-C-006
	Support for the parm AACCEPT
	0
	O
	ProvCont-MLP-C-031

	ProvCont-CAP-C-007
	Support for the parm APROTOCOL
	0
	O
	ProvCont-MLP-C-028

	ProvCont-CAP-C-008
	Support for the parm TO-PROXY
	0
	O
	

	ProvCont-CAP-C-009
	Support for the parm TO-NAPID
	0
	O
	

	ProvCont-CAP-C-010
	Support for the parm ADDR
	0
	O
	ProvCont-MLP-C-027
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