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1 Reason for Change

This CR updates the DM RepPro SCR table to clarify the content of the document, as agreed at the Paris Interim Meeting. 
In order to update the SCR tables according to the text, there is also a need to reference some of the entries in the SCR table with the entries in the SCR table of other specifications, so some changes in the references are also needed.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA-DM is recommended to review and approve the proposed changes.

6 Detailed Change Proposal

5. References

5.3 Normative References

	[DMPRO]
	“OMA Device Management Protocol, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM-Protocol-V1_2_0. URL:http://www.openmobilealliance.org

	[DMTND]
	“OMA Device Management Tree and Description, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM-TND-V1_2_0. URL:http://www.openmobilealliance.org

	[DMTNDS]
	“SyncML Device Management Tree and Description Serialization Specification, Version 1.2”. Open Mobile Alliance(. 
OMA-TS_DM-DMTNDS-V1_2_0. URL:http://www.openmobilealliance.org/

	[REPPRO]
	“SyncML Representation Protocol, version 1.2”. Open Mobile Alliance(. 
OMA-SyncML-RepPro-V1_2_0. URL:http://www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[XML]
	“Extensible Markup Language (XML) 1.0”, World Wide Web Consortium Recommendation, http://www.w3.org/TR/REC-xml

	[DMSEC]
	“OMA Device Management Security, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM-Protocol-V1_2_0. URL:http://www.openmobilealliance.org


Static Conformance Requirements
(Normative)

The SCR tables in this Appendix form a profile of the Static Conformance Requirements detailed in [REPPRO].  All Mandatory SCRs in [REPPRO] remain Mandatory for this specification.  Optional SCRs in [REPPRO] either remain Optional, are promoted to Mandatory, or are not used by this specification.

B.1 SCR for DM 1.2 Clients

B.1.1 Common use elements 

The following specifies the static conformance requirements for the message container elements for client devices that conform to this specification.
	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-CUE-C-001
	Support for ‘Chal’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-002
	Support for ‘Cmd’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-003
	Support for ‘CmdId’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-004
	Support for ‘CmdRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-005
	Support for ‘Cred’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-006
	Support for ‘Final’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-007
	Support for ‘LocName’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-008
	Support for ‘LocURI’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-009
	Support for ‘MoreData’
	Erreur ! Source du renvoi introuvable.
	O
	

	DMREPPRO-CUE-C-010
	Support for ‘MsgID’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-011
	Support for ‘MsgRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-012
	Support for sending ‘RespURI’
	Erreur ! Source du renvoi introuvable.
	O
	

	DMREPPRO-CUE-C-013
	Support for receiving ‘RespURI’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-014
	Support for ‘SessionID’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-015
	Support for ‘Source’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-016
	Support for ‘SourceRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-017
	Support for ‘Target’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-018
	Support for ‘TargetRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-019
	Support for VerDTD. 
	6.1.24
	M
	

	DMREPPRO-CUE-C-020
	Support for VerProto. The value of VerProto has to be 'DM/1.2’
	6.1.25
	M
	

	DM-SEC-C-007 at [DMSEC]
	Support for application layer authentication
	Section 5.3 at [DMSEC]
	O
	See [DMSEC] AND DMREPPRO-CUE-C-021

	DMREPPRO-CUE-C-021
	When using Chal, The Meta Format for the NextNonce element has to be specified in b64 format
	6.1.1
	O
	

	DMREPPRO-CUE-C-022
	Support for Cred at only the SyncHdr level, not at invidual command level
	6.1.6
	M
	

	DM-SEC-C-008 at [DMSEC]
	Support for OMA DM syncml:auth-md5 type authentication
	Section 5.3 at [DMSEC]
	O
	See [DMSEC] AND DMREPPRO-CUE-C-023
AND DMREPPRO-CUE-C-024

	DMREPPRO-CUE-C-023
	When using syncml:auth-md5, the Meta Format for the Cred element is specified in b64
	6.1.6
	O
	

	DMREPPRO-CUE-C-024
	When using syncml:auth-md5, locname is used for userid authentication
	6.1.9
	0
	


B.1.2 Message Container Elements

The following specifies the static conformance requirements for the data description elements for client devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-MCE-C-001
	Support for SyncML container 
	6.2.1
	M
	

	DMREPPRO-MCE-C-002
	Support for SyncHdr container 
	6.2.2
	M
	

	DMREPPRO-MCE-C-003
	Support for SyncBody container 
	6.2.3
	M
	

	DMREPPRO-MCE-C-004
	Use of transports that support MIME content-type identification
	6.2.1
	O
	DMREPPRO-MCE-C-005 OR DMREPPRO-MCE-C-006

	DMREPPRO-MCE-C-005
	SyncML Object identified as application/vnd.syncml.dm+xml (for clear-text, XML representation)
	6.2.1
	O
	

	DMREPPRO-MCE-C-006
	SyncML Object identified as application/vnd.syncml.dm+xml (for binary, WBXML representation).
	6.2.1
	O
	


B.1.3 Data description elements

The following specifies the static conformance requirements for the data description elements for client devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-DDE-C-001
	Support for sending ‘Correlator’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-007

	DMREPPRO-DDE-C-002
	Support for receiving ‘Correlator’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-007


	DMREPPRO-DDE-C-003
	Support for Data
	6.3.1
	M
	DMREPPRO-DDE-C-006 OR DMREPPRO-DDE-C-007

	DMREPPRO-DDE-C-004
	Support for Item
	6.3.2
	M
	

	DMREPPRO-DDE-C-005
	Support for Meta
	6.3.3
	M
	

	DMREPPRO-DDE-C-006
	Mark-up characters of the Data element content are properly escaped according to [XML] specification rules
	6.3.1
	O
	

	DMREPPRO-DDE-C-007
	CDATA sections are used for the content of the Data
	6.3.1
	O
	

	DMREPPRO-DDE-C-008
	When an Item contains information for a managed node, and the meta format is not null, the Data element is specified.
	6.3.2
	M
	


B.1.4 Protocol Management Elements

The following specifies the static conformance requirements for the protocol Management elements for client devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-PME-C-001
	Support for Status
	6.4.1
	M
	

	DMREPPRO-PME-C-002
	Status Code is sent in response to a Results command unless the value of the status code is 200
	6.4.1
	M
	

	DMREPPRO-PME-C-003
	In the case of sending or receiving a large object, Alert 1222, is used to continue the message exchange.
	6.4.1
	M
	


B.1.5 Protocol command elements 

The following specifies the static conformance requirements for the protocol command elements for client devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-PCE-C-001
	Support for sending ‘Alert’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-002
	Support for receiving ‘Replace’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-003
	Support for receiving ‘Add’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-004
	Support for receiving ‘Atomic’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-033 AND
DMREPPRO-PCE-C-035 AND
DMREPPRO-PCE-C-036 AND
DMREPPRO-PCE-C-037 AND
DMREPPRO-PCE-C-038

	DMREPPRO-PCE-C-005
	Support for receiving ‘Copy’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-039 AND
DMREPPRO-PCE-C-040 AND
DMREPPRO-PCE-C-041 AND
DMREPPRO-PCE-C-042 AND
DMREPPRO-PCE-C-043 AND
DMREPPRO-PCE-C-044

	DMREPPRO-PCE-C-006
	Support for receiving ‘Delete’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-007
	Support for receiving ‘Exec’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-048 AND
DMREPPRO-PCE-C-049 AND
DMREPPRO-PCE-C-051 AND
DMREPPRO-PCE-C-053

	DMREPPRO-PCE-C-008
	Support for receiving ‘Get’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-009
	Support for receiving ‘Sequence’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-010
	Support for sending ‘Results’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-C-010.1
	When using Add, nodes are added as children of interior nodes
	6.5.1
	M
	

	DMREPPRO-PCE-C-011
	The root (.) interior node has to exist
	6.5.1
	M
	

	DMREPPRO-PCE-C-012
	Device manufacturers provide additional existing leaf or interior nodes
	6.5.1
	O
	

	DMREPPRO-PCE-C-013
	When using Add, If any parent interior node along the path of the Target LocURI doesn’t exist, the device adds it implicitly
	6.5.1
	O
	DMREPPRO-PCE-C-014


	DMREPPRO-PCE-C-014
	Implicity added nodes are created with ACL empty except in the case of DMREPPRO-PCE-C-015.
	6.5.1
	O
	DMREPPRO-PCE-C-013

	DMREPPRO-PCE-C-015
	If a server is adding an interior node and does not have Replace access rights on the parent of the new node then the device sets the ACL of the new node so that the creating server has Add, Delete and Replace rights on the new node
	6.5.1
	O
	

	DMREPPRO-PCE-C-016
	In case the Add operation fails because the device fails to implicitly add a missing interior node, the status code is the same as if the device had tried to add the interior node explicitly
	6.5.1
	O
	

	DMREPPRO-PCE-C-017
	In case the Add operation fails because the device fails to implicitly add a missing interior node, the returned Status element in such a failure case includes an Item element
	6.5.1
	O
	DMREPPRO-PCE-C-018

	DMREPPRO-PCE-C-018
	In case the Add operation fails because the device fails to implicitly add a missing interior node, The Item element contains a Target element which includes the LocURI of the interior node that the device failed to add.
	6.5.1
	O
	

	DMREPPRO-PCE-C-019
	support of DMTNDS objects. 
	6.5.1
	O
	DMREPPRO-PCE-C-020 AND
DMREPPRO-PCE-C-022 AND
DMREPPRO-PCE-C-024 AND
DMREPPRO-PCE-C-023.2

	DMREPPRO-PCE-C-020
	If the device supports DMTNDS objects AND If the MIME-Type is as defined in [DMTNDS] then multiple nodes can be created with one Add command
	6.5.1
	O
	

	DMREPPRO-PCE-C-021
	If the client receives an add command as defined in [DMTNDS] and does not support [DMTNDS], then the Client sends status code 415, “Unsupported media type or format”
	6.5.1
	M
	

	DMREPPRO-PCE-C-022
	Status code used in case of [DMTNDS] failed add command is the same error status code as if that failure node was created with a normal Add
	6.5.1
	O
	

	DMREPPRO-PCE-C-023
	In case a [DMTNDS] add fails, the devices Management Tree does not change as result of this operation
	6.5.1
	O
	

	DMREPPRO-PCE-C-023.1
	When Using Add and DMTNDS, ACLs values are included in the DMTNDS Object
	6.5.1
	O
	DMREPPRO-PCE-C-023.2

	DMREPPRO-PCE-C-023.2
	ACLs from DMTNDS Object follow the rules in [DMTND] §7.7.
	6.5.1
	O
	

	DMREPPRO-PCE-C-024
	When Using Add and DMTNDS, Paths in DMTNDS objects are interpreted relative to the target URI.
	6.5.1
	O
	

	DMREPPRO-PCE-C-025
	When Using Add, the node type at the meta-information is specified.
	6.5.1
	M
	

	DMREPPRO-PCE-C-026
	When Using Add, The Size meta element is used to notify the recipient about the size of the data item being added
	6.5.1
	O
	

	DMREPPRO-PCE-C-027
	When Using Add, One or more Item element types are specified.
	6.5.1
	M
	

	DMREPPRO-PCE-C-028
	When Using Add, The Target specified within the Item element type is a full device URI except in the case specified in DMREPPRO-PCE-C-024
	6.5.1
	M
	

	DMREPPRO-PCE-C-029
	When Using Alert, The Data element type is used to specify the type of alert.
	6.5.2
	M
	

	DMREPPRO-PCE-C-030
	When Using Alert, If the alert is sent as an asynchronous response to an Exec command, the Correlator element type is identical to the Correlator value of that Exec command
	6.5.2
	M
	

	DMREPPRO-PCE-C-031
	When Using Alert, More than one Item element types can be specified 
	6.5.2
	O
	DMREPPRO-PCE-C-031.1

	DMREPPRO-PCE-C-031.1
	When Using Alert, Each Item contains a Meta element indicating the Type and Format of the event data.
	6.5.2
	O
	

	DMREPPRO-PCE-C-032
	If the server receives an Alert Message and is capable of processing the data in the alert. The server will send back status 200
	6.5.2
	M
	

	DMREPPRO-PCE-C-032.1
	If the server receives an Alert Message and If the server is NOT capable of processing the data in the alert. The server will send back status 406
	6.5.2
	M
	

	DMREPPRO-PCE-C-033
	When Using Atomic, The set of commands inside Atomic are processed in the same way as commands inside Sequence with all subordinate commands to be executed as a set or not at all.
	6.5.3
	O
	

	DMREPPRO-PCE-C-034
	When Using Atomic, in case of success, the client can split the responses up over multiple messages.
	6.5.3
	O
	

	DMREPPRO-PCE-C-035
	When Using Atomic, in case of failure, Previously executed commands in Atomic command are rolled back.
	6.5.3
	O
	

	DMREPPRO-PCE-C-036
	When Using Atomic, in case of failure, the client sends status code 517 
	6.5.3
	O
	DMREPPRO-PCE-C-037



	DMREPPRO-PCE-C-037
	When Using Atomic, in case of failure, the client includes and returns the failure response code to the server
	6.5.3
	O
	

	DMREPPRO-PCE-C-038
	If a Nested Atomic commands or Getatomic  commands are received an error command (500) will be send
	6.5.3
	O
	

	DMREPPRO-PCE-C-039
	In case of Copy, the data of the copy and the data of the original are treated independently after the copy is complete, from an implementation view.
	6.5.4
	O
	

	DMREPPRO-PCE-C-040
	When Using copy, One or more Item element types is specified.
	6.5.4
	O
	

	DMREPPRO-PCE-C-041
	When Using copy, the command is specified within an Atomic, Sequence or SyncBody element type
	6.5.4
	O
	

	DMREPPRO-PCE-C-042
	When Using copy, the Target and Source specified within the Item element type are a full device URI
	6.5.4
	O
	

	DMREPPRO-PCE-C-043
	When Using copy, , the source and the destination nodes are both leaf nodes
	6.5.4
	O
	

	DMREPPRO-PCE-C-044
	If the Copy command cannot be executed because the target node cannot be overwritten with the value of the source node for reasons other than access control rights, (403) Forbidden status is sent back.
	6.5.4
	O
	

	DMREPPRO-PCE-C-045
	When using delete, One or more Item element types are specified
	6.5.5
	M
	

	DMREPPRO-PCE-C-046
	When using delete, The Target specified within the Item element type is a full device URI
	6.5.5
	M
	

	DMREPPRO-PCE-C-047
	When using delete, a status code should be sent according to section 6.5.5 
	6.5.5
	M
	

	DMREPPRO-PCE-C-048
	Implementation behaves as if exec were synchronous 
	6.5.6
	O
	

	DMREPPRO-PCE-C-049
	When used to start a long-running process Exec  is implemented to return a status code indicating whether the process was successfully launched
	6.5.6
	O
	

	DMREPPRO-PCE-C-050
	If the server is expecting an asynchronous response to an Exec command, the correlator is used.
	6.5.6
	O
	

	DMREPPRO-PCE-C-051
	When using exec, At least one Item element type is specified
	6.5.6
	O
	

	DMREPPRO-PCE-C-052
	When using exec, Exec is specified within a Sequence or SyncBody element type
	6.5.6
	O
	

	DMREPPRO-PCE-C-053
	When using exec, the Target specified within the Item element type in the Exec command is a full device URI.
	6.5.6
	O
	

	DMREPPRO-PCE-C-054
	When Using get and DMTNDS, Paths in DMTNDS objects are interpreted relative to the target URI.
	6.5.7
	O
	

	DMREPPRO-PCE-C-055
	If the client does not support DMTNDS and the target of Get command is an interior node, a list of the children node names is returned in the Results element
	6.5.7
	M
	

	DMREPPRO-PCE-C-056
	When using get, One or more Item element types can be specified
	6.5.7
	M
	

	DMREPPRO-PCE-C-057
	When using get, The Target specified within the Item element type is a full device URI, except when using [DMTNDS]
	6.5.7
	M
	

	DMREPPRO-PCE-C-058
	When using replace, If the node does not exist, it is not created and status code 404 is returned.
	6.5.11
	M
	

	DMREPPRO-PCE-C-059
	When using replace, Replace will return the status (418) Already Exists if the new name is identical to one of the nodes siblings.


	6.5.11
	M
	

	DMREPPRO-PCE-C-058
	The originator of the command determines what features/properties of the data item are supported by the recipient and only send supported properties. 
	6.5.11
	O
	

	DMREPPRO-PCE-C-060
	When using replace and DMTNDS, If the MIME-Type is as defined in [DMTNDS] then a complete sub-tree will be replaced at once.


	6.5.11
	O
	DMREPPRO-PCE-C-061 AND
DMREPPRO-PCE-C-062 AND
DMREPPRO-PCE-C-063 AND
DMREPPRO-PCE-C-064 AND
DMREPPRO-PCE-C-066 AND
DMREPPRO-PCE-C-068

	DMREPPRO-PCE-C-061
	When using replace and DMTNDS, A device will not replace any nodes if the device identify that some of the sub nodes in the DMTNDS object are not compatible with current nodes in the device
	6.5.11
	O
	

	DMREPPRO-PCE-C-062
	When using replace and DMTNDS, If the device accepts the replacement of a complete sub tree then the complete sub tree in the DMTNDS object will replace all existing sub nodes in the device
	6.5.11
	O
	

	DMREPPRO-PCE-C-063
	When using replace and DMTNDS, If some of the nodes in the DMTNDS object is new compared to the existing one in the device then the device will create these nodes all existing sub nodes in the device
	6.5.11
	O
	

	DMREPPRO-PCE-C-064
	When using replace and DMTNDS , If some of the old nodes are not included in the DMTNDS object then the old nodes will be deleted. 
	6.5.11
	O
	

	DMREPPRO-PCE-C-064.1
	ACL values are included in the DMTNDS
	6.5.11
	O
	DMREPPRO-PCE-C-064.2

	DMREPPRO-PCE-C-064.2
	ACL values at DMTNDS follow the rules specified in [DMTND] §7.7.1
	6.5.11
	O
	

	DMREPPRO-PCE-C-065
	If the device does not support [DMTNDS] and receives a get command as defined in [DMTNDS], Client MUST send status code 415, “Unsupported media type or format”
	6.5.11
	M
	

	DMREPPRO-PCE-C-066
	When using replace and DMTNDS, If the replace of any nodes from the DMTNDS object fails then the client returns the same error status code as if that failure node was replaced with a normal Replace command
	6.5.11
	O
	

	DMREPPRO-PCE-C-067
	When using replace and DMTNDS, If the replace of any nodes from the DMTNDS object fails then the devices Management Tree does not change as result of this operation.
	6.5.11
	O
	

	DMREPPRO-PCE-C-068
	When using replace and using DMTNDS, Paths in DMTNDS objects are interpreted relative to the target URI in the Replace command.
	6.5.11
	O
	

	DMREPPRO-PCE-C-069
	When using replace, The Size meta element is used to notify the recipient about the size of the data item being added.
	6.5.11
	O
	

	DMREPPRO-PCE-C-070
	When using replace, One or more Item element types are specified.
	6.5.11
	M
	

	DMREPPRO-PCE-C-071
	When using replace, The Target and Source specified within the Item element type are a full device URI, except in the case of DMREPPRO-PCE-C-068.
	6.5.11
	M
	

	DMREPPRO-PCE-C-072
	Results to a command are sent after the Status to the same command.the Item element type 
	6.5.12
	M
	

	DMREPPRO-PCE-C-073
	When using sequence, One or more Add, Replace, Delete, Copy, Get, Exec or Alert element types are specified.
	6.5.14
	M
	

	DMREPPRO-PCE-C-074
	When using sequence, The element types are processed in the specified sequence.
	6.5.14
	M
	

	DMREPPRO-PCE-C-075
	When using sequence, Status code (215) Not Executed will be sent back for the commands whose execution was aborted.
	6.5.14
	M
	


B.2.1 

	
	
	
	
	

	
	
	
	
	


B.3 SCR for DM 1.2 Servers

B.3.1 Common use elements 

The following specifies the static conformance requirements for the message container elements for server devices that conform to this specification.
	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-CUE-S-001
	Support for ‘Chal’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-002
	Support for ‘Cmd’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-003
	Support for ‘CmdId’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-004
	Support for ‘CmdRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-005
	Support for ‘Cred’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-006
	Support for ‘Final’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-007
	Support for ‘LocName’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-008
	Support for ‘LocURI’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-009
	Support for ‘MoreData’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-010
	Support for ‘MsgID’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-011
	Support for ‘MsgRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-012
	Support for sending ‘RespURI’
	Erreur ! Source du renvoi introuvable.
	O
	

	DMREPPRO-CUE-S-013
	Support for receiving ‘RespURI’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-014
	Support for ‘SessionID’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-015
	Support for ‘Source’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-016
	Support for ‘SourceRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-017
	Support for ‘Target’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-S-018
	Support for ‘TargetRef’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-CUE-C-019
	Support for VerDTD
	6.1.24
	M
	

	DMREPPRO-CUE-C-020
	Support for VerProto. The value of VerProto has to be 'DM/1.2’
	6.1.25
	M
	

	DM-SEC-C-007 at [DMSEC]
	Support for application layer authentication
	Section 5.3 at [DMSEC]
	O
	See [DMSEC] AND DMREPPRO-CUE-C-021

	DMREPPRO-CUE-C-021
	When using Chal, The Meta Format for the NextNonce element has to be specified in b64 format
	Erreur ! Source du renvoi introuvable.
	O
	

	DMREPPRO-CUE-C-022
	Support for Cred at only the SyncHdr level, not at invidual command level
	6.1.6
	M
	

	DM-SEC-C-008 at [DMSEC]
	Support for OMA DM syncml:auth-md5 type authentication
	Section 5.3 at [DMSEC]
	O
	See [DMSEC] AND DMREPPRO-CUE-C-023

AND DMREPPRO-CUE-C-024

	DMREPPRO-CUE-C-023
	When using syncml:auth-md5, the Meta Format for the Cred element is specified in b64
	6.1.6
	O
	

	DMREPPRO-CUE-C-024
	When using syncml:auth-md5, locname is used for userid authentication
	6.1.9
	0
	


B.3.2 Message Container Elements

The following specifies the static conformance requirements for the data description elements for server devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-MCE-C-001
	Support for SyncML container 
	6.2.1
	M
	

	DMREPPRO-MCE-C-002
	Support for SyncHdr container 
	6.2.2
	M
	

	DMREPPRO-MCE-C-003
	Support for SyncBody container 
	6.2.3
	M
	

	DMREPPRO-MCE-C-004
	Use of transports that support MIME content-type identification
	6.2.1
	O
	DMREPPRO-MCE-C-005 OR DMREPPRO-MCE-C-006

	DMREPPRO-MCE-C-005
	SyncML Object identified as application/vnd.syncml.dm+xml (for clear-text, XML representation)
	6.2.1
	O
	

	DMREPPRO-MCE-C-006
	SyncML Object identified as application/vnd.syncml.dm+xml (for binary, WBXML representation).
	6.2.1
	O
	


B.3.3 Data description elements

The following specifies the static conformance requirements for the data description elements for server devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-DDE-S-001
	Support for sending ‘Correlator’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-S-007

	DMREPPRO-DDE-S-002
	Support for receiving ‘Correlator’
	Erreur ! Source du renvoi introuvable.
	M
	DMREPPRO-PCE-S-007

	DMREPPRO-DDE-C-003
	Support for Data
	6.3.1
	M
	DMREPPRO-DDE-C-006 OR DMREPPRO-DDE-C-007

	DMREPPRO-DDE-C-004
	Support for Item
	6.3.2
	M
	

	DMREPPRO-DDE-C-005
	Support for Meta
	6.3.3
	M
	

	DMREPPRO-DDE-C-006
	Mark-up characters of the Data element content are properly escaped according to [XML] specification rules
	6.3.1
	O
	

	DMREPPRO-DDE-C-007
	CDATA sections are used for the content of the Data
	6.3.1
	O
	

	DMREPPRO-DDE-C-008
	When an Item contains information for a managed node, and the meta format is not null, the Data element is specified.
	6.3.2
	M
	


B.3.4 Protocol Management Elements

The following specifies the static conformance requirements for the protocol Management elements for server devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-PME-C-001
	Support for Status
	6.4.1
	M
	

	DMREPPRO-PME-C-002
	Status Code is sent in response to a Results command unless the value of the status code is 200
	6.4.1
	M
	

	DMREPPRO-PME-C-003
	In the case of sending or receiving a large object, Alert 1222, is used to continue the message exchange.
	6.4.1
	M
	


B.3.5 Protocol command elements 

The following specifies the static conformance requirements for the protocol command elements for server devices that conform to this specification.

	Item
	Function
	Reference
	Status
	Requirement

	DMREPPRO-PCE-S-001
	Support for receiving‘Alert’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-002
	Support for sending‘Replace’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-003
	Support for sending ‘Add’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-004
	Support for sending ‘Atomic’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-005
	Support for sending ‘Copy’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-039 AND 
DMREPPRO-PCE-C-040 AND 
DMREPPRO-PCE-C-041 AND 
DMREPPRO-PCE-C-042 AND
DMREPPRO-PCE-C-043 AND
DMREPPRO-PCE-C-044

	DMREPPRO-PCE-S-006
	Support for sending ‘Delete’
	Erreur ! Source du renvoi introuvable.
	O
	DMREPPRO-PCE-C-045 AND 

DMREPPRO-PCE-C-046 AND
DMREPPRO-PCE-C-047

	DMREPPRO-PCE-S-007
	Support for sending ‘Exec’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-008
	Support for sending ‘Get’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-009
	Support for sending ‘Sequence’
	Erreur ! Source du renvoi introuvable.
	M
	

	DMREPPRO-PCE-S-010
	Support for receiving ‘Results’
	Erreur ! Source du renvoi introuvable.
	M
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	

	
	
	

	
	

	
	
	






	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	DMREPPRO-PCE-C-010.1
	When using Add, nodes are added as children of interior nodes
	6.5.1
	M
	

	DMREPPRO-PCE-C-011
	The root (.) interior node has to exist
	6.5.1
	M
	

	DMREPPRO-PCE-C-012
	Device manufacturers provide additional existing leaf or interior nodes
	6.5.1
	O
	

	DMREPPRO-PCE-C-013
	When using Add, If any parent interior node along the path of the Target LocURI doesn’t exist, the device adds it implicitly
	6.5.1
	O
	DMREPPRO-PCE-C-014



	DMREPPRO-PCE-C-014
	Implicity added nodes are created with ACL empty except in the case of DMREPPRO-PCE-C-015.
	6.5.1
	O
	DMREPPRO-PCE-C-013

	DMREPPRO-PCE-C-015
	If a server is adding an interior node and does not have Replace access rights on the parent of the new node then the device sets the ACL of the new node so that the creating server has Add, Delete and Replace rights on the new node
	6.5.1
	O
	

	DMREPPRO-PCE-C-016
	In case the Add operation fails because the device fails to implicitly add a missing interior node, the status code is the same as if the device had tried to add the interior node explicitly
	6.5.1
	O
	

	DMREPPRO-PCE-C-017
	In case the Add operation fails because the device fails to implicitly add a missing interior node, the returned Status element in such a failure case includes an Item element
	6.5.1
	O
	DMREPPRO-PCE-C-018

	DMREPPRO-PCE-C-018
	In case the Add operation fails because the device fails to implicitly add a missing interior node, The Item element contains a Target element which includes the LocURI of the interior node that the device failed to add.
	6.5.1
	O
	

	DMREPPRO-PCE-C-019
	support of DMTNDS objects. 
	6.5.1
	O
	DMREPPRO-PCE-C-020 AND

DMREPPRO-PCE-C-022 AND

DMREPPRO-PCE-C-024 AND
DMREPPRO-PCE-C-023.2

	DMREPPRO-PCE-C-020
	If the device supports DMTNDS objects AND If the MIME-Type is as defined in [DMTNDS] then multiple nodes can be created with one Add command
	6.5.1
	O
	

	DMREPPRO-PCE-C-021
	If the client receives an add command as defined in [DMTNDS] and does not support [DMTNDS], then the Client sends status code 415, “Unsupported media type or format”
	6.5.1
	M
	

	DMREPPRO-PCE-C-022
	Status code used in case of [DMTNDS] failed add command is the same error status code as if that failure node was created with a normal Add
	6.5.1
	O
	

	DMREPPRO-PCE-C-023
	In case a [DMTNDS] add fails, the devices Management Tree does not change as result of this operation
	6.5.1
	O
	

	DMREPPRO-PCE-C-023.1
	When Using Add and DMTNDS, ACLs values are included in the DMTNDS Object
	6.5.1
	O
	DMREPPRO-PCE-C-023.2

	DMREPPRO-PCE-C-023.2
	ACLs from DMTNDS Object follow the rules in [DMTND] §7.7.
	6.5.1
	O
	

	DMREPPRO-PCE-C-024
	When Using Add and DMTNDS, Paths in DMTNDS objects are interpreted relative to the target URI.
	6.5.1
	O
	

	DMREPPRO-PCE-C-025
	When Using Add, the node type at the meta-information is specified.
	6.5.1
	M
	

	DMREPPRO-PCE-C-026
	When Using Add, The Size meta element is used to notify the recipient about the size of the data item being added
	6.5.1
	O
	

	DMREPPRO-PCE-C-027
	When Using Add, One or more Item element types are specified.
	6.5.1
	M
	

	DMREPPRO-PCE-C-028
	When Using Add, The Target specified within the Item element type is a full device URI except in the case specified in DMREPPRO-PCE-C-024
	6.5.1
	M
	

	DMREPPRO-PCE-C-029
	When Using Alert, The Data element type is used to specify the type of alert.
	6.5.2
	M
	

	DMREPPRO-PCE-C-030
	When Using Alert, If the alert is sent as an asynchronous response to an Exec command, the Correlator element type is identical to the Correlator value of that Exec command
	6.5.2
	M
	

	DMREPPRO-PCE-C-031
	When Using Alert, More than one Item element types can be specified 
	6.5.2
	O
	DMREPPRO-PCE-C-031.1

	DMREPPRO-PCE-C-031.1
	When Using Alert, Each Item contains a Meta element indicating the Type and Format of the event data.
	6.5.2
	O
	

	DMREPPRO-PCE-C-032
	If the server receives an Alert Message and is capable of processing the data in the alert. The server will send back status 200
	6.5.2
	M
	

	DMREPPRO-PCE-C-032.1
	If the server receives an Alert Message and If the server is NOT capable of processing the data in the alert. The server will send back status 406
	6.5.2
	M
	

	DMREPPRO-PCE-C-033
	When Using Atomic, The set of commands inside Atomic are processed in the same way as commands inside Sequence with all subordinate commands to be executed as a set or not at all.
	6.5.3
	M
	

	DMREPPRO-PCE-C-034
	When Using Atomic, in case of success, the client can split the responses up over multiple messages.
	6.5.3
	O
	

	DMREPPRO-PCE-C-035
	When Using Atomic, in case of failure, Previously executed commands in Atomic command are rolled back.
	6.5.3
	M
	

	DMREPPRO-PCE-C-036
	When Using Atomic, in case of failure, the client sends status code 517 
	6.5.3
	M
	

	DMREPPRO-PCE-C-037
	When Using Atomic, in case of failure, the client includes and returns the failure response code to the server
	6.5.3
	M
	

	DMREPPRO-PCE-C-038
	Nested Atomic commands or Getatomic  commands can not be sent; If they are received by a client, an error command (500) will be send by the client.
	6.5.3
	M
	

	DMREPPRO-PCE-C-039
	In case of Copy, the data of the copy and the data of the original are treated independently after the copy is complete, from an implementation view.
	6.5.4
	O
	

	DMREPPRO-PCE-C-040
	When Using copy, One or more Item element types is specified.
	6.5.4
	O
	

	DMREPPRO-PCE-C-041
	When Using copy, the command is specified within an Atomic, Sequence or SyncBody element type
	6.5.4
	O
	

	DMREPPRO-PCE-C-042
	When Using copy, the Target and Source specified within the Item element type are a full device URI
	6.5.4
	O
	

	DMREPPRO-PCE-C-043
	When Using copy, , the source and the destination nodes are both leaf nodes
	6.5.4
	O
	

	DMREPPRO-PCE-C-044
	If the Copy command cannot be executed because the target node cannot be overwritten with the value of the source node for reasons other than access control rights, (403) Forbidden status is sent back.
	6.5.4
	O
	

	DMREPPRO-PCE-C-045
	When using delete, One or more Item element types are specified
	6.5.5
	M
	

	DMREPPRO-PCE-C-046
	When using delete, The Target specified within the Item element type is a full device URI
	6.5.5
	M
	

	DMREPPRO-PCE-C-047
	When using delete, a status code should be sent according to section 6.5.5 
	6.5.5
	M
	

	DMREPPRO-PCE-C-048
	Implementation behaves as if exec were synchronous
	6.5.6
	O
	

	DMREPPRO-PCE-C-049
	When used to start a long-running process Exec  is implemented to return a status code indicating whether the process was successfully launched
	6.5.6
	O
	

	DMREPPRO-PCE-C-050
	If the server is expecting an asynchronous response to an Exec command, the correlator is used.
	6.5.6
	O
	

	DMREPPRO-PCE-C-051
	When using exec, At least one Item element type is specified
	6.5.6
	O
	

	DMREPPRO-PCE-C-052
	When using exec, Exec is specified within a Sequence or SyncBody element type
	6.5.6
	O
	

	DMREPPRO-PCE-C-053
	When using exec, the Target specified within the Item element type in the Exec command is a full device URI.
	6.5.6
	O
	

	DMREPPRO-PCE-C-054
	When Using get and DMTNDS, Paths in DMTNDS objects are interpreted relative to the target URI.
	6.5.7
	O
	

	DMREPPRO-PCE-C-055
	If the client does not support DMTNDS and the target of Get command is an interior node, a list of the children node names is returned in the Results element
	6.5.7
	M
	

	DMREPPRO-PCE-C-056
	When using get, One or more Item element types can be specified
	6.5.7
	M
	

	DMREPPRO-PCE-C-057
	When using get, The Target specified within the Item element type is a full device URI, except when using [DMTNDS]
	6.5.7
	M
	

	DMREPPRO-PCE-C-058
	When using replace, If the node does not exist, it is not created and status code 404 is returned.
	6.5.11
	M
	

	DMREPPRO-PCE-C-059
	When using replace, Replace will return the status (418) Already Exists if the new name is identical to one of the nodes siblings.


	6.5.11
	M
	

	DMREPPRO-PCE-C-058
	The originator of the command determines what features/properties of the data item are supported by the recipient and only send supported properties. 
	6.5.11
	O
	

	DMREPPRO-PCE-C-060
	When using replace and DMTNDS, If the MIME-Type is as defined in [DMTNDS] then a complete sub-tree will be replaced at once.


	6.5.11
	O
	DMREPPRO-PCE-C-061 AND

DMREPPRO-PCE-C-062 AND

DMREPPRO-PCE-C-063 AND

DMREPPRO-PCE-C-064 AND

DMREPPRO-PCE-C-066 AND

DMREPPRO-PCE-C-068

	DMREPPRO-PCE-C-061
	When using replace and DMTNDS, A device will not replace any nodes if the device identify that some of the sub nodes in the DMTNDS object are not compatible with current nodes in the device
	6.5.11
	O
	

	DMREPPRO-PCE-C-062
	When using replace and DMTNDS, If the device accepts the replacement of a complete sub tree then the complete sub tree in the DMTNDS object will replace all existing sub nodes in the device
	6.5.11
	O
	

	DMREPPRO-PCE-C-063
	When using replace and DMTNDS, If some of the nodes in the DMTNDS object is new compared to the existing one in the device then the device will create these nodes all existing sub nodes in the device
	6.5.11
	O
	

	DMREPPRO-PCE-C-064
	When using replace and DMTNDS, , If some of the old nodes are not included in the DMTNDS object then the old nodes will be deleted. 
	6.5.11
	O
	

	DMREPPRO-PCE-C-064.1
	ACL values are included in the DMTNDS
	6.5.11
	O
	DMREPPRO-PCE-C-064.2

	DMREPPRO-PCE-C-064.2
	ACL values at DMTNDS follow the rules specified in [DMTND] §7.7.1
	6.5.11
	O
	

	DMREPPRO-PCE-C-065
	If the device does not support [DMTNDS] and receives a get command as defined in [DMTNDS], Client MUST send status code 415, “Unsupported media type or format”
	6.5.11
	M
	

	DMREPPRO-PCE-C-066
	When using replace and DMTNDS, If the replace of any nodes from the DMTNDS object fails then the client returns the same error status code as if that failure node was replaced with a normal Replace command
	6.5.11
	O
	

	DMREPPRO-PCE-C-067
	When using replace and DMTNDS, If the replace of any nodes from the DMTNDS object fails then the devices Management Tree does not change as result of this operation.
	6.5.11
	O
	

	DMREPPRO-PCE-C-068
	When using replace and using DMTNDS, Paths in DMTNDS objects are interpreted relative to the target URI in the Replace command.
	6.5.11
	O
	

	DMREPPRO-PCE-C-069
	When using replace, The Size meta element is used to notify the recipient about the size of the data item being added.
	6.5.11
	O
	

	DMREPPRO-PCE-C-070
	When using replace, One or more Item element types are specified.
	6.5.11
	M
	

	DMREPPRO-PCE-C-071
	When using replace, The Target and Source specified within the Item element type are a full device URI, except in the case of DMREPPRO-PCE-C-068.
	6.5.11
	M
	

	DMREPPRO-PCE-C-072
	Results to a command are sent after the Status to the same command.the Item element type 
	6.5.12
	M
	

	DMREPPRO-PCE-C-073
	When using sequence, One or more Add, Replace, Delete, Copy, Get, Exec or Alert element types are specified.
	6.5.14
	M
	

	DMREPPRO-PCE-C-074
	When using sequence, The element types are processed in the specified sequence.
	6.5.14
	M
	

	DMREPPRO-PCE-C-075
	When using sequence, Status code (215) Not Executed will be sent back for the commands whose execution was aborted.
	6.5.14
	M
	


B.3.6 
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