Doc# OMA-DM-2005-0189-CR-ETR-SSLTLS.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-DM-2005-0189-CR-ETR-SSLTLS.doc
Change Request



Change Request

	Title:
	CR ETR SSLTLS
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA DM

	Doc to Change:
	OMA-SyncML-MetaInf-V1_2

	Submission Date:
	13 Apr 2005

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Svante Alnås, Ericsson, Svante.Alnas@ericsson.com, Tel: +46 46 23 13 18

	Replaces:
	n/a


1 Reason for Change

Inconsistent definition on whatever the client MUST support SSL3 and TLS. In DM DMSec it is optional but in ETR it is mandatory. 

This should not be mandatory test case.

This is a solution for review comment# 27.

2 Impact on Backward Compatibility

None, this only affect new functionality in DM 1.2.

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend that this should be included in DM 1.2 release.

6 Detailed Change Proposal

5.1.1.1 Client

Applicability table for Enabler specific mandatory test requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Representation Common Use Elements
	Required to test whether common elements are utilized properly.

	
	Representation Message container elements
	Required to test whether Message container elements are utilized properly.

	
	Data description elements
	Required to test whether data description elements are utilized properly.

	
	Representation Protocol command elements
	Required to test whether representation protocol command elements are utilized properly.

	
	Device Info
	Required to test whether a device  properly sends Device Info and a server properly receives and interprets Device Info.

	
	Meta Info
	Required to test whether a device includes proper Meta Info elements.

	
	Authentication
	Required to test whether basic, MD5, and HMAC authentication mechanism are treated properly.

	
	
	

	
	MIME header types
	Required to check whether a proper MIME header type corresponding used message format (XML or WBXML) is utilized properly.

	
	Client initiated session
	Required to test whether a client initiated session is performed properly.

	
	Tree and Description
	Required to test support of management tree implementation. 

	
	Standardized Management Objects
	Required to test support for the defined set of Standard Objects [DMSTDOBJ].

	
	Multiple messages per package
	Required to test whether a package fragmented into multiple messages is sent and received properly.

	
	Support for XML and/or WBXML encoding
	Required to test message encodings.



	
	Support for client and server initiated alerts
	Required to test client and server initiated alerts and Generic Alert message elements are utilized properly.  For generic alerts, the server is required to receive the alert from the client.

	
	Support for MetaInfo Format attribute 
	Required to test for the MetaInfo Format attribute to allow new commonly used formats

	ERROR FLOW
	Authentication challenges
	Required to verify client/server requests for use of proper authentication

	
	Tree and Description ACL 
	Required to verify proper ACL rights on nodes in the management tree.


5.1.2.1 Client

Applicability table for Enabler specific optional test requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Bootstrap
	Required to bootstrap a client to a particular server.

	
	Notification
	Required to test server initiated notification.

	
	Transport Layer Security
	Required to test support of TSL1.0 and SSL3.0 and related cipher suites and certificates over TCP/IP and HTTP.

	
	User Interface Alert
	Required for the client to display information/questions sent by the server and return results to the server.

	
	Server Initiated Session
	Required to test whether server initiated alert is properly sent.

	
	Large object handling
	Required to test whether large object fragmented into multiple messages is handled properly.

	
	Additional Management Objects
	Required to test compatibility and support for other management objects. (Standard or Proprietary)

	
	HTTP binding
	Mandated to test if the transport is utilized.

	
	OBEX binding
	Mandated to test if the transport is utilized.

	
	WSP binding
	Mandated to test if the transport is utilized.

	
	Support for both CP and DM
	Mandated to test if device supports both CP and DM based provisioning.  This may include mapping of WAP Provisioning content of application characteristic (OMNA W7) into the DM tree.  This also includes testing of the DM bootstrap profile.

	
	LocURI case sensitivity
	Required to test such that nodes are not distinguished by Case Sensitivity.

	
	Support for Implicit Add
	Required to test if the device supports adding an interior node without an existing parent, otherwise error code is sent.

	
	Support for serialization of the DM management tree 
	Required to test if the device supports encoding and decoding of a TNDS object for e.g. transformation of a runtime management tree into an XML or WBXML file.

	ERROR FLOW
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