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1 Reason for Change

In the current version of the DM Diagnostics and Monitoring baseline RD, there are use cases that are not associated with clear requirements.  This change request attempts to address some of these shortfalls.
This revision incorporates the comments received in the Toronto Interim meeting.
2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The DM WG review and agree the CR described in section 6.
6 Detailed Change Proposal

6. Requirements
(Normative)





6.1 High-Level Functional Requirements
6.2 
6.3 
6.4 
6.5 
6.6 
6.7 
6.8 
6.9 
	Label
	Description
	Enabler Release

	DIAG-GEN-1
	Diagnostics information SHOULD be collected from a device as defined by DM managed objects. 
	DiagMon Version 1.0

	DIAG-GEN-2
	Network monitoring information SHOULD be collected from a device as defined by DM managed objects.
	DiagMon Version 1.0

	DIAG-GEN-3
	Diagnostic Information MAY be requested by a subscriber, or a generic set of information available in the device
	DiagMon Version 1.0

	
	
	

	DIAG-GEN-4
	Recording trap information MAY be time based or time sensitive or based on events
	DiagMon Version 1.0

	DIAG-GEN-5
	Logging or storage of trap information MAY be triggered by pre-defined events or series of events.
	DiagMon Version 1.0

	DIAG-GEN-6
	Reporting MAY be periodic or based on conditions which guarantees reporting success and resource consumption
	DiagMon Version 1.0


Table 1: High-Level Functional Requirements

6.1.1 Security
6.1.2 
6.1.3 
	Label
	Description
	Enabler Release

	DIAG-SEC-1
	The non-repudiation of a diagnostics session MUST be ensured.
	DiagMon Version 1.0

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.4 Charging
6.1.5 
6.1.6 
	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Charging Items

6.1.7 Administration and Configuration
6.1.8 
6.1.9 
	Label
	Description
	Enabler Release

	DIAG-ADMIN-1
	Confirmation request messages SHALL be uniquely identified and contain at least the subscriber id, data or data summary, and date/time.
	DiagMon Version 1.0

	DIAG-ADMIN-2
	Confirmation result messages SHALL be uniquely identified and correlated to the request.
	DiagMon Version 1.0

	
	
	


Table 4: High-Level Functional Requirements – Administration and Configuration Items

6.1.10 Usability
6.1.11 
6.1.12 
	Label
	Description
	Enabler Release

	DIAG-USE-1
	The end user MAY initiate a self-care activity for diagnosing a problem for devices enabled with self-care capabilities.
	DiagMon Version 1.0

	DIAG-USE-2
	The end user MAY be made aware that a diagnostics or monitoring activity is commencing.
	DiagMon Version 1.0

	DIAG-USE-3
	Network monitoring data logging or reporting MAY be transparent to the end user.
	DiagMon Version 1.0


Table 5: High-Level Functional Requirements – Usability Items

6.1.13 Interoperability
6.1.14 
6.1.15 
	Label
	Description
	Enabler Release

	DIAG-IOP-1
	The DMS MAY be interfaced with a Customer Care application or other management authorities.
	DiagMon Version 1.0

	DIAG-IOP-1
	Errors MAY be reported to a Customer Care application.
	DiagMon Version 1.0

	
	
	


Table 6: High-Level Functional Requirements – Interoperability Items

6.1.16 Privacy
6.1.17 
	Label
	Description
	Enabler Release

	DIAG-PRIVACY-1
	All data communication between the Device Management Server and a Device, that is personal to the user or confidential to the owner of the information (e.g. some network operator settings) MUST be confidentiality protected.  
	DiagMon Version 1.0

	DIAG-PRIVACY-2
	All Diagnostics data communication between Device Management Servers MUST be confidentiality protected.
	DiagMon Version 1.0

	
	
	


Table 7: High-Level Functional Requirements – Privacy Items




Security Requirements should be reviewed with the Security Working Group as early as possible.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.
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